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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Introduction clause of the Technical Report is missing.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.8ab.

* * * First Change * * * *
[bookmark: _Toc39050157]Introduction
This clause is optional. If it exists, it shall be the second unnumbered clause.
In the Rel-16 architecture for 5G SMSoNAS (i.e. SMS over NAS), SMSF and the UDM are not able to expose service-based interfaces to an IP-SM-GW, SMS Router or SMS Center, As a result, SMSoNAS transport to/from the SMSF/UDM (e.g. towards IP-SM-GW, SMS Router, SMS Center, etc.) enabling to send MO / MT SMS is still carried out via legacy MAP or Diameter protocols.
This generates the following main issues:
· No SBI-based interface is defined for enabling the retrieval of routing information from the UDM for the transfer of short messages (used by SMS-Router, IP-SM-GW, etc.).
· No SBI-based interface is defined for MO / MT SMS from or to IP-SM-GW/SMS Router or any other NF that may want to send/receive SMS via interactions with SMSF.
· MAP and/or Diameter have to be supported by the SMSF and the UDM in order to fully support 5G SMSoNAS. It is hence not possible to deploy a pure SBI-based 5GC if SMS has to be supported.
· In the roaming scenarios, SMSoNAS cannot benefit from the new inter-PLMN 5GC security framework based on the SEPP and the use of the secured N32 interface, relying instead on legacy MAP and/or Diameter SMS interfaces with all the well-known security vulnerabilities.
[bookmark: _GoBack]This Technical Report aims to study the key issues and requirements for implementing SBA/SBI paradigm and associated enhancements for 5G SMS and potential solutions to resolve the identified issues.
* * * End of Changes * * * *

