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1. Introduction
<Introduction part (optional)>
2. Reason for Change
In the 5G deployment targeting the vertical scenarios, to fulfill the requirements of low latency and data security, the UPF may be deployed on the customer side e.g. in a factory. Vertical customers have different network security policy, some customers may allow only the very necessary IP connections between locally deployed UPF and the outside world, i.e. the N3/N4/N6/N9 interfaces; while the others may in addition allow IP connections for purpose like NF maintenance. For the cases where the maintenance connection cannot reach the UPF on the customer side, the UPF configuration will be impacted. 
As of today, PFCP largely relies on the consistent configuration on the CP function and UP function, it is assumed that the CP function is aware of the configuration on the UP function, e.g. the supported Network Instances. There are two kinds of UPF configurations, one is sort of static configuration which may be pre-configured at UP function start-up; and the other is dynamic online configuration, e.g. a set of predefined rules (group). The pre-configuration as well as the initial settings of the online configurable parameters can be done during the initial deployment of the customer side UPF, which is reasonable and possible. However, if a change needs to be applied on the online configurable parameters, the online configuration may not be possible e.g. due to the security policy of the customer.
Base on the above, the maintenance of UPF deployed on the customer side is one of the key issues of the study, and corresponding solutions, i.e. how to change the UPF configuration online when there is a strict security policy on the customer side.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.820v0.1.0

* * * First Change * * * *
[bookmark: _Toc42763475]5.1	Key Issue #1: <KI#1>Maintenance of UPF deployed on the customer side
Description of <KI#1> 
In the 5G deployment targeting the vertical scenarios, when the UPF is deployed on the customer side the IP connection for NF maintenance purpose may not be able to reach the UPF due to the security policy of the customer. In that case, some of the functionalities relying on pre-configuration on the UPF may fail, or the pre-configuration cannot be updated during the lifecycle of the UPF.
It should be possible to provide the following pre-configuration data via the signaling channel, i.e. the PFCP connection, to the UPF:
[bookmark: _GoBack]-	predefined PDR/FAR/QER/URRs (group(s)) e.g. in corresponding PCC/ADC rules (group(s));
-	
* * * End of Changes * * * *

