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	Reason for change:
	Clauses 5.22.2 clarified when SSET feature is supported, “The SMF may also indicate the IP addresses of alternative SMFs within the SMF Set in the PFCP Association Setup Request.”. The IP addresses of alternative PFCP entities pertaining to the same SMF is not mentioned to be included which may lead the UPF missing these alternative IP address information.

Also, the current clarification is not aligned with the “Alternative SMF IP Address”IE defination in Clauses 7.4.4.1 which mentioned “When present, this IE shall contain an IPv4 and/or IPv6 address of an alternative SMF or an alternative PFCP entity in the same SMF when SSET feature is used.”  


	
	

	Summary of change:
	Clauses 5.22.2 should be updated as “The SMF may also indicate the IP addresses of alternative PFCP entities pertaining to the same SMF and the IP addresses of alternative SMFs within the SMF Set in the PFCP Association Setup Request.


	
	

	Consequences if not approved:
	Misalignment in the document and make confusion for the alternative SMF IP address information contained in PFCP Association Setup Request.

	
	

	Clauses affected:
	5.22.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Rev1:
1. Add TEI16 to Work item code in cover page.
2. Update the description in chapter 5.22.2.



Page 1



[bookmark: _Toc19702431][bookmark: _Toc27751587]* * * First Change * * * *
[bookmark: _Toc19717027][bookmark: _Toc27490484][bookmark: _Toc27556777][bookmark: _Toc27723694][bookmark: _Toc36030758][bookmark: _Toc36042678][bookmark: _Toc36814002][bookmark: _Toc19717158][bookmark: _Toc27490642][bookmark: _Toc27556935][bookmark: _Toc27723852][bookmark: _Toc36030924][bookmark: _Toc36042844][bookmark: _Toc36814169]
5.22.2	With one PFCP association per SMF Set and UPF
When a UPF supports that a PFCP session can be successively controlled by different SMF(s) in the same SMF set, the following applies:
1)	One SMF in the SMF set shall establish one single PFCP Association with the UPF for the SMF set; the Node ID in the PFCP Association Setup Request shall be set to an FQDN representing the SMF set. 

The SMF shall indicate that it supports the SSET feature in the CP Function Features IE (see clause 8.2.58); this indicates to the UPF that the PFCP sessions established with this PFCP association can be successively controlled by different SMFs of an SMF set according to the procedure defined in this clause. 

The SMF may also indicate the IP addresses of alternative SMFs within the SMF Set and the IP addresses of alternative PFCP entities pertaining to the same SMF in the PFCP Association Setup Request.
2)	When establishing a PFCP session, the SEID that the SMF assigns in the CP F-SEID of the PFCP Session Establishment Request may be unique or not within the SMF set. However the assigned CP F-SEID shall be unique within the SMF set.
NOTE 1: The UPF does not (need to) know whether the SEID in the CP F-SEID is uniquely assigned in the SMF set or not.
3)	Any SMF in the SMF set may issue requests to modify or delete the PFCP session, or to update or release the PFCP association.
4)	The UPF shall initiate PFCP session related requests (e.g. PFCP Session Report Request) towards another PFCP entity pertaining to the same SMF or another SMF of the SMF Set, if the IP address included in the CP F-SEID assigned to the PFCP session is not responsive, or if the UPF receives a GTP-U Error Indication from the SMF over the N4-u tunnel assigned to the N4 session for data forwarding if any. 

The UPF shall use the IP addresses of alternative SMFs within the SMF Set and the IP addresses of alternative PFCP entities pertaining to the same SMF received during the PFCP association setup or update procedures, if any, or other PFCP entities pertaining to the same SMF. Otherwise the UPF shall use the SMF set FQDN in the CP Node ID to discover alternative SMFs within the SMF Set, e.g. by querying the DNS or by performing a discovery request towards the NRF.

When sending the request to another PFCP entity pertaining to the same SMF or to the new SMF, the UPF shall set a null SEID in the header of the PFCP request and include the CP F-SEID assigned by the previous SMF in the request.
5)	An SMF may redirect a UPF initiated PFCP session related request to another PFCP entity pertaining to the same SMF or to a different SMF in the SMF set by rejecting the request with the cause "Redirection Requested" and with the IP address of the new entity to contact. When sending the redirected request to the new entity, the UPF shall set a null SEID in the header of the PFCP request and include the CP F-SEID assigned by the previous SMF in the request. 

Alternatively, an SMF may forward the UPF request to another PFCP entity pertaining to the same SMF or to a new SMF in the SMF set; the new PFCP entity or the new SMF answers to the UPF, including the CP F-SEID IE with the IPv4 or IPv6 address of the new entity respectively and the same or a modified SEID, and optionally including the N4-u F-TEID that the UPF shall use for sending data towards the new entity.
NOTE 2:	This allows to address cases where a different SMF would have been reselected in the 5GC for the PFCP session, e.g. by an AMF.
6)	An SMF may also update, at any time, a PFCP session by including the CP F-SEID with the IPv4 or IPv6 address of a new SMF and/or a new SEID assigned by the new SMF in a PFCP Session Modification Request.
7)	The UPF shall not trigger the restoration procedures specified in 3GPP TS 23.527 [40] for a PFCP session that can be controlled by different SMFs of an SMF set when a heartbeat failure is detected for the IP address of the assigned CP F-SEID. Restoration procedures shall be triggered only if heartbeat procedures fail with all the IP addresses of all the SMFs in the SMF set.
NOTE 3:	The above requirements enable all SMFs of a same SMF set to successively control a given PFCP session without causing extra signalling over the N4 interface.
8)	A UPF supporting the SSET feature shall support F-TEID allocation and UE IP address/prefix allocation in the UP function (see clauses 5.5 and 5.21).
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