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	Reason for change:
	TS 23.501 currently defines that for Service Exposure scenarios where EPC-5GC Interworking is required, a combined NEF+SCEF need not perform the same procedures for the configuration of monitoring events towards the HSS+UDM twice. As specified, the combined NEF+SCEF may choose to execute either EPC or 5GC procedures based on implementation choice. 
This is however not possible based on existing specified EPC and 5GC procedures. For example, if the NEF+SCEF decides to use EPC procedures to configure a monitoring event also in 5GC, the SCEF shall provide the NEF ID (NEF notification callback URI) to the HSS over S6t. Similarly, if the NEF+SCEF decides to use 5GC procedures instead, the NEF shall provide the SCEF ID to the UDM over Nudm SBI API. Neither of these capabilities are currently available in S6t or Nudm SBI API.   
Furthermore, in the case where the HSS and the UDM are deployed as separete network entities as defined in TS 23.632, there is no means for the HSS or UDM to trigger the configuration of the corresponding monitoring event in the other domain.

Ericsson believes that, when it comes to UDICOM, the events should be configured only in the direction from UDM to HSS.

	
	

	Summary of change:
	TS 23.501 is being updated to enable the configuration of network exposure events common to EPC and UDM via UDM. 

NEF+SCEF indicates to UDM that it requires the event reporting performed also by EPC domain (i.e. MME reporting via t6a interface) in addition to 5GC domain by requesting explicitly the monitoring in EPC. 

When the HSS and the UDM are deployed as separete network entities, UDM then consumes services produced by HSS (to be defined in TS 23.632) so that HSS and MME are able to report events to the combined SCEF+NEF.

This version of this CR, proposes UDM interactions with HSS to configure the IMEI and Roaming status change events. 

	
	

	Consequences if not approved:
	Common network exposure is not supported specially in the case where HSS and UDM are deployed as separate network entities.
NEF+SCEF need to execute configuration of monitoring events in EPC and 5GC independently.
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* * * First Change * * * *
[bookmark: _Toc36118079][bookmark: _Toc36117878][bookmark: _Toc26198394][bookmark: _Toc26198327][bookmark: _Toc24764571][bookmark: _Toc22623730][bookmark: _Toc18836271][bookmark: _Toc26198419][bookmark: _Toc26198352][bookmark: _Toc24764596][bookmark: _Toc22623754][bookmark: _Toc18836295][bookmark: _Toc26198423][bookmark: _Toc26198356][bookmark: _Toc24764600][bookmark: _Toc22623758][bookmark: _Toc18836299][bookmark: _Toc26198418][bookmark: _Toc26198351][bookmark: _Toc24764595][bookmark: _Toc12529054]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.002: "Network Architecture".
[4]	3GPP TS 23.380: "IMS Restoration Procedures".
[5]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[6]	3GPP TS 33.501: "Security Architecture and Procedures for 5G System".
[7]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[8]	3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture".
[9]	3GPP TS 33.402: "3GPP System Architecture Evolution (SAE); Security aspects of non-3GPP accesses".
[10]	3GPP TS 33.203: "3G security; Access security for IP-based services".
[11]	3GPP TS 33.220: "3G security; Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[12]	3GPP TS 24.080: "Mobile radio interface layer 3 supplementary services specification - Formats and coding".
[13]	3GPP TS 23.237: "IP Multimedia Subsystem (IMS) Service Continuity".
[14]	3GPP TS 23.008: "Organization of subscriber data".
[15]	3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message contents".
[xx]	3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data networks and applications; Stage 2".
* * * Next Change * * * *
5.X	Common Network Exposure Scenarios 
[bookmark: _Toc26198420][bookmark: _Toc26198353][bookmark: _Toc24764597][bookmark: _Toc22623755][bookmark: _Toc18836296]5.X.1	General 
As specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [5], a combined SCEF+NEF can configure monitoring events applicable to both EPC and 5GC using only 5GC procedures towards UDM. In this case, the SCEF+NEF indicates that the monitoring event is also applicable to EPC together with the SCEF identity, i.e. the event must be reported both by 5GC and EPC. 
If the HSS and UDM are deployed as separate network entities as defined in this specification, UDM uses HSS services to configure the monitoring event in EPC. For events requiring reporting from MME towards SCEF or HSS, the UDM requests the configuration of the monitoring event in the EPC to the HSS as defined in section 5.X.2. The status of specific monitoring events that are detected locally at the HSS and UDM (e.g. IMEI/PEI change, roaming status change) is kept synchronized between UDM and HSS as defined in section 5.X.3.    
5.X.2	Configuration of Monitoring Events in MME
Figure 5.X.2-1 shows the scenario where the UDM receives a request from a combined SCEF+NEF to configure a monitoring event that needs to be reported by EPC (e.g. location change). 


Figure 5.X.2-1: Configuration of Monitoring Events in MME
1.	The UDM receives a request from a combined SCEF+NEF to configure a monitoring event for a UE. The request indicates that the subscription applies also to EPC and the monitoring event is to be reported by the MME (e.g. location change). The request includes the notification addresses of both the NEF and the SCEF.
2.	The UDM configures the monitoring event for the UE in 5GC. If the 5GS UDR is used, the UDM stores the configuration of the monitoring event for the UE in the 5GS-UDR. The UDM contacts the corresponding NF within the 5GC (e.g. AMF, SMF) as required by the monitoring event. 
3.	Unless the subscription information related to the UE indicates that the UE has no EPC subscription data, then the UDM requests the HSS to configure the monitoring event for the UE in EPC using a Nhss_EventExposure_Subscribe operation. In addition to the UDM notification address, the UDM provides the SCEF notification address (i.e. SCEF Id).
4.	The HSS configures the monitoring event for the UE in EPC using the procedures defined in 3GPP TS 23.682 [xx]. 
5.	The HSS replies to the UDM with the result of the subscription request.
6. 	The UDM replies to the combined SCEF+NEF including confirmation that the subscription was also successful in EPC domain.
7.	At a later stage, the monitoring event is detected for the UE in the EPC domain. The event may be detected at the MME (e.g. location change) or at the HSS (e.g. UE reachability for SMS). 
8.	The monitoring event is reported to the SCEF+NEF. The MME notifies the event as defined in 3GPP TS 23.682 [xx] by using the SCEF notification address provided by the HSS in step 4, if applicable. If the monitoring event is detected at the HSS or reported by the MME to the HSS, the HSS notifies the monitoring event to UDM using the Nhss_EE_Notify service operation. The UDM then notifies NEF using the Nudm_EE_Notify service operation. 
NOTE:  The notification of monitoring events from HSS (e.g. reachability for SMS) using SBA interfaces supersedes the option of HSS using diameter S6t. Only the events reported by MME will keep diameter T6a interface towards SCEF.
5.X.3	Synchronization of Status of Monitoring Event between HSS and UDM 
The status of some specific monitoring events that are detected locally at the HSS and UDM (e.g. IMEI(SV)/PEI change, roaming status change) is kept synchronized between UDM and HSS as defined in this section. This is, when the HSS detects e.g. that the IMEI(SV) for a UE changes (e.g. during an Update Location in EPS), the HSS informs the UDM about the IMEI(SV) change which stores the new IMEI(SV)/PEI accordingly.
NOTE: 	The synchronization of the status of these monitoring events can be disabled in HSS and UDM based on local policies, e.g. if common exposure is not supported or last known IMEI is not required in HSS/UDM.  
This allows that the subscriptions to these specific monitoring events are applied in both domains. The UDM is capable of notifying these events taking place in EPS to the combined SCEF+NEF using SBI procedures.  
Figure 5.X.3-1 shows the scenario where the UDM receives a request from a combined SCEF+NEF to subscribe to a monitoring event in 5GC and EPC that is reported by the UDM. 


[bookmark: _GoBack]Figure 5.X.3-1: Synchronization of Status of Monitoring Events between HSS and UDM
1.	The UDM receives a request from a combined SCEF+NEF to configure a monitoring event for a UE. The request indicates that the subscription applies also to EPC (e.g. IMEI(SV)/PEI change) and UDM is expected to report the event. 
2.	The UDM stores in the 5GS-UDR the monitoring event together with the notification address (e.g., the NEF notification address) of the combined SCEF+NEF. 
3.	The UDM replies to the combined SCEF+NEF including a confirmation that the configuration of the event was also successful in EPC domain. 
NOTE: 	A UDM that supports interworking with EPC relies on the HSS to synchronize the status of these monitoring events in the EPC domain with the UDM (i.e. the UDM does not need to subscribe to the monitoring event towards the HSS) for UEs that have subscription data in EPC and 5GC.
4.	At a later stage, the HSS detects the event (e.g. IMEI(SV) change) for the UE in the EPC domain (e.g. during an Update Location Request procedure). 
5.	The HSS synchronizes with the UDM about the event using the Nudm_UECM_Update service operation.
6.	The UDM stores the information received from HSS (e.g. a new PEI for the UE) in the 5GS-UDR and checks if a related subscription to the related monitoring event exists. 
7.	The UDM notifies the NEF accordingly. 
8. 	Alternatively, the monitoring event may be detected by the UDM.
9. The UDM notifies the NEF accordingly. 
10. The UDM synchronizes with the HSS about the event using the Nhss_UECM_Update service operation.
11.	The HSS stores the status of the monitoring event received from the UDM in the EPS-UDR. 
* * * Next Change * * * *
[bookmark: _Toc26198433][bookmark: _Toc26198366][bookmark: _Toc24764610][bookmark: _Toc22623768][bookmark: _Toc18836309][bookmark: _Toc26198438][bookmark: _Toc26198371][bookmark: _Toc24764615]6.1.1	General
The following table illustrates the HSS Services.
Table 6.1.1-1: NF services provided by HSS
	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	UE Authentication
	Get
	Request/Response
	UDM

	UECM
	MMEDeregistration
	Request/Response
	UDM

	
	Update
	Request/Response
	UDM

	SDM
	Get
	Request/Response
	UDM

	
	Subscribe
	Subscribe/Notify
	UDM

	
	Unsubscribe
	
	

	
	Notify
	
	

	EE
	Subscribe
	Subscribe/Notify
	UDM

	
	Unsubscribe
	
	

	
	Notify
	
	



* * * Next Change * * * *
[bookmark: _Toc36118126][bookmark: _Toc36117925]6.1.3.2	Nhss_UECM_Update service operation
Service operation name: Nhss_UECM_Update.
Description: The NF consumer informs the HSS about an update in the UE Context (e.g. a change in the IMEI).
Inputs, Required: IMSI.
Inputs, Optional: IMEI(SV), serving PLMN.
Outputs, Required: Result Indication.
Outputs, Optional: None.
[bookmark: _Toc26198434][bookmark: _Toc26198367][bookmark: _Toc24764611][bookmark: _Toc22623769][bookmark: _Toc18836310]* * * Next Change * * * *
[bookmark: _Toc36117921][bookmark: _Toc36118122][bookmark: _Toc26198437][bookmark: _Toc26198370][bookmark: _Toc24764614][bookmark: _Toc22623772][bookmark: _Toc18836313]6.1.X	Nhss_EE service
6.1.X.1	Nhss_EE_Subscribe service operation
Service operation name: Nhss_EE_Subscribe.
Description: The NF consumer request the HSS to subscribe to notifications for monitoring events as described in 3GPP TS 23.682 [xx] (e.g. location change).
Inputs, Required: IMSI, monitoring event type(s), notification address.
Inputs, Optional: -
Outputs, Required: Result Indication, Subscription ID.
Outputs, Optional: None.
6.1.X.2	Nhss_EE_Unsubscribe service operation
Service operation name: Nhss_EE_Unsubscribe.
Description: The NF consumer request the HSS to delete the subscription of a monitoring event.
Inputs, Required: Subscription ID.
Inputs, Optional: -
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204456][bookmark: _Toc27895155][bookmark: _Toc36192252]6.1.X.3	Nhss_EE_Notify service operation
Service operation name: Nhss_EE_Notify.
Description: The HSS reports the monitoring event to the consumer that has previously subscribed. 
Inputs, Required: Event ID, Notification Correlation Information, time stamp.
Inputs, Optional: Event specific parameters list.
Outputs, Required: None.
Outputs, Optional: None.

* * * End of Changes * * * *
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