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	Reason for change:
	With notification or verification only of positioning, a UE is notified of location or notified and asked to verify the location by the serving AMF, but a location of the UE is not obtained. Instead, the AMF confirms to a GMLC that the notification has occurred and if verification was also performed, provides an indication of whether the location was allowed by the UE or disallowed. This feature is used when subscribed UE location privacy preferences include dependence on the UE location. In that case, a current location of the UE is first obtained without any notification to the UE. The HGMLC then determines, based on the UE location, whether the location is allowed, not allowed, or requires notification to and/or verification by the UE. In the latter case, the HGMLC instigates a notification only or notification plus verification only request to the serving AMF and waits for a response before deciding whether the previously obtained location can be sent to an external client or AF. 
Prior to CT4#96e, this feature was correctly supported in TS 29.518. Then at CT4#96e, a pair of CRs to 29.518 and 29.571, in C4-200863 and C4-200864, were agreed which introduced a different means of support. This different support may introduce errors because two different parameters would have to align in order to support it and, if not aligned, would create new error cases.
The present CR therefore proposes to revert back to the support which existed prior to CT4#96e. In addition, because this is evidently a complex and confusing feature, the changes agreed at CT4#96e in C4-200863 and C4-200864 are summarized below with an explanation as to why they are unnecessary and may lead to errors.
The CR in C4-200863 replaces PrivacyCheckRelatedAction by LcsServiceAuth in a RequestPosInfo data type. LCSServiceAuth was added to TS 29.571 in C4-200864 and then modified in C4-202534 at CT4#97e and includes 4 enumerated types previously defined for PrivacyCheckRelatedAction (in TS 29.503) plus 2 additional types - "NOTIFICATION_ONLY" and "NOTIFICATION_AND_VERIFICATION_ONLY". However, these additional types are not needed because the LocationType data type in a RequestPosInfo parameter in 29.518 includes a value "NOTIFICATION_VERIFICATION_ONLY" whose description (in clause 6.4.6.3.3 of TS 29.518) states “This value indicates that notification or verification of location by the target UE is required but a location estimate shall not be obtained”. The use of the LocationType parameter to indicate notification or verification without positioning was clarified at SA2#138e in S2-2003343 (CR) 23.273 CR0119R1 which was approved and states at step 17 for clause 6.1.2:

17.
If the result of privacy checks in step 16 indicates that the notification (and verification) based on current location is needed, and in the case of roaming, the (H)GMLC shall send a location request to the VGMLC with location type  indicating "notification only". 

This indication would then be forwarded by the VGMLC to the AMF. 
With the change in C4-200863, there is a possibility of inconsistency between the LocationType and the LCSServiceAuth values which did not exist prior to CT4#96 – e.g. (example 1) LocationType may specify NOTIFICATION_VERIFICATION_ONLY and LCSServiceAuth may specify LOCATION_ALLOWED_WITH_NOTIFICATION. Alternatively (example 2), LocationType may specify CURRENT_LOCATION and LCSServiceAuth may specify NOTIFICATION_ONLY. 
With the CR here, these error cases are removed.

It is noted that CT4#97e agreed further CRs in C4-202532, C4-202533 and C4-202534 to amend the change in CRs C4-200863 and C4-200864. The new changes introduce more redundancy (and therefore more error cases) by adding a codeWordCheck Boolean value (in Table 6.1.5.2.7-1 of TS 29.515 in C4-202532) to indicate whether a codeword shall be checked by the UE. However, the RequestPosInfo data type in Table 6.4.6.2.2-1 of TS 29.518 already includes an optional codeWord parameter with the description “This IE provides a codeword for a location request which is provided by an external Client or AF and is sent to and verified by a target UE as part of privacy verification”.  The presence versus absence of this optional IE effectively already supports the function of the added codeWordCheck IE. The CR in C4-202533 to 29.518 should therefore not proceed to avoid conflict with the improved solution here.

	
	

	Summary of change:
	Replace LCSServiceAuth with PrivacyCheckRelatedAction in Table 6.4.6.1-2: Namf_Location re-used Data Types, Table 6.4.6.2.2-1: Definition of type RequestPosInfo and in the OpenAPI.

	
	

	Consequences if not approved:
	Inconsistency between the stage 2 in TS 23.273 and stage 3 in 29.518 and new and unnecessary errors cases which may lead to implementation errors and failure of a location request or incorrect support of UE privacy.
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	Other comments:
	This CR introduces a backward compatible change to the openAPI specification file.
If this CR is agreed, C4-202533 should not be approved at CT#88.
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******** NEXT CHANGE ********
6.4.6.1
General

This clause specifies the application data model supported by the API.

Table 6.4.6.1-1 specifies the data types defined for the Namf_Location service based interface protocol.

Table 6.4.6.1-1: Namf_Location specific Data Types

	Data type
	Clause defined
	Description

	RequestPosInfo
	6.4.6.2.2
	Information within Provide Positioning Information Request

	ProvidePosInfo
	6.4.6.2.3
	Information within Provide Positioning Information Response

	NotifiedPosInfo
	6.4.6.2.4
	Information within EventNotify notification

	RequestLocInfo
	6.4.6.2.5
	Information within Provide Location Information Request

	ProvideLocInfo
	6.4.6.2.6
	Information within Provide Location Information Response

	CancelPosInfo
	6.4.6.2.7
	Information within a Cancel Location Request 

	LocationType
	6.4.6.3.3
	Information within Provide Location Response and EventNotify notification

	LocationEvent
	6.4.6.3.4
	Information within EventNotify notification


Table 6.4.6.1-2 specifies data types re-used by the Namf_Location service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Namf_Location service based interface.

Table 6.4.6.1-2: Namf_Location re-used Data Types

	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [6]
	Subscription Permanent Identifier

	Gpsi
	3GPP TS 29.571 [6]
	General Public Subscription Identifier

	Pei
	3GPP TS 29.571 [6]
	Permanent Equipment Identifier

	ExternalClientType
	3GPP TS 29.572 [25]
	LCS Client Type (Emergency, Lawful Interception …)

	LocationQoS
	3GPP TS 29.572 [25]
	LCS QoS (accuracy, response time)

	SupportedGADShapes
	3GPP TS 29.572 [25]
	LCS supported GAD shapes

	GeographicArea
	3GPP TS 29.572 [25]
	Estimate of the location of the UE

	AccuracyFulfilmentIndicator
	3GPP TS 29.572 [25]
	Requested accuracy was fulfilled or not

	AgeOfLocationEstimate
	3GPP TS 29.572 [25]
	Age Of Location Estimate

	PositioningMethodAndUsage
	3GPP TS 29.572 [25]
	Usage of each non-GANSS positioning method

	VelocityEstimate
	3GPP TS 29.572 [25]
	Estimate of the velocity of the target UE

	VelocityRequested
	3GPP TS 29.572 [25]
	Indication of the Velocity requirement

	LcsPriority
	3GPP TS 29.572 [25]
	Priority of the LCS client

	GnssPositioningMethodAndUsage
	3GPP TS 29.572 [25]
	Usage of each GANSS positioning method

	CivicAddress
	3GPP TS 29.572 [25]
	Civic address

	BarometricPressure
	3GPP TS 29.572 [25]
	Barometric Pressure

	Altitude
	3GPP TS 29.572 [25]
	Altitude estimate of the UE

	Ecgi
	3GPP TS 29.571 [6]
	UE EUTRAN cell information

	Ncgi
	3GPP TS 29.571 [6]
	UE NR cell information

	SupportedFeatures
	3GPP TS 29.571 [6]
	Supported Features

	RatType
	3GPP TS 29.571 [6]
	RAT type

	TimeZone
	3GPP TS 29.571 [6]
	Time Zone

	DateTime
	3GPP TS 29.571 [6]
	Date and Time

	UserLocation
	3GPP TS 29.571 [6]
	User Location

	LcsServiceType
	3GPP TS 29.572 [25]
	The LCS service type

	LdrType
	3GPP TS 29.572 [25]
	The type of LDR for deferred location

	Uri
	3GPP TS 29.571 [6]
	URI

	LdrReference
	3GPP TS 29.572 [25]
	LDR Reference Number for deferred location

	PeriodicEventInfo
	3GPP TS 29.572 [25]
	Information for periodic event reporting

	AreaEventInfo
	3GPP TS 29.572 [25]
	Information for area event reporting

	MotionEventInfo
	3GPP TS 29.572 [25]
	Information for motion event reporting

	ExternalClientIdentification
	3GPP TS 29.515 [46]
	External LCS client identification

	NFInstanceId
	3GPP TS 29.571 [6]
	Identification of an NF or AF

	CodeWord
	3GPP TS 29.515 [46]
	Codeword for a 5GC-MT-LR or deferred 5GC-MT-LR

	LMFIdentification
	3GPP TS 29.572 [25]
	Identification of a serving LMF for periodic or triggered location

	TerminationCause
	3GPP TS 29.572 [25]
	Termination cause for a deferred location

	
	
	

	PrivacyCheckRelatedAction
	3GPP TS 29.503 [7]
	UE privacy related action for a 5GC-MT-LR or deferred 5GC-MT-LR


******** NEXT CHANGE ********
6.4.6.2.2
Type: RequestPosInfo
Table 6.4.6.2.2-1: Definition of type RequestPosInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	lcsClientType
	ExternalClientType
	M
	1
	This IE shall contain the type of LCS client (Emergency, Lawful Interception etc.,.) issuing the location request

	lcsLocation
	LocationType
	M
	1
	This IE shall contain the type of location measurement requested, such as current location, initial location, last known location, deferred location, etc.

	supi
	Supi
	C
	0..1
	If the SUPI is available, this IE shall be present.

	gpsi
	Gpsi
	C
	0..1
	If the GPSI is available, this IE shall be present.

	priority
	LcsPriority
	O
	0..1
	If present, this IE shall contain the priority of the LCS client issuing the positioning request.

	lcsQoS
	LocationQoS
	O
	0..1
	If present, this IE shall contain the quality of service requested, such as the accuracy of the positioning measurement and the response time of the positioning operation

	velocityRequested
	VelocityRequested
	O
	0..1
	If present, this IE shall contain an indication of whether or not the Velocity of the target UE is requested.

	lcsSupportedGADShapes
	SupportedGADShapes
	O
	0..1
	If present, this IE shall contain one GAD shape supported by the LCS client.

	additionalSuppGADShapes
	array(SupportedGADShapes)
	C
	1..N
	Shall be absent if lcsSupportedGADShapes is absent. 
Shall be present if the LCS client supports more than one GAD shape.

	locationNotificationUri
	Uri
	O
	0..1
	The callback URI on which location change event notification is reported.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.4.8 is supported. 

	oldGuami
	Guami
	C
	0..1
	This IE shall be present during an AMF planned removal procedure when the NF Service Consumer initiates a request towards the target AMF, for a UE associated to an AMF that is unavailable (see clause 5.21.2.2 of 3GPP TS 29.502 [16]).

	pei
	Pei
	C
	0..1
	This IE shall be present if supi and gpsi are not available.

	lcsServiceType
	LcsServiceType
	O
	0..1
	This IE contains the LCS service type for an external client.

(NOTE 1)

	ldrType
	LdrType
	C
	0..1
	This IE contains the type of LDR for a deferred location request. This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	hgmlcCallBackURI
	Uri
	C
	0..1
	This IE contrains the callback URI of the H-GMLC for a deferred location request. This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	ldrReference
	LdrReference
	C
	0..1
	This IE contains the LDR Reference Number for a deferred location request This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	periodicEventInfo
	PeriodicEventInfo
	C
	0..1
	This IE contains information for periodic event reporting for a deferred location request. This IE shall be present when ldrType is set to "PERIODIC". 

	areaEventInfo
	AreaEventInfo
	C
	0..1
	This IE contains information for area event reporting for a deferred location request. This IE shall be present when ldrType is set to "ENTERING_INTO_AREA", "LEAVING_FROM_AREA" or "BEING_INSIDE_AREA".

	motionEventInfo
	MotionEventInfo
	C
	0..1
	This IE contains information for motion event reporting for a deferred location request. This IE shall be present when ldrType is set to "MOTION".

	externalClientIdentification
	ExternalClientIdentification
	O
	0..1
	This IE provides the external LCS client identification (e.g. the name of the LCS client).

(NOTE 1)

	afID
	NfInstanceId
	O
	0..1
	This IE provides the identification of an AF that initiated the location request.

(NOTE 1)

	codeWord
	CodeWord
	O
	0..1
	This IE provides a codeword for a location request which is provided by an external Client or AF and is sent to and verified by a target UE as part of privacy verification.

(NOTE 1)

	privacyCheckRelatedAction
	PrivacyCheckRelatedAction
	O
	0..1
	If present, this IE shall contain an indication of privacy related notification or verification for the target UE.

The default value of this parameter if not present is "LOCATION_ALLOWED_WITHOUT_NOTIFICATION".

	NOTE 1:
At least one of these IEs should be present when uePrivacyCallSessionUnrelatedClass indicates notification and/or verification for the target UE.


******** NEXT CHANGE ********
A.5
Namf_Location

openapi: 3.0.0

******** Unchanged text omitted ********
  schemas:

    RequestPosInfo:

      type: object

      properties:

        lcsClientType:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/ExternalClientType'

        lcsLocation:

          $ref: '#/components/schemas/LocationType'

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        priority:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LcsPriority'

        lcsQoS:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LocationQoS'

        velocityRequested:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/VelocityRequested'

        lcsSupportedGADShapes:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/SupportedGADShapes'

        additionalLcsSuppGADShapes:

          type: array

          items:

            $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/SupportedGADShapes'

          minItems: 1

        locationNotificationUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        oldGuami:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        lcsServiceType:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LcsServiceType'

        ldrType:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LdrType'

        hgmlcCallBackURI:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        ldrReference:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/LdrReference'

        periodicEventInfo:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/PeriodicEventInfo'

        areaEventInfo:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/AreaEventInfo'

        motionEventInfo:

          $ref: 'TS29572_Nlmf_Location.yaml#/components/schemas/MotionEventInfo'

        externalClientIdentification:

          $ref: 'TS29515_Ngmlc_Location.yaml#/components/schemas/ExternalClientIdentification'

        afID:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        codeWord:

          $ref: 'TS29515_Ngmlc_Location.yaml#/components/schemas/CodeWord'

        privacyCheckRelatedAction:

          $ref: 'TS29503_Nudm_SDM.yaml#/components/schemas/PrivacyCheckRelatedAction'
      required:

        - lcsClientType

        - lcsLocation
******** Unchanged text omitted ********
******** END OF CHANGES ********
