

	
[bookmark: _GoBack]3GPP TSG-CT WG4 Meeting #98e	C4-203235
E-Meeting, 02th – 12th June 2020                                                     
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	29.510
	CR
	0353
	rev
	-
	Current version:
	16.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Add SCP related description

	
	

	Source to WG:
	CATT

	Source to TSG:
	C4

	
	

	Work item code:
	5G_eSBA
	
	Date:
	2020-05-08

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	In SA2 #138-e meeting, it is agreed to make it applicable for the SCP to register/update/deregister in NRF, see S2-2003270, so the SCP related description should be added in this specification.

	
	

	Summary of change:
	1. Add SCP related description in Nnrf_NFManagement service.

	
	

	Consequences if not approved:
	Misalign with stage 2.

	
	

	Clauses affected:
	5.2.1, 5.2.2.1, 5.2.2.2.1, 5.2.2.2.2, 5.2.2.2.3, 5.2.2.3.1, 5.2.2.3.2, 5.2.2.4.1, 5.2.2.5.2, 5.2.2.9.1, 5.3.2.2.1, 5.3.2.2.2, B.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR introduce backward complatible corrections to the OpenAPI specification files for Nnrf_NFManagement API and Nnrf_NFDiscovery API.

	
	

	This CR's revision history:
	



Page 1


* * * Start of Change * * * *
[bookmark: _Toc24937547][bookmark: _Toc33962362][bookmark: _Toc36460046][bookmark: _Toc24937551][bookmark: _Toc33962366][bookmark: _Toc36460050]
5.2.1	Service Description
The Nnrf_NFManagement service allows a Network Function Instance in the serving PLMN to register, update or deregister its profile in the NRF.
The Nnrf_NFManagement service also allows an NRF Instance to register, update or deregister its profile in another NRF in the same PLMN.
NOTE:	Alternatively, other means such as OA&M can also be used to register, update or deregister NRF profile in another NRF.
It also allows an NF or a SCP to subscribe to be notified of registration, deregistration and profile changes of NF Instances along with their NF services or SCP.
The NF profile/SCP profile consists of general parameters of the NF Instance, and also the parameters of the different NF Service Instances exposed by the NF Instance.
The PLMN of the NRF may comprise one or multiple PLMN IDs (i.e. MCC and MNC). An NRF configured with multiple PLMN IDs shall support registering, updating and deregistering the profile of Network Function Instances from any of these PLMN IDs.
The Nnrf_NFManagement service also allows retrieving a list of NF Instances currently registered in the NRF or the NF Profile/SCP Profile of a given NF Instance.

* * * next Change * * * *
[bookmark: _Toc24937549][bookmark: _Toc33962364][bookmark: _Toc36460048]5.2.2.1	Introduction
The services operations defined for the Nnrf_NFManagement service are as follows:
-	NFRegister: It allows an NF Instance to register its NF profile/SCP profile in the NRF; it includes the registration of the general parameters of the NF Instance, together with the list of services exposed by the NF Instance. This service operation is not allowed to be invoked from an NRF in a different PLMN.
-	NFUpdate: It allows an NF Instance to replace, or update partially, the parameters of its NF profile (including the parameters of the associated services) or SCP profile in the NRF; it also allows to add or delete individual services offered by the NF Instance. This service operation is not allowed to be invoked from an NRF in a different PLMN.
-	NFDeregister: It allows an NF Instance to deregister its NF profile/SCP profile in the NRF, including the services offered by the NF Instance. This service operation is not allowed to be invoked from an NRF in a different PLMN.
-	NFStatusSubscribe: It allows an NF Instance to subscribe to changes on the status of NF Instances registered in NRF. This service operation can be invoked by an NF Instance in a different PLMN (via the local NRF in that PLMN).
-	NFStatusNotify: It allows the NRF to notify subscribed NF Instances of changes on the status of NF Instances. This service operation can be invoked directly between the NRF and an NF Instance in a different PLMN (without involvement of the local NRF in that PLMN).
-	NFStatusUnsubscribe: It allows an NF Instance to unsubscribe to changes on the status of NF Instances registered in NRF. This service operation can be invoked by an NF Instance in a different PLMN (via the local NRF in that PLMN).
NOTE 1:	The "change of status" of the NFStatus service operations can imply a request to be notified of newly registered NF Instances in NRF, or to be notified of profile changes of a specific NF Instance, or to be notified of the deregistration of an NF Instance.
NOTE 2:	An NRF instance can also use the NFRegister, NFUpdate or NFDeregister service operations or OA&M system to register, update or deregister its profile in another NRF in the same PLMN.
-	NFListRetrieval: It allows retrieving a list of NFs currently registered in the NRF. This service operation is not allowed to be invoked from an NRF in a different PLMN.
-	NFProfileRetrieval: It allows retrieving the NF Profile/SCP Profile of a given NF instance. This service operation is not allowed to be invoked from an NRF in a different PLMN.
The NFStatusSubscribe / NFstatusNotify / NFStatusUnsubscribe operations can be invoked by an NF Service Consumer (i.e., "source NF") requesting to be notified about events (registration, deregistration, profile change) related to an NF instance (i.e., "target NF") located in the same PLMN, or in a different PLMN.
In the description of these operations in clauses 5.2.2.5, 5.2.2.6 and 5.2.2.7, when the NF instances are located in the same PLMN, both source NF and target NF are said to be located in the "Serving PLMN" but, in the general case, the functionality is not restricted to the PLMN that is serving a given UE, and it shall be applicable as well to any scenario in which source NF and target NFs belong to the same PLMN.
When source NF and target NF are located in different PLMNs, the source NF is said to be in the "Serving PLMN", and the target NF (and the NRF where such NF is registered) is said to be in the "Home PLMN", similarly to the scenarios described in 3GPP TS 23.502 [3], but the functionality shall be equally applicable to any scenario between any pair of PLMNs (e.g. with the source NF in the Home PLMN and the target NF in the Serving PLMN).

* * * next Change * * * *

5.2.2.2.1	General
This service operation is used:
-	to register an NF in the NRF by providing the NF profile of the requesting NF to the NRF, and the NRF marks the requesting NF as available to be discovered by other NFs and SCPs;
-	to register a SCP in the NRF by providing the SCP profile of the requesting SCP to the NRF, and the NRF marks the requesting SCP as available to be discovered by other NFs and SCPs;
-	to register services associated to an existing NF Instance;
-	to register NRF information in another NRF, and this information is used for forwarding or redirecting service discovery request.

* * * next Change * * * *
[bookmark: _Toc24937552][bookmark: _Toc33962367][bookmark: _Toc36460051][bookmark: _Toc28012927][bookmark: _Toc34251372][bookmark: _Toc36103068]5.2.2.2.2	NF (other than NRF) and SCP registration to NRF



Figure 5.2.2.2.2-1: NF Instance Registration
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The URI is determined by the NF Instance. The variable {nfInstanceID} represents an identifier, provided by the NF Service Consumer, that which shall be globally unique inside the PLMN of the NRF where the NF is being registered. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [18].
EXAMPLE:	UUID version 4: "4947a69a-f61b-4bc1-b9da-47c9c5d14b64"
The payload body of the PUT request shall contain a representation of the NF Instance to be created.
2.	On success, "201 Created" shall be returned, the payload body of the PUT response shall contain the representation of the created resource and the "Location" header shall contain the URI of the created resource. Additionally, the NRF returns a "heart-beat timer" containing the number of seconds expected between two consecutive heart-beat messages from an NF Instance to the NRF (see clause 5.2.2.3.2). The representation of the created resource may be a complete NF Profile/SCP Profile or a NF Profile/SCP Profile just including the mandatory attributes of the NF Profile/SCP Profile and the attributes which the NRF added or changed (see Annex B).
If the registration of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the registration of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
The NRF shall allow the registration of a Network Function instance or SCP with any of the NF types described in clause 6.1.6.3.3, and it shall also allow registration of Network Function instances with custom NF types (e.g., NF type values not defined by 3GPP, or NF type values not defined by this API version).
NOTE:	When registering a custom NF in NRF, it is recommended to use a NF type name that prevents collisions with other custom NF type names, or with NF types defined in the future by 3GPP. E.g., prefixing the custom NF type name with the string "CUSTOM_".
During the registration of a Network Function instance with a custom NF type, the NF instance may provide NF-specific data (in the "customInfo" attribute), that shall be stored by the NRF as part of the NF profile of the NF instance.
The NRF shall accept the registration of NF Instances  and SCP containing Vendor-Specific attributes (see 3GPP TS 29.500 [4], clause 6.6.3), and therefore, it shall accept NF Profiles containing attributes whose type may be unknown to the NRF, and those attributes shall be stored as part of the NF's profile data in NRF.
* * * next Change * * * *
[bookmark: _Toc24937553][bookmark: _Toc33962368][bookmark: _Toc36460052]5.2.2.2.3	NRF registration to another NRF
The procedure specified in clause 5.2.2.2.2 applies. Additionally:
a)	the registering NRF shall set the nfType to "NRF" in the nfProfile;
b)	the registering NRF shall set the nfService to contain "nnrf-disc", "nnrf-nfm" and optionally "nnrf-oauth2" in the nfProfile;
c)	the registering NRF may include nrfInfo which contains the information of udrInfo, udmInfo, ausfInfo, amfInfo, smfInfo, upfInfo, pcfInfo, bsfInfo, nefInfo, chfInfo, pcscfInfo, lmfInfo, gmlcInfo and , nfInfo and scpinfo in the nfProfile locally configured in the NRF or the NRF received during registration of other NFs, this means the registering NRF is able to provide service for discovery of NFs subject to that information;
d)	if the NRF receives an NF registration with the nfType set to "NRF", the NRF shall use the information contained in the nfProfile to target the registering NRF when forwarding or redirecting NF service discovery request.

* * * next Change * * * *
[bookmark: _Toc24937555][bookmark: _Toc33962370][bookmark: _Toc36460054]5.2.2.3.1	General
This service operation updates the profile of a Network Function or a SCP previously registered in the NRF by providing the updated NF profile/SCP profile of the requesting NF/SCP to the NRF. The update operation may apply to the whole profile of the NF/SCP (complete replacement of the existing profile by a new profile), or it may apply only to a subset of the parameters of the profile (including adding/deleting/replacing services to the NF profile).
To perform a complete replacement of the NF Profile/SCP Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PUT request, as shown in Figure 5.2.2.3.1-1:




Figure 5.2.2.3.1-1: NF Profile/SCP Profile Complete Replacement
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The payload body of the PUT request shall contain a representation of the NF Instance to be completely replaced in the NRF.
2a.	On success, "200 OK" shall be returned, the payload body of the PUT response shall contain the representation of the replaced resource. The representation of the replaced resource may be a complete NF Profile/SCP Profile or a NF Profile/SCP Profile just including the mandatory attributes of the NF Profile/SCP Profile and the attributes which the NRF added or changed (see Annex B).
2b.	If the update of the NF instance fails at the NRF due to errors in the encoding of the NFProfile/SCPProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the update of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
To perform a partial update of the NF Profile/SCP Profile of a given NF Instance, the NF Service Consumer shall issue an HTTP PATCH request, as shown in Figure 5.2.2.3.1-2. This partial update shall be used to add/delete/replace individual parameters of the NF Instance, and also to add/delete/replace any of the services (and their parameters) offered by the NF Instance.

* * * next Change * * * *
[bookmark: _Toc24937556][bookmark: _Toc33962371][bookmark: _Toc36460055]5.2.2.3.2	NF/SCP Heart-Beat
Each NF and SCP that has previously registered in NRF shall contact the NRF periodically (heart-beat), by invoking the NFUpdate service operation, in order to show that the NF or SCP is still operative.
The time interval at which the NRF shall be contacted is deployment-specific, and it is returned by the NRF to the NF Service Consumer as a result of a successful registration.
When the NRF detects that a given NF or SCP has not updated its profile for a configurable amount of time (longer than the heart-beat interval), the NRF changes the status of the NF or SCP to SUSPENDED and considers that the NF/SCP and its services can no longer be discovered by other NFs and SCPs via the NFDiscovery service. The NRF notifies NFs and SCPs subscribed to receiving notifications of changes of the NF Profile/SCP Profile that the NF/SCP status has been changed to SUSPENDED.
If the NRF modifies the heart-beat interval value of a given NF instance currently registered (e.g. as a result of an OA&M operation), it shall return the new value to the registered NF or SCP in the response of the next periodic heart-beat interaction received from that NF and, until then, the NRF shall apply the heart-beat check procedure according to the original interval value.



Figure 5.2.2.3.2-1: NF/SCP Heart-Beat
1.	The NF Service Consumer shall send a PATCH request to the resource URI representing the NF Instance. The payload body of the PATCH request shall contain a "replace" operation on the "nfStatus" attribute of the NF Profile/SCP Profile of the NF Instance, and set it to the value "REGISTERED" or "UNDISCOVERABLE".
	In addition, the NF Service Consumer may also provide the load information of the NF/SCP, and/or the load information of the NF associated NF services or SCP. The provision of such load information may be limited by this NF/SCP via appropriate configuration (e.g. granularity threshold) in order to avoid notifying minor load changes.
2a.	On success, the NRF should return "204 No Content"; the NRF may also answer with "200 OK" along with the full NF Profile/SCP Profile, e.g. in cases where the NRF determines that the NF Profile/SCP Profile has changed significantly since the last heart-beat, and wants to send the new profile to the NF Service Consumer (note that this alternative has bigger signalling overhead).
2b.	If the NF Instance, identified by the "nfInstanceID", is not found in the list of registered NF Instances in the NRF's database, the NRF shall return "404 Not Found" status code with the ProblemDetails IE providing details of the error.
EXAMPLE:
PATCH .../nf-instances/4947a69a-f61b-4bc1-b9da-47c9c5d14b64
Content-Type: application/json-patch+json

[
  { "op": "replace", "path": "/nfStatus", "value": "REGISTERED" },
  { "op": "replace", "path": "/load", "value": 50 }
]


HTTP/2 204 No Content
Content-Location: .../nf-instances/4947a69a-f61b-4bc1-b9da-47c9c5d14b64

* * * next Change * * * *
[bookmark: _Toc24937558][bookmark: _Toc33962373][bookmark: _Toc36460057]5.2.2.4.1	General
This service operation removes the profile of a Network Function or a SCP previously registered in the NRF.
It is executed by deleting a given resource identified by a "NF Instance ID". The operation is invoked by issuing a DELETE request on the URI representing the specific NF Instance.



Figure 5.2.2.4.1-1: NF Instance Deregistration
1.	The NF Service Consumer shall send a DELETE request to the resource URI representing the NF Instance. The request body shall be empty.
2a.	On success, "204 No Content" shall be returned. The response body shall be empty.
2b.	If the NF Instance, identified by the "nfInstanceID", is not found in the list of registered NF Instances in the NRF's database, the NRF shall return "404 Not Found" status code with the ProblemDetails IE providing details of the error.

* * * next Change * * * *

[bookmark: _Toc24937561][bookmark: _Toc33962376][bookmark: _Toc36460060]5.2.2.5.2	Subscription to NF Instances in the same PLMN
The subscription to notifications on NF Instances is executed creating a new individual resource under the collection resource "subscriptions". The operation is invoked by issuing a POST request on the URI representing the "subscriptions" resource.


Figure 5.2.2.5.2-1: Subscription to NF Instances in the same PLMN
1.	The NF Service Consumer shall send a POST request to the resource URI representing the "subscriptions" collection resource.
The request body shall include the data indicating the type of notifications that the NF Service Consumer is interested in receiving; it also contains a callback URI, where the NF Service Consumer shall be prepared to receive the actual notification from the NRF (see NFStatusNotify operation in 5.2.2.6) and it may contain a validity time, suggested by the NF Service Consumer, representing the time span during which the subscription is desired to be kept active.
The subscription request may also include additional parameters indicating the list of attributes (including Vendor-Specific attributes, see 3GPP TS 29.500 [4], clause 6.6.3) in the NF Profile/SCP Profile to be monitored (or to be excluded from monitoring), in order to determine whether a notification from NRF should be sent, or not, when any of those attributes is changed in the profile.
The NF Service Consumer may request the creation of a subscription to a specific NF Instance, or to a set of NF Instances, where the set is determined according to different criteria specified in the request body, in the "subscrCond" attribute of the "SubscriptionData" object type (see clause 6.1.6.2.16).
The subscription shall be authorized, or rejected, by the NRF by checking the "reqNfType" and "reqNfFqdn" input attributes in the subscription request body (along with the contents of any optional Oauth2 access token provided in the API request) against the list of authorization attributes in the NF Profile/SCP Profile of the target NF Instance to be monitored.
When the subscription request is for a set of NFs, the authorization attributes of the NF Instances in the set may differ, resulting in positive authorization of the subscription for only a part of the NF Instances in the set; in that case, the subscription to the set of NFs may be accepted by the NRF, but the NF Instances in the set that are not authorized for the NF Service Consumer that requested the subscription, shall not result in triggering any notification event from the NRF to the NF Service Consumer.
2a.	On success, "201 Created" shall be returned. The response shall contain the data related to the created subscription, including the validity time, as determined by the NRF, after which the subscription becomes invalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving status notifications, it shall create a new subscription in the NRF.
2b.	If the creation of the subscription fails at the NRF due to errors in the SubscriptionData JSON object in the request body, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the creation of the subscription fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
* * * next Change * * * *

[bookmark: _Toc24937579][bookmark: _Toc33962394][bookmark: _Toc36460078]5.2.2.9.1	General
This service operation allows the retrieval of the NF profile/SCP profile of a given NF instance currently registered in NRF.



Figure 5.2.2.9.1-1: NF profile retrieval
1.	The NF Service Consumer shall send an HTTP GET request to the resource URI "nf-instances/{nfInstanceId}".
2a.	On success, "200 OK" shall be returned. The response body shall contain the NF profile/SCP profile of the NF instance identified in the request.
2b.	If the NF Service Consumer is not allowed to retrieve the NF profile/SCP profile of this specific registered NF instance, the NRF shall return "403 Forbidden" status code.
If the NF Profile retrieval fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.

* * * next Change * * * *
[bookmark: _Toc24937585][bookmark: _Toc33962400][bookmark: _Toc36460084]5.3.2.2.1	General
This service operation discovers the set of NF Instances (and their associated NF Service Instances), represented by their NF Profile/SCP Profile, that are currently registered in NRF and satisfy a number of input query parameters.
Before a service consumer invokes this service operation, it shall consider if it is possible to reuse the results from a previous searching (service discovery).
The service consumer should reuse the previous result if input query parameters in the new service discovery request are the same as used for the previous search and the validity period of the result is not expired.
The service consumer may consider reusing the previous result if the attributes as required for the new query is also part of NF profile/SCP Profile of the candidates NFs from a previous query. In such case, when the results of a previous query are reused, the service consumer need consider that the results, e.g. in terms of the number of discovered NFs, can be different than the potential results obtained after performing a new query.

* * * next Change * * * *
[bookmark: _Toc24937586][bookmark: _Toc33962401][bookmark: _Toc36460085]5.3.2.2.2	Service Discovery in the same PLMN
This service operation is executed by querying the "nf-instances" resource. The request is sent to an NRF in the same PLMN of the NF Service Consumer.


Figure 5.3.2.2.2-1: Service Discovery Request in the same PLMN
1.	The NF Service Consumer shall send an HTTP GET request to the resource URI "nf-instances" collection resource. The input filter criteria for the discovery request shall be included in query parameters.
2a.	On success, "200 OK" shall be returned. The response body shall contain a validity period, during which the search result can be cached by the NF Service Consumer, and an array of NF Profile/SCP Profile objects, that satisfy the search filter criteria (e.g., all NF Instances offering a certain NF Service name).
2b.	If the NF Service Consumer is not allowed to discover the NF services for the requested NF type provided in the query parameters, the NRF shall return "403 Forbidden" response.
If the discovery request fails at the NRF due to errors in the input data in the URI query parameters, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
If the discovery request fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
The NF Profile/SCP Profile objects returned in a successful result shall contain generic data of each NF Instance, applicable to any NF type, and it may also contain NF-specific data, for those NF Instances belonging to a specific type (e.g., the attribute "udrInfo" is typically present in the NF Profile/SCP Profile when the type of the NF Instance takes the value "UDR"). In addition, the attribute "customInfo", may be present in the NF Profile/SCP Profile for those NF Instances with custom NF types.
For those NF Instances, the "customInfo" attribute shall be returned by NRF, if available, as part of the NF Profiles/SCP Profile returned in the discovery response.
The NRF shall also include, in the returned NF Profile/SCP Profile objects, the Vendor-Specific attributes (see 3GPP TS 29.500 [4], clause 6.6.3) that may have been provided by the registered NF Instances.

* * * next Change * * * *


[bookmark: _Toc24937841][bookmark: _Toc33962661][bookmark: _Toc36460345]B.1	General
In the NFRegister and NFUpdate (NF Profile/SCP Profile Complete Replacement) service operations, a NF Service Consumer may indicate to the NRF that it supports receiving NF Profile/SCP Profile changes in the response from the NRF, by including the nfProfileChangesSupportInd attribute set to "true" in the NF Profile/SCP Profile it registers to or replaces in the NRF.
The NRF may return NF Profile/SCP Profile changes, instead of the complete NF Profile/SCP Profile, in NFRegister or NFUpdate (NF Profile/SCP Profile Complete Replacement) responses, if the NF Service Consumer indicated corresponding support in the request. When doing so, the NRF shall include in the NF Profile/SCP Profile returned in the response:
-	attributes that are mandatory to include in the NF Profile/SCP Profile; if an optional IE is included (e.g. nfServices), attributes that are mandatory to include in this optional IE (e.g. serviceInstanceId) shall also be included;
-	optional or conditional IEs that have been changed or added by the NRF; and
-	the nfProfileChangesInd IE set to "true", indicating that the returned profile contains NF profile/SCP Profile changes.

EXAMPLE 1:	The NRF does not change the NF Profile received in the request.
The NRF response contains a NFProfile with just the following IEs:
-	nfInstanceId, nfType, nfStatus; and
-	nfProfileChangesInd IE set to "true".

EXAMPLE 2:	The NRF modifies or adds the heartbeatTimer attribute to the NF Profile received in the request.
The NRF response contains a NFProfile with just the following IEs:
-	nfInstanceId, nfType, nfStatus;
-	heartbeatTimer with NRF chosen value;
-	nfProfileChangesInd IE set to "true".


* * * End of Change * * * *
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