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* * * * Begin of Change * * * *
6.1.2	S-CSCF registration/deregistration notification
This procedure is used between the S-CSCF and the HSS. The procedure is invoked by the S-CSCF, corresponds to the combination of the operations Cx-Put and Cx-Pull (see  TS 23.228 [1]) and is used:
-	To assign an S-CSCF to a Public Identity, or to clear the name of the S-CSCF assigned to one or more Public Identities.
-	To download from HSS the relevant user information for the S-CSCF.
-	To backup and retrieve the S-CSCF Restoration Information (see  TS 23.380 [19]) in the HSS.
-	To provide a P-CSCF Restoration Indication to the HSS and trigger P-CSCF Restoration mechanism.
This procedure is mapped to the commands Server-Assignment-Request/Answer in the Diameter application specified in  TS 29.229 [5]. Tables 6.1.2.1 and 6.1.2.2 describe the involved information elements.
Table 6.1.2.1: S-CSCF registration/deregistration notification request
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Public User Identity / Public Service Identity
(See 7.2 and 7.2a)
	Public-Identity
	C
	Public Identity or list of Public Identities.
One and only one Public Identity shall be present if the Server-Assignment-Type is any value other than TIMEOUT_DEREGISTRATION, USER_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA, TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME, USER_DEREGISTRATION_STORE_SERVER_NAME or ADMINISTRATIVE_DEREGISTRATION.
If Server-Assignment-Type indicates deregistration of some type and Private Identity is not present in the request, at least one Public Identity shall be present.

	S-CSCF Name
(See 7.4)
	Server-Name
	M
	Name of the S-CSCF.

	Private User Identity / Private Service Identity
(See 7.3 and 7.3a)
	User-Name
	C
	Private Identity.
It shall be present if it is available when the S-CSCF issues the request.
It may be absent during the initiation of a session to an unregistered Public Identity (Server-Assignment-Type shall contain the value UNREGISTERED_USER) or after S-CSCF recovery upon originating request different than REGISTER (Server-Assignment-Type shall contain the value NO_ASSIGNMENT).
In case of de-registration, Server-Assignment-Type equal to TIMEOUT_DEREGISTRATION, ADMINISTRATIVE_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA or TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME if no Public-Identity AVPs are present then User-Name AVP shall be present.

	Server Assignment Type
(See 7.8)
	Server-Assignment-Type
	M
	Type of update, request or notification that the S-CSCF requests in the HSS (e.g: de-registration). See 3GPP TS 29.229 [5] for all the possible values.

	User Data Already Available
(See 7.16)
	User-Data-Already-Available
	M
	This indicates if the user profile and charging information and, if supported and present in the subscription, allowed WAF and/or WWSF identities are already available in the S-CSCF.
In the case where Server-Assignment-Type is not equal to NO_ASSIGNMENT, REGISTRATION, RE_REGISTRATION or UNREGISTERED_USER, the HSS shall not use User Data Already Available when processing the request.

	Routing Information (See 7.13)
	Destination-Host 
	C
	If the S-CSCF knows the HSS name, the Destination-Host AVP shall be present in the command.
This information is available if the request belongs to an already existing registration, e.g. in case of the re-registration, where the HSS name is stored in the S-CSCF. The HSS name is obtained from the Origin-Host AVP, which is received from the HSS, e.g. included in the MAA command.
This information may not be available if the command is sent as a consequence of a session termination for an unregistered Public Identity. In this case the Destination-Host AVP is not present and the command is routed to the next Diameter node, e.g. SLF, based on the Diameter routing table in the S-CSCF. 

	Wildcarded Public Identity (See 7.2b)
	Wildcarded-Public-Identity
	O
	If the request refers to a Wildcarded PSI or Wildcarded Public User Identity, and the Server-Asignment-Type is set to UNREGISTERED_USER, NO_ASSIGNMENT, TIMEOUT_DEREGISTRATION_STORE_SERVER_NAME, ADMINISTRATIVE_DEREGISTRATION, DEREGISTRATION_TOO_MUCH_DATA or TIMEOUT_DEREGISTRATION, the S-CSCF may include the corresponding Wildcarded PSI or Wildcarded Public User Identity in this information element.
If this element is present, it shall be used by the HSS to identify the identity affected by the request.  The terms Public Identity or Public Service Identity in the detailed behaviour refer then to the Wildcarded Public Identity.

	S-CSCF Restoration Information (See 7.21)
	SCSCF-Restoration-Info
	C
	When the S-CSCF supports IMS Restoration Procedures, if Server-Assignment-Type is REGISTRATION or RE_REGISTRATION, and any of the related restoration information changed compared to the previous one, the S-CSCF shall send this information element to the HSS. This information allows a later retrieval in case of an S-CSCF service interruption.

	Multiple-Registration-Indication
(See 7.23)
	Multiple-Registration-Indication
	C
	When the S-CSCF supports IMS Restoration Procedures, if Server-Assignment-Type is REGISTRATION and the registration is a multiple registration and the Public User Identity is not stored as registered with the Private User Identity as in the request in the S-CSCF, the S-CSCF shall send this information element to the HSS.

	Session-Priority
(See 7.24)
	Session-Priority
	O
	This information element, if present, shall indicate the session's priority to the HSS. 

	SAR Flags
(See 7.28)
	SAR-Flags
	O
	This Information Element contains a set of indications. See 7.28 for the content of the information element.



Table 6.1.2.2: S-CSCF registration/deregistration notification response
	Information element name
	Mapping to Diameter AVP
	Cat.
	Description

	Private User Identity / Private Service Identity
(See 7.3 and 7.3a)
	User-Name
	C
	Private Identity.
It shall be present if it is available when the HSS sends the response.
It may be absent in the following error case: when the Server-Assignment-Type of the request is UNREGISTERED_USER and the received Public Identity is not known by the HSS.

	Registration result
(See 7.6)
	Result-Code / Experimental-Result
	M
	Result of registration.
Result-Code AVP shall be used for errors defined in the Diameter base protocol (see IETF RFC 6733 [31]).
Experimental-Result AVP shall be used for Cx/Dx errors. This is a grouped AVP which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.

	User Profile
(See 7.7)
	User-Data
	C
	Relevant user profile.
It shall be present when Server-Assignment-Type in the request is equal to NO_ASSIGNMENT, REGISTRATION, RE_REGISTRATION or UNREGISTERED_USER according to the rules defined in clause 6.6.
If the S-CSCF receives more data than it is prepared to accept, it shall perform the de-registration of the Private Identity with Server-Assignment-Type set to DEREGISTRATION_TOO_MUCH_DATA and send back a SIP 3xx or 480 (Temporarily Unavailable) response, which shall trigger the selection of a new S-CSCF by the I-CSCF, as specified in 3GPP TS 24.229 [8].

	Charging Information (See 7.12)
	Charging-Information
	C
	Addresses of the charging functions.
It shall be present when the User-Data AVP is sent to the S-CSCF according to the rules defined in clause 6.6.
When this parameter is included, either the Primary-Charging-Collection-Function-Name AVP or the Primary-Event-Charging-Function-Name AVP shall be included. All other elements shall be included if they are available.

	Associated Private Identities
	Associated-Identities
	O
	This AVP contains all Private Identities, which belong to the same IMS subscription as the Private Identity or Public Identity received in the SAR command.
If the IMS subscription contains only single Private Identity this AVP shall not be present.

	Loose-Route Indication
	Loose-Route-Indication
	C
	This AVP indicates to the S-CSCF that loose-route mechanism shall be applied to the public identities contained in the user profile received from the HSS.
If the loose-route mechanism is required, this AVP shall be present and set to LOOSE_ROUTE_REQUIRED.
If the Loose-Route mechanism is not required, this AVP may be either absent or present. If present, it shall be set to LOOSE_ROUTE_NOT_REQUIRED.

	S-CSCF Restoration Information (See 7.21)
	SCSCF-Restoration-Info
	C
	This information shall be present if it was stored by the S-CSCF in the HSS and Server-Assignment-Type is either UNREGISTERED_USER or NO_ASSIGNMENT.
This information shall also be present if it was stored by the S-CSCF in the HSS and the SAR indicates it is related to a multiple registration and Server-Assignment-Type is REGISTRATION.
This information may be present if it was stored by the S-CSCF in the HSS and Server-Assignment-Type is either REGISTRATION or RE-REGISTRATION and there are other Private Identities different from the Private Identity received in the SAR command being registered with the Public Identity received in the SAR command.

	Associated Registered Private Identities
(See 7.22)
	Associated-Registered-Identities
	C
	This AVP contains all Private Identities that were registered with the Public Identity received in the SAR command.
The HSS shall send this information element if the IMS Restoration Procedures are supported and the value of Server-Assignment-Type in the request is REGISTRATION or RE_REGISTRATION and there are other Private Identities different from the Private Identity received in the SAR command being registered with the Public Identity received in the SAR command.
Otherwise, this AVP shall not be present.

	S-CSCF Name
(See 7.4)
	Server-Name
	C
	Name of the assigned S-CSCF.
This AVP shall be present, if the requesting S-CSCF name is different from the previously assigned S-CSCF name stored in the HSS.

	Wildcarded Public Identity (See 7.2b)
	Wildcarded-Public-Identity
	C
	This AVP shall be present if:
-	the value of Server-Assignment-Type in the request was UNREGISTERED_USER or NO_ASSIGNMENT and
-	the Wildcarded-Public-Identity AVP in the request was not present and
-	the Public Identity in the request fell within the range of a Wildcarded Public User Identity in the HSS whose state is registered/unregistered.

If this element is present, it shall be used by the S-CSCF to identify the identity affected by the request.  

	Priviledged-Sender Indication
(See 7.26)
	Priviledged-Sender-Indication
	O
	This AVP indicates if the Private User Identity shall be considered as a priviledged sender.
If not present, it means that the Private User Identity is not considered a priviledged sender.

	Allowed WAF and/or WWSF Identities (See 7.29)
	Allowed-WAF-WWSF-Identities
	C
	Addresses of the WAFs and/or WWSFs the subscription is allowing to use. This AVP shall be present if both
	a) it is applicable for the subscription and 
	b) the User-Data AVP is present. 

	UPF-FQDN (see 7.xx)
	UPF-FQDN
	O
	This AVP contains the FQDN of the UPF for the IMS PDU session and may be used for optimized MGCF selection at the S-CSCF.



[bookmark: _Toc27256377][bookmark: _Toc19804324]* * * * Next Change * * * *
[bookmark: _Toc19804412][bookmark: _Toc27256465]7.xx	UPF-FQDN
The FQDN of the UPF may be used by the S-CSCF to select a local MGCF. See TS 29.229 [5] for coding details
* * * * End of Change * * * *
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