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1. Overall Description:

SA3 thanks SA2 for their reply LS on UP gateway function on the N9 interface. In this LS, SA2 asks the following question to SA3:

Question from SA2: [I]t is unclear to SA2 what information a UPF that supports the IPUPS functionality needs from SMF to achieve this “GTP-u packet filtering”.
To the above question, SA3 would like to provide the following answer:

Answer from SA3: A UPF that supports the IPUPS functionality needs to receive the following information from the SMF: 

1. PDU session establishment: Request to allocate destination IP address and TEID of a GTP-U tunnel for the PDU Session.
2. PDU session release: Information that the GTP-U tunnel is to be released.

3. During PDU Session lifetime: Request to allocate or release destination IP address and TEID in case the destination IP address and TEID for some reason need to change.
SA3 foresees that only information that is currently sent on N4 from SMF to UPF will need to be sent from SMF to UPF with IPUPS functionality. That means, in release 16, the sent information between SMF and UPF with IPUPS functionality will be a subset of current N4. However, additions in future releases are not precluded. 
2. Actions:

To SA2 group.

ACTION: 
SA3 asks SA2 group to take the above answer into account.
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