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1. Overall Description:
CT4 has noted that misalignments exist between TS 33.501 and TS 29.573 on the handling of HTTP connections for N32-c and on N32-f contexts termination:

-	TS 33.501 specifies that two long-lived (i.e. permanent) TLS connections (one per direction) shall be established for N32-c (both when PRINS or TLS are used to protect N32-f). 

-	TS 29.573 specifies that the HTTP/2 connections for N32-c can be short-lived and that a new HTTP/2 connection can be established when a new N32-c procedure needs to be initiated and no HTTP/2 connection exists towards the peer SEPP. TS 29.573 also defines a N32-f Context Termination procedure to tear down an existing N32-f context.

See details and quotes from the respective specifications in the attached DISC paper (C4-200559).

N32-c connection after establishing the N32-f context will not have frequent signalling. Accordingly, it was decided to keep it short lived. Keeping it long lived would mean across many PLMNs we would unnecessarily keep large number of TCP connections and TLS sessions idle resources. 

Besides, it should be possible to establish multiple HTTP/2 connections (at least two) towards a peer SEPP (e.g. to establish a new HTTP/2 connection when nearing exhaustion of the available stream id of the existing HTTP/2 connection, or to allow transporting messages through diverse IP paths and improve resiliency).

Furthermore, establishing a new HTTP/2 connection for N32-c should not result in having to re-negotiate the security policies and to exchange again all the security policies, protection policies and Security Information List between the SEPPs. 

For backward compatibility with existing frozen stage 3 specifications and for the aforementioned reasons, CT4 kindly asks SA3 to consider aligning TS 33.501 on TS 29.573 regarding the handling of N32-c connections and N32-f context terminations, unless any critical issue is identified by SA3.

2. Actions:
To SA3 group.
ACTION: 	CT4 kindly asks SA3 group to consider aligning TS 33.501 on TS 29.573 regarding the handling of N32-c connections and N32-f context terminations, unless any critical issue is identified by SA3.

3. Date of Next CT4 Meetings:
3GPP TSG CT4#97	20th – 24th April 2020	Dubrovnik, HR
3GPP TSG CT4#98	25th – 29th May 2020	TBD
