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1. Introduction
<Introduction part (optional)>
2. Reason for Change
Evaluation and Conclusion of the Nudsf solution.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.808 V0.3.0.

* * * First Change * * * *
[bookmark: _Toc21929246][bookmark: _Toc21929264]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.501: "Principles and Guidelines for Services Definition".
[x]	3GPP TS 29.500: "Technical Realization of Service Based Architecture".

* * * Next Change * * * *
5.z	Evaluation and Conclusion
The following table provides the analysis of the requirements from clause 4.2 with the solution described in clause 5.2:
Table 6-1: Requirements Analysis of the Solution
	Requirement
	Analysis

	Data management requirements:
The NF shall be able to store and retrieve the data with the following basic operations:
-	Create data.
-	Read data.
-	Update data.
-	Delete data.
In addition the solution should support the following capabilities:
-	Transactional integrity.
-	Pessimistic and or optimistic locking.
	The proposed solution supports the basic operations.

Transactional Integrity is the responsibility of the UDSF vendor.

The optimistic locking mechanism using the eTag header as described in 3GPP TS 29.500 [x] applies to the Nudsf interface.

	If multiple instances of the same NF type and same vendor can read and write the same data, the following additional operations may be considered:
-	Subscribe to notifications of data change.
-	Notification of a data change.
	The solution describes a Subscribe to Notify mechanism.

	Performance requirements:
The UDSF may be used to store data with very different characteristics and with different real time performance requirements ranging from low to very high ones.
The protocol used over N18 shall provide latency as low as possible.
	Clause 5.2.3 describes solutions on how this can be accomplished.

	Multiple logical storage spaces:
NFs of the same type and same vendor may need to store different data in different repositories. The UDSF shall support multiple logical storage spaces. Each logical storage unit shall have a unique identifier.
	The solution supports the concept of a UDSF supporting one or more realms. Within a realm, one or more storages are supported.

	UDSF sharing:
NFs may share a UDSF for storing their respective unstructured data. NFs of the same type and vendor shall have one or more different logical storage spaces and it shall be possible to prevent NFs of another type or another vendor from accessing it. NFs of different types or of different vendors shall use different access keys.
	The solution supports the concept of a UDSF supporting one or more realms. Within a realm, one or more storages are supported.

Access control is outside the scope of standardization, but the current resource structure allows for it.

	Collocation with UDR:
UDSF may be collocated with the UDR.
	An SBI based UDSF is ideal to be co-located with the UDR.

	Load and overload requirement:
The solution shall support load control mechanisms to allow an automatic distribution of the traffic load amongst the different instances of the UDSF.
The solution shall support overload control mechanisms to protect UDSF instance when they reach a congestion state and to request the NFs to throttle the requests sent to the UDSF.
The usage of intermediaries (e.g. SCP) for these load and overload control purposes shall also be evaluated.
	The rel-16 work item on "Load and Overload Control of 5GC Service Based Interfaces" applies to the Nudsf interface.

	Security requirements:
Transport of messages between the NFs and UDSF should be protected to provide privacy and data integrity. Client applications should be authenticated.
	The usage of TLS for transport security as described in 3GPP TS 29.500 [x] applies to the Nudsf.
The usage of OAuth2 for Authorization of NF service access as described in 3GPP TS 29.500 [x] applies to the Nudsf.

	NF independent:
The architecture is applicable to any NF. The solution shall be independent from the NF type.
	The proposed solution applies to any NF of any NF type.

	Types of Data:
In addition to common data types, the UDSF shall support binary type of data.
	Binary data is supported by the proposed solution.



The solution as proposed in clause 5.2 is well suited for a 3GPP defined Nudsf interface and shall be the basis for a normative Nudsf interface.

* * * End of Changes * * * *

