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	Reason for change:
	In the registration with AMF reallocation procedure, after receving the registration request message from the UE, the initial AMF may trigger the identity request/response with the UE to obtain the SUCI, trigger the authentication with the UE/AUSF/UDM to get the SUPI, and then perform the AMF redirect if the initial AMF is not able to serve all the S-NSSAIs of the UE.

Refer to clause 4.2.2.2.3 of TS 23.502, step2:

If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration Request or if the Registration Request was not sent integrity protected or integrity protection is indicated as failed, then AMF performs steps 4 to 9a or to 9b of figure 4.2.2.2.2-1.

During the identity request/authentication, the initial AMF sends downlink NAS Transport message to the 5G-AN, including the related NAS message. AMF NGAP ID allocated by the initial AMF is also included in the downlink NAS Transport message, NGAP connection between 5G-AN and initial AMF has been established.

After target AMF receiving the N1MessageNotification from the initial AMF, the target AMF may trigger the downlink NAS Transport to the 5G-AN according to the definition in 4.2.2.2.3 of TS 23.502, step8:

If the initial AMF decides to forward the NAS message to the target AMF (step 7(A)), the first message from the target AMF to (R)AN (either Initial Context Setup Request, or Downlink NAS Transport) contain the AMF name of the initial AMF.

However, the AMF UE NGAP ID included in this Downlink NAS Transport shall be the AMF UE NGAP ID from initial AMF.

It is proposed to transfer the initial AMF NGAP ID to the target AMF.

	
	

	Summary of change:
	Initial AMF NGAP ID is included in the RegistrationContextContainer.

	
	

	Consequences if not approved:
	Registration failure due to the error in the AMF redirect procedure.
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	6.1.6.2.20, A.2
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	Other comments:
	This CR introduces backward compatible corrections to the OpenAPI file for Namf_Communication API.
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* * * * Begin of Change * * * *
[bookmark: _Toc20134887][bookmark: _Toc11337954][bookmark: _Toc11343619][bookmark: _Toc18319146][bookmark: _Toc11336337][bookmark: _Toc18319149]6.1.6.2.20	Type: RegistrationContextContainer
Table 6.1.6.2.20-1: Definition of type RegistrationContextContainer
	Attribute name
	Data type
	P
	Cardinality
	Description

	ueContext
	UeContext
	M
	1
	This IE shall contain the UE Context information.

	localTimeZone
	TimeZone
	O
	0..1
	This IE contains the time zone UE is currently located.

	anType
	AccessType
	M
	1
	This IE shall contain the current access type of the UE.

	anN2ApId
	Integer
	M
	1
	This IE shall contain the RAN UE NGAP ID over N2 interface.

	ranNodeId
	GlobalRanNodeId
	M
	1
	This IE shall contain the Global RAN Node ID. The IE shall contain either the gNB ID or the NG-eNB ID.

	initialAmfName
	AmfName
	M
	1
	This IE shall contain the AMF Name of the initial AMF.

	userLocation
	UserLocation
	M
	1
	This IE shall contain the user location received from 5G-AN.

	anN2IPv4Addr
	Ipv4Addr
	C
	0..1
	If the Access Network N2 interface is using IPv4 address, this IE shall be included.

	anN2IPv6Addr
	Ipv6Addr
	C
	0..1
	If the Access Network N2 interface is using IPv6 address, this IE shall be included.

	rrcEstCause
	string
	C
	0..1
	This IE shall contain the RRC Establishment Cause, if received from the 5G-AN (See  1 38.413 [12], clause 9.2.5.1).
It carries the value in hexadecimal representation
Pattern: '^[0-9a-fA-F]+$'

	ueContextRequest
	boolean
	C
	0..1
	This IE shall contain the indication on whether UE context including security information needs to be setup at the NG-RAN, if received from the NG-RAN by the initial AMF (See  1 38.413 [12], clause 9.2.5.1).

When present, it shall be set as follows:
- true: UE context including security information needs to be setup at the NG-RAN.
- false (default): UE context including security information does not need to be setup at the NG-RAN.

	initialAmfN2ApId
	integer
	C
	0..1
	This IE shall contain the AMF UE NGAP ID of the initial AMF over N2 interface, if available.

	allowedNssai
	AllowedNssai
	O
	0..1
	This IE contains the allowed NSSAI of the UE. This IE also contains the mapped home network S-NSSAI for each allowed S-NSSAI.

	configuredNssai
	array(ConfiguredSnssai)
	O
	1..N
	This IE shall contain the configured S-NSSAI(s) authorized by the NSSF in the serving PLMN, if received from the NSSF.  

	rejectedNssaiInPlmn
	array(Snssai)
	O
	1..N
	This IE shall contain the rejected NSSAI in the PLMN, if received from the NSSF.

	rejectedNssaiInTa
	array(Snssai)
	O
	1..N
	This IE shall contain the rejected NSSAI in the current TA, if received from the NSSF.



* * * * Next Change * * * *
[bookmark: _Toc20135120]A.2	Namf_Communication API
openapi: 3.0.0
info:
  version: 1.0.3
  title: Namf_Communication
  description: |
    AMF Communication Service
    © 2019, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.
[…]
    RegistrationContextContainer:
      type: object
      properties:
        ueContext:
          $ref: '#/components/schemas/UeContext'
        localTimeZone:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'
        anType:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        anN2ApId:
          type: integer
        ranNodeId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GlobalRanNodeId'
        initialAmfName:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/AmfName'
        userLocation:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'
        rrcEstCause:
          type: string
          pattern: '^[0-9a-fA-F]+$'
        ueContextRequest:
          type: boolean
          default:  false
        initialAmfN2ApId:
[bookmark: _GoBack]          type: integer
        anN2IPv4Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv4Addr'
        anN2IPv6Addr:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Ipv6Addr'
        allowedNssai:
          $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/AllowedNssai'
        configuredNssai:
          type: array
          items:
            $ref: 'TS29531_Nnssf_NSSelection.yaml#/components/schemas/ConfiguredSnssai'
          minItems: 1
        rejectedNssaiInPlmn:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
        rejectedNssaiInTa:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'
          minItems: 1
      required:
        - ueContext
        - anType
        - anN2ApId
        - ranNodeId
        - initialAmfName
        - userLocation
[…]
* * * * End of Change * * * *

