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[bookmark: _GoBack]1. Introduction
3GPP TR 29.893 analysed draft 18 of version 1 of IETF QUIC protocol and its potential use as a transport protocol for the 5GC Service Based Interfaces. In its conclusion, it recommends to communicate to IETF the identified issues detailed in clause 11.1.3 of the TR.
The basics of network troubleshooting are the monitoring of network delay and packet loss metrics. This is reflected in the second bullet point in clause 11.1.3 of the TR: “The QUIC layer is end-to-end encrypted and thus allows less accurate network monitoring capabilities than TCP”.
Draft 19 of version 1 of QUIC protocol adds the support of network-level delay measurement, cf. https://tools.ietf.org/html/draft-ietf-quic-transport-19#section-17.3. This feature is named Spinbit(S) and is optional to activate, not encrypted and protected by QUIC packet-level protection.
This document targets to highlight the requirement to support network-level packet loss measurement in version 1 of QUIC protocol. Then, it proposes to liaise with IETF to ask for a common support of these 2 metrics in version 1 of QUIC protocol.
2. Discussion
Draft 19 of version 1 of QUIC protocol reserves 2 bits, named Reserved(R), for additional measurements’ experimentations of accurate delay and for packet loss. 
The finalization of version 1 of QUIC is expected in Q1 2020. This version should become for years the mainstream stack of Internet terminals, applications, devices, nodes, servers, caches, reverse proxies, etc. Despite the desire of QUIC to avoid ossification, these measurements features are not part of QUIC invariants, cf. https://tools.ietf.org/html/draft-ietf-quic-invariants-07. By consequence, it is expected that future versions of QUIC will not include network-level measurements features.
The rational for the support of network-level delay measurement and network-level packet-loss measurements without encryption in version 1 of QUIC protocol are the same: 
· Supporting network-level delay and packet-loss measurements without decryption in QUIC version 1 eases the migration from HTTP2 to QUIC as it provides network-level monitoring similar to TLS/TCP or to TCP; 
· Decryption for network monitoring requires the deployment of keying material across a wide number of network probes; 
· Decryption for network monitoring of traffic in 3rd parties hosting facilities requires the deployment of highly sensitive keying material; 
· Avoiding decryption of HTTP/3 headers and application level information for network monitoring purposes increases application-level protection;
· Avoiding decryption of end-user signaling information for network monitoring purposes preserves end-user privacy.
3. Conclusion & Proposal
This discussion paper recommends liaising with the IETF to ask for including both metrics in the final specification of version 1 of QUIC protocol:
· To maintain the 2 bits named Reserved (R) in the short header;
· To extend the protection of the spinbit(S) to the Reserved(R) on the sender side;
· To specify that the recipient must by default support receiving values of the Reserved (R) field different from 0;
· For avoiding ossification, to specify that the sender should set the Reserved (R) field to a random value by default;
· To cooperate with 3GPP on the specification of network-level packet-lost measurements in version 1 of QUIC and in future versions.

