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1. Introduction
This paper is to add some general protocol aspects. 
2. Reason for Change
Some general protocol aspects for URCMP need to be added.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.674 – v 0.2.0.


* * * First Change * * * *
[bookmark: _Toc18503467]7.2	Transmission Order and Bit Definitions
Editor's Note: S17AP messages will be transmitted in network octet order starting with octet 1 with the most significant bit sent first. The most significant bit of an octet in a PFCP message is bit 8. If a field in a PFCP message spans over several octets, the most significant bit is bit 8 of the octet with the lowest number, unless specified otherwise.
[bookmark: _GoBack]URCMP messages shall be transmitted in network octet order starting with octet 1 with the most significant bit sent first.
The most significant bit of an octet in a URCMP message is bit 8. If a field in a URCMP message spans over several octets, the most significant bit is bit 8 of the octet with the lowest number, unless specified otherwise.
* * * Next Change * * * *
[bookmark: _Toc11315195][bookmark: _Toc18503468]7.3	Message Format
Editor's Note:	to specify S17-AP message format
[bookmark: _Toc19717241]7.3.1	General
The format of a URCMP message is depicted in Figure 7.3.1-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to m
	URCMP message header
	

	
	m+1 to n
	Zero or more Information Element(s)
	

	
	
	
	


Figure 7.3.1-1: URCMP Message Format
A URCMP message shall contain the URCMP message header and may contain subsequent information element(s) dependent on the type of message.
 
* * * Next Change * * * *
[bookmark: _Toc19717243]7.3.2	Message Header
URCMP messages use a fixed length header. The message header length shall be a multiple of 4 octets. Figure 7.3.2.1-1 illustrates the format of the URCMP Header.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare


	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Message Length (3rd Octet)

	6
	
	Sequence Number (1st Octet)

	7
	
	Sequence Number (2nd Octet)

	8
	
	Sequence Number (3rd Octet)


Figure 7.3.2-1: General format of URCMP Header
* * * Next Change * * * *
[bookmark: _Toc19717247]7.3.3	Usage of the URCMP Header
The format of the URCMP header is specified in clause 7.3.2.
The usage of the URCMP header shall be as defined below.
The first octet of the header shall be used is the following way:
-	Bit 1-5 are spare bits. The sending entity shall set it to "0" and the receiving entity shall ignore it.
-	Bits 6 to 8, which represent the URCMP version, shall be set to decimal 1 ("001").
The usage of the fields in octets 2 - n of the header shall be as specified below.
-	Octet 2 represents the Message type field, which shall be set to the unique value for each type of control plane message. Message type values are specified in Table 7.3-1 "Message types".
-	Octets 3 to 5 represent the Message Length field. This field shall indicate the length of the message in octets excluding the mandatory part of the URCMP header (the first 5 octets). The Sequence Number shall be included in the length count. The format of the Length field of information elements is specified in clause 8.2 "Information Element Format".
-	Octets 6 to 8 represent URCMP Sequence Number field.
Editor's Note: The use of 3rd Sequence number in the message header is FFS. 

* * * Next Change * * * *
[bookmark: _Toc19717250]7.3.4	Information Elements
[bookmark: _Toc19717251]7.3.4.1	General
The format of URCMP Information Elements are defined in clause 8.2.

* * * Next Change * * * *
[bookmark: _Toc19717252]7.3.4.2	Presence Requirements of Information Elements
IEs within URCMP messages shall be specified with one of the following presence requirement:
-	Mandatory: this means that the IE shall be included by the sending entity, and that the receiver diagnoses a "Mandatory IE missing" error when detecting that the IE is not present. A response including a "Mandatory IE missing" cause, shall include the type of the missing IE.
-	Conditional: this means that:
-	the IE shall be included by sending entity if the conditions specified are met;
-	the receiver shall check the conditions as specified in the corresponding message type description, based on the parameter combination in the message and/or on the state of the receiving node, to infer if a conditional IE shall be expected. Only if a receiver has sufficient information, if a conditional IE, which is necessary for the receiving entity to complete the procedure, is missing, then the receiver shall abort the procedure.
-	Conditional-Optional: this means that:
-	the IE shall be included by a sending entity complying with the version of the specification, if the conditions specified in the relevant protocol specification are met. An entity, which is at an earlier version of the protocol and therefore is not up-to-date, cannot send this IE;
-	the receiver need not check the presence of the IE in the message. If the receiver checks the presence of the Conditional-Optional IE, then the IE's absence shall not trigger any of the error handling procedures. The handling of an absence or erroneous such IEs shall be treated as Optional IEs as specified in clause 7.6.
-	Optional: this means that:
-	the IE shall be included as a service option. Therefore, the IE may be included or not in a message. The handling of an absent optional IE, or an erroneous optional IE is specified in clause 7.6.
For conditional IEs, the clause describing the URCMP message explicitly defines the conditions under which the inclusion of each IE becomes mandatory or optional for that particular message. These conditions shall be defined so that the presence of a conditional IE only becomes mandatory if it is critical for the receiving entity. The definition might reference other protocol specifications for final terms used as part of the condition.
For grouped IEs, the presence requirement of the embedded IE shall follow the rules:
-	If the grouped IE is Mandatory within a given message: the presence requirements of individual embedded IEs are as stated within the Mandatory grouped IE for the given message;
-	if the grouped IE is Conditional within a given message: if the embedded IE in the grouped IE is Mandatory or Conditional, this embedded IE is viewed as Conditional IE by the receiver. If the embedded IE in the grouped IE is Conditional-Optional, this embedded IE is viewed as Optional IE by the receiver. If the embedded IE in the grouped IE is Optional, this embedded IE is viewed as Optional IE by the receiver;
-	if the grouped IE is Conditional-Optional within a given message: if the embedded IE in the grouped IE is Mandatory or Conditional, this embedded IE is viewed as Conditional-Optional IE by the receiver. If the embedded IE in the grouped IE is Conditional-Optional, this embedded IE is viewed as Optional IE by the receiver. If the embedded IE in the grouped IE is Optional, this embedded IE is viewed as Optional IE by the receiver;
-	if the grouped IE is Optional within a given message: all embedded IEs in the grouped IE are viewed as Optional IEs by the receiver.
In all of the above cases, appropriate error handling as described in clause 7.6 shall be applied for protocol errors of the embedded IEs.
Only the Cause IE at message level shall be included in the response if the Cause contains a value that indicates that the request is not accepted, regardless of whether there are other mandatory or conditional IEs defined for a given response message. 
* * * Next Change * * * *
[bookmark: _Toc19717253]7.3.4.3	Grouped Information Elements
A Grouped IE is an IE which may contain other IEs.
Grouped IEs have a length value in the TLV encoding, which includes the added length of all the embedded IEs. Overall coding of a grouped IE with 4 octets long IE header is defined in clause 8.2. Each IE within a grouped IE also shall also contain 4 octets long IE header.
Grouped IEs are not marked by any flag or limited to a specific range of IE type values. The clause describing an IE in this specification shall explicitly state if it is a Grouped IE.
NOTE:	Each entry into each Grouped IE creates a new scope level. Exit from the grouped IE closes the scope level. The URCMP message level is the top most scope.
If more than one grouped IEs of the same type, but for a different purpose are sent with a message, these IEs shall have different IE types.
If more than one grouped IEs of the same type and for the same purpose are sent with a message, these IEs shall have exactly the same IE type to represent a list.

* * * Next Change * * * *
[bookmark: _Toc19717254]7.2.3.4	Information Element Type
An IE in a URCMP message or Grouped IE is identified by its IE Type and described by a specific row in the corresponding tables in clause 7.
If several IEs with the same Type are included in a URCMP message or Grouped IE, they represent a list for the corresponding IE name.
An IE Type value uniquely identifies a specific IE.
One IE type value is specified for Vendor Specific IEs.

* * * End of Changes * * * *

