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1. Introduction
-
2. Reason for Change
Fill the relevant chapter for the service description of the Nhss_IMS_UEAU service.
3. Conclusions
-
4. Proposal
It is proposed to agree the following changes to 3GPP TS 29.562 v0.1.0.

* * * First Change * * * *
[bookmark: _Toc18838112][bookmark: _Toc18838106]5.4	Nhss_imsUEAuthentication Service
[bookmark: _Toc18838107]5.4.1	Service Description
See 3GPP TS 23.228 [6], clause AA.2.1.4.
[bookmark: _Toc18838108]5.4.2	Service Operations
[bookmark: _Toc18838109]5.4.2.1	Introduction
For the Nhss_ imsUEAuthentication service the following service operation is defined:
-	Get
The Nhss_ imsUEAuthentication Service is used by the S-CSCF to request the SBI capable HSS to select an authentication method, calculate a fresh authentication vector (AV) if required for the selected method, and provide it to the S-CSCF by means of the Get service operation.
[bookmark: _Toc18838110]5.4.2.2	Get
[bookmark: _Toc18838111]5.4.2.2.1	General
The following procedures using the Get service operation are supported:
-	Authentication Information Retrieval

[bookmark: _Toc11338422]5.4.2.2.2	Authentication Information Retrieval
Figure 5.4.2.2.2-1 shows a scenario where the NF service consumer (S-CSCF) retrieves authentication information for the UE from the HSS. The request contains the UE's identity (IMS Private Identity) and the SIP authentication scheme and may contain resynchronization info.


Figure 5.4.2.2.2-1: NF service consumer requesting authentication information
1.	The NF service consumer sends a POST request (custom method: generate-sip-auth-data) to the resource representing the UE's security information. 
2a.	The HSS responds with "200 OK" with the message body containing the authentication data information. 
2b.	If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element). 
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body.

[bookmark: _GoBack]* * * End of Changes * * * *
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