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	Reason for change:
	3GPP TS 23.502 4.23.4 has specified that the SMF in case of of I-SMF insertion) shall include forwarding indication in Retrieve SM Context response when buffered data is available at I-UPF which is controlled by the SMF. In this case, the new I-SMF shall allocate tunnel endpoints for sending the buffered downlink data, and shall inform the SMF to forward the buffered downlink data. But how the new I-SMF can inform the tunnel info to SMF to send the buffered data is not clear.

[bookmark: _Toc11141452]4.23.4.3	UE Triggered Service Request with I-SMF insertion/change/removal 
7a. If the tunnel endpoints for the buffered DL data were allocated, the new I-SMF invokes Nsmf_PDUSession_UpdateSMContext Request (tunnel endpoints for buffered DL data) to the old I-SMF in the case of I-SMF change in order to establish the forwarding tunnel. The new I-SMF uses the SM Context ID received from AMF for this service operation.
Step 7a only mentioned to Update SM Context on old I-SMF in case of I-SMF change.

8a.	In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type, new I-UPF tunnel endpoint for buffered DL data) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.
	In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT type) towards the SMF.
	The SM Context ID at I-SMF is to be used by the SMF for further PDU Session operation, e.g. to notify the new I-SMF of PDU session release. If SM Context ID at the I-SMF exists (i.e. in the case of I-SMF change), the SMF shall replace the SM Context ID at I-SMF.
Step 8a the new I-SMF create PDU session on the SMF in case of I-SMF insertion, but tunnel info for sending buffered data is not included.

There could be two options:
 
Option-A: new I-SMF additionally invokes Update SM Context on SMF at step 7a, in case of I-SMF insertion when I-UPF is controlled by the SMF with buffered DL data.

Option-B: new I-SMF pass the tunnel information for DL data sending in Create service operation at step 8a.

Option-C: The SMF handles it locally, i.e. when receiving the Create service operation, the SMF initiates N4 modifications to both I-UPF and UPF (PSA) to forward the buffered downlink data to PSA, and PSA then forward the data to the new DL data tunnel endpoints at new I-UPF.

From efficiency consideration, Option-B is better choice because Create in 8a is always needed, regardless forwarding tunnel is needed or not. Option-A requires an extra transaction explicitly to setup the forwarding tunnel, which is not optimal. Option-C increase the complexity on PSA UPF to relay the data, and introduces an extra hop for data forwarding, which is not necessary.

This CR propose to use Option-B to setup the forwarding tunnel for buffered data during Create service operation.


	
	

	Summary of change:
	/1 Update Create service operation description to add the handling of new IE for tunnel info in 5.2.2.7.1
/2 Add new attribute in PduSessionCreatedata to carry the Tunnel Information for sending buffered data in 6.1.6.2.9.
/3 Update OpenAPI accordingly.

	
	

	Consequences if not approved:
	Buffered Downlink Data at I-UPF cannot be sent in service request with I-SMF insertion scenario.
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	Other comments:
	This CR introduces backward compatible new features in OpenAPI specification of Nsmf_PduSession service.


	
	

	This CR's revision history:
	Rev1:

SA2#134 has agreed CR#1535 of 3GPP TS 23.502 (S2-1908608) has confirmed Option-B:

8a.	In the case of I-SMF change, the new I-SMF invokes Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, new I-UPF DL tunnel information, SM Context ID at I-SMF, Access Type, RAT Type,) towards the SMF. The new I-SMF uses the SM Context ID at SMF received from old I-SMF for this service operation.
	In the case of I-SMF insertion, the new I-SMF invokes Nsmf_PDUSession_Create Request (new I-UPF DL tunnel information, new I-UPF tunnel endpoint for buffered DL data, SM Context ID at I-SMF, Access Type, RAT type) towards the SMF.
1/ Add SA2 CR as dependency
2/ Update description in 5.2.2.7.1 for reusing the n9ForwardingTunnel IE
3/ Revert changes 6.1.6.2.9 and A.2 as the changes are no longer needed after reusing the data type.
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* * * First Change * * * *
[bookmark: _Toc11337783][bookmark: _Toc445891690]5.2.2.7.1	General
The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios.
It is used in the following procedures: 
-	UE requested PDU Session Establishment (see clause 4.3.2.2.2 of 3GPP TS 23.502 [3]);
-	EPS to 5GS Idle mode mobility or handover using N26 interface (see clause 4.11 of 3GPP TS 23.502 [3]);
-	EPS to 5GS mobility without N26 interface (see clause 4.11.2.3 3GPP TS 23.502 [3]);
-	Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see clause 4.9.2.3.2 of 3GPP TS 23.502 [3]); 
-	Handover from EPS to 5GC-N3IWF (see clause 4.11.3.1 of 3GPP TS 23.502 [3]); 
-	Handover from EPC/ePDG to 5GS (see clause 4.11.4.1 of 3GPP TS 23.502 [3]). 
The NF Service Consumer (e.g. V-SMF) shall create a PDU session by using the HTTP POST method as shown in Figure 5.2.2.7.1-1.  


Figure 5.2.2.7.1-1: PDU session creation
1.	The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain: 
-	a representation of the individual PDU session resource to be created; 
-	the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session; the Request Type may be included otherwise;
-	the indication that a MA-PDU session is requested, if a MA-PDU session is required to be established;-	the vsmfId IE identifying the serving SMF;
-	the cpCiotEnabled IE with the value "True", if Control Plane CIoT 5GS Optimisation is enabled for this PDU session;
-	the Invoke NEF indication with the value "True" for a home-routed PDU session, if the cpCiotEnabled IE is set to "True" and data delivery via NEF is selected for the PDU session;
-	the vcnTunnelInfo, except when Control Plane CIoT 5GS Optimisation is enabled and data delivery via NEF is selected for this PDU session; 
-	the anType;
-	the secondAnType, if the UE is registered over both 3GPP and Non-3GPP accesses;
-	the n9ForwardingTunnel IE indicating the allocated tunnel endpoints information for receiving the buffered downlink data packets, when downlink data packets are buffered at I-UPF controlled by the SMF during I-SMF insertion.
-	a URI ({vsmfPduSessionUri}) representing the PDU session resource in the V-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session. 
As specified in clause 4.3.2.2.2 of 3GPP TS 23.502 [3], the NF Service Consumer shall be able to receive an Update request before receiving the Create Response, e.g. for EPS bearer ID allocation (see clause 4.11.1.4.1 of 3GPP TS 23.502 [3]) or Secondary authorization/authentication (see clause 4.3.2.3 of 3GPP TS 23.502 [3]).
2a.	On success, "201 Created" shall be returned, the payload body of the POST response shall contain:
-	the representation describing the status of the request; 
-	the QoS flow(s) to establish for the PDU session, except when Control Plane CIoT 5GS Optimisation is enabled for this PDU session;
-	the epsPdnCnxInfo IE and, for each EPS bearer, an epsBearerInfo IE, if the PDU session may be moved to EPS during its lifetime;   
-	the "Location" header containing the URI of the created resource. 
The authority and/or deployment-specific string of the apiRoot of the created resource URI may differ from the authority and/or deployment-specific string of the apiRoot of the request URI received in the POST request.
If an Update Request was sent to the V-SMF before the Create Response, the URI in the "Location" header and in the hsmfPduSessionUri IE of the H-SMF initiated Update Request shall be the same. If the Request Type was received in the request and set to EXISTING_PDU_SESSION or EXISTING_EMERGENCY_PDU_SESSION (i.e. indicating that this is a request for an existing PDU session or an existing emergency PDU session), the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new PDU session or emergency PDU session but instead update the existing PDU session or emergency PDU session and provide the representation of the updated PDU session or emergency PDU session in the response to the NF Service Consumer.
The POST request shall be considered as colliding with an existing PDU session context if: 
-	it includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the same PDU Session ID as for an existing PDU session context; and 
-	this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.
	A POST request that collides with an existing PDU session context shall be treated as a request for a new PDU session context. Before creating the new PDU session context, the SMF should delete the existing PDU session context locally and any associated resources in the UPF and PCF. If the vsmfPduSessionUri of the existing PDU session context differs from the vsmfPduSessionUri received in the POST request, the SMF shall also send a status notification (see clause 5.2.2.10) targeting the vsmfPduSessionUri of the existing PDU session context to notify the release of the existing PDU session context.
If the Request Type was received in the request and indicates this is a request for a new PDU session (i.e. INITIAL_REQUEST) and if the Old PDU Session ID was also included in the request, the SMF shall identify the existing PDU session to be released and to which the new PDU session establishment relates, based on the Old PDU Session ID.
The NF Service Consumer shall store any epsPdnCnxInfo and EPS bearer information received from the H-SMF. 
If the response received from the H-SMF contains the alwaysOnGranted attribute set to true, the V-SMF shall check and determine whether the PDU session can be established as an always-on PDU session based on local policy.  
	If no GPSI IE is provided in the request, e.g. for a PDU session moved from another access or another system, and the SMF knows that a GPSI is already associated with the PDU session, the SMF shall include the GPSI in the response.
2b.	On failure, or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a PduSessionCreateError structure, including:
-	a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;
-	the n1SmCause IE with the 5GSM cause that the H-SMF proposes the V-SMF to return to the UE, if the request included n1SmInfoFromUe;  
-	n1SmInfoToUe with any information to be sent to the UE (in the PDU Session Establishment Reject).  


* * * End of Changes * * * *
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