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* * * First Change * * * *

* * * next Change * * * *
[bookmark: _Toc11315052]5.4.2	Service Detection and Bearer/QoS Flow Binding
Service detection refers to the process that identifies the packets belonging to a service data flow or application. For EPC, see clauses 6.2.2.2 and 6.8.1 of 3GPP TS 23.203 [7]. For 5GC, see clause 6.2.2.2 of 3GPP TS 23.503 [44].
For EPC, bearer binding is the procedure that associates service data flow(s) to an IP-CAN bearer deemed to transport the service data flow. UL bearer binding verification refers to the process of discarding uplink packets due to no matching service data flow template for the uplink direction. See clauses 6.1.1.4 and 6.2.2.2 of 3GPP TS 23.203 [7]. 
For 5GC, QoS flow binding is the procedure that associates service data flow(s) to a QoS flow deemed to transport the service data flow. UL QoS flow binding verification refers to the process of discarding uplink packets due to no matching QoS flow for the uplink direction. See clause 6.1.3.2.4 of 3GPP TS 23.503 [44] and clause 5.7.1.7 of 3GPP TS 23.501 [28].
Service detection is controlled over the Sxa, Sxb, Sxc and N4 reference points by configuring Packet Detection Information in PDRs to match the intended service data flows or application. 
For EPC, the mapping of DL traffic to bearers is achieved by configuring and associating FARs to the downlink PDRs, with FARs set to forward the packets to the appropriate downstream bearers (S5/S8 or S1/S12/S4/Iu).
For 5GC, the mapping of DL traffic to QoS flows is achieved by configuring QERs with QFI(s) for the QoS flow marking and associating FARs to the downlink PDRs, with FARs set to forward the packets to the appropriate downstream GTP-U tunnel (N9 or N3).
For EPC, uplink bearer binding verification is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink bearer, the UE IP address (source IP address to match for the incoming packet), and the SDF filter(s) or the Application ID. As a result, uplink packets received on the uplink bearer but that do not match the SDF filter(s) or Application detection filter associated to the uplink PDRs are discarded.
For 5GC, uplink QoS flow binding verification (see clause 5.7.1.7 of 3GPP TS 23.501 [28]) is achieved by configuring Packet Detection Information in uplink PDRs containing the local F-TEID of the uplink PDU session, the UE IP address (source IP address to match for the incoming packet), the QFI of the QoS flow and the SDF filter(s) or the Application ID. As a result, uplink packets received on the uplink PDU session but that do not match the SDF filter(s) or Application detection filter and QFI associated to the uplink PDRs are discarded.
NOTE 1:	For PCC Rules that contain an application identifier (i.e. that refer to an application detection filter), uplink traffic can be received on other IP-CAN bearers than the one determined by the binding mechanism. The detection of the uplink part of the service data flow can be activated in parallel on other bearers with non-GBR QCI (e.g. the default bearer) in addition to the bearer where the PCC rule is bound to. See clauses 6.1.1.1 and 6.2.2.2 of 3GPP TS 23.203 [7]. Therefore the uplink PDRs for these bearers can be provisioned with the PDI containing this service data flow and the local F-TEID of the uplink bearer.
NOTE 2:	To avoid the PGW-U discarding packets due to no matching service data flow template, the operator can apply open PCC rules (with wildcarded SDF filters) to allow for the passage of packets that do not match any other candidate SDF template. Therefore an uplink PDR can be provisioned with the PDI containing only the local F-TEID of the uplink bearer.
NOTE 3:	Uplink bearer binding does not apply to Non-IP PDN connections.
NOTE 4:	The UPF can be provisioned with a PDR (with low precedence) which contains the CN tunnel info, QFI and filter information that can detect any unwanted/unauthorized traffic with this QFI so that such traffic can be dropped with or without being counted before.


* * * next Change * * * *
[bookmark: _Toc11315057]5.4.7	Traffic Redirection
Traffic Redirection refers to the process of redirecting uplink application traffic, in a PGW, TDF or UPF, towards a redirect destination, e.g. redirect some HTTP flows to a service provisioning page. For EPC, see clause 6.1.13 of 3GPP TS 23.203 [7] and clauses 4.5.2.6 and 4b.5.1.4 of 3GPP TS 29.212 [8]. For 5GC, see clause 6.1.3.12 of 3GPP TS 23.503 [44] and clause 4.2.6.2.4 of 3GPP TS 29.512 [46].
The redirect destination may be provided by the PCRF/PCF or be preconfigured in the CP function or in the UP function.
For EPC, the traffic redirection may be enforced in the CP function or in the UP function. For 5GC, the traffic redirection may be enforced in the UP function only. If the traffic that the UP function can support may be subject to traffic redirection, traffic redirection enforcement in the UP function shall be supported by the UP function. The UP function reports to the CP function whether it supports traffic redirection enforcement in the UP function via the UP Function Features IE (see clause 8.2.25).
NOTE:	A UP function that supports traffic not requiring traffic redirection does not need to support traffic redirection enforcement in the UP function. The CP function can select a UP function supporting traffic redirection enforcement in the UP function for users or services which may require traffic redirection.
To enforce the traffic redirection in the CP function, the CP function shall instruct the UP function to forward the applicable user traffic to the CP function, as specified in clause 5.3.1.
To enforce the traffic redirection in the UP function, the CP function shall:
-	create the necessary PDR(s) to represent the traffic to be redirected, if not already existing;
-	create a FAR with:
-	the Redirect Information IE including the redirect destination, if the traffic needs to be redirected towards a redirect destination provided by the CP function; a redirect destination provided by the CP function shall prevail over a redirect destination preconfigured in the UP function; ;
-	For HTTP traffic redirection, the Redirection Address Type shall be set to "URL" and the CP function shall set the Destination Interface IE in the FAR to "Access" (to forward the HTTP response message with a status code indicating redirect). For other types of traffic redirection, the Destination Interface IE in the FAR may be set to "Core". "; 
or
-	the Forwarding Policy IE including the identifier of the forwarding policy to apply, if the traffic needs to be redirected towards a redirect destination preconfigured in the UP function;
-	associate the FAR to the above PDRs of the PFCP session.


* * * next Change * * * *
5.8.2	Behaviour with an Established PFCP Association
When an PFCP Association is established with a UP function, the CP function:
-	shall provision node related parameters (i.e. parameters that apply to all PFCP sessions) in the UP function, if any, e.g. PFDs;
-	shall provision the UP function with the list of features (affecting the UP function behaviour) the CP function supports, if any, e.g. support of load and/or overload control;
-	shall check the responsiveness of the UP function using the Heartbeat procedure as specified in clause 6.2.2;
-	may establish PFCP sessions on that UP function; 
-	shall refrain from attempting to establish new PFCP sessions on the UP function, if the UP function has indicated it will shut down gracefully.
When an PFCP Association is established with a CP function, the UP function:
-	shall update the CP function with the list of features it supports;
-	shall update the CP function with its load and/or overload control information, if load and/or overload control is supported by the CP and UP functions;
-	may update the CP function with the set of its IP resources available for use by the CP function, when F-TEID allocation is performed by the CP function;
NOTE:	The CP function can be aware of the available IP resources in the UP function e.g. based on the UP function reporting this information over Sx using Sx node related messages, or by other implementation specific means.
-	shall accept PFCP Session related messages from that CP function (unless prevented by other reasons, e.g. overload);
-	shall check the responsiveness of the CP function using the Heartbeat procedure as specified in clause 6.2.2;
-	shall indicate to the CP function if it will shut down within a graceful period and, when possible, if it fails and becomes out of service.


* * * next Change * * * *
[bookmark: _Toc11315085]5.13.1	General
An SMF and UPF may support Ethernet PDU sessions, as specified in clause 5.6.10.2 of 3GPP TS 23.501[28].
For a PFCP session set up for an Ethernet PDU session, the SMF shall:
-	include the PDN Type IE set to "Ethernet" in the PFCP Session Establishment Request;
-	provision PDR(s), for uplink and/or downlink traffic, with Ethernet Packet Filter(s), based on at least any combination of:
-	Source/destination MAC address;  
-	Ethertype as defined in IEEE 802.3 [31]; 
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) VID fields as defined in IEEE 802.1Q [30];  
-	Customer-VLAN tag (C-TAG) and/or Service-VLAN tag (S-TAG) PCP/DEI fields as defined in IEEE 802.1Q [30]; 
-	IP Packet Filter Set, in case Ethertype indicates IPv4/IPv6 payload. ; 
-	Ethernet PDU Session Information, only possible for a DL PDR, that identifies all (DL) Ethernet packets matching the PDU session as follows, based on the N6 Ethernet configuration in the UPF for the associated Network Instance (see clause 5.6.10.2 of 3GPP TS 23.501 [28]): 
-	DL traffic based on the MAC address(es) and/or C-TAG and/or S-TAG used by the UE for the UL traffic, for configurations where more than one PDU Session to the same DNN (e.g. for more than one UE) corresponds to the same N6 interface; 
-	DL traffic from the N6 interface associated to the PDU session, for configurations where there is a one-to-one relationship between a PDU Session and a N6 interface (in which case the UPF does not need to be aware of MAC addresses and/or C-TAG and/or S-TAG used by the UE in order to route down-link traffic). 
NOTE 1:	For instance, the SMF can provision a DL PDR with just an "Ethernet PDU Session Information", in a Traffic Endpoint ID or in a PDI, or Ethernet Packet Filters in a PDI, or both an "Ethernet PDU Session Information" in a Traffic Endpoint ID and Ethernet Packet Filters in a PDI.  
The SMF may also request a UPF, acting as a PDU session anchor, to: 
-	redirect Address Resolution Protocol (ARP) (see IETF RFC 826 [32]) or IPv6 Neighbour Solicitation traffic (see IETF RFC 4861 [33]) to the SMF as specified in clause 5.13.2, or to respond to ARP or IPv6 Neighbour Solicitation based on the local cache information as specified in clause 5.13.3; 
-	report the MAC (Ethernet) addresses used as source address of frames sent UL by the UE, as specified in clause 5.13.5.
For a PFCP session set up for an Ethernet PDU session, the UPF shall:
-	detect Ethernet traffic, based on Ethernet Packet Filter(s) provisioned in PDR(s) by the SMF, and process the Ethernet traffic as instructed in the FAR, QER(s) and URR(s) associated to the PDR(s);
-	forward Address Resolution Protocol (see IETF RFC 826 [32]) or IPv6 Neighbour Solicitation messages (see IETF RFC 4861 [33]) to the SMF, as specified in clause 5.13.2, if so required by the SMF.;
-	respond to Address Resolution Protocol (see IETF RFC 826 [32]) or IPv6 Neighbour Solicitation (see IETF RFC 4861 [33]) based on the local cache information, as specified in clause 5.13.3, if so required by the SMF; . 
NOTE 2:	Ethernet Preamble and Start of Frame delimiter are not sent over 5GS. 
NOTE 3:	How the UPF/SMF builds the ARP or the IPv6 Neighbour cache is not specified in this release and is implementation specific.


* * * next Change * * * *
[bookmark: _Toc11315086]5.13.2	Address Resolution Protocol or IPv6 Neighbour Solicitation Response by SMF
If the SMF requests the UPF to forward all Address Resolution Protocol (ARP) (see IETF RFC 826 [32]) or IPv6 Neighbour Solicitation (see IETF RFC 4861 [33]) traffic to the SMF to respond to the ARP or IPv6 Neighbour Solicitation based on the local cache information for Ethernet PDU sessions, the SMF shall provision a PDR in the UPF with:
-	an Ethernet Packet Filter containing EtherType 2054 (hexadecimal 0x0806) and associate the PDR with a FAR, for forwarding ARP traffic to the SMF; and/or
-	a PDI containing an application ID such that the identified application ID matches against EtherType 34525 (hexadecimal 0x86DD), IPv6 Next Header type as 58 and ICMP Field Type as 135 and associate the PDR with a FAR, for forwarding IPv6 Neighbour Solicitation traffic to the SMF.
In this case, the user plane packets shall be forwarded between the CP and UP functions by encapsulating the user plane packets using GTP-U encapsulation (see clause 5.3.1).
The SMF shall respond to ARP  and/or IPv6 Neighbour Solicitation as specified in 3GPP TS 23.501 [28], clause 5.6.10.2 in this case.


* * * next Change * * * *
[bookmark: _Toc11315097]5.17.3	Data Forwarding during handovers between 5GS and EPS 
Data forwarding during handovers between 5GS and EPS is supported as follows (see 3GPP TS 38.300 [42]):  
-	For 5G to 4G handover, the source NG-RAN node sends one or several end markers including one QFI of those QoS flows mapped to the same E-RAB and sends the end marker packets to the UPF over the PDU session tunnel. UPF removes the QFI and maps to an appropriate E-RAB tunnel towards SGW.
-	For 4G to 5G handover, the source eNB forwards the received end markers in the EPS bearer tunnel to the SGW which forwards them to the UPF. The UPF adds one QFI among the QoS flows mapped to that E-RAB to the end markers and sends those end markers to the target NG-RAN node in the per PDU session tunnel. 
To forward data (G-PDUs and End Marker packets) during a 5GS to EPS handover, the SMF shall: 
-	provision one PDR per E-RAB (that supports data forwarding for at least one QoS flow), with the list of QFIs that are mapped to the E-RAB; 
-	request the UPF to remove the GTP-U PDU Session Container extension header (including the QFI) from the data by including the GTP-U Extension Header Deletion field set to 'PDU Session Container' in the Outer Header Removal IE of the PDR(s); 
-	associate to each PDR a FAR to forward the data to the GTP-U tunnel of the corresponding E-RAB, i.e. with an Outer Header Creation IE containing the F-TEID of the (forwarding) SGW for the corresponding forwarding GTP-U tunnel; . 
To forward data (G-PDUs and End Marker packets) during an EPS to 5GS handover, the SMF shall: 
-	provision one PDR per E-RAB (that supports data forwarding for at least one QoS flow);  
-	create and associate one QER with each PDR, including the QFI IE set to the QFI value of one of the QoS flows mapped to the E-RAB, to request the UPF to insert a GTP-U PDU Session Container extension header including the QFI; 
-	create one FAR for each data forwarding tunnel in 5GS (i.e. per PDU session), with an Outer Header Creation IE containing the F-TEID of the target NG-RAN for the corresponding forwarding GTP-U tunnel; 
-	associate each PDR to the corresponding FAR (i.e. to forward the data of each E-RAB to the data forwarding tunnel of the corresponding PDU session).


* * * next Change * * * *
[bookmark: _Toc11315111]5.22	PFCP sessions successively controlled by different SMFs of an SMF set (for 5GC)
When a UPF supports that a PFCP session can be successively controlled by different SMF(s) in the same SMF set, the following applies: 
1)	One SMF in the SMF set shall establish one single PFCP Association with the UPF for the SMF set; the Node ID in the PFCP Association Setup Request shall be set to an FQDN representing the SMF set. 

The SMF shall indicate that it supports the SSET feature in the CP Function Features IE (see clause 8.2.58); this indicates to the UPF that the PFCP sessions established with this PFCP association can be successively controlled by different SMFs of an SMF set. 

The SMF may also indicate the IP addresses of alternative SMFs within the SMF Set in the PFCP Association Setup Request. 
2)	When establishing a PFCP session, an SMF shall assign, in the CP F-SEID of the PFCP Session Establishment Request, a unique SEID within the SMF set; . 
3)	Any SMF in the SMF set may issue requests to modify or delete the PFCP session, or to update or release the PFCP association. 
4)	The UPF shall initiate PFCP session related requests (e.g. PFCP Session Report Request) towards any SMF of the SMF Set, if the IP address included in the CP F-SEID assigned to the PFCP session is not responsive, or if the UPF receives a GTP-U Error Indication from the SMF over the N4-u tunnel assigned to the N4 session for data forwarding if any. 

The UPF shall use the IP addresses of alternative SMFs received during the PFCP association setup or update procedures, if any. Otherwise the UPF shall use the SMF set FQDN in the CP Node ID to discover alternative SMFs within the SMF Set, e.g. by querying the DNS or by performing a discovery request towards the NRF.
5)	An SMF may redirect a UPF initiated PFCP session related request to a different SMF in the SMF set by rejecting the request with the cause "Redirection Requested" and with the CP F-SEID IE including the IP address of the new SMF to contact. 

Alternatively, an SMF may forward the UPF request to another SMF in the SMF set; the new SMF answers to the UPF, optionally including the CP F-SEID IE with the IPv4 or IPv6 address of the new SMF, and optionally including the N4-u F-TEID that the UPF shall use for sending data towards the new SMF. 
NOTE 2:	This allows to address cases where a different SMF would have been reselected in the 5GC for the PFCP session, e.g. by an AMF.  
6)	An SMF may also update, at any time, a PFCP session by including the CP F-SEID with the IPv4 or IPv6 address of a new SMF in a PFCP Session Modification Request.  
7)	The UPF shall not trigger the restoration procedures specified in 3GPP TS 23.527 [40] for a PFCP session that can be controlled by different SMFs of an SMF set when a heartbeat failure is detected for the IP address of the assigned CP F-SEID. Restoration procedures shall be triggered only if heartbeat procedures fail with all the IP addresses of all the SMFs in the SMF set. 
NOTE 3:	The above requirements enable all SMFs of a same SMF set to successively control a given PFCP session without causing extra signalling over the N4 interface.  

* * * next Change * * * *
[bookmark: _Toc11315149]6.2.5.3	UP Function Behaviour
When the UP function receives a PFCP PFD Management Request message, it shall:
-	if no Application ID's PFDs IE is present in the request (i.e. empty message), ): 
-	delete all the PFDs received and stored earlier for all Application Identifier(s) provisioned via the PFD Management Procedure;
-	if at least one Application ID's PFDs IE is present in the request, : 
-	delete all the PFDs received and stored earlier for the indicated Application Identifier(s);
-	store all the PFDs received in the request for the indicated Application Identifier(s); 
-	send a PFCP PFD Management Response with the cause "success", if the above operations were performed successfully.;
-	if a PFD is removed/modified and this PFD was used to detect application traffic related to an application identifier in a PDR created/activated for a PFCP session and the UP function has reported the application start to the CP function for the application instance corresponding to this PFD as defined in clause 5.4.11 ((Un)solicited Application Reporting), the UP function shall report the application stop to the CP function for the corresponding application instance identifier as defined in clause 5.4.11 if the removed/modified PFD in UP results in the stop of the application instance is not being able to be detected. See clause 5.11.4 of 3GPP TS 23.214 [2].

* * * next Change * * * *
[bookmark: _Toc11315153]6.2.6.2.1	CP Function Behaviour
The CP function initiates the PFCP Association Setup procedure to request to setup an PFCP association towards a UP function prior to establishing a first PFCP session on this UP function.
The CP function:
-	shall retrieve an IP address of the UP function to send the PFCP Association Setup Request, as specified in clause 5.8.1. ; 
-	shall send the PFCP Association Setup Request with the Node ID of the CP function;
-	shall include the list of optional features the CP function supports which may affect the UP function behaviour, if any.
The CP function shall only initiate PFCP Session related signalling procedures toward a UP function after it receives the PFCP Association Setup Response with a successful cause from this UP function.
The CP function shall determine whether the UP function supports Sxa, Sxb, Sxc and/or combined Sxa/Sxb by local configuration or optionally via DNS if deployed.

* * * next Change * * * *
[bookmark: _Toc11315156]6.2.6.3.1	UP Function Behaviour
The UP function initiates the PFCP Association Setup procedure to request to setup an PFCP association towards a CP function. The UP function is configured with a set of CP functions to which it shall establish an PFCP association.
The UP function:
-  -	shall retrieve an IP address of the CP function, e.g. based on local configuration in the UP function; 
-	shall send the PFCP Association Setup Request including the Node ID of the UP function and information of all supported optional features in the UP function and optionally the available user plane resources, e.g. IP address(es) or F-TEID range.

* * * next Change * * * *
[bookmark: _Toc11315241]7.5.2.4	Create URR IE within PFCP Session Establishment Request
The Create URR grouped IE shall be encoded as shown in Figure 7.5.2.4-1.
Table 7.5.2.4-1: Create URR IE within PFCP Session Establishment Request 
	Octet 1 and 2
	
	Create URR IE Type = 6 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for this PFCP session.
	X
	X
	X
	X
	URR ID

	Measurement Method
	M
	This IE shall indicate the method for measuring the network resources usage, i.e. whether the data volume, duration (i.e. time), combined volume/duration, or event shall be measured.
	X
	X
	X
	X
	Measurement Method

	Reporting Triggers
	M
	This IE shall indicate the trigger(s) for reporting network resources usage to the CP function, e.g. periodic reporting or reporting upon reaching a threshold, or envelope closure.
	X
	X
	X
	X
	Reporting Triggers

	Measurement Period 
	C
	This IE shall be present if periodic reporting is required. When present, it shall indicate the period for generating and reporting usage reports. 
	X
	X
	X
	X
	Measurement Period

	Volume Threshold
	C
	This IE shall be present if volume-based measurement is used and reporting is required upon reaching a volume threshold. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	X
	Volume Threshold

	Volume Quota
	C
	This IE shall be present if volume-based measurement is used and the CP function needs to provision a Volume Quota in the UP function (see clause 5.2.2.2) 
When present, it shall indicate the Volume Quota value.
	-
	X
	X
	X
	Volume Quota

	Event Threshold
	C
	This IE shall be present if event-based measurement is used and reporting is required upon reaching an event threshold. When present, it shall indicate the number of events after which the UP function shall report to the CP function for this URR.
	-
	X
	X
	X
	Event Threshold

	Event Quota
	C
	This IE shall be present if event-based measurement is used and the CP function needs to provision an Event Quota in the UP function (see clause 5.2.2.2) 
When present, it shall indicate the Event Quota value.
	-
	X
	X
	X
	Event Quota

	Time Threshold
	C
	This IE shall be present if time-based measurement is used and reporting is required upon reaching a time threshold. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	X
	Time Threshold

	Time Quota
	C
	This IE shall be present if time-based measurement is used and the CP function needs to provision a Time Quota in the UP function (see clause 5.2.2.2) 
When present, it shall indicate the Time Quota value
	-
	X
	X
	X
	Time Quota

	Quota Holding Time
	C
	This IE shall be present, for a time, volume or event-based measurement, if reporting is required and packets are no longer permitted to pass on when no packets are received during a given inactivity period. 
When present, it shall contain the duration of the inactivity period.
	-
	X
	X
	X
	Quota Holding Time

	Dropped DL Traffic Threshold
	C
	This IE shall be present if reporting is required when the DL traffic being dropped exceeds a threshold. 
When present, it shall contain the threshold of the DL traffic being dropped.
	X
	-
	-
	X
	Dropped DL Traffic Threshold

	Monitoring Time
	O
	When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	X
	X
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	O
	This IE may be present if the Monitoring Time IE is present and volume-based measurement is used. 
When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	O
	This IE may be present if the Monitoring Time IE is present and time-based measurement is used. 
When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Time Threshold

	Subsequent Volume Quota
	O
	This IE may be present if Monitoring Time IE is present and volume-based measurement is used (see clause 5.2.2.2). 
When present, it shall indicate the Volume Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Volume Quota

	Subsequent Time Quota
	O
	This IE may be present if Monitoring Time IE is present and time-based measurement is used (see clause 5.2.2.2) 
When present, it shall indicate the Time Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Time Quota

	Subsequent Event Threshold
	O
	This IE may be present if the Monitoring Time IE is present and event-based measurement is used. 
When present, it shall indicate the number of events after which the UP function shall report to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Event Threshold

	Subsequent Event Quota
	O
	This IE may be present if Monitoring Time IE is present and event-based measurement is used (see clause 5.2.2.2). 
When present, it shall indicate the Event Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Event Quota

	Inactivity Detection Time
	C
	This IE shall be present if time-based measurement is used and the time measurement need to be suspended when no packets are received during a given inactivity period. When present, it shall contain the duration of the inactivity period.
	-
	X
	X
	X
	Inactivity Detection Time

	Linked URR ID
	C
	This IE shall be present if linked usage reporting is required. When present, this IE shall contain the linked URR ID which is related with this URR (see clause 5.2.2.4).
Several IEs with the same IE type may be present to represent multiple linked URRs which are related with this URR.
	-
	X
	X
	X
	Linked URR ID 

	Measurement Information
	C
	This IE shall be included if any of the following flag is set to 1.
Applicable flags are:
-	Measurement Before QoS Enforcement Flag: this flag shall be set to 1 if the traffic usage before any QoS Enforcement is requested to be measured. 
-	Inactive Measurement Flag: this flag shall be set to 1 if the measurement shall be paused (inactive). The measurement shall be performed (active) if the bit is set to 0 or if the Measurement Information IE is not present in the Create URR IE.
-	Reduced Application Detection Information Flag: this flag may be set to 1, if the Reporting Triggers request to report the start or stop of application, to request the UP function to only report the Application ID in the Application Detection Information, e.g. for envelope reporting. 
-	Immediate Start Time Metering Flag: this flag may be set to 1 if time-based measurement is used and the UP function is requested to start the time metering immediately at receiving the flag.
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X

	Measurement Information

	Time Quota Mechanism
	C
	This IE shall be present if time-based measurement based on CTP or DTP is used.
	-
	X
	-
	-
	Time Quota Mechanism

	Aggregated URRs
	C
	This IE shall be included if the URR is used to support a Credit Pool.

Several IEs with the same IE type may be present to provide multiple aggregated URRs.
	-
	X
	-
	
	Aggregated URRs

	FAR ID for Quota Action
	C
	This IE may be present if the Volume Quota IE and/or the Time Quota IE and/or Event Quota IE is provisioned in the URR and the UP Function indicated support of the Quota Action feature. 
When present, it shall contain the identifier of the substitute FAR the UP function shall apply, for the traffic associated to this URR, when exhausting any of these quotas. See NOTE 1. 
	-
	X
	X
	X
	FAR ID

	Ethernet Inactivity Timer
	C
	This IE shall be present if Ethernet traffic reporting is used and the SMF requests the UP function to also report inactive UE MAC addresses. 
When present, it shall contain the duration of the Ethernet inactivity period.
	-
	-
	-
	X
	Ethernet Inactivity Timer

	Additional Monitoring Time
	O
	When present, this IE shall contain the time at which the UP function shall re-apply the volume or time or event threshold/quota provisioned in the IE. 

Several IEs with the same IE type may be present to provide multiple Monitoring Times.
	X
	X
	X
	X
	Additional Monitoring Time

	NOTE 1:	The substitute FAR used when exhausting a Volume Quota or Time Quota may be set to drop the packets or redirect the traffic towards a redirect destination as specified in clause 5.4.7.



Table 7.5.2.4-2: Aggregated URRs
	Octet 1 and 2
	
	Aggregated URRs = 118 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Aggregated URR ID
	M
	This IE shall be present for the aggregated URR ID of the URR sharing the credit pool.
	-
	X
	-
	-
	Aggregated URR ID

	Multiplier
	M
	This IE shall be included to measure the abstract service units the traffic of the corresponding aggregated URR consumes from the credit pool.
	-
	X
	-
	-
	Multiplier



Table 7.5.2.4-3: Additional Monitoring Time
	Octet 1 and 2
	
	Additional Monitoring Time = 147 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	Monitoring Time
	M
	This IE shall be present and contain the time at which the UP function shall re-apply the volume or time threshold/quota. 
	X
	X
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	O
	This IE may be present if the Monitoring Time IE is present and volume-based measurement is used. 
When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	O
	This IE may be present if the Monitoring Time IE is present and time-based measurement is used. 
When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Time Threshold

	Subsequent Volume Quota
	O
	This IE may be present if Monitoring Time IE is present and volume-based measurement is used (see clause 5.2.2.2). 
When present, it shall indicate the Volume Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Volume Quota

	Subsequent Time Quota
	O
	This IE may be present if Monitoring Time IE is present and time-based measurement is used (see clause 5.2.2.2) 
When present, it shall indicate the Time Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Time Quota

	Subsequent Event Threshold
	O
	This IE may be present if the Monitoring Time IE is present and event-based measurement is used. 
When present, it shall indicate the number of events after which the UP function shall report to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Event Threshold

	Subsequent Event Quota
	O
	This IE may be present if Monitoring Time IE is present and event-based measurement is used (see clause 5.2.2.2). 
When present, it shall indicate the Event Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Event Quota




* * * next Change * * * *
[bookmark: _Toc11315242]7.5.2.5	Create QER IE within PFCP Session Establishment Request
The Create QER grouped IE shall be encoded as shown in Figure 7.5.2.5-1.
Table 7.5.2.5-1: Create QER IE within PFCP Session Establishment Request 
	Octet 1 and 2
	
	Create QER IE Type = 7 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	QER ID
	M
	This IE shall uniquely identify the QER among all the QER configured for that PFCP session
	-
	X
	X
	X
	QER ID

	QER Correlation ID
	C
	This IE shall be present if the UP function is required to correlate the QERs of several PFCP sessions, for APN-AMBR enforcement of multiple UE's PDN connections to the same APN.
	-
	X
	-
	X
	QER Correlation ID

	Gate Status
	M
	This IE shall indicate whether the packets are allowed to be forwarded (the gate is open) or shall be discarded (the gate is closed) in the uplink and/or downlink directions.
	-
	X
	X
	X
	Gate Status

	Maximum Bitrate
	C
	This IE shall be present if an MBR enforcement action shall be applied to packets matching this PDR. When present, this IE shall indicate the uplink and/or downlink maximum bit rate to be enforced for packets matching the PDR.

For EPC, this IE may be set to the value of:
-	the APN-AMBR, for a QER that is referenced by all the PDRs of the non-GBR bearers of a PDN connection;
-	the TDF session MBR, for a QER that is referenced by all the PDRs of a TDF session;
-	the bearer MBR, for a QER that is referenced by all the PDRs of a bearer;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

For 5GC, this IE may be set to the value of:
-	the Session-AMBR, for a QER that is referenced by all the PDRs of the non-GBR QoS flows of a PDU session;
-	the QoS Flow MBR, for a QER that is referenced by all the PDRs of a QoS Flow;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.
	-
	X
	X
	X
	MBR

	Guaranteed Bitrate
	C
	This IE shall be present if a GBR has been authorized to packets matching this PDR. When present, this IE shall indicate the authorized uplink and/or downlink guaranteed bit rate.

This IE may be set to the value of: 
-	the aggregate GBR, for a QER that is referenced by all the PDRs of a GBR bearer;
-	the QoS Flow GBR, for a QER that is referenced by all the PDRs of a QoS Flow (for 5GC);
-	the SDF GBR, for a QER that is referenced by all the PDRs of a SDF.

	-
	X
	X
	X
	GBR

	Packet Rate
	C
	This IE shall be present if a Packet Rate enforcement action (in terms of number of packets per time interval) shall be applied to packets matching this PDR. 
When present, this IE shall indicate the uplink and/or downlink maximum packet rate to be enforced for packets matching the PDR.
This IE may be set to the value of: 
-	downlink packet rate for Serving PLMN Rate Control, for a QER that is referenced by all PDRs of the UE belonging to the PDN connection using CIoT EPS Optimizations as described in 3GPP TS 23.401 [2])
-	uplink and/or downlink packet rate for APN Rate Control, for a QER that is referenced by all the PDRs of the UE belonging to PDN connections to the same APN using CIoT EPS Optimizations as described in 3GPP TS 23.401 [2]).
	-
	X
	-
	-
	Packet Rate

	DL Flow Level Marking
	C
	This IE shall be set if the UP function is required to mark the packets for QoS purposes: 

-	by the TDF-C, for DL flow level marking for application indication (see clause 5.4.5); 
-	by the PGW-C, for setting the GTP-U Service Class Indicator extension header for service indication towards GERAN (see clause 5.4.12).
	-
	X
	X
	-
	DL Flow Level Marking

	QoS flow identifier
	C
	This IE shall be present if the QoS flow identifier shall be inserted by the UPF.
	-
	-
	-
	X
	QFI

	Reflective QoS
	C
	This IE shall be present if the UP function is required to insert a Reflective QoS Identifier to request reflective QoS for uplink traffic.
	-
	-
	-
	X
	RQI

	Paging Policy Indicator
	C
	This IE shall be present if the UPF is required to set the Paging Policy Indicator (PPI) in outgoing packets (see clause 5.4.3.2 of 3GPP TS 23.501 [28])
When present, it shall be set to the PPI value to set. 
	-
	-
	-
	X
	Paging Policy Indicator

	Averaging Window
	O
	This IE may be present if the UP function is required to use a different Averaging window than the default one. (NOTE)

	-
	-
	-
	X
	Averaging Window

	NOTE:	As 5QI is not signalled over N4, one default averaging window shall be pre-configured in the UPF. 





* * * next Change * * * *

[bookmark: _Toc11315256]7.5.4.4	Update URR IE within PFCP Session Modification Request
The Update URR grouped IE shall be encoded as shown in Figure 7.5.4.4-1.
Table 7.5.4.4-1: Update URR IE within PFCP Session Modification Request 
	Octet 1 and 2
	
	Update URR IE Type = 13 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	URR ID
	M
	This IE shall uniquely identify the URR among all the URRs configured for that PFCP session
	X
	X
	X
	X
	URR ID

	Measurement Method
	C
	This IE shall be present if the measurement method needs to be modified. 
When present, this IE shall indicate the method for measuring the network resources usage, i.e. whether the data volume, duration (i.e. time), combined volume/duration, or event shall be measured.
	X
	X
	X
	X
	Measurement Method

	Reporting Triggers
	C
	This IE shall be present if the reporting triggers needs to be modified. 
When present, this IE shall indicate the trigger(s) for reporting network resources usage to the CP function, e.g. periodic reporting or reporting upon reaching a threshold, or envelope closure.
	X
	X
	X
	X
	Reporting Triggers

	Measurement Period 
	C
	This IE shall be present if the Measurement Period needs to be modified. 
When present, it shall indicate the period for generating and reporting usage reports. 
	X
	X
	X
	X
	Measurement Period

	Volume Threshold
	C
	This IE shall be present if the Volume Threshold needs to be modified. When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	X
	Volume Threshold

	Volume Quota
	C
	This IE shall be present if the Volume Quota needs to be modified. 
When present, it shall indicate the Volume Quota value.
	-
	X
	X
	X
	Volume Quota

	Time Threshold
	C
	This IE shall be present if the Time Threshold needs to be modified. When present, it shall indicate the time usage after which the UP function shall report network resources usage to the CP function for this URR.
	X
	X
	X
	X
	Time Threshold

	Time Quota
	C
	This IE shall be present if the Time Quota needs to be modified. 
When present, it shall indicate the Time Quota value.
	-
	X
	X
	X
	Time Quota

	Event Threshold
	C
	This IE shall be present if Event Threshold needs to be modified.
When present, it shall indicate the number of events after which the UP function shall report to the CP function for this URR.
	-
	X
	X
	X
	Event Threshold

	Event Quota
	C
	This IE shall be present if Event Quota needs to be modified.
When present, it shall indicate the Event Quota value.
	-
	X
	X
	X
	Event Quota

	Quota Holding Time
	C
	This IE shall be present if the Quota Holding Time needs to be modified. 
When present, it shall contain the duration of the Quota Holding Time.
	-
	X
	X
	X
	Quota Holding Time

	Dropped DL Traffic Threshold
	C
	This IE shall be present if the Dropped DL Threshold needs to be modified. 
When present, it shall contain the threshold of the DL traffic being dropped.
	X
	-
	-
	X
	Dropped DL Traffic Threshold

	Monitoring Time
	C
	This IE shall be present if the Monitoring Time needs to be modified. When present, this IE shall contain the time at which the UP function shall re-apply the volume or time threshold. 
	X
	X
	X
	X
	Monitoring Time

	Subsequent Volume Threshold
	C
	This IE shall be present if the Subsequent Volume Threshold needs to be modified and volume-based measurement is used. 
When present, it shall indicate the traffic volume value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Volume Threshold

	Subsequent Time Threshold
	C
	This IE shall be present if the Subsequent Time Threshold needs to be modified. When present, it shall indicate the time usage value after which the UP function shall report network resources usage to the CP function for this URR for the period after the Monitoring Time.
	X
	X
	X
	X
	Subsequent Time Threshold

	Subsequent Volume Quota
	C
	This IE shall be present if the Subsequent Volume Quota needs to be modified. 
When present, it shall indicate the Volume Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Volume Quota

	Subsequent Time Quota
	C
	This IE shall be present if the Subsequent Time Quota needs to be modified. 
When present, it shall indicate the Time Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Time Quota

	Subsequent Event Threshold
	O
	This IE shall be present if the Subsequent Event Threshold needs to be modified. 
When present, it shall indicate the number of events after which the UP function shall report to the CP function for this URR for the period after the Monitoring Time.
	-
	X
	X
	X




	Subsequent Event Threshold

	Subsequent Event Quota
	O
	This IE shall be present if the Subsequent Event Quota needs to be modified. 
When present, it shall indicate the Event Quota value which the UP function shall use for this URR for the period after the Monitoring Time.
	-
	X
	X
	X
	Subsequent Event Quota

	Inactivity Detection Time
	C
	This IE shall be present if the Inactivity Detection Time needs to be modified. 
When present, it shall indicate the duration of the inactivity period after which time measurement needs to be suspended when no packets are received during this inactivity period. 
	-
	X
	X
	X
	Inactivity Detection Time

	Linked URR ID 
	C
	This IE shall be present if linked usage reporting is required. When present, this IE shall contain the linked URR ID which is related with this URR (see clause 5.2.2.4). 

[bookmark: _Hlk514850578]Several IEs with the same IE type may be present to represent multiple linked URRs which are related with this URR.
	-
	X
	X
	X
	Linked URR ID 

	Measurement Information
	C
	This IE shall be included if any of the following flag is set to 1.
Applicable flags are:
-	Inactive Measurement Flag: this flag shall be set to 1 if the measurement shall be paused (inactive). The measurement shall be performed (active) if the bit is set to 0 or if the Measurement Information IE is not present in the Update URR IE. 
-	Reduced Application Detection Information Flag: this flag may be set to 1, if the Reporting Triggers request to report the start or stop of application, to request the UP function to only report the Application ID in the Application Detection Information, e.g. for envelope reporting. 
-	Immediate Start Time Metering Flag: this flag may be set to 1 if time-based measurement is used and the UP function is requested to start the time metering immediately at receiving the flag.
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X
	Measurement Information

	Time Quota Mechanism
	C
	This IE shall be present if time-based measurement based on CTP or DTP needs to be modified.
	-
	X
	-
	-
	Time Quota Mechanism

	Aggregated URRs
	C
	This IE shall be included if the Aggregated URRs IE needs to be modified. See Table 7.5.2.4-2.

Several IEs with the same IE type may be present to provision multiple aggregated URRs.

When present, this IE shall provide the complete list of the aggregated URRs.
	-
	X
	-
	X
	Aggregated URRs

	FAR ID for Quota Action
	C
	This IE shall be present if the FAR ID for Quota Action IE needs to be modified. This IE may be present if the Volume Quota IE or the Time Quota IE or Event Quota IE is newly provisioned in the URR and the UP Function indicated support of the Quota Action. 
When present, it shall contain the identifier of the substitute FAR the UP function shall apply, for the traffic associated to this URR, when exhausting any of these quotas. See NOTE 1. 
	-
	X
	X
	X
	FAR ID

	Ethernet Inactivity Timer
	C
	This IE shall be present if the Ethernet Inactivity Timer needs to be modified. When present, it shall contain the duration of the Ethernet inactivity period.
	-
	-
	-
	X
	Ethernet Inactivity Timer

	Additional Monitoring Time
	O
	This IE shall be present if the additional Monitoring Time needs to be modified. When present, this IE shall contain the time at which the UP function shall re-apply the volume or time or event threshold/quota. See Table 7.5.2.4-3.
The CP function shall provide the full set of Additional Monitoring Times IE(s).  The UP function shall replace any Additional Monitoring Times IE(s) provisioned earlier by the new set of received IE(s).
	X
	X
	X
	X
	Additional Monitoring Time

	NOTE 1:	The substitute FAR used when exhausting a Volume Quota or Time Quota may be set to drop the packets or redirect the traffic towards a redirect destination as specified in clause 5.4.7.




* * * next Change * * * *
[bookmark: _Toc11315257]7.5.4.5	Update QER IE within PFCP Session Modification Request
The Update QER grouped IE shall be encoded as shown in Figure 7.5.4.5-1.
Table 7.5.4.5-1: Update QER IE within PFCP Session Modification Request 
	Octet 1 and 2
	
	Update QER IE Type = 14 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	QER ID
	M
	This IE shall uniquely identify the QER among all the QRs configured for that PFCP session
	-
	X
	X
	X
	QER ID

	QER Correlation ID
	C
	This IE shall be present if the QER correlation ID in this QER needs to be modified.
See NOTE 1.
	-
	X
	-
	X
	QER Correlation ID

	Gate Status
	C
	This IE shall be present if the Gate Status needs to be modified. When present, it shall indicate whether the packets are allowed to be forwarded (the gate is open) or shall be discarded (the gate is closed) in the uplink and/or downlink directions.
See NOTE 1.
	-
	X
	X
	X
	Gate Status

	Maximum Bitrate
	C
	This IE shall be present if an MBR enforcement action applied to packets matching this PDR need to be modified. 
When present, this IE shall indicate the uplink and/or downlink maximum bit rate to be enforced for packets matching the PDR.

For EPC, this IE may be set to the value of:
-	the APN-AMBR, for a QER that is referenced by all the PDRs of the non-GBR bearers of a PDN connection;
-	the TDF session MBR, for a QER that is referenced by all the PDRs of a TDF session;
-	the bearer MBR, for a QER that is referenced by all the PDRs of a bearer;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

For 5GC, this IE may be set to the value of:
-	the Session-AMBR, for a QER that is referenced by all the PDRs of the non-GBR QoS flows of a PDU session;
-	the QoS Flow MBR, for a QER that is referenced by all the PDRs of a QoS Flow;
-	the SDF MBR, for a QER that is referenced by all the PDRs of a SDF.

See NOTE 1.
	-
	X
	X
	X
	MBR

	Guaranteed Bitrate
	C
	This IE shall be present if a GBR authorization to packets matching this PDR needs to be modified. When present, this IE shall indicate the authorized uplink and/or downlink guaranteed bit rate.

This IE may be set to the value of: 
-	the aggregate GBR, for a QER that is referenced by all the PDRs of a GBR bearer;
-	the QoS Flow GBR, for a QER that is referenced by all the PDRs of a QoS Flow (for 5GC);
-	the SDF GBR, for a QER that is referenced by all the PDRs of a SDF.
See NOTE 1.
	-
	X
	X
	X
	GBR

	Packet Rate
	C
	This IE shall be present if a Packet Rate enforcement action (in terms of number of packets per time interval) need to be modified for packets matching this PDR. 
	-
	X
	-
	-
	Packet Rate

	DL Flow Level Marking
	C
	This IE shall be set if the DL Flow Level Marking IE needs to be modified.
See NOTE 1.
	-
	X
	X
	-
	DL Flow Level Marking

	QoS flow identifier
	C
	This IE shall be present if it needs to be modified.
	-
	-
	-
	X
	QFI

	Reflective QoS
	C
	This IE shall be present if it needs to be modified.
	-
	-
	-
	X
	RQI

	Paging Policy Indicator
	C
	This IE shall be present if it needs to be modified.
	-
	-
	-
	X
	Paging Policy Indicator

	Averaging Window
	O
	This IE may be present if the UP function is required to modify the Averaging Window. (NOTE 2)

	-
	-
	-
	X
	Averaging Window

	NOTE 1:	The IEs which do not need to be modified shall not be included in the Update QER IE. The UP function shall continue to behave according to the values previously received for IEs not present in the Update QER IE.
NOTE 2:	As 5QI is not signalled over N4, one default averaging window shall be pre-configured in the UPF.





* * * next Change * * * *
[bookmark: _Toc11315283]7.5.9.2	Update BAR IE within PFCP Session Report Response
The Update BAR grouped IE shall be encoded as shown in Figure 7.5.9.2-1.
Table 7.5.9.2-1: Update BAR IE in PFCP Session Report Response
	Octet 1 and 2
	
	Update BAR IE Type = 12 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	N4
	

	BAR ID
	M
	This IE shall identify the BAR Rule to be modified.
	X
	-
	-
	X
	BAR ID

	Downlink Data Notification Delay
	C
	This IE shall be present if the UP function indicated support of the Downlink Data Notification Delay parameter (see clause 8.2.25) and the Downlink Data Notification Delay needs to be modified.
When present, it shall contain the delay the UP function shall apply between receiving a downlink data packet and notifying the CP function about it, when the Apply Action parameter requests to buffer the packets and notify the CP function.
	X
	-
	-
	X
	Downlink Data Notification Delay

	DL Buffering Duration
	C
	This IE shall be present if the UP function indicated support of the DL Buffering Duration parameter (see clause 8.2.25) and extended buffering of downlink data packet is required in the UP function. 
When present, this IE shall indicate the duration during which the UP function shall buffer the downlink data packets without sending any further notification to the CP function about the arrival of DL data packets.
	X
	-
	-
	X
	DL Buffering Duration

	DL Buffering Suggested Packet Count
	O
	This IE may be present if extended buffering of downlink data packet is required in the UP function. 
When present, this IE shall indicate the maximum number of downlink data packets suggested to be buffered in the UP function.
	X
	-
	-
	X
	DL Buffering Suggested Packet Count

	Suggested Buffering Packets Count
	C
	This IE may be present if the UP Function indicated support of the feature UDBC.

When present, it shall contain the number of packets that are suggested to be buffered when the Apply Action parameter requests to buffer the packets. The packets that exceed the limit shall be discarded.
	-
	X
	X
	X
	Suggested Buffering Packets Count

	NOTE 1:	If the Apply Action requests the UP function to buffer and notify the CP function and the DL Buffering Duration is set, the UP function shall not notify the CP function for the duration indicated by the DL Buffering Duration.





* * * next Change * * * *
[bookmark: _Toc11315300]8.2.1	Cause
Cause IE is coded as depicted in Figure 8.2.1-1.

	.
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 19 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Cause value
	


Figure 8.2.1-1: Cause
The Cause value shall be included in a response message. In a response message, the Cause value indicates the acceptance or the rejection of the corresponding request message. The Cause value indicates the explicit reason for the rejection.
Table 8.2.1-1: Cause values
	Message Type
	Cause value 
(decimal)
	Meaning
	Description

	
	0
	Reserved. 
	Shall not be sent and if received the Cause shall be treated as an invalid IE

	Acceptance in a response
	1
	Request accepted (success)
	"Request accepted (success)" is returned when the PFCP entity has accepted a request.

	
	2-63
	Spare. 
	This value range shall be used by Cause values in an acceptance response message. See NOTE 1.

	Rejection in a response
	64
	Request rejected (reason not specified)
	This cause shall be returned to report an unspecified rejection cause

	
	65
	Session context not found
	This cause shall be returned, if the F-SEID included in a PFCP Session Modification/Deletion Request message is unknown.

	
	66
	Mandatory IE missing
	This cause shall be returned when the PFCP entity detects that a mandatory IE is missing in a request message

	
	67
	Conditional IE missing
	This cause shall be returned when the PFCP entity detects that a Conditional IE is missing in a request message.

	
	68
	Invalid length
	This cause shall be returned when the PFCP entity detects that an IE with an invalid length in a request message

	
	69
	Mandatory IE incorrect
	This cause shall be returned when the PFCP entity detects that a Mandatory IE is incorrect in a request message, e.g. the Mandatory IE is malformated or it carries an invalid or unexpected value.

	
	70
	Invalid Forwarding Policy
	This cause shall be used by the UP function in the PFCP Session Establishment Response or PFCP Session Modification Response message if the CP function attempted to provision a FAR with a Forwarding Policy Identifier for which no Forwarding Policy is locally configured in the UP function.

	
	71
	Invalid F-TEID allocation option
	This cause shall be used by the UP function in the PFCP Session Establishment Response or PFCP Session Modification Response message if the CP function attempted to provision a PDR with a F-TEID allocation option which is incompatible with the F-TEID allocation option used for already created PDRs (by the same or a different CP function).

	
	72
	No established PFCP Association 
	This cause shall be used by the CP function or the UP function if they receive a PFCP Session related message from a peer with which there is no established PFCP Association.

	
	73
	Rule creation/modification Failure 
	This cause shall be used by the UP function if a received Rule failed to be stored and  be applied in the UP function.

	
	74
	PFCP entity in congestion
	This cause shall be returned when a PFCP entity has detected node level congestion and performs overload control, which does not allow the request to be processed.

	
	75
	No resources available
	This cause shall be returned to indicate a temporary unavailability of resources to process the received request.

	
	76
	Service not supported
	This cause shall be returned when a PFCP entity receives a message requesting a feature or service that is not supported. 

	
	77
	System failure
	This cause shall be returned to indicate a system error condition. 

	
	78
	Redirection Requested
	This cause may be returned to indicate a request to the UPF to redirect its PFCP request to a different SMF. 

	
	79 to 255
	Spare for future use in a response message. See NOTE 2.
	This value range shall be used by Cause values in a rejection response message. See NOTE 2.

	NOTE 1:	This value is or may be used in future version of the specification. If the receiver cannot comprehend the value, it shall be interpreted as an unspecified acceptance cause. Unspecified/unrecognized acceptance cause shall be treated in the same ways as the cause value 1 " Request accepted (success)".
NOTE 2:	This value is or may be used in a future version of the specification. If the receiver cannot comprehend the value, it shall be interpreted as an unspecified rejection cause. Unspecified/unrecognized rejection cause shall be treated in the same ways as the cause value 32 "Request rejected (reason not specified)".





* * * next Change * * * *
[bookmark: _Toc11315303]8.2.4	Network Instance
The Network Instance IE type shall be encoded as shown in Figure 8.2.4-1. It indicates a Network instance.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 22 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Network Instance
	


Figure 8.2.4-1: Network Instance
The Network instance field shall be encoded as an OctetString and shall contain an identifier which uniquely identifies a particular Network instance (e.g. PDN instance) in the UP function. It may be encoded as a Domain Name or an Access Point Name (APN) as per clause 9.1 of 3GPP TS 23.003 [2]. In the latter case, the PDN Instance field may contain the APN Network Identifier only or the full APN with both the APN Network Identifier and the APN Operator Identifier as specified in 3GPP TS 23.003 [2] clauses 9.1.1 and 9.1.2. 
NOTE:	The APN field is not encoded as a dotted string as commonly used in documentation.


* * * next Change * * * *
[bookmark: _Toc11315304]8.2.5	SDF Filter
The SDF Filter IE type shall be encoded as shown in Figure 8.2.5-1. It contains an SDF Filter, i.e. a single IP flow packet filter.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 23 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	BID
	FL
	SPI
	TTC
	FD
	

	
	6
	Spare
	

	
	m to (m+1)
	Length of Flow Description
	

	
	(m+2) to p
	Flow Description
	

	
	s to (s+1)
	ToS Traffic Class
	

	
	t to (t+3)
	Security Parameter Index
	

	
	v to (v+2)
	Flow Label
	

	
	w to (w+3)
	SDF Filter ID
	

	
	x to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.5-1: SDF Filter
The following flags are coded within Octet 5:
-	Bit 1 – FD (Flow Description): If this bit is set to "1", then the Length of Flow Description and the Flow Description fields shall be present, otherwise they shall not be present.
-	Bit 2 – TTC (ToS Traffic Class): If this bit is set to "1", then the ToS Traffic Class field shall be present, otherwise the ToS Traffic Class field shall not be present.
-	Bit 3 – SPI (Security Parameter Index): If this bit is set to "1", then the Security Parameter Index field shall be present, otherwise the Security Parameter Index field shall not be present.
-	Bit 4 – FL (Flow Label): If this bit is set to "1", then the Flow Label field shall be present, otherwise the Flow Label field shall not be present.
-	Bit 5 – BID (Bidirectional SDF Filter): If this bit is set to "1", then the SDF Filter ID shall be present, otherwise the SDF Filter ID shall not be present. 
-	Bit 6 to 8: Spare, for future use and set to 0.
The Flow Description field, when present, shall be encoded as an OctetString as specified in clause 5.4.2 of 3GPP TS 29.212 [8]. 
The ToS Traffic Class field, when present, shall be encoded as an OctetString on two octets as specified in clause 5.3.15 of 3GPP TS 29.212 [8].
The Security Parameter Index field, when present, shall be encoded as an OctetString on four octets and shall contain the IPsec security parameter index (which is a 32-bit field), as specified in clause 5.3.51 of 3GPP TS 29.212 [8]. 
The Flow Label field, when present, shall be encoded as an OctetString on 3 octets as specified in clause 5.3.52 of 3GPP TS 29.212 [8] and shall contain an IPv6 flow label (which is a 20-bit field). The bits 8 to 5 of the octet "v" shall be spare and set to zero, and the remaining 20 bits shall contain the IPv6 flow label.
An SDF Filter may:
-	be a pattern for matching the IP 5 tuple (source IP address or IPv6 network prefix, destination IP address or IPv6 network prefix, source port number, destination port number, protocol ID of the protocol above IP). In the pattern:
-	a value left unspecified in a filter matches any value of the corresponding information in a packet;
-	an IP address may be combined with a prefix mask;
-	port numbers may be specified as port ranges;
-	the pattern can be extended by the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask;
-	consist of the destination IP address and optional mask, protocol ID of the protocol above IP, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the IPsec Security Parameter Index (SPI);
-	consist of the destination IP address and optional mask, the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6).);
NOTE 1:	The details about the IPsec Security Parameter Index (SPI), the Type of Service (TOS) (IPv4) / Traffic class (IPv6) and Mask and the Flow Label (IPv6) are defined in 3GPP TS 23.060 [19] clause 15.3.
-	extend the packet inspection beyond the possibilities described above and look further into the packet. Such service data flow filters need to be predefined in the PGW-U, as specified in clause 5.11 of 3GPP TS 23.214 [2].
NOTE 2:	Such filters may be used to support filtering with respect to a service data flow based on the transport and application protocols used above IP, e.g. for HTTP and WAP. Filtering for further application protocols and services can also be supported.
The SDF Filter ID, when present, shall be encoded as an Unsigned32 binary integer value. It shall uniquely identify an SDF Filter among all the SDF Filters provisioned for a given PFCP Session. The source/destination IP address and port information, in a bidirectional SDF Filter, shall be set as for downlink IP flows. The SDF filter for the opposite direction has the same parameters, but having the source and destination address/port parameters swapped. When being provisioned with a bidirectional SDF filter in a PDR, the UP function shall apply the SDF filter as specified in clause 5.2.1A.2A.

* * * next Change * * * *

[bookmark: _Toc11315310]8.2.11	Precedence
The Precedence IE type shall be encoded as shown in Figure 8.2.11-1. It defines the relative precedence of a PDR among all the PDRs provisioned within an PFCP session, when looking for a PDR matching an incoming packet.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 29 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	Precedence value
	

	
	9 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.11-1: Precedence
The Precedence value shall be encoded as an Unsigned32 binary integer value. The lower precedence values indicate higher precedence of the PDR, and the higher precedence values indicate lower precedence of the PDR when matching a packet.

* * * next Change * * * *
[bookmark: _Toc11315332]8.2.33	Sequence Number
The Sequence Number IE shall be encoded as shown in Figure 8.2.33-1. It contains an Unsigned32 binary integer value.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 52 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	Sequence Number
	


Figure 8.2.33-1: Sequence Number

* * * next Change * * * *
[bookmark: _Toc11315333]8.2.34	Metric
The Metric IE shall be encoded as shown in Figure 8.2.34-1. It indicates a percentage and may take binary coded integer values from and including 0 up to and including 100. Other values shall be considered as 0.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 53 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Metric
	


Figure 8.2.34-1: Metric

* * * next Change * * * *
[bookmark: _Toc11315334]8.2.35	Timer
The purpose of the Timer IE is to specify specific timer values. The Timer IE shall be encoded as shown in Figure 8.2.35-1 and table 8.2.35.1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 55 (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Timer unit
	Timer value
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.35-1: Timer 
Table 8.2.35.1: Timer information element
	Timer value 
Bits 5 to 1 represent the binary coded timer value.

Timer unit 
Bits 6 to 8 defines the timer value unit for the timer as follows:
Bits 
8 7 6
0 0 0  value is incremented in multiples of 2 seconds
0 0 1  value is incremented in multiples of 1 minute 
0 1 0  value is incremented in multiples of 10 minutes
0 1 1  value is incremented in multiples of 1 hour
1 0 0  value is incremented in multiples of 10 hours
1 1 1  value indicates that the timer is infinite

Other values shall be interpreted as multiples of 1 minute in this version of the protocol.

Timer unit and Timer value both set to all "zeros" shall be interpreted as an indication that the timer is stopped. 




* * * next Change * * * *
[bookmark: _Toc11315370]8.2.71	UR-SEQN
The UR-SEQN (Usage Report Sequence Number) IE identifies the order in which a usage report is generated for a given URR. It shall be encoded as shown in Figure 8.2.71-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 104 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to 8
	UR-SEQN
	


Figure 8.2.71-1: UR-SEQN
The UR-SEQN value shall be encoded as an Unsigned32 binary integer value. 
[bookmark: _Toc11315371]
* * * next Change * * * *
8.2.72	Activate Predefined Rules 
The Activate Predefined Rules IE type shall be coded as shown in Figure 8.2.72-1. It shall indicate a Predefined Rules Name, referring to one or more predefined rules which need to be activated in the UP function.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 106 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Predefined Rules Name
	



Figure 8.2.72-1: Activate Predefined Rules 
The Predefined Rules Name field shall be encoded as an OctetString.

[bookmark: _Toc11315372]
* * * next Change * * * *
8.2.73	Deactivate Predefined Rules
The Deactivate Predefined Rules IE type shall be coded as shown in Figure 8.2.73-1. It shall indicate a Predefined Rules Name, referring to one or more predefined rules which need to be deactivated in the UP function.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 107 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Predefined Rules Name
	



Figure 8.2.73-1: Deactivate Predefined Rules 
The Predefined Rules Name field shall be encoded as an OctetString.

[bookmark: _Toc11315378]
* * * next Change * * * *
8.2.79	PDN Type
The PDN Type IE shall be encoded as shown in Figure 8.2.79-1. It indicates the type of a PDN connection (IP, Ethernet or Unstructured).

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 113 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5
	Spare
	PDN Type
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.79-1: PDN Type
The PDN Type shall be encoded as a 3 bits binary integer value as specified in Table 8.2.79-1.
Table 8.2.79-1: PDN Type
	PDN Type 
	Value (Decimal)

	IPv4
	1

	IPv6
	2

	IPv4v6
	3

	Non-IP
	4

	Ethernet
	5

	For future use. Shall not be sent. 
	0, 6, 7



[bookmark: _Toc11315383]
* * * next Change * * * *
8.2.84	Multiplier
The Multiplier IE type shall be encoded as shown in Figure 8.2.84-1. It contains a Multiplier (see IETF RFC 4006 [16]) to measure the abstract service units the traffic of an aggregated URR consumes from the credit pool.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 119 (decimal)
	

	
	3 to 4
	Length = 12
	

	
	5 to 12
	Value-Digits
	

	
	13 to 16
	Exponent
	



Figure 8.2.84-1: Multiplier
The Value-Digit value and Exponent value shall be encoded as binary integer value, and set the value as in Value-Digit AVP and Exponent AVP as specified in 3GPP TS 32.299 [18].

* * * next Change * * * *

[bookmark: _Toc11315384]8.2.85	Aggregated URR ID IE
The Aggregated URR ID IE type shall be encoded as shown in Figure 8.2.85-1. It contains a URR ID.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 120 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	URR ID value 
	


Figure 8.2.85-1: Aggregated URR ID
Each URR ID value shall be encoded as an Unsigned32 binary integer value.

[bookmark: _Toc11315409]
* * * next Change * * * *
8.2.110	Framed-Routing
The Framed-Routing IE describes the frame routing of a framed route. It shall be encoded as shown in Figure 8.2.110-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 154 (decimal)
	

	
	3 to 4
	Length = 4
	

	
	5 to 8
	Framed-Routing
	


Figure 8.2.110-1: Framed-Routing
The Framed-Routing field shall be encoded as the value part of the Framed-Routing AVP specified in IETF RFC 2865 [37].
[bookmark: _Toc11315410]
* * * next Change * * * *
8.2.111	Framed-IPv6-Route
The Framed-IPv6-Route IE describes a framed IPv6 route. It shall be encoded as shown in Figure 8.2.111-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = 155 (decimal)
	

	
	3 to 4
	Length = n
	

	
	5 to (n+4)
	Framed-IPv6-Route
	


Figure 8.2.z-1: Framed-IPv6-Route
The Framed-IPv6-Route field shall be encoded as an Octet String as the value part of the Framed-IPv6-Route AVP specified in IETF RFC 3162 [38].

* * * End of Changes * * * *


3GPP TSG


-


CT WG4 Meeting #93


 


C4


-


193


415


 


Wroclaw, Poland; 26


th


 


–


 


30


th


 


August 2019


 


CR


-


Form


-


v


12.0


 


CHANGE REQUEST


 


 


 


29.


2


44


 


CR


 


0293


 


rev


 


-


 


Current version:


 


16


.


0


.0


 


 


 


For 


HELP


 


on using this form


: c


omprehensive instructions can be found at 


 


http://www.3gpp.org/Change


-


Requests


.


 


 


 


Proposed change


 


affects:


 


UICC 


apps


 


 


ME


 


 


Radio Access Network


 


 


Core Network


 


X


 


 


 


Title:


 


 


Editorial and 


style corrections


 


 


 


Source to WG:


 


Huawei


 


Source to TSG:


 


CT4


 


 


 


Work item code


:


 


TEI16


 


 


Date:


 


2019


-


08


-


09


 


 


 


 


 


 


Category:


 


D


 


 


Release:


 


Rel


-


16


 


 


Use 


one


 


of the following categories:


 


F


  


(correction)


 


A


  


(


mirror 


correspond


ing 


to a 


change 


in an earlier 


release)


 


B


  


(addition of feature), 


 


C


  


(functional modification of feature)


 


D


  


(editorial modification)


 


Detailed explanations of the above categories can


 


be fo


und in 3GPP 


TR 21.900


.


 


Use 


one


 


of the following releases:


 


Rel


-


8


 


(Release 8)


 


Rel


-


9


 


(Release 9)


 


Rel


-


10


 


(Release 10)


 


Rel


-


11


 


(Release 11)


 


Rel


-


12


 


(Release 12)


 


Rel


-


13


 


(Release 13)


 


Rel


-


14


 


(Release 


14)


 


Rel


-


15


 


(Release 15)


 


Rel


-


16


 


(Release 16)


 


 


 


Reason for change:


 


When reading  the TS some styles are identified as  incorrect.


 


Mix of 


D


ots


 


and semicol


o


ns


 


in different clauses.


 


Tables


 


are not filled completely.


 


 


 


Summary of change


:


 


Correction


 


of styles.


 


Completing incomplete filled tables


 


 


 


Consequences if not 


approved:


 


Editorial errors remain in the specification.


 


 


 


Clauses affected:


 


5.4.2


, 5.4.7, 5.8.2, 5.13.1, 5.13.2, 5.17.3, 5.22, 6.2.5.2, 6.2.6.1, 6.2.6.3.1, 


7.5.2.4, 7.5.2.5, 7.5.4.4,


 


7.5.4.5, 7.5.9.2, 8.2.1, 8.2.4, 8.2.5, 8.2.11, 8.2.333, 


8.2.34, 8.2.35, 8.2.72, 8.2.73, 8.2.79, 8.2.84, 8.2.85, 8.2.110, 8.2.111


 


 


 


 


Y


 


N


 


 


 


Other specs


 


 


X


 


 


Other core specifications


 


 


TS/TR ... CR ...


 


affected:


 


 


X


 


 


Test specifications


 


TS/TR ... CR ... 


 


(show 


related 


CR


s


)


 


 


X


 


 


O&M Specifications


 


TS


/TR ... CR ... 


 


 


 


Other comments:


 


 


 


 


This CR's revision history:


 


 


 




3GPP TSG - CT WG4 Meeting #93   C4 - 193 415   Wroclaw, Poland; 26 th   –   30 th   August 2019  

CR - Form - v 12.0  

CHANGE REQUEST  

 

 29. 2 44  CR  0293  rev  -  Current version:  16 . 0 .0   

 

For  HELP   on using this form : c omprehensive instructions can be found at    http://www.3gpp.org/Change - Requests .  

 

 

Proposed change   affects:  UICC  apps   ME   Radio Access Network   Core Network  X  

 

 

Title:    Editorial and  style corrections  

  

Source to WG:  Huawei  

Source to TSG:  CT4  

  

Work item code :  TEI16   Date:  2019 - 08 - 09  

     

Category:  D   Release:  Rel - 16  

 Use  one   of the following categories:   F    (correction)   A    ( mirror  correspond ing  to a  change  in an earlier  release)   B    (addition of feature),    C    (functional modification of feature)   D    (editorial modification)   Detailed explanations of the above categories can   be fo und in 3GPP  TR 21.900 .  Use  one   of the following releases:   Rel - 8   (Release 8)   Rel - 9   (Release 9)   Rel - 10   (Release 10)   Rel - 11   (Release 11)   Rel - 12   (Release 12)   Rel - 13   (Release 13)   Rel - 14   (Release  14)   Rel - 15   (Release 15)   Rel - 16   (Release 16)  

  

Reason for change:  When reading  the TS some styles are identified as  incorrect.   Mix of  D ots   and semicol o ns   in different clauses.   Tables   are not filled completely.  

  

Summary of change :  Correction   of styles.   Completing incomplete filled tables  

  

Consequences if not  approved:  Editorial errors remain in the specification.  

  

Clauses affected:  5.4.2 , 5.4.7, 5.8.2, 5.13.1, 5.13.2, 5.17.3, 5.22, 6.2.5.2, 6.2.6.1, 6.2.6.3.1,  7.5.2.4, 7.5.2.5, 7.5.4.4,   7.5.4.5, 7.5.9.2, 8.2.1, 8.2.4, 8.2.5, 8.2.11, 8.2.333,  8.2.34, 8.2.35, 8.2.72, 8.2.73, 8.2.79, 8.2.84, 8.2.85, 8.2.110, 8.2.111  

  

 Y  N    

Other specs   X    Other core specifications    TS/TR ... CR ...  

affected:   X    Test specifications  TS/TR ... CR ...   

(show  related  CR s )   X    O&M Specifications  TS /TR ... CR ...   

  

Other comments:   

  

This CR's revision history:   

 

