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1. Introduction
CT4  has analysed requirements and solutions for overload control in SBC
2. Reason for Change
This CR provides evaluation and conclusion for the overload control part of the TR.
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 29.843 v1.1.0.

* * * First Change * * * *
[bookmark: _Toc5985232][bookmark: _Toc5986344]11.11	Solution #9: Location of OCI
This solution addresses key requirement#1, sub-issue#4 specified in subclause 8.2.
There are two possible locations within a HTTP message to include the Overload Control Information (OCI).
[bookmark: _GoBack]1.	Include OCI as a JSON object within the payload of HTTP messages.
	-Provides flexibility to expand OCI in future releases as payloads can be larger when compared to HTTP headers.
2.	Include OCI encoded within a custom HTTP header.
	-Can be used on all messages (including responses carrying 204 No Content status code).
	-Does not require OpenAPI updates every time a new API / method to an existing API is added.
The following table analyses the pros and cons of each method:
Table 11.11-1: Comparison of OCI Inclusion in HTTP payload vs HTTP custom header
	Method
	Pros
	Cons

	Inclusion of OCI in HTTP messages payload
	1. Provides flexibility to expand OCI in future releases as payloads can be larger when compared to HTTP headers.
	1. Most off the shelf HTTP proxies do not have readymade solutions for inserting content into HTTP payload. 

2. Some response messages (204 No Content) do not have any payload.

3. Every time a new API is added and/or a HTTP method is added to an existing API, the OCI IE needs to be included in the payload of the messages in OpenAPI.

	Inclusion of OCI in HTTP custom headers
	1. Can be used on all messages (including responses carrying 204 No Content status code).

2. Does not require OpenAPI updates every time a new API / method to an existing API is added. 
	1. Headers should be generally short for better performance. Including OCI in headers would restrict the size available for OCI IE. However given that the contents of OCI as identified in subclause 11.5 are limited, this may not be an issue.



* * * next Change * * * *
[bookmark: _Toc2870941][bookmark: _Toc5985221][bookmark: _Toc5986333][bookmark: _Toc5985219][bookmark: _Toc5986331]11	Solutions for Overload Control
Editor's Note: This clause will identify potential new solutions for overload control.
* * * Next Change * * * *
[bookmark: _Toc2870948][bookmark: _Toc5985234][bookmark: _Toc5986346]11.y	Evaluation and Conclusion

Key Requirement #1 Addressing Sub-Issue#1, Solution#1 Overload control information is signaled from NF service producer to the NF service consumer either in a reply or in a notifcation.
Key Requirement #1 Addressing Sub-Issue#2, Solution#3 the information conveyed within the OCI shall contain the identity of the overloaded NF/ NF service, a requested percentage reduction, a validity period and a sequence number used to identify stale OCIs.
Key Requirement #3: Overload Control, 11.10	Solution #8 Overload Control enforcement behaviour should be followed. For SCP s can help mitigate overload as specified in solution#4 in subclause 11.6

Key Requirement #1 Addressing Sub-Issue#4, where to include the conveyed overload information
3 variants are described in the different solution on how to signal OCI information in this TR:
-OCI is signaled within a new service (see 11.9 Solution #7)
-OCI is added to existing messages in the payload (11.11	Solution #9)
-OCI is signaled in existing messages in the HTTP custom header (11.11	Solution #9)
Table 11.y-1: Comparison of the solutions on location of signalling OCI information
	Method
	Pros
	Cons

	OCI information Isignalled in new service 
	1. Provides flexibility to expand OCI in future releases as payloads can be larger when compared to HTTP headers.
2. can signal OCI at any time does not  need to  wait until signalling happens.
3. 
	1. Every time a new API is added the service has to be added to the OpenAPI.
2. Introduces extra signalling messages  to convey overload information

	OCI included in HTTP messages payload
	1. Provides flexibility to expand OCI in future releases as payloads can be larger when compared to HTTP headers.
	1. Most off the shelf HTTP proxies do not have readymade solutions for inserting content into HTTP payload. 

2. Some response messages (204 No Content) do not have any payload.

3. Every time a new API is added and/or a HTTP method is added to an existing API, the OCI IE needs to be included in the payload of the messages in OpenAPI.

	OCI included in HTTP custom headers
	1. Can be used on all messages (including responses carrying 204 No Content status code).

2. Does not require OpenAPI updates every time a new API / method to an existing API is added. 
	1. Headers should be generally short for better performance. Including OCI in headers would restrict the size available for OCI IE. 



OCI included in HTTP custom headers has the least impact on the openAPI, as it is expected that OCI information will not increase so much that the restriction of size in the header may not be an issue, given that the contents of OCI as identified in subclause 11.5 are limited.

* * * End of Changes * * * *

