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********* First Change *********
6.xx.y2
Routing Mechanism with SCP
6.xx.y2.1
Connecting inbound
A NF may be configured to use indirect communication. If indirect communication is used, the NF (acting as HTTP/2 client) shall connect inbound by establishing (or reusing) a connection to an available SCP as defined in subclause 5.2 of IETF RFC 7230 [12] when sending HTTP/2 request.
The SCP shall connect inbound by establishing (or reusing) a connection to to an authority as defined in subclause 5.2 of IETF RFC 7230 [12] when sending HTTP/2 request.
6.xx.y2.2
HTTP/2 connection management
The NF and SCP shall manage the HTTP/2 connections as defined in clasue 5.2.6.
6.xx.y2.3
Pseudo-header setting
If delegated discovery is not used, the NF service consumer shall set the ":scheme" and ":authority" pseudo-headers based on the information provided by NRF during NF discovery or local configured information.
If delegated discovery is used, the NF service consumer shall set the pseudo-headers as such:

-
":scheme" pseudo-header is set based on local configuration;
-
":authority" pseudo-header is set to the FQDN or IP address of the SCP which is to be communicated.
********* End of Changes *********
