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* * * First Change * * * *

5.2.2.7
Create service operation

5.2.2.7.1
General

The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios.

It is used in the following procedures: 

-
UE requested PDU Session Establishment (see subclause 4.3.2.2.2 of 3GPP TS 23.502 [3]);

-
EPS to 5GS Idle mode mobility or handover using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]);-
EPS to 5GS mobility without N26 interface (see subclause 4.11.2.3 3GPP TS 23.502 [3]);

-
Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see subclause 4.9.2.3.2 of 3GPP TS 23.502 [3]); 

-
Handover from EPS to 5GC-N3IWF (see subclause 4.11.3.1 of 3GPP TS 23.502 [3]); 

-
Handover from EPC/ePDG to 5GS (see subclause 4.11.4.1 of 3GPP TS 23.502 [3]). 

The NF Service Consumer (e.g. V-SMF) shall create a PDU session by using the HTTP POST method as shown in Figure 5.2.2.7.1-1.  
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Figure 5.2.2.7.1-1: PDU session creation

1.
The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain: 

-
a representation of the individual PDU session resource to be created; 

-
the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session; the Request Type may be included otherwise;

-
the vsmfId IE identifying the serving SMF;

-
the vcnTunnelInfo; 

-
the anType;

-
a URI ({vsmfPduSessionUri}) representing the PDU session resource in the V-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session. 

2a.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain:

-
the representation describing the status of the request; 

-
the QoS flow(s) to establish for the PDU session;

-
the epsPdnCnxInfo IE and, for each EPS bearer, an epsBearerInfo IE, if the PDU session may be moved to EPS during its lifetime;   
-
the "Location" header containing the URI of the created resource. 

The authority and/or deployment-specific string of the apiRoot of the created resource URI may differ from the authority and/or deployment-specific string of the apiRoot of the request URI received in the POST request.

If the Request Type was received in the request and indicates this is a request for an existing PDU session or an existing emergency PDU session, the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new PDU session or emergency PDU session but instead update the existing PDU session or emergency PDU session and provide the representation of the updated PDU session or emergency PDU session in the response to the NF Service Consumer.

The POST request shall be considered as colliding with an existing PDU session context if: 

-
it includes the same SUPI, or PEI for an emergency registered UE without a UICC or without an authenticated SUPI, and the same PDU Session ID as for an existing PDU session context; and 

-
this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.


A POST request that collides with an existing PDU session context shall be treated as a request for a new PDU session context. Before creating the new PDU session context, the SMF should delete the existing PDU session context locally and any associated resources in the UPF and PCF. If the vsmfPduSessionUri of the existing PDU session context differs from the vsmfPduSessionUri received in the POST request, the SMF shall also send a status notification (see subclause 5.2.2.10) targeting the vsmfPduSessionUri of the existing PDU session context to notify the release of the existing PDU session context.
If the Request Type was received in the request and indicates this is a request for a new PDU session (i.e. INITIAL_REQUEST) and if the Old PDU Session ID was also included in the request, the SMF shall identify the existing PDU session to be released and to which the new PDU session establishment relates, based on the Old PDU Session ID.
The NF Service Consumer shall store any epsPdnCnxInfo and EPS bearer information received from the H-SMF. 

2b.
On failure , or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a PduSessionCreateError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;

-
the n1SmCause IE with the 5GSM cause that the H-SMF requires the V-SMF to return to the UE, if the request included n1SmInfoFromUe;  

-
n1SmInfoToUe with any information to be sent to the UE (in the PDU Session Establishment Reject).  

* * * Next Change * * * *

6.1.6.2.9
Type: PduSessionCreateData

Table 6.1.6.2.9-1: Definition of type PduSessionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	unauthenticatedSupi
	boolean
	C
	0..1
	This IE shall be present if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

When present, it shall be set as follows:

- true: unauthenticated SUPI;

- false (default): authenticated SUPI.

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	C
	0..1
	This IE shall contain the PDU Session ID, except during an EPS to 5GS Idle mode mobility or handover using the N26 interface.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	Snssai
	C
	0..1
	This IE shall be present, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. 

When present, it shall contain the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN.

	vsmfId
	NfInstanceId
	M
	1
	This IE shall contain the identifier of the serving SMF.

	servingNetwork
	PlmnId
	M
	1
	This IE shall contain the serving core network operator PLMN ID. 

	requestType
	RequestType
	C
	0..1
	This IE shall be present if the request relates to an existing PDU session or an existing emergency PDU session, except during an EPS to 5GS idle mode mobility or handover using the N26 interface. It may be present otherwise.

When present, it shall indicate whether the request refers to a new PDU session or emergency PDU session, or to an existing PDU session or emergency PDU session.

	epsBearerId
	array(EpsBearerId)
	C
	0..N
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall contain the list of EPS bearer Id(s) received from the MME.

	pgwS8cFteid
	Bytes
	C
	0..1
	This IE shall be present during an EPS to 5GS Idle mode mobility or handover preparation using the N26 interface. 

When present, it shall contain Base64-encoded characters, encoding the PGW S8 F-TEID for Control Plane as specified in Figure 8.22-1 of 3GPP TS 29.274 [16], received from the MME.

	vsmfPduSessionUri
	Uri
	M
	1
	This IE shall include the URI representing the PDU session in the V-SMF.

	vcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the visited CN side.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ratType
	RatType
	C
	0..1
	This IE shall be present and indicate the RAT Type used by the UE, if available.

	ueLocation
	UserLocation
	C
	0..1
	This IE shall contain the UE location information, if it is available. See NOTE.

	ueTimeZone
	TimeZone
	C
	0..1
	This IE shall contain the UE Time Zone, if it is available.

	addUeLocation
	UserLocation
	O
	0..1
	Additional UE location. 

This IE may be present, if anType indicates a non-3GPP access and a valid 3GPP access user location information is available. 

When present, it shall contain: 

-
the last known 3GPP access user location; and
-
the timestamp, if available, indicating the UTC time when the addUeLocation information was acquired. 

See NOTE.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.4). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.4). 

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in subclause 6.1.8 is supported. 

	hPcfId
	NfInstanceId
	O
	0..1
	When present, this IE shall contain the identifier of the H-PCF selected by the AMF for the UE (for Access and Mobility Policy Control). 

	hoPreparationIndication
	boolean
	C
	0..1
	This IE shall be present during an EPS to 5GS handover preparation using the N26 interface. 

When present, it shall be set as follows:

- true: an EPS to 5GS handover preparation is in progress; the PGW-C/SMF shall not switch the DL user plane of the PDU session yet. 

- false: there is no on-going EPS to 5GS handover preparation in progress. If a handover preparation was in progress, the handover has been completed. The PGW-C/SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the vcnTunnelInfo.
It shall be set to "true" during an EPS to 5GS handover preparation using the N26 interface. 



	selMode
	DnnSelectionMode
	C
	0..1
	This IE shall be present if it is available. When present, it shall indicate whether the requested DNN corresponds to an explicitly subscribed DNN or to the usage of a wildcard subscription. 

	epsInterworkingInd
	EpsInterworkingIndication
	O
	0..1
	This IE may be present if the indication has been received from AMF and is allowed to be forwarded to H-SMF by operator configuration.

When present, this IE shall indicate whether the PDU session may possibly be moved to EPS and whether N26 interface to be used during EPS interworking procedures.

	vSmfServiceInstanceId
	string
	O
	0..1
	When present, this IE shall contain the serviceInstanceId of the V-SMF service instance serving the PDU session. 

This IE may be used by the H-SMF to identify PDU sessions affected by a failure or restart of the V-SMF service (see subclause 6.2 of 3GPP TS 23.527 [24]).

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE and the same SMF is selected for SSC mode 3.

When present, it shall contain the old PDU Session ID received from the UE. See subclauses 4.3.2.2.1 and 4.3.5.2 of 3GPP TS 23.502 [3]. 

	NOTE:
In shared networks, the PLMN ID that is communicated in this IE shall be that of the selected Core Network Operator. 


* * * Next Change * * * *

A.2
Nsmf_PDUSession API

PduSessionCreateData:

      type: object

      properties:

        supi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'

        unauthenticatedSupi:

          type: boolean

          default: false

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        pduSessionId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

        dnn:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Dnn'

        sNssai:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Snssai'

        vsmfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        servingNetwork:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PlmnId'

        requestType:

          $ref: '#/components/schemas/RequestType'

        epsBearerId:

          type: array

          items:

            $ref: '#/components/schemas/EpsBearerId'

          minItems: 0

        pgwS8cFteid:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Bytes'

        vsmfPduSessionUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        vcnTunnelInfo:

          $ref: '#/components/schemas/TunnelInfo'

        anType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/AccessType'
        ratType:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/RatType'

        ueLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        ueTimeZone:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/TimeZone'

        addUeLocation:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/UserLocation'

        gpsi:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'

        n1SmInfoFromUe:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'

        unknownN1SmInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/RefToBinaryData'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        hPcfId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        hoPreparationIndication:

          type: boolean

        selMode:

          $ref: '#/components/schemas/DnnSelectionMode'
        epsInterworkingInd:

          $ref: '#/components/schemas/EpsInterworkingIndication'
        vSmfServiceInstanceId:

          type: string
        oldPduSessionId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/PduSessionId'

      required:

        - dnn

        - vsmfId
        - servingNetwork
        - vsmfPduSessionUri

        - vcnTunnelInfo

        - anType

* * * End of Changes * * * *
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