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* * * First Change * * * *

5.3.2.2.2
AMF registration for 3GPP access 

Figure 5.3.2.2.2-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration information for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{ueId}) which shall be a SUPI and the AMF Registration Information for 3GPP access.
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Figure 5.3.2.2.2-1: AMF registering for 3GPP access

1.
The AMF sends a PUT request to the resource representing the UE's AMF registration for 3GPP access to update or create AMF registration information.
The payload body of the PUT request may further contain the name of the AMF service to which notifications are to be sent (see subclause 6.5.2.2 of 3GPP TS 29.500 [4]), encoded in the serviceName attribute.
2a.
On success, and if another AMF is registered for 3GPP access, the UDM updates the Amf3GppAccessRegistration resource by replacing it with the received resource information, and responds with "204 No Content". 


UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI provided by the old AMF.
2b.
If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores the received AMF registration data for 3GPP access and responds with HTTP Status Code "201 created". A response body may be included to convey additional information to the NF consumer (e.g., features supported by UDM).

2c.
If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in "ProblemDetails" element). 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.

5.3.2.2.3
AMF registration for non 3GPP access 

Figure 5.3.2.2.3-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration information for non 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's identity (/{ueId}) which shall be a SUPI and the AMF Registration Information for non 3GPP access.
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Figure 5.3.2.2.3-1: AMF registering for non 3GPP access

1.
The AMF sends a PUT request to the resource representing the UE's AMF registration for non 3GPP access to update or create AMF registration information.
The payload body of the PUT request may further contain the name of the AMF service to which notifications are to be sent (see subclause 6.5.2.2 of 3GPP TS 29.500 [4]), encoded in the serviceName attribute.
2a.
On success, and if another AMF is registered for non-3GPP access, the UDM updates the AmfNon3GppAccessRegistration resource by replacing it with the received resource information, and responds with "204 No Content". 


UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI provided by the old AMF.
2b.
If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores the received AMF registration data for non-3GPP access and responds with HTTP Status Code "201 created". A response body may be included to convey additional information to the NF consumer (e.g., features supported by UDM).

2c.
If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element). 

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body.

* * * Next Change * * * *

6.2.6.2.2
Type: Amf3GppAccessRegistration

Table 6.2.6.2.2-1: Definition of type Amf3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfInstanceId
	NfInstanceId
	M
	1
	The identity the AMF uses to register in the NRF.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See subclause 6.2.8

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier.

	imsVoPS
	ImsVoPS
	O
	0..1
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF, or homogeneously not supported, or if support is non-homogeneous/unknown. Absence of this attribute shall be interpreted as "non homogenous or unknown" support.

	deregCallbackUri
	Uri
	M
	1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration.

	pcscfRestorationCallbackUri
	Uri
	O
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on the need for P-CSCF Restoration.

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.

It shall be included if the NF service consumer is an AMF.

	serviceName
	string
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which notifications are to be sent (see see subclause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if the NF service consumer is an AMF.

Pattern: '^([a-zA-Z0-9_]+)$'

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the first interaction with UDM.

The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure.

	Optional attributes of this type that are also attributes of the derived type Amf3GppAccessRegistrationModification (see clause 6.2.6.2.7) shall not be marked with "nullable : true" in the OpenAPI file.


6.2.6.2.3
Type: AmfNon3GppAccessRegistration 

Table 6.2.6.2.3-1: Definition of type AmfNon3GppAccessRegistration
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfInstanceId
	NfInstanceId
	M
	1
	The identity the AMF uses to register in the NRF.

	supportedFeatures
	SupportedFeatures
	O
	0..1
	See subclause 6.2.8

	purgeFlag
	PurgeFlag
	O
	0..1
	This flag indicates whether or not the AMF has deregistered. It shall not be included in the Registration service operation.

	pei
	Pei
	O
	0..1
	Permanent Equipment Identifier

	deregCallbackUri
	Uri
	M
	1
	a URI provided by the AMF to receive (implicitly subscribed) notifications on deregistration

	pcscfRestorationCallbackUri
	Uri
	O
	0..1
	A URI provided by the AMF to receive (implicitly subscribed) notifications on the need for P-CSCF Restoration.

	guami
	Guami
	C
	0..1
	This IE shall contain the serving AMF's GUAMI.

It shall be included if the NF service consumer is an AMF.

	serviceName
	string
	O
	0..1
	When present, this IE shall contain the name of the AMF service to which notifications are to be sent (see see subclause 6.5.2.2 of 3GPP TS 29.500 [4]). This IE may be included if the NF service consumer is an AMF.

Pattern: '^([a-zA-Z0-9_]+)$'

	backupAmfInfo
	array(BackupAmfInfo)
	C
	0..N
	This IE shall be included if the NF service consumer is an AMF and the AMF supports the AMF management without UDSF for the first interaction with UDM.

The UDM uses this attribute to do an NRF query in order to invoke later services in a backup AMF, e.g. Namf_EventExposure.

	Optional attributes of this type that are also attributes of the derived type AmfNon3GppAccessRegistrationModification (see clause 6.2.6.2.8) shall not be marked with "nullable : true" in the OpenAPI file.


* * * Next Change * * * *

A.3
Nudm_UECM API

**Not shown for clarity**
    Amf3GppAccessRegistration:

      type: object

      required:

        - amfInstanceId

        - deregCallbackUri

        - plmnId

      properties:

        amfInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        purgeFlag:

          $ref: '#/components/schemas/PurgeFlag'

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        imsVoPS:

          $ref: '#/components/schemas/ImsVoPS'

        deregCallbackUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        pcscfRestorationCallbackUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        guami:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        serviceName:

          type: string

          pattern: '^([a-zA-Z0-9_]+)$'



        backupAmfInfo:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
**Not shown for clarity**

    AmfNon3GppAccessRegistration:

      type: object

      required:

        - amfInstanceId

        - deregCallbackUri

        - plmnId

      properties:

        amfInstanceId:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

        supportedFeatures:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'

        purgeFlag:

          $ref: '#/components/schemas/PurgeFlag'

        pei:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'

        deregCallbackUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        pcscfRestorationCallbackUri:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'

        guami:

          $ref: 'TS29571_CommonData.yaml#/components/schemas/Guami'
        serviceName:

          type: string

          pattern: '^([a-zA-Z0-9_]+)$'


        backupAmfInfo:

          type: array

          items:

            $ref: 'TS29571_CommonData.yaml#/components/schemas/BackupAmfInfo'
**Not shown for clarity**

* * * End of Changes * * * *
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