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4.4.1
UDP/IP

UDP/IP is the only path protocol defined to transfer GTP messages in the version 1 of GTP. 
A GTPv1-U peer shall support the User Datagram Protocol (UDP) as defined by IETF RFC 768 [9] shall be used.
A GTPv1-U peer shall support IPv4 as defined by IETF RFC 791 [10] and should support IPv6 as defined by IETF RFC 2460 [15]. All 5G GTPv1-U entities (i.e UPF, gNB, eNodeB connected to an UPF, N3IWF) shall support IETF RFC 6935 [x]. A 5G GTPv1-U entity shall decide to use UDP zero checksum based on local policies.
The DSCP marking as defined by IETF RFC 2474 [26] shall be set based on the QCI, and optionally the ARP priority level, of the associated EPS bearer, as described in sub-clause 4.7.3 of 3GPP TS 23.401 [5].

* * * Next Change * * * *

7.2.1
Echo Request

A GTP-U peer may send an Echo Request on a path to the other GTP-U peer to find out if it is alive (see section Path Failure). Echo Request messages may be sent for each path in use. A GTP-U entity that uses UDP zero checksum towards a GTP-U peer, as specified in subclause 4.4.1, shall send an Echo Request to the GTP-U peer periodically in order to check the aliveness of the GTP-U path with UDP zero checksum, as specified in IETF RFC 6935 [x]. A path is considered to be in use if at least one PDP context, EPS Bearer, PDU Session, MBMS UE context, or MBMS bearer context uses the path to the other GTP-U peer. When and how often an Echo Request message may be sent is implementation specific but an Echo Request shall not be sent more often than every 60 s on each path. This doesn’t prevent resending an Echo Request with the same sequence number according to the T3-RESPONSE timer.
Even if there is no path in use, a GTP-U peer shall be prepared to receive an Echo Request at any time and it shall reply with an Echo Response.  The optional Private Extension contains vendor or operator specific information.

Table 7.2.1-1: Information Elements in an Echo Request
	Information element
	Presence requirement
	Reference

	Private Extension
	Optional
	8.6


For the GTP-U tunnel setup between two nodes for forwarding user traffic, e.g. between eNodeBs for direct forwarding over X2, Echo Request path maintenance message shall not be sent except if the forwarded data and the normal data are sent over the same path.
* * * End of Changes * * * *

