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Attachments:
S3-182000 Resolving Editor’s Note on Requirements for OpenAPI specifications 
1. Overall Description:

SA3 thanks CT4 for their positive response regarding the documentation of security requirements for API design in TS 29.501.
SA3 confirms that the example limits given by CT4 for maximum number of IEs, maximum size and maximum nesting depth, are acceptable from a security standpoint. More so than the actual values, it is essential that such limits are explicitly defined and validation of messages can be enforced against them, i.e. messages that do not conform to these bounds are discarded.
The set of requirements for secure API design is currently defined by SA3 in Section 4.1.3 of the attached document. SA3 considers this list to be final as of SA3#91Bis.
2. Actions:

To CT4 group.

ACTION: 
SA3 kindly asks CT4 to take above information and attached document into account and to adopt the security requirements for API design in TS 29.501.
3. Date of Next TSG-SA WG3 Meetings:

SA3#92
20-24 August 2018

Dalian (China)
SA3#92Bis
24-28 September 2018

Harbin (China)
