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* * * First Change * * * *

5.2.2.2
Create SM Context service operation

5.2.2.2.1
General

The Create SM Context service operation shall be used to create an individual SM context, for a given PDU session, in the SMF, or in the V-SMF for HR roaming scenarios. 

It is used in the following procedures: 

-
UE requested PDU Session Establishment (see subclause 4.3.2 of 3GPP TS 23.502 [3]); 

-
EPS to 5GS Idle mode mobility or handover using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]);

-
EPS to 5GS mobility without N26 interface (see subclause 4.11.2.3 3GPP TS 23.502 [3]);

-
Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see subclause 4.9.2.3.2 of 3GPP TS 23.502 [3]), or when the UE is roaming and the selected N3IWF is in the HPLMN (see subclause 4.9.2.4.2 of 3GPP TS 23.502 [3]);

-
Handover from EPS to 5GC-N3IWF (see subclause 4.11.3.1 of 3GPP TS 23.502 [3]); 

-
Handover from EPC/ePDG to 5GS (see subclause 4.11.4.1 of 3GPP TS 23.502 [3]).

There shall be only one individual SM context per PDU session.

The NF Service Consumer (e.g. AMF) shall create an SM context by using the HTTP POST method as shown in Figure 5.2.2.2.1-1.
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Figure 5.2.2.2.1-1: SM context creation

1.
The NF Service Consumer shall send a POST request to the resource representing the SM contexts collection resource of the SMF. The payload body of the POST request shall contain:

-
a representation of the individual SM context resource to be created; 

-
the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session;the Request Type IE may be included otherwise; 
-
the Old PDU Session ID, if it is received from the UE (i.e. for a PDU session establishment for the SSC mode 3 operation);

-
the indication that the UE is inside or outside of the LADN (Local Area Data Network) service area, if the DNN corresponds to a LADN;  

-
a subscription for SM context status notification;

-
the amfId identifying the serving AMF.

For the UE requested PDU Session Establishment procedure in home routed roaming scenario (see subclause 4.3.2.2.2 of 3GPP TS 23.502 [3]), the NF Service Consumer shall provide the URI of the Nsmf_PDUSession service of the H-SMF in the hSmfUri IE and may provide the URI of the Nsmf_PDUSession service of additional H-SMFs. The V-SMF shall try to create the PDU session using the hSmfUri IE. If due to communication failure on the N16 interface the V-SMF does not receive any response from the H-SMF, then:

-
depending on operator policy, the V-SMF may try reaching the hSmfUri via an alternate path; or

-
if additional H-SMF URI is provided, the V-SMF may try to create the PDU session on one of the additional H-SMF(s) provided. 

2a.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain the representation describing the status of the request and the "Location" header shall be present and shall contain the URI of the created resource. 

If the Request Type was received in the request and indicates this is a request for an existing PDU session or an existing emergency PDU session, the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new SM context but instead update the existing SM context and provide the representation of the updated SM context in the "201 Created" response to the NF Service Consumer. 
The POST request shall be considered as colliding with an existing SM context if: 

-
it includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the same PDU Session ID as for an existing SM context; and
-
this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.

A POST request that collides with an existing SM context shall be treated as a request for a new SM context. Before creating the new SM context, the SMF should delete the existing SM context locally and any associated resources in the UPF. For a HR PDU session, if the H-SMF URI in the request is different from the H-SMF URI of the existing PDU session, the V-SMF should also delete the existing PDU session in the H-SMF by invoking the Release service operation (see subclause 5.2.2.9). 


If the Request Type was received in the request and indicates this is a request for a new PDU session (i.e. INITIAL_REQUEST) and if the Old PDU Session ID was also included in the request, the SMF shall identify the existing PDU session to release and to which the new PDU session establishment relates, based on the Old PDU Session ID.
2b.
If the request does not include the "UE presence in LADN service area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF shall consider that the UE is outside of the LADN service area. The SMF shall reject the request if the UE is outside of the LADN service area. 

On failure, or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain an SmContextCreateError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3;

-
N1 SM information (PDU Session Reject), if the request included N1 SM information, except if the error prevents the SMF from generating a response to the UE (e.g. invalid request format).  

* * * Next Change * * * *

5.2.2.2.2
EPS to 5GS Idle mode mobility using N26 interface

The NF Service Consumer (e.g. AMF) shall request the SMF to move a UE EPS PDN connection to 5GS using N26 interface, as follows. 
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Figure 5.2.2.2.2-1: EPS to 5GS Idle mode mobility using N26 interface

1.
The NF Service Consumer shall send a POST request, as specified in subclause 5.2.2.2.1, with the following additional information: 

-
UE EPS PDN connection, including the EPS bearer contexts, received from the MME, representing the individual SM context resource to be created;  

-
pduSessionsActivateList, including the PDU Session ID of all the PDU session(s) to be re-activated.

2a.
Upon receipt of such a request, if a corresponding PDU session is found based on the EPS bearer contexts (after invoking a Create service operation towards the H-SMF, for a Home Routed PDU session) and if it is possible to proceed with moving the PDN connection to 5GS, the SMF shall return a 201 Created response including the following information:

-
PDU Session ID corresponding to the default EPS bearer ID of the EPS PDN connection; 

-
allocatedEbiList, containing the EBI(s) allocated to the PDU session; 

and, if the PDU session was requested to be re-activated, i.e. if the PDU Session ID was present in the pduSessionsActivateList:

-
upCnxState attribute set to ACTIVATING;
-
N2 SM information to request the 5G-AN to assign resources to the PDU session (see PDU Session Resource Setup procedure in subclause 8.2.1 of 3GPP TS 38.413 [9]), including the transport layer address and tunnel endpoint of the uplink termination point for the user plane data for this PDU session (i.e. UPF's GTP-U F-TEID for uplink traffic).

The "Location" header shall be present in the POST response and shall contain the URI of the created SM context resource.
The NF Service Consumer (e.g. AMF) shall store the association of the PDU Session ID and the SMF ID, and store the allocated EBI(s) associated to the PDU Session ID.

NOTE:
The behaviour specified in this step also applies if the POST request collides with an existing SM context, i.e. if the POST request includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the default EPS bearer ID received in the UE EPS PDN connection is the same as in the existing SM context.
2b.
Same as step 2b of figure 5.2.2.2.1-1. Steps 3 to 4 are skipped in this case. 

If the SMF determines that seamless session continuity from EPS to 5GS is not supported for the PDU session, the SMF shall set the "cause" attribute in the ProblemDetails structure to "NO_EPS_5GS_CONTINUITY".

3.
Same as step 3 of figure 5.2.2.3.2.2-1, if the SMF returned a 201 Created response with the upConnectionState set to ACTIVATING and N2 SM Information, 

4. 
Same as step 4 of figure 5.2.2.3.2.2-1. 

* * * Next Change * * * *

5.2.2.2.3
EPS to 5GS Handover Preparation using N26 interface

The NF Service Consumer (e.g. AMF) shall request the SMF to handover a UE EPS PDN connection to 5GS using N26 interface, as follows. 
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Figure 5.2.2.2.3-1: EPS to 5GS handover using N26 interface

1.
The NF Service Consumer shall send a POST request, as specified in subclause 5.2.2.2.1, with the following additional information: 

-
UE EPS PDN connection, including the EPS bearer contexts, representing the individual SM context resource to be created;  

-
hoState attribute set to PREPARING (see subclause 5.2.2.3.4.1);

2a.
Upon receipt of such a request, if a corresponding PDU session is found based on the EPS bearer contexts (after invoking a Create service operation towards the H-SMF, for a Home Routed PDU session) and it is possible to proceed with handing over the PDN connection to 5GS, the SMF shall return a 201 Created response including the following information:

-
hoState attribute set to PREPARING and N2 SM information to request the target 5G-AN to assign resources to the PDU session, as specified in step 2 of Figure 5.2.2.3.4.2-1; 

-
PDU Session ID corresponding to the default EPS bearer ID of the EPS PDN connection; 

The "Location" header shall be present in the POST response and shall contain the URI of the created SM context resource.

The NF Service Consumer (e.g. AMF) shall store the association of the PDU Session ID and the SMF ID, and store the allocated EBI(s) associated to the PDU Session ID.
NOTE:
The behaviour specified in this step also applies if the POST request collides with an existing SM context, i.e. if the POST request includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the default EPS bearer ID received in the UE EPS PDN connection is the same as in the existing SM context.
2b.
Same as step 2b of figure 5.2.2.2.1-1 with the following additions. Steps 3 to 4' are skipped in this case. 

The error response shall include the following additional information: 

-
hoState attribute set to NONE.  

If the SMF determines that seamless session continuity from EPS to 5GS is not supported for the PDU session, the SMF shall set the "cause" attribute in the ProblemDetails structure to "NO_EPS_5GS_CONTINUITY". 

* * * Next Change * * * *

5.2.2.7
Create service operation

5.2.2.7.1
General

The Create service operation shall be used to create an individual PDU session in the H-SMF for HR roaming scenarios.

It is used in the following procedures: 

-
UE requested PDU Session Establishment (see subclause 4.3.2.2.2 of 3GPP TS 23.502 [3]);

-
EPS to 5GS Idle mode mobility or handover using N26 interface (see subclause 4.11 of 3GPP TS 23.502 [3]);-
EPS to 5GS mobility without N26 interface (see subclause 4.11.2.3 3GPP TS 23.502 [3]);

-
Handover of a PDU session between 3GPP access and non-3GPP access, when the target AMF does not know the SMF resource identifier of the SM context used by the source AMF, e.g. when the target AMF is not in the PLMN of the N3IWF (see subclause 4.9.2.3.2 of 3GPP TS 23.502 [3]); 

-
Handover from EPS to 5GC-N3IWF (see subclause 4.11.3.1 of 3GPP TS 23.502 [3]); 

-
Handover from EPC/ePDG to 5GS (see subclause 4.11.4.1 of 3GPP TS 23.502 [3]). 

The NF Service Consumer (e.g. V-SMF) shall create a PDU session by using the HTTP POST method as shown in Figure 5.2.2.7.1-1.  
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Figure 5.2.2.7.1-1: PDU session creation

1.
The NF Service Consumer shall send a POST request to the resource representing the PDU sessions collection resource of the H-SMF. The payload body of the POST request shall contain: 

-
a representation of the individual PDU session resource to be created; 

-
the Request Type IE, if it is received from the UE and if the request refers to an existing PDU session or an existing Emergency PDU session; the Request Type may be included otherwise;

-
the vsmfId IE identifying the serving SMF;

-
the vcnTunnelInfo; 

-
the anType;

-
a URI ({vsmfPduSessionUri}) representing the PDU session resource in the V-SMF, for possible use by the H-SMF to subsequently modify or release the PDU session. 

2a.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain:

-
the representation describing the status of the request; 
-
the QoS flow(s) to establish for the PDU session;

-
the epsPdnCnxInfo IE and, for each EPS bearer, an epsBearerInfo IE, if the PDU session may be moved to EPS during its lifetime;   
-
the "Location" header containing the URI of the created resource. 
If the Request Type was received in the request and indicates this is a request for an existing PDU session or an existing emergency PDU session, the SMF shall identify the existing PDU session or emergency PDU session based on the PDU Session ID; in this case, the SMF shall not create a new PDU session or emergency PDU session but instead update the existing PDU session or emergency PDU session and provide the representation of the updated PDU session or emergency PDU session in the response to the NF Service Consumer.

The POST request shall be considered as colliding with an existing PDU session context if: 
-
it includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the same PDU Session ID as for an existing PDU session context; and 

-
this is a request to establish a new PDU session, i.e. the RequestType is absent in the request or is present and set to INITIAL_REQUEST or INITIAL_EMERGENCY_REQUEST.

A POST request that collides with an existing PDU session context shall be treated as a request for a new PDU session context. Before creating the new PDU session context, the SMF should delete the existing PDU session context locally and any associated resources in the UPF. 

The NF Service Consumer shall store any epsPdnCnxInfo and EPS bearer information received from the H-SMF. 

2b. 
On failure, , or redirection during a UE requested PDU Session Establishment, one of the HTTP status code listed in Table 6.1.3.5.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a PduSessionCreateError structure, including:

-
a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.5.3.1-3;

-
the n1SmCause IE with the 5GSM cause that the H-SMF requires the V-SMF to return to the UE, if the request included n1SmInfoFromUe;  

-
n1SmInfoToUe with any information to be sent to the UE (in the PDU Session Establishment Reject).  
* * * Next Change * * * *

5.2.2.7.2
EPS to 5GS Idle mode mobility 

The requirements specified in subclause 5.2.2.7.1 shall apply with the following modifications.
1.
Same as step 1 of Figure 5.2.2.7.1-1, with the following additions.

The POST request shall contain: 

-
the list of EPS Bearer Ids received from the MME;

-
the PGW S8-C F-TEID received from the MME.

2a.
Same as step 2 of Figure 5.2.2.7.1-1, with the following modifications. 

If the H-SMF finds a corresponding PDU session based on the EPS Bearer Ids and PGW S8-C F-TEID received in the request, and if it can proceed with moving the PDN connection to 5GS, the H-SMF shall return a 201 Created response including the following additional information:

-
PDU Session ID corresponding to the EPS PDN connection; 

-
other PDU session parameters, such as PDU Session Type, Session AMBR, QoS flows information.
NOTE:
The behaviour specified in this step also applies if the POST request collides with an existing PDU session context, i.e. if the POST request includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the received EPS bearer ID is the same as in the existing PDU session context.

2b.
Same as step 2b of Figure 5.2.2.7.1-1, with the following additions.

If the H-SMF determines that seamless session continuity from EPS to 5GS is not supported for the PDU session, the H-SMF shall set the "cause" attribute in the ProblemDetails structure to "NO_EPS_5GS_CONTINUITY".
* * * Next Change * * * *

5.2.2.7.3
EPS to 5GS Handover Preparation

The requirements specified in subclause 5.2.2.7.1 shall apply with the following modifications.
1.
Same as step 1 of Figure 5.2.2.7.1-1, with the following modifications.

The POST request shall contain: 

-
the list of EPS Bearer Ids received from the MME;

-
the PGW S8-C F-TEID received from the MME;

-
the hoPreparationIndication IE set to "true", to indicate that a handover preparation is in progress and the PGW-C/SMF shall not switch the DL user plane of the PDU session yet.  
2a.
Same as step 2 of Figure 5.2.2.7.1-1, with the following modifications.

If the SMF finds a corresponding PDU session based on the EPS Bearer Ids and PGW S8-C F-TEID received in the request, and if it can proceed with the procedure, the SMF shall return a 201 Created response including the following information:

-
PDU Session ID corresponding to the EPS PDN connection; 

-
other PDU session parameters, such as PDU Session Type, Session AMBR, QoS flows information.

The SMF shall not switch the DL user plane of the PDU session, if the hoPreparationIndication IE was set to "true" in the request. 

NOTE:
The behaviour specified in this step also applies if the POST request collides with an existing PDU session context, i.e. if the POST request includes the same SUPI, or PEI for an emergency registered UE without UICC or authenticated SUPI, and the received EPS bearer ID is the same as in the existing PDU session context.
2b.
Same as step 2b of Figure 5.2.2.7.1-1, with the following additions.

If the H-SMF determines that seamless session continuity from EPS to 5GS is not supported for the PDU session, the H-SMF shall set the "cause" attribute in the ProblemDetails structure to "NO_EPS_5GS_CONTINUITY".
* * * Next Change * * * *

5.2.3.x
HTTP/2 request retries
The principles specified in subclause 5.2.8 of 3GPP TS 29.500 [4] shall be applied with the following modifications. 
The NF Service Consumer may retry any HTTP POST request on the same resource through a new TCP connection after a TCP connection failure. 
The SMF shall support serving repeated retries successfully. 
NOTE:
See subclauses 5.2.2.2 and 5.2.2.7 for the handling by the SMF of an HTTP POST request that would have already been processed by the SMF and that would be retried by the NF Service Consumer.  
HTTP conditional requests are not supported by the Nsmf_PDUSession service. 
* * * End of Changes * * * *
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