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	Reason for change:
	According to 3GPP TS 23.502 v15.2.0, subclause 4.2.2.2.2, when the integrity check failed during the first UE context transfer attempts, the new AMF performs UE authentication. After successful UE authentication, the new AMF shall use UE's SUPI together with an indication that UE has authenticated.
4. [Conditional] new AMF to old AMF: Namf_Communication_UEContextTransfer (complete Registration Request) or new AMF to UDSF: Nudsf_Unstructured Data Management_Query().


(With UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving AMF has changed since last Registration procedure, new AMF and old AMF are in the same AMF Set and UDSF is deployed, the new AMF retrieves the stored UE's SUPI and UE context directly from the UDSF using Nudsf_UnstructuredDataManagement_Query service operation or they can share stored UE context via implementation specific means if UDSF is not deployed. This includes also event subscription information by each NF consumer for the given UE. In this case, the new AMF uses integrity protected complete Registration request NAS message to perform and verify integrity protection.


(Without UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving AMF has changed since last Registration procedure, the new AMF may invoke the Namf_Communication_UEContextTransfer service operation on the old AMF including the complete Registration Request NAS message, which may be integrity protected, to request the UE's SUPI and UE Context. See clause 5.2.2.2.2 for details of this service operation. In this case, the old AMF uses either 5G-GUTI and the integrity protected complete Registration request NAS message, or the SUPI and an indication that the UE is validated from the new AMF, to verify integrity protection if the context transfer service operation invocation corresponds to the UE requested. The old AMF also transfers the event subscriptions information by each NF consumer, for the UE, to the new AMF.
NOTE 1:
The new AMF sets the indication that the UE is validated according to step 9a, in case the new AMF has performed successful UE authentication after previous integrity check failure in the old AMF.
Point 1: In 3GPP TS 29.518 v15.0.0, UE context transfer operation only support 5G-GUTI as the resource identity, the support of using SUPI as resource identifier for this service operation shall be added.
Point 2: SUPI is provided as a proof that the target AMF ahs successfully performed UE authentication. The indication of authenticated UE shall only be allowed on SUPI.
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- Create a new sublcuase to describe the specific scenario
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* * * First Change * * * *

5.2.2.2.1.1
General

The UEContextTransfer service operation is used during the following procedure:

-
General Registration procedure (see 3GPP TS 23.502 [3], subclause 4.2.2.2.2)

The UEContextTransfer service operation is invoked by a NF Service Consumer, e.g. a target AMF, towards the AMF (acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in the source AMF. 

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see subclause 6.1.3.2.4. See also Figure 5.2.2.2.1.1-1.


[image: image1.emf]NF Service Consume AMF

POST …/ue-contexts/{ueContextId}/transfer (UeContextTransferReqData)

2a. 200 OK (UeContextTransferRspData)

2b. 4xx/5xx (ProblemDetails) or 3xx


Figure 5.2.2.2.1.1-1 UE Context Transfer

1.
The NF Service Consumer, e.g. target AMF, shall send a HTTP POST request to invoke "transfer" custom method on an "Individual ueContext" resource URI. The payload of the request shall be an object of "UeContextTranferReqData" data type.


If UE Context Transfer is triggered by UE initial registration or mobility registration, the NF Service Consumer, e.g. target AMF, shall set the reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request message which triggers the UE context transfer in the payload.



2a.
On success:

-
if the reason attribute is "INIT_REG" and integrity check is successful, the (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the requested UE Context without PDU Session Contexts.

-
If the reason attribute is "MOBI_REG" and integrity check is successfulthe (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the complete UE Context including available PDU Session Contexts. 


The response payload shall also include a callback URI to receive the notification of RegistrationCompleteNotity service operation (see subclause 5.2.2.3).

2b.
On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.4.4.2-2. 

* * * Next Change * * * *

5.2.2.2.1.x
Retrive UE Context after successful UE ahtuentication
When a successful UE authentication has performed after a previous integrity check failure, the NF service consuer (e.g. the target AMF) shall retrieve the UE context by invoking "transfer" service operation on source AMF. The same requirements in subclause 5.2.2.2.1.1 shall be applied with following modifications:
1. 
Same as step 1 of figure 5.2.2.2.1.1-1, with following differences:

-
The "Individual ueContext" resource identifier {ueContextId} shall be composed using UE's SUPI in the reousrce URI.
- 
The "reason" attribute shall be set to "MOBI_REG_UE_VALIDATED".
-
The payload body shall not include registration request message from UE.
2.
Same as step 2a of of figure 5.2.2.2.1.1-1, with following differences:
-
If the "reason" attribute is set to "MOBI_REG_UE_VALIDATED", The (source) AMF shall respond with the status code "200 OK". The payload of the response shall be an object of "UeContextTransferRspData" data type, containing the representation of the complete UE Context including available PDU Session Contexts
* * * Next Change * * * *

6.1.3.2.4.4
Operation: (POST) transfer
6.1.3.2.4.4.1
Description

This ueContextId identifies the individual ueContext resource is composed by UE's 5G-GUTI or SUPI, see Table 6.1.3.2.2-1.
6.1.3.2.4.4.2
Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.4.2-1 and the response data structure and response codes specified in table 6.1.3.2.4.4.2-2.

Table 6.1.3.2.4.4.2-1: Data structures supported by the (POST) transfer Request Body on this resource 

	Data type
	P
	Cardinality
	Description

	UeContextTransferReqData
	M
	1
	Represents to start transferring of an individual ueContext resource from old AMF to new AMF.


Table 6.1.3.2.4.4.2-2: Data structures supported by the (POST) transfer Response Body on this resource

	Data type
	P
	Cardinality
	Response

codes
	Description

	UeContextTransferRspData
	M
	1
	200 OK
	Indicates the transferring of the individual ueContext resource is started successfully.

	ProblemDetails
	M
	1
	403 Forbidden
	Indicates that AMF can understand the request but cannot fulfil the request due to errors. 
If the resource identifier is composed with UE's 5G-GUTI in resource URI and no registration request message is provided, the "cause" attribute is set to:

-
INTEGRITY_CHECK_REQUIRED
If the integrity check of the included complete registration message fails at the source AMF the "cause" attribute is set to:
-
INTEGRITY_CHECK_FAIL.

	ProblemDetails
	M
	1
	404 Not Found
	If the AMF does not have the requested UE context, the AMF shall return this status code. The "cause" attribute is set to:
-
CONTEXT_NOT_FOUND


* * * Next Change * * * *

6.1.7.3
Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Namf_Communication service. The following application errors listed in Table 6.1.7.3-1 are specific for the Namf_Communication service.

Table 6.1.7.3-1: Application errors

	Application Error
	HTTP status code
	Description

	NF_CONSUMER_REDIRECT_ONE_TXN
	307 Temporary Redirect
	The request has been asked to be redirected to a specified target.

	HANDOVER_FAILURE
	403 Forbidden
	Creation of UE context in the target AMF failed during Handover procedure causing a failure of handover.

	INTEGRITY_CHECK_REQUIRED
	403 Forbidden
	Integrity Check of the completed registration message cannot be skipped because the target AMF does not provide UE's SUPI to retrieve the UE Context.

	INTEGRITY_CHECK_FAIL
	403 Forbidden
	Integrity check of the complete registration message included in the UE context transfer request failed.

	EBI_EXHAUSTED
	403 Forbidden
	Allocation of EPS Bearer ID failed due to exhaustion of EBI as the maximum number of EBIs has already been allocated to the UE.

	HIGHER_PRIORITY_REQUEST_ONGOING
	409 Conflict
	Paging triggered N1/N2 transfer cannot be initiated since already there is a paging due to a higher priority session ongoing.

	UE_NOT_REACHABLE
	504 Gateway Timeout
	Paging failed or the UE is not reachable for paging.

	UE_IN_NON_ALLOWED_AREA
	504 Gateway Timeout
	UE is currently in a non-allowed area and hence the N1/N2 message transfer cannot be completed and the N1/N2 message transfer is not related to priority associated with a regulatory prioritized service.

	UNSPECIFIED
	403 Forbidden
	The request is rejected due to unspecified reasons.

	CONTEXT_NOT_FOUND
	404 Not Found
	It is used during the mobility of an existing PDN connection when no corresponding context exist in the SMF.

	SUPI_OR_PEI_UNKNOWN
	403 Forbidden
	The SUPI or PEI included in the message is unknown.


* * * End of Changes * * * *
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