

	
3GPP TSG CT WG4 Meeting #85bis	C4-185053
Sophia Antipolis, France, 09st – 13th July 2018
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	29.244
	CR
	0115
	rev
	-
	Current version:
	14.4.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	[bookmark: OLE_LINK8][bookmark: OLE_LINK9]Essential correction on reporting the usage for offline charging

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	CUPS-CT
	
	Date:
	2018-06-25

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	When offline charging is performed on the IP-CAN bearer level, and when there is a the charging event, e.g. QoS change, the CP function need to generate a list of service containers (for all service data running on the bearer) and the current the measurement for this bearer context as part of Traffic Volume container. 

QoS-change, location-change as such are triggers for List of Traffic Volume container closure, not for CDR closure. So the CDR for this bearer should not be closed, since the closure trigger of the CDR is not satified yet, e.g. upon the volume limit. 

As specified in TS 32.251 as below, triggers for closure of a list of service containers and CDRs are different. 
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However, as specified in this TS, when the CP function queries certain URR to get an immediate report on the current usage, the UP function shall always reset the measurement count.

With this requirement, to meet offline charging requirement, the CP has to recalculate the new volume threshold and then provision it to the UPF, and then the UPF need use new threshold and generate the usage report, to be able to get correct CDR closure at volume limit; once the CDR is closed, the CP function need reprovision back to the original threshold. This is not desired at all.

It is proposed, that the UP function should continue to count the usage on the IP-CAN bearer level until the volume threshold is reached. 


	
	

	Summary of change:
	Introduce a new flag to instruct the UP function to generate a Usage Report but not to reset the counter.

	
	

	Consequences if not approved:
	Offline charging requirement can’t be satisfied.
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* * * First Change * * * *
[bookmark: _Toc517078607][bookmark: _Toc509771572]5.2.2.3.1	General
When detecting that a provisioned reporting trigger occurs, the UP function shall generate a Usage Report for the related URR and send it to the CP function by initiating the Sx Session Report procedure. 
When providing usage report information for a URR in a message, the UP function shall include the UR-SEQN (Usage Report Sequence Number) identifying the order in which a Usage Report is generated for the given URR. The UR-SEQN (Usage Report Sequence Number) shall be incremented for every Usage Report generated by the UP function for the URR. The UP function shall also indicate the trigger that causes the usage report to be generated in the Usage Report Trigger IE.
Upon generating a usage report for a URR towards the CP function, the UP function shall:
-	reset its ongoing measurement counts for the related URR (i.e. the UP function shall report in a usage report the network resources usage measurement since the last usage report for that URR), unless the usage report is generated by a query from the CP for an immediate report and the RUNRC (Report the Usage but Not Reset the Count) is set, where the UP function shall not reset its ongoing measurement counts for the related URR but shall only eport in a usage report the network resources usage measurement since the last usage report for that URR;
-	re-apply the threshold provisioned for the related URR, if the usage report was triggered due to a threshold being reached; and
-	continue to apply all the provisioned URR(s) and perform the related network resources usage measurement(s), until getting any further instruction from the CP function.
When receiving a new threshold or quota from the CP function for a measurement that is already ongoing in the UP function, the UP function shall consider its ongoing measurements counts for the related URR against the new threshold or quota to determine when to send its next usage report to the CP function.
NOTE 1:	The UP function determines when to send its next usage report to the CP function by deducting from the newly provisioned threshold or quota the traffic it has forwarded since its last usage report. As an example, if the UP function has forwarded 10 Mbytes of traffic since it last usage report to the CP function and the CP function provisions a new volume threshold or quota of 100 Mbytes, the UP function sends its next usage report upon forwarding an additional 90 Mbytes traffic.
When reporting the network resources usage before and after a Monitoring Time, the UP function shall send two Usage Reports in the PFCP message (e.g. Sx Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage was consumed before or after the Monitoring Time. Omission of this IE in a Usage Report indicates that no monitoring time has occurred. The UP function shall send Usage Reports soon after the occurrence of the Monitoring Time.
NOTE 2:	The UP function needs to take care to smooth the signalling load towards the CP function if Usage Reports need to be generated for a large number of Sx sessions after the occurrence of the Monitoring Time.
For the volume-based measurement method, the UP function shall report the traffic usage after any QoS enforcement. Additionally, if the CP function requested to measure the traffic usage before QoS enforcement, the UP function shall also report corresponding measurements, when measurements needs to be reported for the traffic usage after QoS enforcement, by sending two Usage Reports in the PFCP message (e.g. Sx Session Report Request) for the same URR ID. Each Usage Report shall then include the Usage Information IE indicating whether the reported network resource usage corresponds to the traffic before or after QoS enforcement. Thresholds provisioned in a URR shall apply to the traffic usage after any QoS enforcement. 
For the volume-based measurement method, the UP function shall include all the counters (Total, Uplink and Downlink) of the URR in the Volume Measurement IE in the Usage Report IE.
A usage report triggered only due to the Dropped DL Traffic Threshold shall not contain any measurement information. 
When being instructed to remove a URR or the last PDR associated to a URR, or to deactivate a network resources usage measurement via the Inactive Measurement flag of the Measurement Information IE of the URR, the UP function shall include a Usage Report in the Sx Session Modification Response or in an additional Sx Session Report Request if there are non-null measurements to report for the URR, and shall reset its ongoing measurements for the URR that is removed, dissociated from the last PDR or deactivated.
NOTE 3:	Multiple usage reports can be required to be reported to the CP function when deleting a PDR that is the last one to be associated to multiple URRs.
The CP function may request the UP function, in an Sx Session Modification Request, to report its ongoing network resources measurement for one or multiple URRs of the Sx session. In this case, the UP function shall:
-	generate usage report(s) for the URR(s) being queried and for any associated linked usage reports (see subclause 5.2.2.4) for which there are non-null measurements to report,
-	include them in the Sx Session Modification Response or in additional Sx Session Report Request messages, and 
-	proceed as specified above upon generating a usage report for a URR towards the CP function. 
NOTE 4:	It is up to the CP function to request the UP function to generate an immediate report (or not) as specified above when the CP function modifies a URR or any other rules of the Sx session. As an exception, the UP function always generates an immediate report when being instructed to remove a URR or deactivate a network resource measurement via the Inactive Measurement flag of the Measurement Information IE of the URR.
When additional Sx Session Report Request messages need to be sent, the UP function shall indicate, either in the Sx Session Modification Response or in one Sx Session Report Request, how many usage reports will be sent in Sx Session Report Request messages. If this is indicated in one Sx Session Report Request, the Sx Session Modification Response shall indicate that more reports will follow by setting the AURI flag of the Additional Usage Reports Information IE. Besides, if the Sx Session Modification Request included the Query URR Reference IE, usage reports sent in response to the query in the Sx Session Modification Response and/or additional Sx Session Report Request messages shall include the Query URR Reference IE set to the same value as received in the Sx Session Modification Request.
When the reporting trigger "Envelope Closure" is set in the corresponding Usage Reporting Rule, the UP function shall generate a usage report with the measurement of the time and/or volume as instructed in the Measurement Method:
-	when the Inactivity Detection Time (if included) is expired; or
-	when detecting no usage for the first Base Time Interval if the Base Time Interval Type in the Time Quota Mechanism is set to CTP; or
-	at the end of each of base time interval if the Base Time Interval Type in the Time Quota Mechanism is set to DTP. 
NOTE 5: 	Events (e.g. application detection information) are reported individually and independently from the usage report sent for envelope closure.
At the Sx session termination, the UP function shall indicate to the CP function, in the Sx Session Deletion Response, the resources that have been consumed for each URR that was provisioned in the Sx session since the last usage report (respective to each URR).
Upon receiving the Usage Report from the UP function, the CP function may initiate Sx Session Modification procedure as result of the communication with the PCRF or OCS, as described in subclause 5.3 of 3GPP TS 23.214 [2], e.g. by: 
-	modifying the URR (e.g. changing the Volume/Time threshold, Volume/Time quota, disabling the usage monitoring);
-	creating a new FAR (e.g. for redirect) and/or modifying the existing FAR; or
-	modifying the QER (s) in the Sx session.

* * * Next Change * * * *
[bookmark: _Toc517078809][bookmark: _Toc509771774]7.5.4.10	Query URR IE within Sx Session Modification Request
The Query URR grouped IE shall be encoded as shown in Figure 7.5.4.10-1.
Table 7.5.4.10-1: Query URR IE within Sx Session Modification Request 
	Octet 1 and 2
	
	Query URR IE Type = 77 (decimal)

	Octets 3 and 4
	
	Length = n

	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	
	
	
	Sxa
	Sxb
	Sxc
	

	URR ID
	M
	This IE shall identify the URR being queried.
	X
	X
	X
	URR ID

	[bookmark: OLE_LINK7][bookmark: OLE_LINK10]SxURRReq-Flags
	C
	This IE shall be included if at least one of the flags is set to 1. 
-	RUNRC (Report the Usage but Not Reset the Count): the CP function shall set this flag if the UP function is requested to the current usage but continue with the measurement for the corresponding URR without resetting the usage count.

	X
	X
	X
	SxURRReq-Flags



* * * Next Change * * * *
[bookmark: _Toc517078843][bookmark: _Toc517078875][bookmark: _Toc509771840]8.1.2	Information Element Types
A PFCP message may contain several IEs. In order to have forward compatible type definitions for the PFCP IEs, all of them shall be TLV (Type, Length, Value) coded. PFCP IE type values are specified in the Table 8.1.2-1. The last column of this table indicates whether the IE is:
-	Fixed Length: the IE has a fixed set of fields, and a fixed number of octets;
-	Variable Length: the IE has a fixed set of fields, and has a variable number of octets.
For example, the last octets may be numbered similar to "5 to (n+4)". In this example, if the value of the length field, n, is 0, then the last field is not present;
-	Extendable: the IE has a variable number of fields, and has a variable number of octets.
The last fields are typically specified with the statement: "These octet(s) is/are present only if explicitly specified". The legacy receiving entity shall ignore the unknown octets.
An IE of any of the above types may have a null length as specified in subclause 5.6.3. This shall not be considered as an error by the receiving PFCP entity.
In order to improve the efficiency of troubleshooting, it is recommended that the IEs should be arranged in the signalling messages as well as in the grouped IEs, according to the order the IEs are listed in the message definition table or grouped IE definition table in section 7. However the receiving entity shall be prepared to handle the messages with IEs in any order.
Within IEs, certain fields may be described as spare. These bits shall be transmitted with the value set to 0. To allow for future features, the receiver shall not evaluate these bits.
Table 8.1.2-1: Information Element Types 
	IE Type value
(Decimal)
	Information elements
	Comment / Reference
	Number of Fixed Octets

	0
	Reserved
	
	

	1
	Create PDR
	Extendable / Table 7.5.2.2-1
	Not Applicable

	2
	PDI
	Extendable / Table 7.5.2.2-2
	Not Applicable

	3
	Create FAR
	Extendable / Table 7.5.2.3-1
	Not Applicable

	4
	Forwarding Parameters
	Extendable / Table 7.5.2.3-2
	Not Applicable

	5
	Duplicating Parameters
	Extendable / Table 7.5.2.3-3
	Not Applicable

	6
	Create URR
	Extendable / Table 7.5.2.4-1
	Not Applicable

	7
	Create QER
	Extendable / Table 7.5.2.5-1
	Not Applicable

	8
	Created PDR
	Extendable / Table 7.5.3.2-1
	Not Applicable

	9
	Update PDR
	Extendable / Table 7.5.4.2-1
	Not Applicable

	10
	Update FAR
	Extendable / Table 7.5.4.3-1
	Not Applicable

	11
	Update Forwarding Parameters
	Extendable / Table 7.5.4.3-2
	Not Applicable

	12
	Update BAR (Sx Session Report Response)
	Extendable / Table 7.5.9.2-1 
	Not Applicable

	13
	Update URR
	Extendable / Table 7.5.4.4
	Not Applicable

	14
	Update QER
	Extendable / Table 7.5.4.5
	Not Applicable

	15
	Remove PDR
	Extendable / Table 7.5.4.6
	Not Applicable

	16
	Remove FAR
	Extendable / Table 7.5.4.7
	Not Applicable

	17
	Remove URR
	Extendable / Table 7.5.4.8
	Not Applicable

	18
	Remove QER
	Extendable / Table 7.5.4.9
	Not Applicable

	19
	Cause
	Fixed / Subclause 8.2.1
	1

	20
	Source Interface
	Extendable / Subclause 8.2.2
	1

	21
	F-TEID
	Extendable / Subclause 8.2.3
	q-4

	22
	Network Instance
	Variable Length / Subclause 8.2.4
	Not Applicable

	23
	SDF Filter
	Extendable / Subclause 8.2.5
	v+2-4

	24
	Application ID
	Variable Length / Subclause 8.2.6
	Not Applicable

	25
	Gate Status
	Extendable / Subclause 8.2.7
	1

	26
	MBR
	Extendable / Subclause 8.2.8
	10

	27
	GBR
	Extendable / Subclause 8.2.9
	10

	28
	QER Correlation ID
	Extendable / Subclause 8.2.10
	4

	29
	Precedence
	Extendable / Subclause 8.2.11
	4

	30
	Transport Level Marking
	Extendable / Subclause 8.2.12
	2

	31
	Volume Threshold
	Extendable /Subclause 8.2.13
	q+7-4

	32
	Time Threshold
	Extendable /Subclause 8.2.14
	4

	33
	Monitoring Time
	Extendable /Subclause 8.2.15
	4

	34
	Subsequent Volume Threshold
	Extendable /Subclause 8.2.16
	q+7-4

	35
	Subsequent Time Threshold
	Extendable /Subclause 8.2.17
	4

	36
	Inactivity Detection Time
	Extendable /Subclause 8.2.18
	4

	37
	Reporting Triggers
	Extendable /Subclause 8.2.19
	2

	38
	Redirect Information
	Extendable /Subclause 8.2.20
	8+a-4

	39
	Report Type
	Extendable / Subclause 8.2.21
	1

	40
	Offending IE
	Fixed / Subclause 8.2.22
	2

	41
	Forwarding Policy
	Extendable / Subclause 8.2.23
	k-4

	42
	Destination Interface
	Extendable / Subclause 8.2.24
	1

	43
	UP Function Features
	Extendable / Subclause 8.2.25
	1

	44
	Apply Action
	Extendable / Subclause 8.2.26
	1

	45
	Downlink Data Service Information
	Extendable / Subclause 8.2.27
	1

	46
	Downlink Data Notification Delay
	Extendable / Subclause 8.2.28
	1

	47
	DL Buffering Duration
	Extendable / Subclause 8.2.29
	1

	48
	DL Buffering Suggested Packet Count
	Variable / Subclause 8.2.30
	Not Applicable

	49
	SxSMReq-Flags
	Extendable / Subclause 8.2.31
	1

	50
	SxSRRsp-Flags
	Extendable / Subclause 8.2.32
	1

	51
	Load Control Information
	Extendable / Table 7.5.3.3-1
	Not Applicable

	52
	Sequence Number
	Fixed Length / Subclause 8.2.33
	4

	53
	Metric
	Fixed Length / Subclause 8.2.34
	1

	54
	Overload Control Information
	Extendable / Table 7.5.3.4-1
	Not Applicable

	55
	Timer
	Extendable / Subclause 8.2 35
	1

	56
	Packet Detection Rule ID
	Extendable / Subclause 8.2 36
	2

	57
	F-SEID
	Extendable / Subclause 8.2 37
	p+15-4

	58
	Application ID's PFDs
	Extendable / Table 7.4.3.1-2
	Not Applicable

	59
	PFD context
	Extendable / Table 7.4.3.1-3
	Not Applicable

	60
	Node ID
	Extendable / Subclause 8.2.38
	o-4

	61
	PFD contents
	Extendable / Subclause 8.2.39
	v-4

	62
	Measurement Method
	Extendable / Subclause 8.2.40
	1

	63
	Usage Report Trigger
	Extendable / Subclause 8.2.41
	1

	64
	Measurement Period
	Extendable / Subclause 8.2.42
	4

	65
	FQ-CSID
	Extendable / Subclause 8.2.43
	(q+1)-4

	66
	Volume Measurement
	Extendable / Subclause 8.2.44
	q+7-4

	67
	Duration Measurement
	Extendable / Subclause 8.2.45
	4

	68
	Application Detection Information
	Extendable / Table 7.5.8.3-2
	Not Applicable

	69
	Time of First Packet
	Extendable / Subclause 8.2.46
	4

	70
	Time of Last Packet
	Extendable / Subclause 8.2.47
	4

	71
	Quota Holding Time
	Extendable / Subclause 8.2.48
	4

	72
	Dropped DL Traffic Threshold
	Extendable / Subclause 8.2.49
	m+7-4

	73
	Volume Quota
	Extendable / Subclause 8.2.50
	q+7-4

	74
	Time Quota
	Extendable / Subclause 8.2.51
	4

	75
	Start Time
	Extendable / Subclause 8.2.52
	4

	76
	End Time
	Extendable / Subclause 8.2.53
	4

	77
	Query URR
	Extendable / Table 7.5.4.10-1
	Not Applicable

	78
	Usage Report (in Session Modification Response)
	Extendable / Table 7.5.5.2-1
	Not Applicable

	79
	Usage Report (Session Deletion Response)
	Extendable / Table 7.5.7.2-1
	Not Applicable

	80
	Usage Report (Session Report Request)
	Extendable / Table 7.5.8.3-1
	Not Applicable

	81
	URR ID
	Extendable / Subclause 8.2.54
	4

	82
	Linked URR ID
	Extendable / Subclause 8.2.55
	4

	83
	Downlink Data Report
	Extendable / Table 7.5.8.2-1
	Not Applicable

	84
	Outer Header Creation
	Extendable / Subclause 8.2.56
	r+1-4

	85
	Create BAR
	Extendable / Table 7.5.2.6-1
	Not Applicable

	86
	Update BAR (Session Modification Request)
	Extendable / Table 7.5.4.11-1
	Not Applicable

	87
	Remove BAR
	Extendable / Table 7.5.4.12-1
	Not Applicable

	88
	BAR ID
	Extendable / Subclause 8.2.57
	1

	89
	CP Function Features
	Extendable / Subclause 8.2.58
	1

	90
	Usage Information
	Extendable / Subclause 8.2.59
	1

	91
	Application Instance ID
	Variable Length / Subclause 8.2.60
	Not Applicable

	92
	Flow Information
	Extendable / Subclause 8.2.61
	m-4

	93
	UE IP Address
	Extendable / Subclause 8.2.62
	p+15-1

	94
	Packet Rate
	Extendable / Subclause 8.2.63
	p+2-4

	95
	Outer Header Removal
	Extendable / Subclause 8.2.64
	1

	96
	Recovery Time Stamp
	Extendable / Subclause 8.2.65
	4

	97
	DL Flow Level Marking
	Extendable / Subclause 8.2.66
	p+1-4

	98
	Header Enrichment
	Extendable / Subclause 8.2.67
	q-4

	99
	Error Indication Report
	Extendable / Table 7.5.8.4-1
	Not Applicable

	100
	Measurement Information
	Extendable / Subclause 8.2.68
	1

	101
	Node Report Type
	Extendable / Subclause 8.2.69
	1

	102
	User Plane Path Failure Report
	Extendable / Table 7.4.5.1.2-1
	Not Applicable

	103
	Remote GTP-U Peer
	Extendable / Subclause 8.2.70
	p+15-4

	104
	UR-SEQN
	Fixed Length / Subclause 8.2.71
	4

	105
	Update Duplicating Parameters
	Extendable / Table 7.5.4.3-3
	Not Applicable

	106
	Activate Predefined Rules 
	Variable Length / Subclause 8.2.72
	Not Applicable

	107
	Deactivate Predefined Rules 
	Variable Length / Subclause 8.2.73
	Not Applicable

	108
	FAR ID
	Extendable / Subclause 8.2.74
	4

	109
	QER ID
	Extendable / Subclause 8.2.75
	4

	110
	OCI Flags
	Extendable / Subclause 8.2.76
	1

	111
	Sx Association Release Request
	Extendable / Subclause 8.2.77
	1

	112
	Graceful Release Period
	Extendable / Subclause 8.2.78
	1

	113
	PDN Type
	Extendable / Subclause 8.2.79
	1

	114
	Failed Rule ID
	Extendable / Subclause 8.2.80
	p-4

	115
	Time Quota Mechanism
	Extendable / Subclause 8.2.81
	5

	116
	User Plane IP Resource Information
	Extendable / Subclause 8.2.82
	l+1-4

	117
	User Plane Inactivity Timer
	Extendable /Subclause 8.2.83
	4

	118
	Aggregated URRs
	Extendable / Table 7.5.2.4-2
	Not Applicable

	119
	Multiplier
	Fixed / Subclause 8.2.84
	12

	120
	Aggregated URR ID
	Fixed / Subclause 8.2.85
	4

	121
	Subsequent Volume Quota
	Extendable / Subclause 8.2.86
	q+7-4

	122
	Subsequent Time Quota
	Extendable / Subclause 8.2.87
	4

	123
	Reserved
	
	

	124
	Reserved
	
	

	125
	Query URR Reference
	Extendable / Subclause 8.2.90
	4

	126
	Additional Usage Reports Information
	Extendable / Subclause 8.2.91
	2

	127
	Create Traffic Endpoint
	Extendable / Table 7.5.2.7
	Not Applicable

	128
	Created Traffic Endpoint
	Extendable / Table 7.5.3.5
	Not Applicable

	129
	Update Traffic Endpoint
	Extendable / Table 7.5.4.13
	Not Applicable

	130
	Remove Traffic Endpoint
	Extendable / Table 7.5.4.14
	Not Applicable

	131
	Traffic Endpoint ID
	Extendable / Subclause 8.2.92
	1

	yy
	SxURRReq-Flags
	Extendable / Subclause 8.2.xx
	1

	zz132 to 65535
	Spare. For future use.
	
	



* * * Next Change * * * *
[bookmark: _Hlk517969793]8.2.xx	SxURRReq-Flags
The URRReq-Flags IE indicates flags is applicable to the Sx Session Modification Request message. It is used to control a query to a URR. It shall be encoded as shown in Figure 8.2.xx-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1 to 2
	Type = yy (decimal)
	

	
	3 to 4
	Length = n 
	

	
	5
	Spare
	RUNRC
	

	
	6 to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.2.xx-1: SxURRReq-Flags
The following bits within Octet 5 shall indicate:
-	Bit 1 – RUNRC (Report the Usage but Not Reset the Counter): if this bit is set to 1, it indicates that the UP function shall generate a immediate usage report but continue with the measurement for the corresponding URR without resetting the usage count.
-	Bit 2 to 8 – Spare, for future use, shall be set to 0 by the sender and discarded by the receiver.

* * * End of Changes * * * *


image1.emf
Table 5.2.3.10 .2.1 : Triggers for PGW - CDR charging   information addition for List of Traffic Volumes when  charging per IP - CAN session is active  

Trigger Conditions  Description/Behaviour  

End of dedicated bearer  in P - GW  The end of a dedicated bearer in P - GW shall result that open "List of Traffic Data Volume s"  containers for the dedicated bearer are closed and added to the CDR.  

Serving node change  A serving node (e.g., SGSN/S - GW/ePDG /TWAG ) change in the P - GW shall result that all open  "List of Traffic Data Volumes" containers are closed and added to the CDR.   New containers are  opened for each bearer.  

QoS Change  A change in the QoS shall result that open "List of Traffic Data Volumes" containers for the  effected bearer being closed and added to the CDR and new IP - CAN bearer specific container  is opened if the   IP - CAN bearer is still active.  

Tariff Time Change  On reaching the Tariff Time Change open "List of Traffic Data Volumes" containers shall be  closed and added to the CDR.  

User Location Change  A change in the User Location Info ( e.g. ECGI, TAI, RAI, SAI o r CGI)  shall result that open "List  of Traffic Data Volumes" containers being closed and added to the CDR, if location reporting is  required, and a report of User Location Change is received.  

User CSG Information  change  A change in the User CSG info (e.g.   CSG ID,  access mode  or   CSG membership indication )  shall result that open  " List of Traffic Data Volumes "   containers  being closed and added to the  CDR , if CSG information reporting is required, and a report of User CSG information change is  received.  

Chang e of UE presence  in Presence Reporting  Area  A change of UE presence in Presence Reporting Area (s)   shall result that open "List of Traffic  Data Volumes" containers being closed and added to the CDR, if such reporting is required,  and a report that user ent e rs/leaves the area  or   the Presence Reporting Area(s) is set to  inactive by the serving node are     received .  

Addition of access   to a  PDN connection  New SGSN/S - GW/ePDG/TWAG address is added to data for the IP - CAN bearer in the CDR.  

Removal of access from  a  multi - access PDN  connection  The counters and time stamps for the IP - C AN bearers of the removed access are closed and  resulting container s   added to CDR  

Access of a  multi - access PDN connection   becomes unusable  The counters and time stamps for the IP - CAN bea rers of the unusable access are closed and  resulting containers added to the CDR .  

Traffic volume report  A "List of Traffic  Data  Volumes" container for an IP - CAN bearer shall be added when:   -   expiry of time limit per IP - CAN bearer;   -   expiry of data volume  limit per IP - CAN bearer.  

CDR Closure  Open "List of Traffic Data Volumes" containers shall be closed and added to the PGW - CDR.  

 


image2.emf
Table 5.2.3.10 .2.2 : Triggers for PGW - CDR charging information addition   for "List of Service Data" when charging  per IP - CAN session is active  

Trigger Conditions  Description/Behaviour  

IP - CAN bearer  modification except QoS  change  A change of IP - CAN bearer conditions (e.g. SGSN/S - GW/ePDG /TWAG   change, user location change,   user  CSG information change , change in UE presence in Presence Reporting Area ) shall result in a set of  "List of Service Data" containers, i.e. all active service data flow containers, being added to the CDR as  described in clause 5.2.1.10.2.   In a tight interwo rking between online and offline charging the specified  quota re - authorisation triggers  armed by OCS are supported.  

Tariff Time Change  On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active service data  flow contain ers, shall be added to the CDR.   In a tight interworking between online and offline charging the  Debit / Reserve Units   tariff time change  from OCS is supported.  

ASR or Failure   Handling  procedure triggering  When the  Debit / Reserve Units  session is terminat ed with ASR or Failure   Handling mechanism is  triggered a  " List of Service Data ' ” , i.e. all active service data flow containers shall be added to the CDR.   The causes are only relevant in case of simultaneously usage of an active  Debit / Reserve Units   sessio n.  

Service data flow report  In case of independent online and offline charging a "List of Service Data" container for the service data  flow shall be added when:   -   expiry of time limit per rating group;   -   expiry of volume limit per rating group;    -   expiry  of unit or data event limit per rating group;     -   access change of service data flow   and all service data flows for the rating group,   combination of rating group and service identifier, or combination of rating group, sponsor identity and  application servi ce provider identity are moved from one access to another ;   -   termination of service data flow and this is the last service data flow for the rating group or  combination of rating group and service identifier , or combination of rating group, sponsor identit y and  application service provider identity .  

In case of tight interworking online and offline charging a "List of Service Data" container for the service  data flow shall be added when:   -   time threshold reached;   -   volume threshold reached;    -   unit thresho ld reached;   -   time quota exhausted;   -   volume quota exhausted;   -   unit quota exhausted;     -   expiry of quota validity time;     -   access change of service data flow;   -   termination of service data flow:   -   re - authorization request by OCS.  

CDR Closure  All active "L ist of Service Data" containers shall be added to the PGW - CDR .       Note:    The trigger condition is a common value that has to be used for CDR closure together with  detailed reason.  
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Table  5.2.3.10 .3.1 : Triggers for PGW - CDR closure  

Closure Conditions  Description/Behaviour  

End of IP - CAN session within the  P - GW  Deactivation of the IP - CAN session in the P - GW shall result in the CDR being closed. The trigger  condition covers:   -   termination of l ast IP - CAN bearer for the IP - CAN session;   -   any abnormal release.  

Partial Record Reason  OAM&P   reasons permit the closure of the CDR for internal reasons.    The trigger condition covers:   -   data volume limit per IP - CAN session;   -   time (duration) limit for ke eping a CDR open;   -   data event limit per IP - CAN session;   -   maximum number of charging condition changes;   -   management intervention;   -   APN - AMBR change;   -   MS time zone change;   -   PLMN change;   -   radio access technology change (RAT Type).  

 


