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1. Introduction
In CT4#82 the following Editor's Note was added in TS 29.518
Editor's Note:
Returning the immediate event report in the POST response body needs further analysis.

The reason for adding this was that it was felt that further analysis on the following aspects is required

1. An NF Service Consumer that is subscribing for event notifications, would typically expect the notifications to be delivered on the callback URI. Hence returning the immediate event report in the subscription response (POST response body) may be outside the expected path.

2. If the subscribed event occurs in quick succession more than once, it may happen that the first event report sent in the POST response body may reach the NF Service consumer later than the subsequent event report sent as a notification (since the POST response and the explicit event notification happen on 2 different TCP connections and the ordering of data across TCP connections cant be guaranteed).

This paper provides an analysis of the options and proposes a way forward to resolve the editor's note.
2. Reason for Change
It should be noted that in TS 23.502, the following description exists.

5.2.2.3.2
Namf_EventExposure_Subscribe service operation

Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe or modify event(s) for one UE, group of UE(s) or any UE.

Input, Required: NF ID, UE(s) ID (SUPI or IMSI-Group Identifier), Event Filters with Event ID(s).

Input, Optional: Immediate one time notification flag, reporting options (One-time reporting, Maximum Number of Reports or Monitoring Duration for Monitoring Events), Event co-relation ID (required for modification).
Output, Required: Event co-relation ID.
Output, Optional: First corresponding monitoring event report is included, if corresponding information is available at the reception of the subscription request of the monitoring event (e.g. One Time reporting).

The reason why stage 2 included the above highlighted part is allow the NF service consumer to request the NF service provider to provide the current status of the event subscribed. For example, if the NF service consumer wants to subscribe for RAT type change notification, it may also want to know the current RAT type. Since "notifications" are typically sent when the event occurs but not if the event has already occurred, it was mentioned in stage 2 to provide the already available state in the subscription response.

Hence it is beneficial to return the already happened event / current state in POST response body and keep the notification callback URI only for reporting events as and when they occur. This way the NF service consumer would be able to easily distinguish between "current state" vs events that occur later. 

With that separation, even if the case /2/ mentioned in the introduction part were to happen, the NF service consumer can treat the event notifications as ongoing occurring events / changes (even if they are received before the POST response). The event information received in POST response body shall be treated by the NF service consumer as the state of the NF service producer at the time of receiving event subscription only and the NF service consumer shall override that with whatever event notifications received later as the latest event status.
In summary, it is proposed 

1. To specify returning of already available event in POST response body.

2. Normatively specify the NF Service Consumer's behavior upon receiving the already available event in POST response body.

3. Remove the editor's note.

4. Though stage 2 describes the input flag as " Immediate one time notification flag" it is better to decouple "immediate reporting" from one-time or continuous reporting. Immediate reporting can happen even for continuous reporting case, where the immediate report carries the current event value / state whereas subsequent events will report any change from current state. For one time reporting, if immediate reporting is applied, then there is no subsequent notification. 
5. Correspondingly the "immediateFlag" is introduced as a Boolean parameter.
6. In clause 6.2.6.2.6, the sentence - ". If not present, CONTINUOUS reporting is applied." Is not correct. The attribute is marked "Mandatory". So saying "if not present" does not apply. Hence removed the statement.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.518v0.4.0.
* * * First Change * * * *

5.3.2 
Service Operations

This subclause will include a description of the different service operations supported by the service. For RESTful service operations, the service operations depict the resources and the methods they support.
5.3.2.1
Introduction

This subclause will contain a generic introduction of the service operations described in the following subclauses.

5.3.2.2 
Subscribe

5.3.2.2.1
General

The Service Operation is used by a NF Service Consumer (e.g. NEF) to subscribe to an event(s) for one UE, group of UE(s) or any UE.
5.3.2.2.2
Creation of a subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needs to create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE. 
The NF Service Consumer shall request to create a new subscription by using HTTP method POST with the following URI. 

The URI: "{apiRoot}/namf_evts/v1/subscriptions"

The NF Service Consumer may include the following information in the HTTP message body: 

-
NF ID

-
UE(s) Identification (one UE ID, identification for a group of UE(s), any UE)
-
Event Filters with Event Id(s), Immediate one time notification flag, reporting options (e.g. Maximum Number of Reports or Monitoring Duration).
Editor's Note 1: Possible additional parameters are FFS.

Editor's Note 2: Some parameters above require further clarification.

The NF Service Consumer shall also include a Notification URL in the message body. 
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Figure 5.3.2.2.2-1 Subscribe for Creation

1.
The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The payload body of the POST request shall contain a representation of the individual subscription resource to be created.

2.
If the request is accepted, the AMF shall include a HTTP Location header to provide the location of a newly created resource (subscription) together with the status code 201 indicating the requested resource is created in the response message. If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the events subscribed, if available (e.g current location information is included if the subscribed event is LOCATION_REPORT). If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the current status of the events subscribed in the response, then the AMF shall not do any subsequent event notification for the events given in the AmfCreateEventSubscription parameter. 
Editor's Note 3: the description of failure cases is FFS.


* * * Next Change * * * *

6.2.6.2
Structured data types

6.2.6.2.1
Introduction

This subclause defines the structures to be used in resource representations.

6.2.6.2.2
Type: AmfEventSubscription

Table 6.2.6.2.2-1: Definition of type AmfEventSubscription

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE)

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE)

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier (NOTE)

	pei
	Pei
	C
	0..1
	Permanent Equipment Identifier (NOTE)

	anyUE
	boolean
	C
	0..1
	Identifies whether the subscription is applied to any UE or not. Default value "FALSE" is used, if not present (NOTE)

	notifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by AMF for this subscription

	events
	AmfEvent
	M
	1..n
	Describes the events to be subscribed for this subscription.

	NOTE: 
Either information about a single UE (i.e. SUPI, GPSI, PEI) or groupId, or anyUE set to "TRUE" shall be included.


Editor's Note:
The presence and cardinality requirements for the attributes are FFS.

6.2.6.2.3
Type: AmfEvent

Table 6.2.6.2.3-1: Definition of type AmfEvent

	Attribute name
	Data type
	P
	Cardinality
	Description

	type
	AmfEventType
	M
	1
	Describes the AMF event type to be reported

	options
	AmfEventOptions
	M
	1
	Describes how the reports of the event to be generated.

	immediateFlag
	Boolean
	O
	0..1
	Indicates if an immediate event report in the subscription response indicating current value / status of the event is required or not. If the flag is not present then immediate reporting shall not be done.

	area
	AmfEventArea
	O
	0..1
	Identifiers the area to be applied to PRESENT_IN_AOI_REPORT and UES_IN_AREA_REPORT event types.

	locationFilters
	LocationFilter
	O
	0..n
	Describes the filters to be applied for LOCATION_REPORT event type.

	subscribedDataFilters
	SubscribedDataFilter
	O
	0..n
	Describes the filters to be applied for SUBSCRIBED_DATA_REPORT event type.


6.2.6.2.4
Type: AmfEventNotification

 Table 6.2.6.2.4-1: Definition of type AmfEventNotification

	Attribute name
	Data type
	P
	Cardinality
	Description

	subscriptionId
	string
	M
	1
	Indicates which subscription generated event notificaiton. 

This parameter is generated by AMF and returned in "Location" header in HTTP responses. This can be useful if a NF use a common call-back URI for multiple subscriptions.

	reports
	AmfEventReport
	M
	1..n
	Represents the event reports to be delivered.


6.2.6.2.5
Type: AmfEventReport

 Table 6.2.6.2.5-1: Definition of type AmfEventReport

	Attribute name
	Data type
	P
	Cardinality
	Description

	type
	AmfEventType
	M
	1
	Describes the type of the event which triggers the report

	state
	AmfEventState
	M
	1
	Describes the state of the event which triggered the report

	supi
	Supi
	C
	0..1
	Describes the UE associated to the report (NOTE)

	gpsi
	Gpsi
	C
	0..1
	Describes the UE associated to the report (NOTE)

	pei
	Pei
	C
	0..1
	Describes the UE associated to the report (NOTE)

	location
	UeLocation
	O
	0..1
	Represents the location information of the UE

	presence
	PresenceState
	O
	0..1
	Represents the presence state of the UE to a specified area of interest.

	timezone
	Timezone
	O
	0..1
	Describes the time zone of the UE

	accessTypes
	AccessType
	O
	0..n
	Describes the access type(s) of the UE

	rmInfos
	RmInfo
	O
	0..n
	Describes the registration management state of the UE

	cmInfos
	CmInfo
	O
	0..n
	Describes the connectivity state of the UE

	reachability
	UeReachability
	O
	0..1
	Describes the reachability of the UE

	subscribedData
	SubscribedData
	O
	0..1
	Represents the subscribed data of the UE received from UDM

	commFailure
	CommunicationFailure
	O
	0..1
	Describes a communication failure for the UE.

	numberOfUes
	Integer
	O
	0..1
	Represents the number of UEs in the specified area

	area
	AmfEventArea
	O
	0..1
	Represents the specified Area, when event type is 

	NOTE:      If single UE is identified in subscribed event, the same UE identifier shall be in the report; If group of UEs are identified or anyUE is set to "TRUE" in the subscribed event, SUPI should be used UE identifier in report. UE identifier shall not be present in report for UES_IN_AREA_REPORT event type.


6.2.6.2.6
Type: AmfEventOptions

 Table 6.2.6.2.6-1: Definition of type AmfEventOptions

	Attribute name
	Data type
	P
	Cardinality
	Description

	trigger
	AmfEventTrigger
	M
	1
	Describes how the reports are triggered. 

	maxReports
	Integer
	O
	0..1
	Describes the maximum number of reports can be generated by the subscribed event. If not present, there is no limit.

	duration
	DurationSec
	O
	0..1
	Describes the maximum duration after which the subscribed event shall stop generating report. If not present, the subscribed event shall continue generating reports until it is unsubscribed.


6.2.6.2.7
Type: AmfEventState

 Table 6.2.6.2.7-1: Definition of type AmfEventState

	Attribute name
	Data type
	P
	Cardinality
	Description

	active
	boolean
	M
	1
	Represents the active state of the subscribe event. "TRUE" value indicates the event will continue generating reports; "FALSE" value indicates the event will not generate further report.

	remainReports
	Integer
	O
	0..1
	Represents the number of remain reports to be generated by the subscribed event.

	remainDuration
	DurationSec
	O
	0..1
	Represents how long the subscribed event will continue generating reports.


6.2.6.2.8
Type: UeLocation

 Table 6.2.6.2.8-1: Definition of type UeLocation

	Attribute name
	Data type
	P
	Cardinality
	Description

	tai
	Tai
	O
	0..1
	Describes the Tracking Area for the UE

	cellId
	CellId
	O
	0..1
	Describes the used Cell for the UE

	n3Iwf
	N3IwfIndentifier
	O
	0..1
	Describes the N3IWF node serving the UE

	ueIpv4
	Ipv4Address
	O
	0..1
	Describes the ipv4 address used by the UE for non-3GPP access

	ueIpv6
	Ipv6Address
	O
	0..1
	Describes the ipv6 address prefix used by the UE for non-3GPP access

	udpPort
	Integer
	O
	0..1
	Describes the local UDP port used by the UE for non-3GPP access


6.2.6.2.9
Type: RmInfo

 Table 6.2.6.2.9-1: Definition of type RmInfo

	Attribute name
	Data type
	P
	Cardinality
	Description

	rmState
	RmState
	M
	1
	Describes the registration management state of the UE

	accessType
	AccessType
	M
	1
	Describes the access type of the UE that applies to the registration management state reported.


6.2.6.2.10
Type: CmInfo

 Table 6.2.6.2.10-1: Definition of type CmInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	cmState
	CmState
	M
	1
	Describes the Connectivity management state of the UE

	accessType
	AccessType
	M
	1
	Describes the access type of the UE that applies to the Connectivity management state reported.


6.2.6.2.11
Type: SubscribedData

 Table 6.2.6.2.11-1: Definition of type SubscribedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	sari
	Sari
	O
	0..1
	Represents the Service Area Restriction Information data of the UE received from UDM

	rfspIndex
	RfspIndex
	O
	0..1
	Represents the RFSP Index of the UE received from UDM


6.2.6.2.12
Type: CommunicationFailure

 Table 6.2.6.2.12-1: Definition of type CommunicationFailure

	Attribute name
	Data type
	P
	Cardinality
	Description

	nasReleaseCode
	FFS
	O
	0..1
	Describes the NAS release code for the communication failure

	ranReleaseCode
	FFS
	O
	0..1
	Describes the RAN release code for the communication failure


6.2.6.2.13
Type: AmfCreateEventSubscription
Table 6.2.6.2.13-1: Definition of type AmfCreateEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscription
	AmfEventSubscription
	M
	1
	Represents the AMF Event Subscription resource to be created.


6.2.6.2.14
Type: AmfCreatedEventSubscription
Table 6.2.6.2.14-1: Definition of type AmfCreatedEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscription
	AmfEventSubscription
	M
	1
	Represents the newly created AMF Event Subscription resource.

	reports
	AmfEventReport
	O
	0..n
	Represents the immediate event reports (i.e the current value / status of the events subscribed), if available.



6.2.6.2.15
Type: AmfUpdateEventSubscription
Table 6.2.6.2.15-1: Definition of type AmfUpdateEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	FFS
	
	
	
	


6.2.6.2.16
Type: AmfUpdatedEventSubscription
Table 6.2.6.2.16-1: Definition of type AmfUpdatedEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description

	subscription
	AmfEventSubscription
	M
	1
	Represents the updated AMF Event Subscription resource.


6.2.6.2.17
Type: AmfEventArea
Table 6.2.6.2.17-1: Definition of type AmfEventArea
	Attribute name
	Data type
	P
	Cardinality
	Description

	trackingAreas
	Tai
	C
	0..n
	Represents the list of tracking areas that consist the area (NOTE)

	areaId
	FFS
	C
	0..1
	Represents an identifier to the specified area (NOTE)

	ladn
	string
	C
	0..1
	Represents the area(s) supports Local Access Data Network (NOTE)

	NOTE: 
An area is defined by a list of TAIs, or by an area identifier, or LADN identification.


* * * End of Changes * * * *

_1578397225.vsd
NF Service Consumer


AMF


1. POST .../subscriptions (AmfEventSubscriptionData)


2. 201 Created (AmfEventSubscriptionData, AmfEventReport)



_1579950499.vsd
NF Service Consumer


AMF


1. POST .../subscriptions (AmfCreateEventSubscription)


2. 201 Created (AmfCreatedEventSubscription (with optional event report))



