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1. Introduction
It has been agreed to support multipart messages over N11 and corresponding requirements have been specified in TS 29.502. It has also been agreed to support N1 SM containers over N16. The following aspects are still open:

1) whether multipart messages should be supported over N16;

2) whether Base64 encoding should also be supported over N11 as a possible alternative encoding, e.g. when signalling shorter N1 or N2 SM information;

3) how to define the cross-reference from a JSON body part to a binary body part;
Besides, N1 and N2 SM IEs in the message tables of TS 29.502 all refer to the N1SmContainer data type defined as Base64 encoded string, which is incorrect when using binary body parts. 
2. Reason for Change
1) Support of Multipart messages was agreed for large opaque binary payloads, primarily to:

· avoid the processing overhead of encoding and decoding the binary payload into Base64 encoded strings at both sides of the SBI (in Json, binary objects would otherwise get Base64 formatted)

NOTE:  Base64 encoding also results in an increase of 1/3 of the size of the encoded payload.
· separate and make visible at HTTP level the separation of data interpreted or not by the NF Service Consumer. 

For the above reasons, it was agreed to pass N1 SM messages and N2 SM Information over N11 in a binary body part, that the AMF is only relaying between the UE or RAN and the SMF.
As it was recognized in TR 29.891, N1 SM Information over N11 may consist of large payloads:
The 5GC presents several use cases, which may require to transfer one or more large opaque binary payloads over certain service based interfaces:  

-
N1 SM payload over N11, encoded in binary TLV format as specified in 3GPP TS 24.501 [73], e.g. 

-
a PDU Session Establishment Request or Accept message can contain several tens of octets, depending on the size of parameters such as the DNN (2-100), QoS Rules (2-65537), ePCO (4-65538); 

Few N1 SM messages are shown below, from TS 24.501 v0.3.1:
Table 8.3.1.1.1: PDU SESSION ESTABLISHMENT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT REQUEST message identity
	Message type

9.7
	M
	V
	1

	9-
	PDU session type
	PDU session type

9.8.4.5
	O
	TV
	1

	A-
	SSC mode
	SSC mode

9.8.4.9
	O
	TV
	1

	28
	5GSM capability
	5GSM capability

9.8.4.10
	O
	TLV
	3-15

	yz
	SM PDU DN request container
	SM PDU DN request container

9.8.4.8
	O
	TBD
	TBD

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538


Table 8.3.2.1.1: PDU SESSION ESTABLISHMENT ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION ESTABLISHMENT ACCEPT message identity
	Message type

9.7
	M
	V
	1

	
	Selected PDU session type
	PDU session type

9.8.4.5
	M
	V
	1/2

	
	Selected SSC mode
	SSC mode

9.8.4.9
	M
	V
	1/2

	
	DNN
	DNN

9.8.3.13
	M
	LV
	2-TBD

	
	Authorized QoS rules
	QoS rules

9.8.4.6
	M
	LV-E
	2-65537

	
	Session AMBR
	Session-AMBR

9.8.4.7
	M
	LV
	TBD

	73
	5GSM cause
	5GSM cause

9.8.4.1
	O
	TV
	2

	29
	PDU address
	PDU address

9.8.4.4
	O
	TLV
	7

	78
	EAP message
	EAP message

9.8.3.14
	O
	TLV-E
	7-1503

	74
	RQ timer value
	GPRS timer

9.8.4.3
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538

	22
	S-NSSAI
	S-NSSAI

9.8.3.37
	O
	TLV
	3-6


Table 8.3.4.1.1: PDU SESSION AUTHENTICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION COMMAND message identity
	Message type

9.7
	M
	V
	1

	78
	EAP message
	EAP message

9.8.3.14
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538


Table 8.3.5.1.1: PDU SESSION AUTHENTICATION ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION AUTHENTICATION COMPLETE message identity
	Message type

9.7
	M
	V
	1

	78
	EAP message
	EAP message

9.8.3.14
	O
	TLV-E
	7-1503

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538


Table 8.3.6.1.1: PDU SESSION MODIFICATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION REQUEST message identity
	Message type

9.7
	M
	V
	1

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538

	7A
	Requested QoS rules
	QoS rules

9.8.4.6
	O
	TLV-E
	3-65538


Table 8.3.8.1.1: PDU SESSION MODIFICATION COMMAND message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator

9.2
	M
	V
	1

	
	PDU session ID
	PDU session identity

9.4
	M
	V
	1

	
	PTI
	Procedure transaction identity

9.6
	M
	V
	1

	
	PDU SESSION MODIFICATION COMMAND message identity
	Message type

9.7
	M
	V
	1

	73
	5GSM cause
	5GSM cause

9.8.4.1
	O
	TV
	2

	7B
	Authorized QoS rules
	QoS rules

9.8.4.6
	O
	TLV-E
	3-65538

	2A
	Session AMBR
	Session-AMBR

9.8.4.7
	O
	TLV
	8

	75
	PDU session release time
	GPRS timer

9.8.4.3
	O
	TV
	2

	7B
	Extended protocol configuration options
	Extended protocol configuration options

9.8.4.2
	O
	TLV-E
	4-65538


Note that the new ePCO IE was recently defined for EPC (as the information to pass could exceed the 255 bytes permitted by the PCO), and that to support mobility of PDU sessions between EPS and 5GS, the ePCO content needs to be expanded in Rel-15 to contain additional information, e.g. mapped EPS QoS parameters and TFTs for PDU sessions established in 5GS.
For HR PDU sessions, there is NAS SM information that the V-SMF and H-SMF need to interpret, and NAS SM information that the V-SMF only needs to transfer between the UE and H-SMF but which it does not need to interpret. It has been agreed and specified in subclause 5.2.3 of TS 29.502 that NAS SM Information that does not need to be interpreted but only relayed between the UE and H-SMF will be conveyed in an N1 SM container over N16. This has been modelled in the JSON attributes n1SmInfoFromUe and n1SmInfoToUe. Likewise, N1 SM information that is not known by the V-SMF is transferred towards the H-SMF in another N1 SM container modelled as an unknownN1SmInfo attribute. 
Most of the IEs with a large size (e.g. ePCO, Requested QoS rules, EAP messages) need to be transferred transparently between the UE and H-SMF for a HR PDU session. 
It is proposed to use Multipart messages over N16 to transfer in a binary body part N1 SM Information not interpreted by the V-SMF but only relayed between the UE and H-SMF, for the same reasons which led CT4 to use multipart messages over N11: 
· potentially large opaque binary payloads, 
· avoid the processing overhead of encoding and decoding the binary payload into Base64 encoded strings at both sides of the SBI, 

· separate and make visible at HTTP level the separation of data interpreted by the V-SMF from data that is only transferred (w/o being interpreted) between the UE and H-SMF.
Note that the N1 SM information over N11 and N16 is not of the same kind: this is a full NAS SM message over N11, but a set of NAS SM IEs over N16. However, all refer to N1 SM information (TS 24.501) and so can use the same media type (vnd.3gpp.5gnas).

The same approach is proposed for the unknownN1SmInfo from V-SMF to H-SMF, i.e. use a separate binary body part (meaning an HTTP message over N16 may include 2 binary body parts).
Proposal 1: It is proposed to use multipart messages over N16 to transfer NAS SM information only relayed by the V-SMF between the UE and H-SMF, and unknown NAS SM information forwarded to the H-SMF.
2) The size of the N1 or N2 SM information can vary a lot depending on the scenarios, messages or IEs, and used functionalities. The binary payload to pass may happen to be very short in some cases, and even much smaller than the extra overhead brought by the multipart messages' headers, boundaries or JSON cross-referencing (~100 octets).
To keep a clear separation at the HTTP level of the different sets of data in the messages, regardless of the binary payload size, to avoid having different options to pass the same information over N11 and N16, and since the size of messages is less a concern for CN internal interfaces, it is proposed to always encode in a binary body part (i.e. always use multipart message) N1/N2 information defined as Binary Data (in subclause 6.1.6.4 of TS 29.502) and therefore not define an alternative option that would allow to pass the same information in the JSON body as a Base64 encoded string.
Proposal 2: It is proposed to only allow encoding N1/N2 information that is defined as Binary Data in binary data part in a multipart message (i.e. not allow an alternative Base64 encoded string).
3) It has been agreed and specified that the JSON part shall refer to the value of the Content-ID header of the binary body part. It is proposed to define a new data type "RefToBinaryData" as follows:

Definition of type RefToBinaryData
	Attribute name
	Data type
	P
	Cardinality
	Description

	contentId
	String
	1
	M
	This IE shall contain the value of the Content-ID header of the referenced binary body part.


Multipart messages shall contain one attribute with this Data Type in the JSON payload. 
Proposal 3: It is proposed to define a RefToBinaryData data type to be used for referencing a binary body part from the JSON payload.
4) It is proposed to define the following attributes over N11 and N16 with the RefToBinaryData type.
-
n1SmMsg & n2SmInfo over N11, 
-
n1SmInfoFromUe, n1SmInfoToUe, unknownN1SmInfo over N16 

Proposal 4: It is proposed to define n1SmMsg, n2SmInfo, n1SmInfoFromUe, n1SmInfoToUe and unknownN1SmInfo with the RefToBinaryData type.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 29.502 v0.4.0.
* * * First Change * * * *

5.2.3.1
Transfer of NAS SM information between UE and H-SMF for Home Routed PDU sessions

5.2.3.1.1
General

As specified in subclause 4.3.1 of 3GPP TS 23.502 [3], for Home Routed PDU sessions, there is NAS SM information that the V-SMF and H-SMF need to interpret, and NAS SM information that the V-SMF only needs to transfer between the UE and H-SMF but which it does not need to interpret.

NAS SM information that only needs to be transferred between the UE and H-SMF by the V-SMF can be extended in later versions or releases of the NAS specification, e.g. defining new fields or values within existing IEs, and the extensions should not impact the V-SMF.

Besides, in HR roaming scenarios, the V-SMF and H-SMF can comply to different versions or releases of the NAS specification. It should be possible to support new SM features only requiring support from the H-SMF without impacting the V-SMF, when the H-SMF complies with a more recent release than the V-SMF, e.g. defining new NAS SM IEs in signalling from the UE to the H-SMF and/or signalling from the H-SMF to the UE.

5.2.3.1.2
V-SMF Behaviour

The V-SMF shall transfer NAS SM information that it only needs to transfer to the H-SMF in n1SmInfoFromUe binary data within the HTTP payload. This carries N1 SM IE(s), encoded as specified in 3GPP TS 24.501 [7], including the Type and Length fields. 

NOTE 1:
N1 SM IEs defined without a Type or Length field need to be defined over N16 as specific IEs.

The V-SMF shall transfer NAS SM information that it does not comprehend (i.e. unknown IEs or IEs with an unknown value not set to "reserved" according to the release to which the V-SMF complies) in unknownN1SmInfo binary data within the HTTP payload. This carries N1 SM IE(s), encoded as specified in 3GPP TS 24.501 [7], including the Type and Length fields. 

When receiving n1SmInfoToUe binary data in the HTTP payload from the H-SMF, the V-SMF shall parse all the N1 SM IEs received in the binary data and construct the NAS SM message to the UE according to 3GPP TS 24.501 [7]. The V-SMF shall append unknown NAS SM IEs received in the binary data at the end of the NAS SM message it sends to the UE.

NOTE 2:
The V-SMF can infer the length of an unknown IE based on the IEI value. See subclause 11.2.4 of 3GPP TS 24.007 [8]. 
The V-SMF shall comprehend, and be able to encode at their right place in a given NAS message, all the IEs of the version of the NAS specification it implements that do not need to be interpreted by the V-SMF and which precede the last interpreted IE that the V-SMF implements in a NAS message.

NOTE 3:
The V-SMF encodes comprehended IEs at their right place in the NAS SM message  

5.2.3.1.3
H-SMF Behaviour

When receiving unknownN1SmInfo binary data in the HTTP payload from the V-SMF, the H-SMF shall process any N1 SM IE received in this binary data that do not require to be interpreted by the V-SMF. Other N1 SM IEs shall be dropped, e.g. IEs that the H-SMF comprehends but which require to be interpreted by the V-SMF. 

The H-SMF shall transfer NAS SM information which the V-SMF does not need to interpret (i.e. that it only needs to transfer to the UE) in n1SmInfoToUe binary data within the HTTP payload. Thiscarries N1 SM IE(s), encoded as specified in 3GPP TS 24.501 [7], including the Type and Length fields. 

NOTE 1:
N1 SM IEs defined without a Type or Length field need to be defined over N16 as specific IEs.

The NAS SM IEs in n1SmInfoToUe binary data shall be encoded in the same order as specified in 3GPP TS 24.501 [7].

N1 SM information which does not require to be interpreted by the V-SMF is information that is not defined as specific IEs over N16.

* * * Next Change * * * *

6.1.2.2.2
Content type 

The JSON format shall be supported. The use of the JSON format (IETF RFC 8259 [11]) shall be signalled by the content type "application/json". See also subclause 5.4 of 3GPP TS 29.500 [4].

Multipart messages shall also be supported (see subclause 6.1.2.4) using the content type "multipart/related", comprising:

-
one JSON body part with the "application/json" content type; and 

-
one or two binary body parts with 3gpp vendor specific content subtypes.  

The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.

Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes 
	content subtype
	Description

	vnd.3gpp.ngap
	Binary encoded payload, encoding NG Application Protocol (NGAP) IEs, as specified in subclause 9.4 of 3GPP TS 38.413 [9] (ASN.1 encoded).

	vnd.3gpp.5gnas
	Binary encoded payload, encoding a 5GS NAS message or 5G NAS IEs, as specified in 3GPP TS 24.501 [7].  

	NOTE: 
Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON payload. 


See subclause 6.1.2.4 for the binary payloads supported in the binary body part of multipart messages.

* * * Next Change * * * *

6.1.2.4
HTTP multipart messages
HTTP multipart messages shall be supported, to transfer opaque N1 and/or N2 SM payloads, in the following service operations (and HTTP messages):

-
Create SM Context Request and Response (POST);

-
Update SM Context Request and Response (PATCH);

-
Create Request and Response (POST);

-
Update Request and Response (PATCH for V-SMF initiated update, POST(modify) for H-SMF initiated update).

HTTP multipart messages shall include one JSON body part and one or two binary body parts comprising: 
-
an N1 SM payload, an N2 SM payload or both, over N11 (see subclause 6.1.6.4);

-
one or two N1 SM payloads, over N26 (see subclause 6.1.6.4).

The JSON body part shall be the "root" body part of the multipart message. It shall be encoded as the first body part of the multipart message. The "Start" parameter does not need to be included.

The multipart message shall include a "type" parameter (see IETF RFC 2387 [10]) specifying the media type of the root body part, i.e. "application/json".

NOTE:
The "root" body part (or "root" object) is the first body part the application processes when receiving a multipart/related message, see IETF RFC 2387 [10]. The default root is the first body within the multipart/related message. The "Start" parameter indicates the root body part, e.g. when this is not the first body part in the message. 

For each binary body part in a HTTP multipart message, the binary body part shall include a Content-ID header (see IETF RFC 2045 [12]), and the JSON body part shall include an attribute, defined with the RefToBinaryData type, that contains the value of the Content-ID header field of the referenced binary body part.

Examples of multipart/related messages can be found in Annex B. 

* * * Next Change * * * *

6.1.6
Data Model

6.1.6.1
General

This subclause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nsmf service based interface protocol.

Table 6.1.6.1-1: Nsmf specific Data Types
	Data type
	Section defined
	Description

	SmContextCreateData
	6.1.6.2.2
	Information within Create SM Context Request

	SmContextCreatedData
	6.1.6.2.3
	Information within Create SM Context Response

	SmContextUpdateData
	6.1.6.2.4
	Information within Update SM Context Request

	SmContextUpdatedData
	6.1.6.2.5
	Information within Update SM Context Response

	SmContextReleaseData
	6.1.6.2.6
	Information within Release SM Context Request

	SmContextReleasedData
	6.1.6.2.7
	Information within Release SM Context Response

	SmContextStatusNotification
	6.1.6.2.8
	Information within Notify SM Context Status Request

	PduSessionCreateData
	6.1.6.2.9
	Information within Create Request

	PduSessionCreatedData
	6.1.6.2.10
	Information within Create Response

	HsmfUpdateData
	6.1.6.2.11
	Information within Update Request towards H-SMF

	HsmfUpdatedData
	6.1.6.2.12
	Information within Update Response from H-SMF

	ReleaseData
	6.1.6.2.13
	Information within Release Request

	ReleasedData
	6.1.6.2.14
	Information within Release Response

	VsmfUpdateData
	6.1.6.2.15
	Information within Update Request towards V-SMF

	VsmfUpdatedData
	6.1.6.2.16
	Information within Update Response from V-SMF

	StatusNotification
	6.1.6.2.17
	Information within Notify Status Request 

	QosFlowsList
	6.1.6.2.18
	

	QosFlowItem
	6.1.6.2.19
	

	QosFlowsSetupList
	6.1.6.2.20
	

	QosFlowsAddModifyRequestList
	6.1.6.2.21
	

	QosFlowsReleaseRequestList
	6.1.6.2.22
	

	QosFlowSetupItem
	6.1.6.2.23
	

	QosFlowAddModifyRequestItem
	6.1.6.2.24
	

	QosFlowReleaseRequestItem
	6.1.6.2.25
	

	QosFlowProfile
	6.1.6.2.26
	

	GbrQosFlowInformation
	6.1.6.2.27
	

	SMContextQueryData
	6.1.6.2.28
	

	SMContextQueriedData
	6.1.6.2.29
	

	TargetMmeCapabilities
	6.1.6.2.30
	

	RefToBinaryData
	6.1.6.2.x
	Cross-Reference to binary data encoded within a binary body part in an HTTP multipart message.


Table 6.1.6.1-2 specifies data types re-used by the Nsmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmf service based interface. 
Table 6.1.6.1-2: Nsmf re-used Data Types
	Data type
	Reference
	Comments

	Supi
	3GPP TS 29.571 [13]
	Subscription Permanent Identifier

	Pei
	3GPP TS 29.571 [13]
	Permanent Equipment Identifier

	Gpsi
	3GPP TS 29.571 [13]
	General Public Subscription Identifier

	AccessType
	3GPP TS 29.571 [13]
	Access Type (3GPP or non-3GPP access)


* * * Next Change * * * *

6.1.6.2.2
Type: SmContextCreateData

Table 6.1.6.2.2-1: Definition of type SmContextCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI for the serving PLMN.

	hplmnSnssai
	SingleNssai
	C
	0..1
	This IE shall contain the requested S-NSSAI for the HPLMN, for HR roaming scenarios.

	amfId
	AmfId
	M
	1
	This IE shall contain the identifier of the serving AMF(GUAMI).

	n1SmMsg
	RefToBinaryData
	M
	1
	This IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2). 

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	smContextStatusUri
	URI
	M
	1
	This IE shall include the callback URI to receive notification of SM context status.

	hSmfId
	HSmfId
	C
	0..1
	This IE shall be present in HR roaming scenarios. When present, it shall contain the identifier or address of the selected H-SMF.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	oldPduSessionId
	PduSessionId
	C
	0..1
	This IE shall be present if this information is received from the UE.

When present, it shall contain the old PDU Session ID. See subclause 4.3.5.2 of 3GPP TS 23.502 [3]. 


Editor's Note: the condition of presence of the attributes needs further study.

* * * Next Change * * * *

6.1.6.2.4
Type: SMContextUpdateData

Table 6.1.6.2.4-1: Definition of type SmContextUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the SMF.

When present, this IE shall contain the permanent equipment identifier.

	amfId
	AmfId
	C
	0..1
	This IE shall be present upon inter-AMF change or mobility. 

When present, it shall contain the identifier of the serving AMF.

	anType
	AccessType
	C
	0..1
	This IE shall be present upon a change of Access Network Type. 

When present, this IE shall indicate the Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the SMF.

When present, this IE shall contain the UE Time Zone.

	upConnectionState
	UpConnectionState
	C
	0..1
	This IE shall be present to request the activation or the deactivation of the user plane connection of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present to request the preparation, execution or cancellation of a handover of the PDU session.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information has been received from the UE. 
When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information has been received from the AN. 
When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	cause
	Cause
	O
	0..1
	When present, this IE shall indicate the cause for the requested modification, e.g. the cause for requesting to deactivate the user plane connection of the PDU session.

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.5
Type: SMContextUpdatedData

Table 6.1.6.2.5-1: Definition of type SmContextUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	upConnectionState
	UpConnectionState
	C
	0..1
	This IE shall be present if the SMF was requested to activate or deactivate the user plane connection of the PDU session in the corresponding request.

When present, it shall be set as specified in subclause 5.2.2.3.2.

	hoState
	HoState
	C
	0..1
	This IE shall be present if the SMF was requested to prepare, execute or cancel a handover for the PDU session in the corresponding request.

When present, it shall be set as specified in subclause 5.2.2.3.4.

	releaseEbiList
	EbiList
	C
	0..1
	This IE shall be present if the SMF determines that some EBIs are not needed. When present, it shall contain the EBIs to be released.

	allocatedEbiList
	EbiList
	C
	0..1
	This IE shall be present if the consumer NF is an AMF and inter-AMF mobility or Inter-system mobility happens. When present, it shall contain the EBIs currently allocated to the PDU session.

	n1SmMsg
	RefToBinaryData
	C
	0..1
	This IE shall be present if N1 SM Information needs to be sent to the UE.
When present, this IE shall reference the N1 SM Message binary data (see subclause 6.1.6.4.2).

	n2SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if N2 SM Information needs to be sent to the AN. 
When present, this IE shall reference the N2 SM Information binary data (see subclause 6.1.6.4.3).

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.9
Type: PduSessionCreateData

Table 6.1.6.2.9-1: Definition of type PduSessionCreateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	supi
	Supi
	C
	0..1
	This IE shall be present, except if the UE is emergency registered and UICCless. 

When present, it shall contain the subscriber permanent identify. 

	pei
	Pei
	C
	0..1
	This IE shall be present if the UE is emergency registered and it is either UIClless or the SUPI is not authenticated. 

For all other cases, this IE shall be present if it is available. 

When present, it shall contain the permanent equipment identifier.

	pduSessionId
	PduSessionId
	M
	1
	This IE shall contain the PDU Session ID.

	dnn
	Dnn
	M
	1
	This IE shall contain the requested DNN. 

	sNssai
	SingleNssai
	M
	1
	This IE shall contain the requested S-NSSAI mapped to the HPLMN S-NSSAI by the VPLMN.

	vsmfId
	VsmfId
	M
	1
	This IE shall contain the identifier of the serving SMF.

	vsmfPduSessionUri
	Uri
	M
	1
	This IE shall include the URI representing the PDU session in the V-SMF.

	vcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the visited CN side.

	anType
	AccessType
	M
	1
	This IE shall indicate the Access Network Type to which the PDU session is to be associated.

	sessionAmbr
	SessionAmbr
	M
	1
	This IE shall contain the requested Session AMBR.

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the requested PDU type.

	sscMode
	SscMode
	M
	1
	This IE shall indicate the requested SSC mode.

	ueLocation
	UeLocation
	M
	1
	This IE shall contain the UE location information.

	ueTimeZone
	UETimeZone
	M
	1
	This IE shall contain the UE Time Zone.

	indicationFlags
	IndicationFlags
	C
	0..1
	This IE shall be present if any of the applicable flags is set to 1: 

- Unauthenticated SUPI: this flag shall be set to 1 if the SUPI is present in the message but is not authenticated and is for an emergency registered UE.

	gpsi
	Gpsi
	C
	0..1
	This IE shall be present if it is available. When present, it shall contain the user's GPSI. 

	smPduDnRequestContainer
	SmPduDnRequestContainer
	C
	0..1
	This IE shall be present if the corresponding information has been received from the UE.

When present, it shall contain the information received from the UE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.x).. 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


Editor's Note: the condition of presence of the attributes needs further study.

Editor's Note: Some IEs in the table above do not need to be interpreted by the V-SMF, but only transferred from the UE to the H-SMF (e.g. PCO, requested SSC mode). It is FFS whether these IEs will be signalled individually on the N16 interface as specified above, or signalled transparently over N16 within an N1 SM Container. The principles specified in subclause 5.2.3.1 will apply. 

* * * Next Change * * * *

6.1.6.2.10
Type: PduSessionCreatedData

Table 6.1.6.2.10-1: Definition of type PduSessionCreatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pduSessionType
	PduSessionType
	M
	1
	This IE shall indicate the selected PDU type.

	sscMode
	SscMode
	M
	1
	This IE shall indicate the selected SSC mode.

	hcnTunnelInfo
	TunnelInfo
	M
	1
	This IE shall contain the N9 tunnel information on the home CN side.

	sessionAmbr
	SessionAmbr
	M
	1
	This IE shall contain the Session AMBR granted to the PDU session.

	qosFlowsSetupList
	QosFlowsSetupList
	M
	1
	This IE shall contain the set of QoS flow(s) to establish for the PDU session. It shall contain at least the Qos flow associated to the default Qos rule.

	enablePauseCharging
	boolean
	C
	0..1
	This IE shall be present, based on operator's policy, to enable the use of Pause of Charging for the PDU session (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: enable Pause of Charging; 

- false (default): disable Pause of Charging. 

	ueIpv4Address
	Ipv4Addr
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv4 address to the PDU session. 

	ueIpv6Prefix
	Ipv6Prefix
	C
	0..1
	This IE shall be present if the H-SMF assigns a UE IPv6 prefix to the PDU session.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


Editor's Note: Some IEs in the table above do not need to be interpreted by the V-SMF, but only transferred from the H-SMF towards the UE (e.g. PCO, selected SSC mode). It is FFS whether these IEs will be signalled individually on the N16 interface as specified above, or signalled transparently over N16 within an N1 SM Container. The principles specified in subclause 5.2.3.1 will apply. 

* * * Next Change * * * *

6.1.6.2.11
Type: HsmfUpdateData

Table 6.1.6.2.11-1: Definition of type HsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pei
	Pei
	C
	0..1
	This IE shall be present if it is available and has not been provided earlier to the H-SMF.

When present, this IE shall contain the permanent equipment identifier.

	vcnTunnelInfo
	TunnelInfo
	C
	1
	This IE shall be present if the N9 tunnel information on the visited CN side provided earlier to the H-SMF has changed. 

When present, this IE shall contain the new N9 tunnel information on the visited CN side.

	anType
	AccessType
	C
	0..1
	This IE shall be present if the Access Network Type provided earlier to the H-SMF has changed. 

When present, this IE shall indicate the new Access Network Type to which the PDU session is to be associated.

	ueLocation
	UeLocation
	C
	0..1
	This IE shall be present if it is available, the UE Location has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE location information.

	ueTimeZone
	UeTimeZone
	C
	0..1
	This IE shall be present if it is available, the UE Time Zone has changed and needs to be reported to the H-SMF.

When present, this IE shall contain the new UE Time Zone.

	pauseCharging
	boolean
	C
	0..1
	This IE shall be present if the H-SMF enabled the use of Pause Pause of Charging for the PDU session during the PDU session establishment and 

Pause of Charging needs to be started or stopped (see subclause 4.4.4 of 3GPP TS 23.502 [3]). 

When present, it shall be set as follows:

- true: to Start Pause of Charging; 

- false: to Stop Pause of Charging. 

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information has been received from the UE.

When present, it shall contain the PCO received from the UE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.x). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shall reference the unknownN1SmInfo binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.12
Type: HsmfUpdatedData

Table 6.1.6.2.12-1: Definition of type HsmfUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information needs to be sent to the UE.

When present, it shall contain the PCO to be sent to the UE.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.15
Type: VsmfUpdateData

Table 6.1.6.2.15-1: Definition of type VsmfUpdateData

	Attribute name
	Data type
	P
	Cardinality
	Description

	sessionAmbr
	SessionAmbr
	C
	1
	This IE shall be present if the Session AMBR authorized for the PDU session is modified. When present, it shall contain the new Session AMBR authorized for the PDU session.

	qosFlowsAddModifyRequestList
	QosFlowsAddModifyRequestList
	C
	0..1
	This IE shall be present if QoS flows are requested to be established or modified.

	qosFlowsReleaseRequestList
	QosFlowsReleaseRequestList
	C
	0..1
	This IE shall be present if QoS flows are requested to be released.

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information needs to be sent to the UE.

When present, it shall contain the PCO to be sent to the UE.

	n1SmInfoToUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the H-SMF needs to send N1 SM information to the UE that does not need to be interpreted by the V-SMF. When present, this IE shall reference the n1SmInfoToUe binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.16
Type: VsmfUpdatedData

Table 6.1.6.2.16-1: Definition of type VsmfUpdatedData

	Attribute name
	Data type
	P
	Cardinality
	Description

	qosFlowsAddModifyList
	QosFlowsList
	C
	0..1
	This IE shall be present if QoS flows have been successfully established or modified.

	qosFlowsReleaseList
	QosFlowsList
	C
	0..1
	This IE shall be present if QoS flows have been successfully released.

	qosFlowsFailedtoAddModifyList
	QosFlowsList
	C
	0..1
	This IE shall be present if QoS flows failed to be established or modified.

	qosFlowsFailedtoReleaseList
	QosFlowsList
	C
	0..1
	This IE shall be present if QoS flows failed to be released.

	pco
	Pco
	C
	0..1
	This IE shall be present if Protocol Configuration Options information has been received from the UE.

When present, it shall contain the PCO received from the UE.

	n1SmInfoFromUe
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received known N1 SM information from the UE that does not need to be interpreted by the V-SMF. When present, this IE shall  reference the n1SmInfoFromUe binary data (see subclause 6.1.6.4.x). 

	unknownN1SmInfo
	RefToBinaryData
	C
	0..1
	This IE shall be present if the V-SMF has received unknown N1 SM information from the UE. When present, this IE shallreference the unknownN1SmInfo binary data (see subclause 6.1.6.4.x). 

	FFS
	
	
	
	


* * * Next Change * * * *

6.1.6.2.x
Type: RefToBinaryData
Table 6.1.6.2.x-1: Definition of type RefToBinaryData
	Attribute name
	Data type
	P
	Cardinality
	Description

	contentId
	string
	M
	1
	This IE shall contain the value of the Content-ID header of the referenced binary body part.


* * * Next Change * * * *

6.1.6.3.2
Simple data types 

The simple data types defined in table 6.1.6.3.2-1 shall be supported.

Table 6.1.6.3.2-1: Simple data types

	Type Name
	Type Definition
	Description

	
	<one simple data type, e.g. boolean, integer, null, number, string>
	

	
	
	


* * * Next Change * * * *

6.1.6.4
Binary data

6.1.6.4.1
Introduction

This subclause defines the binary data that shall be supported in a binary body part in an HTTP multipart message (see subclauses 6.1.2.2.2 and 6.1.2.4). 


6.1.6.4.2
N1 SM Message
N1 SM Message shall encode a 5GS NAS SM message as specified in 3GPP TS 24.501 [7], using the vnd.3gpp.5gnas content-type. 

N1 SM Message may encode e.g. the following 5GS NAS SM message: 

-
PDU session establishment request (see subclause 8.3.1 of 3GPP TS 24.501 [7]) to transfer a UE request to establish a PDU session; 

-
PDU session establishment accept (see subclause 8.3.2 of 3GPP TS 24.501 [7]) to transfer the SMF response to the UE request to establish a PDU session. 

6.1.6.4.3
N2 SM Information

N2 SM Information shall encode NG Application Protocol (NGAP) IEs, as specified in subclause 9.4 of 3GPP TS 38.413 [9] (ASN.1 encoded), using the vnd.3gpp.ngap content-type.
N2 SM Information may encode e.g. the following NGAP IEs: 

-
PDU Session Setup Request Transfer IE (see subclause 9.3.1.11 of 3GPP TS 38.413 [9]) to request the 5G-AN to establish resources for a PDU session; 

-
PDU Session Setup Response Transfer IE (see subclause 9.3.1.12 of 3GPP TS 38.413 [9]) to transfer the response from the 5G-AN with the resources established for the PDU session;

-
PDU Session Path Switch Request Transfer IE (see subclause 9.3.1.21 of 3GPP TS 38.413 [9]) to request the SMF to switch the downlink N3 tunnel of the PDU session towards a new GTP tunnel endpoint; 

-
PDU Session Path Switch Request Ack Transfer (see subclause 9.3.1.22 of 3GPP TS 38.413 [9]) to acknowledge the switching of the N3 tunnel of the PDU session. 

6.1.6.4.x
n1SmInfoFromUe, n1SmInfoToUe, unknownN1SmInfo
n1SmInfoFromUe, n1SmInfoToUe and unknownN1SmInfo shall encode one or more NAS SM IEs, including the Type and Length fields, as specified in 3GPP TS 24.501 [7], using the vnd.3gpp.5gnas content-type. 
Subclause 5.2.3.1 specifies the information that shall be included in these payloads.  
n1SmInfoFromUe may encode e.g. the following 5GS NAS IEs:

-
Extended protocol configuration options (see subclause 9.8.4.2 of 3GPP TS 24.501 [7]); 
-
Requested QoS rules (see subclause 9.8.4.6 of 3GPP TS 24.501 [7]); 
-
EAP message (see subclause 9.8.3.14 of 3GPP TS 24.501 [7]).
n1SmInfoToUe may encode e.g. the following 5GS NAS IEs:

-
Extended protocol configuration options (see subclause 9.8.4.2 of 3GPP TS 24.501 [7]); 

-
EAP message (see subclause 9.8.3.14 of 3GPP TS 24.501 [7]).

* * * For Information * * * *

Annex B (Informative):
HTTP Multipart Messages

B.1
Example of HTTP multipart message

Editor's Note: this annex will include an example of a multipart message.
B.2
OpenAPI specification of multipart body 

Editor's Note: this subclause serves as a temporary placeholder until the formal OpenAPI document is specified for the SMF PDUSession API. 
  /sm-contexts:
    post:

      requestBody:

        content:

          multipart/related:

            schema:

              type: object

              properties:

                jsonData:

                  type: object

                  properties: {  ....  here comes the JSON part ....  }

                binaryPayload:

                  type: string

                  format: binary

            encoding:

              jsonData:

                contentType: application/json

              binaryPayload:

                contentType: vnd.3gpp.5gnas

                headers:

                  Content-Id:

                    schema:

                      type: string

        required: true

The JSON part will include an attribute encoded as a string, allowing to reference the value of the Content-ID header field of the binary body part.

* * * End of Changes * * * *

