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*** 1st Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

AE
Authentication Extension

DRMP
Diameter Routing Message Priority

DSCP
Differentiated Services Code Point
EPC
Evolved Packet Core

ePDG
Evolved Packet Data Gateway
eHRPD
evolved High Rate Packet Data
FA
Foreign Agent

FACoA
FA Care-of-Address

HA
Home Agent

HBM
Host Based Mobility

HESSID
Homogenous Extended Service Set Identifier
HSGW
eHRPD Serving Gateway
LMA
Local Mobility Anchor

MAG
Mobile Access Gateway

MIPv4
Mobile IP version 4

MN
Mobile Node

NBM
Network Based Mobility

NAS
Network Access Server

PBU
Proxy Binding Update

PDN GW
PDN Gateway

PGW
PDN Gateway, the abbreviation of PDN GW

PMIP/PMIPv6
Proxy Mobile IP version 6

RRP
MIPv4 Registration Reply

RRQ
MIPv4 Registration Request

SA
Security Association

SGW
Serving Gateway 
SIPTO
Selected IP Traffic Offload
SSID
Service Set Identifier
TWAN
Trusted WLAN Access Network

WLCP
Wireless LAN Control Plane Protocol

*** 2nd Change ***

8.2.3.25
DRMP
The DRMP AVP is of type Enumerated and is defined in IETF RFC 7944 [53]. This AVP allows the 3GPP functional entities to indicate the relative priority of Diameter messages. The DRMP AVP is used to set the DSCP marking for transport of the associated Diameter message.
*** 3rd Change ***

D.1
General

IETF RFC 7944 [53] specifies a Diameter routing message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes may leverage the relative priority of Diameter messages into routing, resource allocation, set the DSCP marking for transport of the associated Diameter message, and also abatement decisions when overload control is applied.
*** 4th Change ***

D.2
SWa, STa, SWd, SWm, SWx, S6b interfaces
The Diameter message priority mechanism is an optional feature which may apply on one or several of the SWa, STa, SWd, SWm, SWx, S6b interfaces.

It is recommended to make use of IETF RFC 7944 [53] over the SWa, STa, SWd, SWm, SWx, S6b interfaces of an operator network when the overload control defined in Annex C is applied on these interfaces.  If the Diameter message priority mechanism is supported, the DRMP AVP is used to set the DSCP marking for transport of the associated Diameter message.
A 3GPP functional entity supporting the Diameter message priority mechanism over an interface listed above shall comply with IETF RFC 7944 [53]. In particular, when priority is required, it shall include the DRMP AVP indicating a priority level in the requests it sends over this interface, set the DSCP marking for transport of this request, and prioritise received requests according to the priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP and set the DSCP marking in the answer to a received request if the priority value of the answer is different from the one of the request. When the priority value of the answer is the same as the request, the DSCP marking of the answer shall be set based on the DRMP marking of the request.
Diameter requests related to high priority traffic (e.g, MPS, emergency) shall contain a DRMP AVP with a high priority of which the level value is operator dependent.

When not-explicitly requested, the inclusion and priority value of the DRMP AVP in Diameter messages are implementation specific.

*** End of Changes ***
