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1. Reason for Change
This Pseudo CR aims at specifying the requirements for the SD	SF function.
2. Proposal
It is proposed to agree the following changes to 3GPP TR 29891 v0.1.0.

* * * First Change * * * *
[bookmark: _Toc477445602]6.10	Structured Data Storage Function Procedures and Services
This subclause will analyse aspects related to the support for Network internal exposure and the N19 interface between the NEF and the SDSF. 
[bookmark: _Toc477445603]6.10.1	Requirements
As depicted in Figure 6.10-1, the 5G system architecture allows the NEF to manage structured data in the SDSF intended for network external and network internal exposure by the NEF. SDSF belongs to the same PLMN where the NEF is located.


Figure 6.10-1: Data storage architecture for structured data from the NEF
NOTE 1: 	structured data doesn’t mean the SDSF shall be aware of it but rather that it needs to be specified by 3GPP CT4. As the data stored by the NEF is exposed internally or externally, its structure needs to be defined allowing interoperability between NFs and external applications.
Data management requirements:
Same as the UDSF.
Performance requirements:
Same as the UDSF.
Multiple logical storage spaces:
Same as the UDSF.
SDSF sharing:
The SDSF is only intended to be used by the NEF. There is no service-based interface defined for the one between the NEF and the SDSF.
Editor's note: this requirement may be revised when stage 2 specification are finalized.
Collocation with SDSF and UDR:
SDSF can be collocated with UDSF and/or with UDR.
Load and overload requirement:
Same as for the UDSF.
Multiple data consistency levels:
[bookmark: _GoBack]Same as UDSF.
Security requirements:
Transport of messages between the NEF and SDSF can be protected.
Editor's note: the exact level of protection (encryption and/or integrity protection) is FFS.
Data structure requirements:
The solution shall allow defining the structure of the data stored in the SDSF.

* * * End of Changes * * * *
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