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1. Reason for Change
This document details the requirements related to the AUSF selection, as currently described in the TS 23.501, the TS 23.502 and the TR 33.899.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.891 V0.1.0 as a first draft that will need to be updated according to the progress at the stage 2 level.
* * * First Change * * * *

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]
3GPP TS 23.008: "Organization of subscriber data".
[x]
3GPP TS 23.003: "Numbering, addressing and identification"
[y]
IETF RFC 6763: "DNS-Based Service Discovery".



* * * Next Change * * * *

6.8.5
AUSF selection 

6.8.5.x1
Requirements
When contacted by the AUSF, the AMF provides the user identity (e.g. SUPI or NAI) to the AUSF. However, this user identity is only used by the AUSF as an access key into the UDM to retrieve the security material derived from the security root key stored into the UDM and shared with the UE.

Moreover, the AUSF does not maintain any state after the UE authentication. It means that the AMF can contact any AUSF in the home network operator that will be then able to contact the relevant UDM based on the user identity provided by the AMF.
Therefore, the following requirements for the AUSF selection are the following:
-
Identify the home operator network in charge of the UE
-
find an AUSF instance in the home network operator
6.8.5.x2
Candidate Solutions

6.8.5.x2.a
DNS-based implementation

In this solution, the following principles apply:

-
The home network domain name derivation:

-
The home network domain name is derived from the user identity.
-
It is assumed that the user identity (SUPI or NAI) will either contain a home network domain name or there is a simple mechanism that can be used to derive the home network domain name based on the user identity (e.g. IMSI-based derivation defined in the 3GPP TS 23.003 [x]).
-
DNS-base Service Instance Resolution query:

-
The list of AUSF instance available in the home network domain name is discovered using a DNS SRV and DNS TXT record. The SRV record has a name of the form "<Instance>.<Service>.<Domain>", with "ausf" used as service name, and gives the target host and port where the service instance can be reached.
-
The client (e.g. AMF) discovers the list of available instances of a given service type "ausf" using a query for a DNS PTR record with a name of the form "<Service>.<Domain>", which returns a set of zero or more names, which are the names of the aforementioned DNS SRV/TXT record pairs. For more details, see IETF RFC 6763 [y].
6.8.5.x2.b
Evaluation
Editor's Note:
This subclause will evaluate the proposed solution of AUSF section
* * * End of Changes * * * *

