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1. Introduction
CT4 started to analyze CT4 impacts on interfaces and service nodes in 5G architecture.
2. Reason for Change
This document analyzes the requirements on interfaces of Access and Mobility Management Function in the area of CT4
The Access and Mobility Management function (AMF) includes the following functionality (related to CT4 area/impacts). Some or all of the AMF functionalities may be supported in a single instance of an AMF:

-
Registration management.

-
Connection management.

-
Reachability management.

-
Mobility Management.

-
Lawful intercept (for AMF events and interface to LI System).

-
Transparent proxy for routing SM messages.

-
Access Authentication.

-
Access Authorization.

-
Security Anchor Function (SEA). It interacts with the AUSF and the UE, receives the intermediate key that was established as a result of the UE authentication process. In case of USIM based authentication, the AMF retrieves the security material from the AUSF.

-
Security Context Management (SCM). The SCM receives a key from the SEA that it uses to derive access-network specific keys.

NOTE:
Regardless of the number of Network functions, there is only one NAS interface instance per access network between the UE and the CN, terminated at one of the Network functions that implements at least NAS security and mobility management.
And with relationship to non-3GPP access:

-
Support of authentication of UEs connected over N3IWF.
-
Management of mobility and authentication/security context state(s) of a UE connected via non-3GPP access or connected via 3GPP and non-3GPP accesses simultaneously.

-
Support as described in clause 5.3.2.3 a co-ordinated RM management context valid over 3GPP and Non 3GPP accesses.
-
Support as described in clause 5.3.3.4 dedicated CM management contexts for the UE for connectivity over non-3GPP access.
The following reference points are started to be analysed in this document from an AMF requirement perspective:

-AMF to UDM (N8)

-AMF and SMF (N11)

-AMF and AUSF (N12)

-AMF to AMF (N14)

-AMF and EIR (N17)
-AMF and SMSF (N20)

-AMF and MME (Nx)

-Namf for the service based architecture
3. Proposal

It is proposed to agree the following changes to 3GPP TR 29.244 1.0.0
* * * First Change * * * *
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

Abbreviation format (EW)

<ACRONYM>
<Explanation>

AMF
Access and Mobility Management Function

NSSAI
Network Slice Selection Assistance information
S-NSSAI
Single Network Slice Selection Assistance information
NRF
Network Repository Function

SMF
Session Management Function
SUPI
Subscriber Permanent Identity
* * * Next Change * * * *

6.4
Access and Mobility Management Function Procedures and Services
This subclause will analyse the Access and Mobility Management procedures and services to be supported within the 5G System.
6.4.1
Requirements

This subclause will provide an overview of the stage 2 requirements on mobility management impacting the core network internal interfaces (e.g. idle mode mobility between two AMFs, handover between two AMFs, handover between 5G-RAN and untrusted WLAN access).

6.4.1.1
General
For 3GPP access and Non-3GPP access the same AMF is used if both access belong to the same core network. A UE is connected to two different AMFs if the 3GPP access and  the non 3GPP access belong to different  networks.
The AMF has UE subscription information even when there is no session active anymore (after release or handover form non 3GPP access to 3GPP access).
Network element selection functions in the AMF:
-
The AMF selects an SMF in a network slice instance based on S-NSSAI, DNN and other information e.g. UE subscription and local operator policies.
-
The AMF performs AUSF selection based on SUPI

-
AMF performs UDM selection based on SUPI
-
AMF performs PCF selection based on SUPI (CT3)

NOTE:
PCC aspects will be analysed by CT3

-
AMF selection (CT1)
Common parameters and information with regard to the interfaces
An AMF associates the RM context for an UE with:

-
a Temporary Identifier that is common between 3GPP and Non 3GPP. This Temporary Identifier is globally unique.

-
a registration areas per access type: one registration area for 3GPP access and another registration areas for non 3GPP access.

TAI lists for 3GPP and non 3GPP is different, two TAI lists in AMF if UE is registered in both.
Editor's Note: CT1 is working on details on session management, CT4 need some basic information as input to analyse the message details/requirements for N11.
Interfaces and there requirements are analysed in the following subclauses.
Editor's Note:
UE location is reported by the AMF (interfaces to LMF and GMLC) furthere details are FFS.
6.4.1.2
AMF to AMF (N14)
AMF to AMF interface is used to support AMF change.
The change of network slices may lead to AMF change.
AMF change can be performed in two ways during registration via RAN (N2) or directly between AMFs (N14).

NOTE:
Operator policy determines whether redirection between AMFs is allowed.

During registration procedure (see subclause 4.2.2.2.2 in 3GPP TS 23.502 [x]) the following messages are exchanged when AMF change applies:
Information Request message new AMF to old AMF: Information Request (complete Registration Request).

If the UE's Temporary User ID was included in the Registration Request and the serving AMF has changed since last registration, the new AMF may send Information Request to old AMF including the complete Registration Request IE to request the UE's SUPI and MM Context.
Information Response message old AMF to new AMF: Information Response (SUPI, MM Context, SMF information).

Old AMF responds with Information Response to new AMF including the UE's SUPI and MM Context.


If old AMF holds information about active PDU Sessions, the old AMF includes SMF information including SMF identities and PDU session identities. 

The old AMF includes SMSF identifier as part of UE context transfer during AMF relocation to new AMF.
Information Acknowledged message new AMF to old AMF.

If the AMF has changed the new AMF acknowledge the transfer of UE MM context.


If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF sends a reject indication to the old AMF. The old AMF continues as if the Information Request was never received.

6.4.1.3
AMF to SMF (N11):

A message flow for registration is provided in subclause 4.2.2.2.2 in 3GPP TS 23.502[x].
Registration

N11 Request message 

-
If the AMF is changed, the new AMF notifies each SMF of the new AMF serving the UE.

-
The AMF verifies PDU session status from the UE with the available SMF information. In case the AMF has changed the available SMF information has been received from the old AMF. The AMF requests the SMF to release any network resources related to PDU sessions that are not active in the UE.
-
The AMF passes the PEI (IMEISV) to the SMF.
N11 response message. 

Information from the SMF of the outcome of procedures triggered by the N11Request.

Session handling

The AMF forwards SM related NAS information to the SMF after performing subscription check and PCF interaction.

When a SMF has been selected to serve a specific PDU session, AMF has to ensure that all NAS signalling related with this PDU session is handled by the same SMF instance.
The SMF indicates to AMF when a PDU session has been released.
Upon successful PDU session establishment, AMF stores the identification of serving SMF of UE.
An AMF shall trigger the release of Sessions in the SMF which are  not transferred successfully from  the old AMF.
Editor's Note: Details on messages are FFS in stage 2 e.g. content and details on create, update and delete.
Editor's Note: CT1 is working on details on session management on N1, CT4 need basic details as input to anaylse the message details/requirements for N11.
A PDU session contains at least the following parameters:

Slicing information, DNN (Data Network Name), PDU session Type; PDU session Id, SSC mode
For IMS the P-CSCF address(es) shall be sent transparently through AMF.

PDU session for IMS is identified by "APN" or "DNN".

6.4.1.4
AMF to MME (Nx):
The Nx interface is an CN internal interface and optional to support.
The interface is used to perform handover from an 3GPP access in EPC network to an 3GPP access 5GCN network.
Editor's Note: It is FFS if handover  procedures for S5 interfaces can be  adapted.
6.4.1.5
AMF to UDM (N8):

AMF triggers Update location procedure:

-
If the AMF has changed since the last registration, or if there is no valid subscription context for the UE in the AMF, or if the UE provides a SUPI which doesn't refer to a valid context in the AMF, the AMF initiates the Update Location procedure. This will include that UDM initiates Cancel Location to old AMF, if any. The old AMF removes the MM context and notifies all possibly associated SMF(s), and the new AMF creates an MM context for the UE after getting the AMF related subscription data from the UDM
-
The AMF passes the PEI (IMEISV) to the UDM.
Procedures for N8 from AMF perspective are similar as for S6a in EPC from MME perspective.
6.4.1.6
AMF to EIR (N17)
During the initial registration the Permanent Equipment Identifier is obtained from the UE. The AMF may check the PEI with an EIR. 
Procedures for N17 from AMF perspective are similar as for S13 in EPC from MME perspective.
6.4.1.7
AMF to AUSF (N12)

Editor's note:
Details on Authentication procedures and requirements are FFS.

Editor's note:
It is FFS whether the AUSF or the AMF initiates the authentication.

6.4.1.8
AMF node selections
6.4.1.8.1
AMF selects UDM
UDM selection based on SUPI, this is similar to HSS selection based on IMSI in the EPC.
6.4.1.8.2
AMF selects SMF
The SMF selection function in AMF is applicable to both 3GPP access and non-3GPP access.

The following factors may be considered during the SMF selection:

-
Selected Data Network Name (DNN).

-
S-NSSAI.

-
Subscription information from UDM, e.g. whether local breakout may apply to the session.

-
Local operator policies.

-
Load conditions of the candidate SMFs.

Editor's note:
It is FFS what other information may be considered for SMF selection. It is also FFS what parts of S-NSSAI is considered, e.g. whether both SST and ST is used or only SST.

If there is an existing PDU Session for a UE to the same DNN and S-NSSAI used to derive the SMF, the same SMF may be selected.

Editor's note:
It is FFS if there are conditions under which the same SMF need to be selected for PDU Session to the same DNN and slice.

In the home-routed roaming case, the SMF selection function selects an SMF in VPLMN as well as an SMF in HPLMN.

6.4.1.8.3
AMF selects AUSF
The AMF selects the AUSF based on SUPI.

Editor's note:
Details on AUSF are analysed  by SA3..

6.4.1.8.4
AMF selects PCF
The AMF selects the PCF based on SUPI

NOTE:
PCC aspects will be analysed by CT3

6.4.1.9
AMF in Service based architecture (Namf)
Editor's note:
In the Service based architecture the AMF has to communicate with a number of services (e.g. SMF, UDM, EIR, …) details are FFS.
* * * Next Change * * * *

6.4.x
Solution and Protocol Selection for Services offered by the AMF for use over N17
6.4.x.1
Solution X – <name of the solution> 

6.4.x.1.1
Solution Description

6.4.x.1.2
Evaluation

* * * Next Change * * * *

6.4.y
Solution and Protocol Selection for Services offered by the AMF for use over Nx
6.4.y.1
Solution X – <name of the solution> 

6.4.y.1.1
Solution Description

6.4.y.1.2
Evaluation

* * * Next Change * * * *

6.4.y
Solution and Protocol Selection for Services offered by the AMF for use over N12
6.4.y.1
Solution X – <name of the solution> 

6.4.y.1.1
Solution Description

6.4.y.1.2
Evaluation

* * * Next Change * * * *

6.4.z
Solution and Protocol Selection for Services offered by the AMF on Namf
6.4.z.1
Solution X – <name of the solution> 

6.4.z.1.1
Solution Description

6.4.z.1.2
Evaluation

* * * End of Changes * * * *

