
3GPP TSG CT4 Meeting #77
C4-172051
Spokane, US; 03rd – 07th April 2017

Source:
Nokia, Alcatel-Lucent Shanghai Bell
Title:
Pseudo-CR on Handling of different PFCP versions
Spec:
3GPP TS 29.244 v1.0.0
Agenda item:
7.1.5
Document for:
Decision

1. Reason for Change
It is not yet specified how to address scenarios with peers supporting different PFCP versions. 

GTPv2 specifies the following requirements for scenarios with peers supporting a different GTP-C version.
7.1.3
Version Not Supported Indication

This message contains only the GTPv2 header and indicates the latest GTP version that the sending entity supports.

7.7.2 
Different GTP Versions

If a GTPv2 entity receives a message of an unsupported GTP version, higher than GTPv2, it shall return a Version Not Supported Indication message and silently discard the received message. 

If a GTPv2 entity listens to the GTPv0 port, the entity shall silently discard any received GTPv0 message.
If a GTPv2 entity does not support GTPv1 and receives a GTPv1 message, it shall silently discard the received message.

7.10
Fallback to GTPv1 mechanism

A GTPv2 entity shall fallback to GTPv1 only if either a "Version Not Supported" message in GTPv1 format as specified in 3GPP TS 29.060 [4] is received from the peer node (this indicates that the peer GTP entity does not support GTPv2), or if a GTPv2 message is received with Cause value "Fallback to GTPv1".

If a GTPv1 "Version Not Supported" message in received, a GTPv2 entity may fallback to GTPv1. 3GPP TS 23.401 [3] (see annex D) and 3GPP TS 23.060 [35] specify GTP version usage during the mobility between a UTRAN/GERAN and an E-UTRAN.

It is proposed to introduce similar mechanisms for PFCP, i.e. a new Version Not Supported Response message.

Note that as a difference to GTP-C, PFCP supports the concept of Sx Associations, during which the CP and UP functions could signal the protocol versions they support and negotiate the protocol version to use, e.g. like supported by H.248. However this would then require the CP and UP functions complying with a future version of the protocol to always encode the Sx Association Setup Request according to the PFCP v1 (e.g. following similar principles as in H.248), which could result in extra complexity for CP and UP functions which would only support future versions of the protocol. 
Besides, returning a new Version Not Supported Response message, only containing the PFCP header set according to the latest PFCP protocol version the sender supports, is preferable over returning an Sx Association Setup Response message with a cause IE set to "PFCP Version Not Supported" that would require the receiver of that response to support the decoding of IEs according to the sender's PFPC version (e.g. version 1) , while future versions of the protocol may modify IEs encoding. 
Defining a Version Not Supported Response message assumes that the Version field and the Message Type in the first two octets of the PFPC headers will never change in future versions of the PFCP protocol. 

	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	Spare
	S

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	m to k(m+7)
	
	If T flag is set to 1, then SEID shall be placed into octets 5-12. Otherwise, SEID field is not present at all.

	n to (n+2)
	
	Sequence Number

	(n+3)
	
	Spare


Figure 7.2.2.1-1: General format of PFCP Header
2. Proposal

It is proposed to agree the following changes to 3GPP TS 29.244 v1.0.0.
* * * First Change * * * *

6.2.6.2
Sx Association Setup initiated by the CP function

6.2.6.2.2
UP Function behaviour

When receiving an Sx Association Setup Request, the UP function:

-
if the request is accepted:

-
shall store the Node ID of the CP function as the identifier of the Sx association;

-
shall send an Sx Association Setup Response with a successful cause, including the information about all supported optional features in the UP functionand optionally including the available user plane resources, e.g. IP address(es) or F-TEID range;
-
shall send an Sx Version Not Supported Response if the PFCP header of the request indicates a PFCP protocol version that is not supported by the UP function; 

-
otherwise, shall send an Sx Association Setup Response with an appropriate error cause if the request is rejected.

Editor's Note:
Possible additions are FFS.
* * * Next Change * * * *

6.2.6.3
Sx Association Setup initiated by the UP Function

6.2.6.3.2
CP Function behaviour

When receiving an Sx Association Setup Request, the CP function:

-
if the request is accepted:

-
shall store the Node ID of the UP function as the identifier of the Sx association;

-
should include the list of optional features the CP function supports which may affect the UP function behaviour, if any;

-
shall send an Sx Version Not Supported Response if the PFCP header of the request indicates a PFCP protocol version that is not supported by the CP function; 

-
otherwise, shall send an Sx Association Setup Response with an appropriate error cause if the request is rejected.

Editor's Note:
Possible additions are FFS.

The CP function shall only initiate Sx Session related signalling procedures toward a UP function after it has sent the Sx Association Setup Response with a successful cause to the UP function.
* * * Next Change * * * *

7.2.2.2
PFCP Header for Node related Messages

The PFCP message header for the node related messages shall not contain the SEID field, but shall contain the Sequence Number field, followed by one spare octet as depicted in figure 7.2.2.2-1. The spare bits shall be set to zero by the sender and ignored by the receiver. For the Version Not Supported Response message, the Sequence Number may be set to any number and shall be ignored by the receiver. 
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	Spare
	S=0

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Sequence Number (1st Octet)

	6
	
	Sequence Number (2nd Octet)

	7
	
	Sequence Number (3rd Octet)

	8
	
	Spare


Figure 7.2.2.2-1: PFCP Message Header for node related messages

* * * Next Change * * * *

7.3
Message Types

The PFCP message types to be used over the Sxa, Sxb and Sxc reference points are defined in Table 7.3-1.

Table 7.3-1: Message Types

	Message Type value (Decimal)
	Message
	Applicability

	
	
	Sxa
	Sxb
	Sxc

	0
	Reserved
	
	
	

	
	Sx Node related messages
	
	
	

	1
	Sx Heartbeat Request
	X
	X
	X

	2
	Sx Heartbeat Response
	X
	X
	X

	3
	Sx PFD Management Request
	-
	X
	X

	4
	Sx PFD Management Response
	-
	X
	X

	5
	Sx Association Setup Request
	X
	X
	X

	6
	Sx Association Setup Response
	X
	X
	X

	7
	Sx Association Update Request
	X
	X
	X

	8
	Sx Association Update Response
	X
	X
	X

	9
	Sx Association Release Request
	X
	X
	X

	10
	Sx Association Release Response
	X
	X
	X

	x
	Sx Version Not Supported Response
	X
	X
	X

	y to 49
	For future use
	
	
	

	
	Sx Session related messages
	
	
	

	50
	Sx Session Establishment Request
	X
	X
	X

	51
	Sx Session Establishment Response
	X
	X
	X

	52
	Sx Session Modification Request
	X
	X
	X

	53
	Sx Session Modification Response
	X
	X
	X

	54
	Sx Session Deletion Request
	X
	X
	X

	55
	Sx Session Deletion Response
	X
	X
	X

	56
	Sx Session Report Request
	X
	X
	X

	57
	Sx Session Report Response
	X
	X
	X

	58 to 99
	For future use. 
	
	
	

	
	Other messages
	
	
	

	100 to 255 
	For future use
	
	
	


* * * Next Change * * * *

7.4.4.x
Sx Version Not Supported Response

This message shall only contain the PFCP header. The PFCP protocol version in the PFCP header shall indicate the highest PFCP Version that the sending entity supports. 
* * * Next Change * * * *

7.6.2 
Different PFCP Versions

If a PFCP entity receives a message of an unsupported PFCP version, it shall return an Sx Version Not Supported Response message and silently discard the received message. 

* * * End of Changes * * * *

