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Introduction
The agreed WID on CT aspects on 5G System - Phase 1 in CP-170238 already contains a work split between CT3 and CT4 in its objectives. However, the new style of specifying service based interfaces are likely to require further discussions related to coordination and the work split between CT3 and CT4.
The present paper contains some considerations for topics of potential common interest and related proposals.

It also tries to answer related questions raised by 5G CT WID Rapporteur Zhang Hao of China Mobile on the CT WG reflectors.

Proposed responsibilities for reference points service based interfaces

The agreed WID has tried to distribute responsibilities between CT3 based on their current terms of reference and experience.

This may be simpler in the reference point representation of the current architecture (where many reference points have some similarity to 4G reference points) than in the service based interface representation (where one service based interface may encompass services corresponding to multiple reference points, where a stage 2 definition of most services is still missing, and where a reference point could require services in one or both of its terminating entities) to assign responsibilities to CT3 and CT4

An attempt to assign reference points to CT3 and CT4 is made below:

CT3 reference points:

N5:
Reference point between the PCF and an AF.

N7:
Reference point between the SMF and the PCF.

N7r:
Reference point between the PCF in the visited network and the PCF in the home network.

N15:
Reference point between the PCF and the AMF in case of non-roaming scenario, PCF in the visited network and AMF in case of roaming scenario.

CT4 reference points:

N3:
Reference point between the (R)AN and the UPF.
(CT4 aspects only, i.e. GTP-U. other aspects will be addressed by RAN)
N4:
Reference point between the SMF and the UPF.

N8:
Reference point between the UDM and the AMF.
N9:
Reference point between two Core UPFs.

N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.
N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N17:
Reference point between AMF and EIR.
N18:
Reference point between any NF and UDSF.
N19:
Reference point between NEF and SDSF

N20:
Reference point between AMF and SMSF

N21:
Reference point between SMSF and UDM

Nx:
Reference point between MME and AMF
Proposed responsibility for service based interfaces

Based on the concept that a service corresponding to reference point is assigned to the same group as the reference point, the following assignment is proposed:
Namf:
Service-based interface exhibited by AMF.

CT3:
possible policy control related services (if any will be defined in SA2)
CT4:
everything else 
Nsmf:
Service-based interface exhibited by SMF.

CT3:
possible policy control related services (if any will be defined in SA2)
CT4:
everything else
Nnef:
Service-based interface exhibited by NEF.

CT3: 
Northbound/external services and possible southbound/internal services corresponding to reference points now owned by CT3 (e.g. Rx, Nt, Nu, Ns if any such services will be defined in SA2)

CT4: 
possible southbound services corresponding to reference points now owned by CT4 (e.g. S6t, T6a/T6b, if any such services will be defined in SA2)

Note that no reference points are defined at the NEF so far, so EPS reference points of the SCEF were considered instead:


Npcf:
Service-based interface exhibited by PCF.

CT3
Nudm:
Service-based interface exhibited by UDM.

CT4
Naf:
Service-based interface exhibited by AF.

CT3
Nnrf:
Service-based interface exhibited by NRF.

CT4
Nausf:
Service-based interface exhibited by AUSF.

CT4
Nsmsf:
Service-based interface exhibited by SMSF.

CT4
Discussion of Issues of potential common interest between CT3 and CT4

1. Protocol selection.

Requirement and legacy protocols for different services could vary, and it is thus not clear that the same protocol will be selected for all services.
However, it is certainly also desirable to avoid that a large variety of protocols are used for the new services, and some communalities between the requirements are also likely.
It is thus proposed that CT3 and CT4 have the main responsibility to evaluate protocols for the services assigned to them. However, some coordination between CT3 and CT4 in this aspect is required, for instance within the delegations and via joined sessions before the final protocol selections.

2. Common Service based interface guidelines

In the past, CT4 has been active in coordinating number assignment for Diameter and in studying common aspects of Diameter usage (such as designing a versioning mechanism, load/overload control, RFC update etc.). For Restful HTTP/JSON, ETSI MEC has defined some documentation guidelines in GS MEC 009.
Similar common documentation and guidelines could also be desirable for service based interface.
However, such guidelines and common documentation can only be discussed once protocols have been selected. It could be desirable to assign the main responsibility to one group, e.g. the group that specifies most services with a given protocol.
It is thus proposed that CT3 and CT4 discuss related responsibilities once protocols have been selected.
3. NF services Discovery

Per stage 2, the NF discovery service is an NRF service (that can be invoked by various network entities).

The agreed WID already assigned the related responsibility to CT4.

One potential candidate solution could also rely on DNS, like EPC node selection from CT4.

There could be some minor CT3 dependencies because the encoding of details on how to address a service (as provided by the NRF) are likely to depend on the protocol selected for that service.

4. Requester NF Authorization
Per stage 2, this encompasses two steps:

· Check whether the requester NF is permitted to discover the requested NF instance during the NF service discovery procedure.
As this is part of the NF services discovery, this can be addressed by CT4 (see above)
· Check whether the requester NF is permitted to access the requested NF for consuming the NF service. This is either be per NF or per UE granularity. NF Service authorization per UE granularity is embedded in the related NF service logic.
As this is per NF internal logic, and thus presumably per service, the prime responsibility is within the group specifying that service.
However, with some probability there are common aspects for services being encoded with the same protocol.
A need for coordination between CT3, CT4 and SA3 related to this aspect is anticipated, but as detailed procedures are likely to depend on the protocol(s) selected for the services, it is proposed to defer related discussions until protocols have been selected. 

5. NF Service Registration and Deregistration
This is an NRF service that could either by specified by CT4 or SA5. No CT3 involvement is required.
6. NF Service invocation (intra/inter-PLMN addressing, etc.)

The responsibility for numbering, addressing and identification in the 5G system architecture was already assigned to CT4 in the WID and there also appear to be some inter-dependencies to NF service discovery proposed to be assigned to CT4.

Again, there could be some minor CT3 dependencies because the encoding of details on how to address a service (as provided by the NRF) are likely to depend on the protocol selected for that service.
The protocol to use for invoking a NF service will be under the remit of the WG responsible for the service (as defined above).
Proposed Answers to questions raised by 5G CT WID Rapporteur Zhang Hao of China Mobile on CT4 reflector

(1) How to handle the AMF and SMF work coordination between CT1 and CT4.  I think the interface protocol selection and format definition between AMF and SMF is in the scope of CT4, but how to define the behavior of SMF for session management when SMF receives the NAS SM PDU? 

(Question one requires coordination between CT1 and CT4 and does not relate to CT3. It is still included for the sake of completeness.)

N11 (AMF <> SMF) is a core network internal interface, under CT4 remit. NAS SM PDUs that can be transferred as a transparent payload over this interface, and the NAS SM behavior of the SMF, will be defined by CT1

(2) How to handle the work coordination after the SPR related function in EPC in CT3 scope is changed to UDR which is contained in UDM under the scope of CT4?

The PCF should reuse generic Ud procedures documented in TS 23.335 (or new service based equivalents to be standardized in CT4)
Related Information Flows between PCF and UDM could be documented in a CT3 specification.
(3) How to handle the PCC related work coordination between CT3 and CT4 when the PCEF like function in EPC is move to the SMF in 5G?  For the SBA and reference point, the cooperation way between CT3 and CT4 is the same or not?

Nsmf PCC related services for use over N7 are defined by CT3.

(4) For SBA, will CT4 or CT3 take the responsibility of make decision for the interface protocol choice?

See the discussion above. It is not yet clear whether a single protocol that meets all requirements will be selected and initial discussions should happen separately for each service in both groups, but with an intention to coordinate.

ANNEX 

From agreed WID (see CP-170238)

For CT3, the expected work will include analysis work on stage 3 protocol selection and details and the related normative work (non-exhaustive list):

1. Protocols, procedures, and service interfaces (for service-based architecture) for 5G core network for Policy Control and Charging (PCC) aspects (including AF related aspects) of the 5G system;

2. interworking between the 5G system and external Packet Data Networks (PDN); and

3. network capability exposure aspects of the 5G system;
For CT4, the expected work will include analysis work on stage 3 protocol selection and details and the related normative work (non-exhaustive list):

1. Protocols, procedures and service interfaces (for service-based architecture) for 5G core-network interfaces internal (excluding PCC interfaces);
2. user and control plane protocols for session management and service continuity (e.g., PDU session establishment, service continuity across different systems, e.g., EPC);

3. specific services (SMS, Public Warning System (PWS), Location Services (LCS), emergency services, Multimedia Priority Services (MPS));

4. subscription data in 5G system (UDM);

5. numbering, addressing and identification in the 5G system architecture;

6. Interworking between the 5G system with legacy networks (EPC);
7. N4 and UPF requirements for the 5G system and differences with the Sx interface designed for CUPS in EPC;

8. interfaces from NFs to data storage function;

9. support for Network internal exposure and interface to data storage function for structured data storage;

10. authentication procedures for 3GPP and non-3GPP accesses;

11. mobility management between AMFs or between 3GPP and Non-3GPP accesses;

12. network function discovery and selection (including UP function selection);

13. network slicing; and

14. impacts due to virtualization.

From Draft TS 23.501 (System Architecture for the 5G System; Stage 2)

5.1
Network Function Service framework procedures

Editor's note:
Including support for generic service based procedures e.g. discovery, authorization, subscribe/notify etc i.e. the framework procedures between NFs.

5.1.1
Network Function Service Discovery

The network function (NF) within the core network may expose its capability as service via its service based interfaces, which can be re-used by other NFs. Unless the expected NF information is locally configured on requester NF, e.g. the expected NF is in the same PLMN, the NF Service discovery is implemented via the NF discovery.
4.2.3
Non-roaming reference architecture

Figure 4.2.3-1 depicts the non-roaming reference architecture with service-based interfaces within the Control Plane.
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Figure 4.2.3-1: 5G System Service-based architecture

NOTE: The AF can use the services exposed by the PCF or the NEF based on the operator deployment as described in clause 6.2.X.
Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF exposes services to the other CN CP Network Functions.

Editor's note:
It is FFS whether there is a scenario in Rel-15 where the AF may use services exposed by the SMF

Figure 4.2.3-2 depicts the 5G System architecture in the non-roaming case, using the reference point representation showing how various network functions interact with each other.
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Figure 4.2.3-2: Non-Roaming 5G System Architecture in reference point representation

NOTE 2:
N9, N14 are not shown in all other figures however they may also be applicable for other scenarios.

NOTE 3:
For the sake of clarity of the point-to-point diagrams, the UDSF, SDSF, NEF and NRF have not been depicted. However, all depicted Network Functions can interact with the UDSF, NEF and NRF as necessary.

NOTE 4:
The UDM contains UDR. For clarity, the UDR and its connections with other NFs, e.g. PCF, are not depicted in the point-to-point and service-based architecture diagrams.

4.4.2
SMS over NAS

Editor's note:
This should include potential reference model for SMS over NAS.

4.4.2.1
Architecture to support SMS over NAS

Figure 4.4.2.1-1 shows the architecture to support SMS over NAS.
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Figure 4.4.2.1-1: System Architecture for SMS over NAS

NOTE 1:
SMS Function (SMSF) may be connected to the SMS-GMSC/IWMSC/SMS Router via one of the standardized interfaces as shown in TS 23.040 [5].

NOTE 2:
UDM may be connected to the SMS-GMSC/SMS Router via one of the standardized interfaces as shown in TS 23.040 [5].

NOTE 3:
Each UE is associated with only one SMS Function.

NOTE 4:
When serving AMF is relocated for a given UE, SMS function for a given UE does not need to change. Thus the source AMF includes SMSF identifier as part of UE context transfer during AMF relocation to target AMF.
Figure 4.4.2.1-2 shows the roaming architecture to support SMS over NAS.
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Figure 4.4.2.2-2: Roaming architecture for SMS over NAS

4.4.2.2
Reference point to support SMS over NAS

N1:
Reference point for SMS transfer between UE and AMF via NAS.

N8:
Reference point for SMS function address retrieval between AMF and UDM.

N20:
Reference point for SMS transfer between AMF and SMS Function.

N21:
Reference point for SMS subscription retrieval and SMS notification procedure between SMS Function and UDM.
4.4.2.3
Service based interface to support SMS over NAS
Nsmsf:
Service-based interface exhibited by SMSF.
4.2.5
Data Storage architectures

As depicted in Figure 4.2.5-1, the 5G system architecture allows any NF to store and retrieve its unstructured data into/from a UDSF. The UDSF belongs to the same PLMN where the network function is located. CP NFs may share a UDSF for storing their respective unstructured data or may each have their own UDSF (e.g. a UDSF may be located close to the respective NF).

1. 
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Figure 4.2.5-1: Data storage architecture for unstructured data from any NF

NOTE 1:
3GPP will specify (possibly by referencing) the N18 interface.

As depicted in Figure 4.2.5-2, the 5G system architecture allows the NEF to store structured data in the SDSF intended for network external and network internal exposure by the NEF. SDSF belongs to the same PLMN where the NEF is located.

2. 
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Figure 4.2.5-2: Data storage architecture for structured data from the NEF

NOTE 2:
Deployments can choose to collocate SDSF with other NFs (e.g. UDR, UDSF).

4.2.6
Service-based interfaces

The 5G System Architecture contains the following service-based interfaces:

Namf:
Service-based interface exhibited by AMF.

Nsmf:
Service-based interface exhibited by SMF.

Nnef:
Service-based interface exhibited by NEF.

Npcf:
Service-based interface exhibited by PCF.

Nudm:
Service-based interface exhibited by UDM.

Naf:
Service-based interface exhibited by AF.

Nnrf:
Service-based interface exhibited by NRF.

Nausf:
Service-based interface exhibited by AUSF.

4.2.7
Reference points

The 5G System Architecture contains the following reference points:

N1:
Reference point between the UE and the AMF.

N2:
Reference point between the (R)AN and the AMF.

N3:
Reference point between the (R)AN and the UPF.

N4:
Reference point between the SMF and the UPF.

N5:
Reference point between the PCF and an AF.

N6:
Reference point between the UPF and a Data Network.

NOTE:
The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network will not be specified in this release.

N7:
Reference point between the SMF and the PCF.

N7r:
Reference point between the PCF in the visited network and the PCF in the home network.

N8:
Reference point between the UDM and the AMF.
N9:
Reference point between two Core UPFs.

N10:
Reference point between the UDM and the SMF.

N11:
Reference point between the AMF and the SMF.

N12:
Reference point between AMF and AUSF.

N13:
Reference point between the UDM and Authentication Server function the AUSF.

N14:
Reference point between two AMFs.

N15:
Reference point between the PCF and the AMF in case of non-roaming scenario, PCF in the visited network and AMF in case of roaming scenario.

N16:
Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).

N17:
Reference point between AMF and EIR.

N18:
Reference point between any NF and UDSF.

N19:
Reference point between NEF and SDSF.

Editor's note:
The nature of N18 is FFS and it will be determined in coordination with Stage 3 groups. Depending on the conclusion, the N18 reference point may need to be renamed.

Editor's note:
Whether the N19 reference point between the NEF and the SDSF is a service-based interface or not is FFS. Depending on the conclusion the N19 reference point may also be renamed.

7
Network Function Services and descriptions

7.1
Network Function Service Framework

7.1.1
General

Editor's note:
General procedures that apply to all services provided network functions.

A NF service is one type of capability exposed by a NF (NF Service Producer) to other NF (NF Service Consumer) through a service-based interface.

There are two mechanisms that NFs provide their services through a service-based interface:

-
"Request-response": A Control Plane NF_B (NF Service Producer) is requested by another Control Plane NF_A (NF Service Consumer) to provide a certain NF service, which can include performing an action and/or providing information. NF_B response provides NF service results based on the information provided by NF_A in its request. In order to fulfil the request, NF_B may in turn consume NF services from other NFs. In Request-response mechanism, communication is one to one between two NFs (consumer and producer) and a one-time response from producer to a request from consumer is expected within a certain timeframe.

3. 
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Figure 7.1.1-a: "Request-response" NF Service illustration

-
"Subscribe-Notify": A Control Plane NF_A (NF Service Consumer) subscribes to NF Service offered by another Control Plane NF_B (NF Service Producer). Multiple Control Plane NFs may subscribe to the same Control Plane NF Service. NF_B notifies the results of this NF service to the interested NF(s) that subscribed to this NF service. The subscription request from consumer may include notification request for periodic updates or notification triggered through certain events (e.g., the information requested gets changed, reaches certain threshold etc.). This mechanism also covers the case where NFs (NF_B) are subscribed to certain notifications implicitly without explicit subscription request (e.g. due to successful registration procedure).

Editor's note:
Whether Notify without Subscribe is treated as a separate mechanism is FFS.

4. 
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Figure 7.1.1-b: "Subscribe-Notify" NF Service illustration

NF Service discovery, authorization and registration are framework mechanisms that enable the use of NF services.

7.1.2
Network Function Service discovery

The network function (NF) within the core network may expose its capability as service via its service based interface, which can be re-used by other CN NFs.
The NF service discovery enables the CN NF to discover a specific target NF instance which provides the expected NF service(s).The NF service discovery is implemented via the NF discovery. The NF discovery enables the service requester NF to discover the service provider NF instance and access the NF service provided by the service provider NF. For more detail NF discovery refer to clause 6.3.1.

7.1.3
Network Function Service authorization

NF service authorization ensures the service requester NF is authorized to access the NF service provided by the service provider NF, according to e.g. the policy of NF, the policy from the serving operator, the inter-operator agreement.

Service authorization information is one of the components in the profile of the NF. It includes the NF type (s) which is allowed to interconnect with this NF and the corresponding NF service (s) which can be accessed by those NF type(s).
The Service authorization entails two steps:

-
Check whether the requester NF is permitted to discover the requested NF instance during the NF service discovery procedure. This is per NF granularity.

Editor's note:
It is FFS whether this function on NRF is needed.
-
Check whether the requester NF is permitted to access the requested NF for consuming the NF service. This is either be per NF or per UE granularity. NF Service authorization per UE granularity is embedded in the related NF service logic.

NOTE:
The security of the connection between service request and service provider is specified in SA WG3.
7.1.4
Network Function Service registration and de-registration

NF Service Registration and NF Service de-registration is defined in TS ab.cde.

Editor's note:
This is to be confirmed with SA5.

From Draft TS 23.502 (Procedures for the 5G System; Stage 2)

5.2.3
UDM Services
Editor's note:
The identified NF service(s) in this clause are to be evaluated. 5.2.3.1 "Register UE serving NF" service.

Editor's note:
How to define a service based procedure for "Purge of subscriber data from AMF" is to be determined.
5.2.3.1
The procedure of "Register UE serving NF" service

Service description: Register UE serving NF on the UDM
Input: Register the UE's serving NF to the UDM and the change of associated subscription data is subscribed implicitly.

Output: The serving NF is registered on the UDM and the associated UE subscription data is sent to the requester NF.

Service procedure:


[image: image9.emf] 

Requester  

UDM  

1  Register UE serving NF Req  

2.  Register UE serving NF Res   


Figure 5.2.3.1-1: Register UE serving NF service

1.
The requester NF requests to register the UE serving NF in the UDM. It sends the Register UE serving NF Request (UE Permanent ID, NF ID) message to the UDM. The NF ID indicate the type and identity of the serving NF. If the NF type is the SMF, the NF type also includes the associated APN.


When the requester sends the Register UE serving NF Request message to the UDM, it also subscribes the change of the NF type associated subscription implicitly.

2.
The UDM updates the registered serving NF of the UE. After that the NF type associated subscription data is returned to the requester NF.

5.2.3.2
"UE serving NF change Notification" service

Service description: Notification that the UE serving NF is changed.
Input: the UE permanent ID and the reason of the serving NF change.

Output: The requester has been notified the Serving NF changes.

Service procedure:
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Figure 5.2.3.2-1: UE serving NF change Notification service

1.
In case that UDM detects the UE serving NF is changed, e.g. a new AMF is registered to the UDM, the UDM send a UE serving NF Change Notification (serving NF change reason) to the requester NF which has subscribed the change before. The serving NF change reason indicates the reason of the NF change, e.g. update due to a new serving NF is registered.


The requester NF may further perform the related handling e.g. remove the UE context it maintains when the UE is not served by the requester.

5.2.3.3
"Subscriber Data Update Notification" Service

Service description: The UDM notifies requestors that have previously subscribed (explicitly or implicitly) to be notified of updates of Subscriber Data.

Input: Subscriber data updated for a UE.

Output: Updated subscriber Data

Service procedure:
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Figure 5.2.3.3-1: "Subscriber Data Update Notification" service

1.
The UDM sends an Subscriber Data Update Notification (SUPI, Subscription Data) message to the Requester NF which registered to the UDM.

5.2.3.4
The procedure of "Get UE Serving NF" Service

Service description: The requester query the UDM to get the serving NF of the UE.
Input: External Identifier or MSISDN, NF type.

Output: The serving NF of the requested NF type, the SUPI of the UE

Service procedure:
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Figure 5.2.3.4-1: Get Subscriber Serving NF service

1.
The requester sends the Get UE Serving NF Request (External Identifier or MSISDN, NF type) message to the UDM to get the UE serving NF. The NF type indicates which type of  NF is to be queried, e.g. AMF, SMF.

2.
The UDM authorizes whether the requester is allowed to access the required subscriber serving NF data and provides the required subscriber serving NF i.e. FQDN or address of the serving NF to the requester if allowed. The UE SUPI is also returned to the requester.

5.2.3.5
The procedure of "Purge subscriber data" service

Service description: UDM deletes the stored NF and removes the subscription from the Requester. Any further update on the subscription data will not notify the requester.
Input: UE's SUPI.

Output: None.

Service procedure:
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Figure 5.2.3.5-1: UE subscription change notification service

1.
The requester NF sends a Purge UE (SUPI) request message to the UDM, which is to notify UDM deletes the stored requester NF and removes the subscription from the requester.

2.
The UDM remove the Requester from the record and acknowledges with a Purge UE response message. After that there are no any further subscription data update notifications to the requester.

5.2.7
NRF services

5.2.7.1
"NF Discovery" service

Service description: provides the IP address or FQDN of the expected NF instance(s) to the requester NF.
Input: NF type of the target NF, NF type of the requester NF, PLMN ID of the PLMN target NF belongs to, service related information.

Output: a set of target NF instance(s).

Service procedure:
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Figure 5.2.7.1-1: NF Discovery service

1.
The Requester-A NF needs to discover the expected NF instance(s). For example, the AMF requests to discover the SMF instance(s) in the same PLMN. The Requester-A sends NF Discovery Request to NRF in the same PLMN, including: NF Type of the expected NF instance, NF type of the requester, Network Slice related information (optional), and other service related parameters.

NOTE:
Other service related parameters need depend on the NF type of the expected NF instance(s) and refer to the section "6.2 Network Function Selection" in TS 23.501 [2].
2.
The NRF authorizes the NF Discovery Request. Based on the profile of the expected NF and the type of the requester NF, the NRF determines whether the requester NF is allowed to discover the expected NF instance(s). If the expected NF instance(s) are deployed in one network slice, NRF authorizes the discovery request according to the discovery configuration of the Network Slice, e.g. the expected NF instance(s) are only discoverable by the NF in the same network slice.

3.
If allowed, the NRF determines the discovered NF instance(s) and provides the information of a set of discovered NF instance(s) to the Requester via NF Discovery Response message. The information of the discovered NF instance(s) include: FQDN or IP address of the expected NF instance(s).
In case that the requester needs to discover the NF in another PLMN, the NRF in serving PLMN needs to requests "NF Discovery" service from NRF in the remote PLMN. The procedure is depicted in the figure below:
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Figure 5.2.7.1-2: NF Discovery service across PLMNs

1.
The Requester-B NF needs to discover the NF instance(s) in remote PLMN. For example, the AMF requests to discover the SMF instance(s) in the remote PLMN. The requester sends NF Discovery Request to NRF, including: NF type of the expected NF, the Remote PLMN ID are included in the NF Discovery Request.

2.
The NRF in serving PLMN identifies NRF in remote PLMN based on the Remote PLMN ID, and it requests "NF Discovery" service from NRF in remote PLMN according the procedure in figure 5.2.7.1-1 to get the expected NF instance (s) deployed in the remote PLMN. As the NRF in the serving PLMN triggers the "NF Discovery" on behalf of the Requester-B NF, the NRF in the serving PLMN shall not replace the information of the service requester NF, i.e. Requester-B NF, in the Discovery Request message it sends to the NRF in remote PLMN.

3.
The NRF in serving PLMN provides the information of a set of the discovered NF Instance(s) in NF Discovery Response message.
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2. “NF Discovery” service from NRF in remote PLMN
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2. Get UE Serving NF Res
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1. UE Serving NF change Notification
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