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* * * Next Change * * * *

5.3.1.1.3
Routing in the HPLMN

When the request reaches a Diameter node in the home PLMN of the user and when multiple and separately addressable HSSs have been deployed in the home PLMN, the identity of the HSS that holds the subscriber data for a given user identified by its MSISDN may be retrieved by a user identity to HSS resolution mechanism as described in subclause 5.4.

When the request (i.e Send Routing Info for  SM or Report SM Delivery Status)  for SM occurs in the retry context of SMS for IMS UE to IMS UE without MSISDN (see 3GPP TS 23.204 [17]), the Diameter identity of the HSS that holds the subscriber data for a given user may be retrieved by a user identity to HSS resolution mechanism as described in subclause 5.4, where the HSS ID conveyed in the request is considered as a user identity.

Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an SMS-GMSC or a SMS Router.
The HSS, when receiving a Send Routing Info for SM request, checks if an SMS Router is configured in the home network or if an IP-SM-GW has been registered for the user. If yes, the HSS shall act as a Diameter proxy and forward the request to the SMS Router or to the IP-SM-GW, by inserting the Diameter address of the SMS Router or of the IP-SM-GW as the Diameter destination address. If the Send Routing Info for SM request occurs in the retry context of SMS for IMS UE to IMS UE without MSISDN (see 3GPP TS 23.204 [17]), the HSS shall return the IP-SM-GW address  and shall not forward the request to an IP-SM-GW.

If the Vendor-Specific-Application-ID AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node, and it shall not be used for routing purposes.
* * * Next Change * * * *

5.3.2.2
Command-Code values

This section defines the Command-Code values for the S6c interface application as allocated by IANA in the IETF RFC 5516 [8].
Every command is defined by means of the ABNF syntax IETF RFC 2234 [6], according to the Command Code Format (CCF) specification defined in IETF RFC 6733 [x]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 6733 [x] shall apply.
The Vendor-Specific-Application-Id AVP shall not be included in any command sent by Diameter nodes supporting applications defined in this specification. If the Vendor-Specific-Application-Id AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node.
NOTE:
The Vendor-Specific-Application-Id is included as an optional AVP in all Command Code Format specifications defined in this specification in order to overcome potential interoperability issues with intermediate Diameter agents non-compliant with IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 5.3.2.2/1: Command-Code values for S6c 
	Command-Name
	Abbreviation
	Code
	Section

	Send-Routing-Info-for-SM-Request
	SRR
	8388647
	5.3.2.3

	Send-Routing-Info-for-SM-Answer
	SRA
	8388647
	5.3.2.4

	Alert-Service-Centre-Request
	ALR
	8388648
	5.3.2.5

	Alert-Service-Centre-Answer
	ALA
	8388648
	5.3.2.6

	Report-SM-Delivery-Status-Request
	RDR
	8388649
	5.3.2.7

	Report-SM-Delivery-Status-Answer
	RDA
	8388649
	5.3.2.8


For these commands, the Application-ID field shall be set to 16777312 (application identifier of the S6c interface application allocated by IANA).
* * * Next Change * * * *

6.3.2.2
Command-Code values

This section defines the Command-Code values for the SGd interface application as allocated by IANA in the IETF RFC 5516 [8], the SGd interface application being used over the SGd and Gdd interfaces. The Alert Service Centre procedure used over the SGd and Gdd interfaces also uses commands of the S6c interface application.

Every command is defined by means of the ABNF syntax IETF RFC 2234 [6], according to the Command Code Format (CCF) specification defined in IETF RFC 6733 [x]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 6733 [x] shall apply. 
The Vendor-Specific-Application-Id AVP shall not be included in any command sent by Diameter nodes supporting applications defined in this specification. If the Vendor-Specific-Application-Id AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node.
NOTE:
The Vendor-Specific-Application-Id is included as an optional AVP in all Command Code Format specifications defined in this specification in order to ensure potential interoperability issues with Diameter agents non-compliant with IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 6.3.2.2/1: Command-Code values for SGd/Gdd 
	Command-Name
	Abbreviation
	Code
	Section

	MO-Forward-Short-Message Request
	OFR
	8388645
	6.3.2.3

	MO-Forward-Short-Message Answer
	OFA
	8388645
	6.3.2.4

	MT-Forward-Short-Message Request
	TFR
	8388646
	6.3.2.5

	MT-Forward-Short-Message Answer
	TFA
	8388646
	6.3.2.6

	Alert-Service-Centre-Request
	ALR
	8388648
	5.3.2.5

	Alert-Service-Centre-Answer
	ALA
	8388648
	5.3.2.6


For these commands, the Application-ID field shall be set to 16777313 (application identifier of the SGd interface application, allocated by IANA), except for the ALR/ALA commands for which the Application-ID field shall be set to 16777312 (application identifier of the S6c interface application, allocated by IANA).
* * * Next Change * * * *

7.1.6
Routing considerations

This subclause specifies the use of the Diameter routing AVPs Destination-Realm and Destination-Host.
The Destination-Realm AVP shall contain the network domain name of the MCPTT service provider's domain. The network domain name is either known by the sending MCPTT Server or the Configuration Management Server or is derived from information received at the signalling layer.

If an MCPTT Server or the Configuration Management Server knows the address/name of the MCPTT User Database in charge of a given MCPTT User, both the Destination-Realm and Destination-Host AVPs shall be present in the request. 
If an MCPTT Server or the Configuration Management Server knows only the network domain name, the Destination-Realm AVP shall be present and the command shall be routed to the next Diameter node. When multiple and separately addressable MCPTT User Databases have been deployed by the MCPTT service provider/network operator, the next Diameter node is either a Diameter Proxy Agent or a Diameter Redirect Agent responsible for the determination of the destination MCPTT User Database (as described in subclause 7.1.10). When the next Diameter node is a Diameter Agent Proxy, the Diameter Proxy Agent, based on the result of this determination, shall modify the Destination-Realm AVP and Destination-Host AVP of the request appropriately. The Diameter Proxy Agent shall then append a Route-Record AVP to the request and shall send the request to the destination MCPTT User Database. Consequently, the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by an MCPTT User Database.

When the response is routed back to a Diameter Proxy Agent, the Diameter Proxy Agent shall send the response back to the MCPTT Server or the Configuration Management Server without modifying the Origin-Realm AVP and Origin-Host AVP. The response shall contain the Origin-Realm AVP set to the realm and the Origin-Host AVP set to the FQDN of the MCPTT User Database that have sent the response. The MCPTT Server shall then store the MCPTT User Database realm and identity for each MCPTT ID for sending further requests for the same MCPTT User.

Requests initiated by the MCPTT User Database towards an MCPTT Server shall include both Destination-Host and Destination-Realm AVPs. The MCPTT User Database obtains the Destination-Host AVP to use in requests towards an MCPTT Server or the Configuration Management Server, from the Origin-Host AVP received in previous requests from the MCPTT Server or the Configuration Management Server.

Consequently, the Destination-Realm AVP and Destination-Host AVP are declared as mandatory in the ABNF for all requests initiated by the MCPTT User Database.
Consequently, the Destination-Realm AVP is declared as mandatory and the Destination-Host AVP is declared as optional in the ABNF for all requests initiated by a MCPTT Server. 
If the Vendor-Specific-Application-ID AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node, and it shall not be used for routing purposes.


* * * Next Change * * * *

7.2.2
Command-Code values

This section defines Command-Code values for the S6a/S6d interface application and S13/S13' interface application as allocated by IANA in the IETF RFC 5516 [32].

Every command is defined by means of the ABNF syntax IETF RFC 2234 [7], according to the rules in IETF RFC 3588 [4]. In the case, the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [4] shall apply.
The Vendor-Specific-Application-Id AVP shall not be included in any command sent by Diameter nodes supporting applications defined in this specification. If the Vendor-Specific-Application-Id AVP is received in any of the commands defined in this specification, it shall be ignored by the receiving node.
NOTE:
The Vendor-Specific-Application-Id is included as an optional AVP in all Command Code Format specifications defined in this specification in order to overcome potential interoperability issues with intermediate Diameter agents non-compliant with the IETF RFC 6733 [x].
The following Command Codes are defined in this specification:

Table 7.2.2/1: Command-Code values for S6a/S6d
	Command-Name
	Abbreviation
	Code
	Section

	Update-Location-Request
	ULR
	316
	7.2.3

	Update-Location-Answer
	ULA
	316
	7.2.4

	Cancel-Location-Request
	CLR
	317
	7.2.7

	Cancel-Location-Answer
	CLA
	317
	7.2.8

	Authentication-Information-Request
	AIR
	318
	7.2.5

	Authentication-Information-Answer
	AIA
	318
	7.2.6

	Insert-Subscriber-Data-Request
	IDR
	319
	7.2.9

	Insert-Subscriber-Data-Answer
	IDA
	319
	7.2.10

	Delete-Subscriber-Data-Request
	DSR
	320
	7.2.11

	Delete-Subscriber-Data-Answer
	DSA
	320
	7.2.12

	Purge-UE-Request
	PUR
	321
	7.2.13

	Purge-UE-Answer
	PUA
	321
	7.2.14

	Reset-Request
	RSR
	322
	7.2.15

	Reset-Answer
	RSA
	322
	7.2.16

	Notify-Request
	NOR
	323
	7.2.17

	Notify-Answer
	NOA
	323
	7.2.18


For these commands, the Application-ID field shall be set to 16777251 (application identifier of the S6a/S6d interface application, allocated by IANA).
Table 7.2.2/2: Command-Code values for S13/S13'
	Command-Name
	Abbreviation
	Code
	Section

	ME-Identity-Check-Request
	ECR
	324
	7.2.19

	ME-Identity-Check-Answer
	ECA
	324
	7.2.20


For these commands, the Application-ID field shall be set to 16777252 (application identifier of the S13/S13' interface application, allocated by IANA). 
Table 7.2.2/3: Command-Code values for S7a/S7d
	Command-Name
	Abbreviation
	Code
	Section

	Update-VCSG-Location-Request
	UVR
	8388638
	7.2.21

	Update-VCSG-Location-Answer
	UVA
	8388638
	7.2.22

	Insert-Subscription-Data-Request
	IDR
	319
	7.2.9

	Insert-Subscription-Data-Answer
	IDA
	319
	7.2.10

	Delete-Subscriber-Data-Request
	DSR
	320
	7.2.11

	Delete-Subscriber-Data-Answer
	DSA
	320
	7.2.12

	Reset-Request
	RSR
	322
	7.2.15

	Reset-Answer
	RSA
	322
	7.2.16

	Cancel-VCSG-Location-Request
	CVR
	8388642
	7.2.23

	Cancel-VCSG-Location-Answer
	CVA
	8388642
	7.2.24


For these commands, the Application-ID field shall be set to 16777308 (application identifier of the S7a/S7d interface application, allocated by IANA).

* * * End of Changes * * * *

