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1. Overall Description:

On January 17th, 2017 a joint session between SA6 and CT1 was held. A series of questions was asked of SA6 regarding MCPTT for Release 14. What follows are the SA6 answers to the questions posed in TDOC S6a170114 (C1-170315).

Questions for joint session with SA6 on eMCPTT:

Topic-1: First to answer call
Question 1: 

Assumed to be on-network only – Please confirm.

Answer 1:

Yes. First-to-answer call setup (10.15) is for on-network only.
Question 2: 

Server needs to check that the client is authorised to initiate a first-to-answer call. However the configuration parameter does not appear to be in TS 23.379. Please confirm that this is still to be added. 
Answer 2: 

The configuration parameter required in order to accomplish the authorisation check for First-to-answer call does not yet exist in Release 14. A new contribution in a subsequent SA6 meeting will be needed to introduce this parameter.
Question 3: 

The flow in TS 23.379 indicates that the client initiates the call with a potential list of targets and the server determines whether the initiating user and this potential list of targets are authorised for the call. What happens if only some of the targets are authorised? Does the call still go ahead to the subset of targets?

Answer 3: 

The authorisation check for First-to-answer call is applied only to the initiating MCPTT user. No authorisation check should be applied to the MCPTT users who are the targets of this call. Therefore the state of the targets does not impact whether the first-to-answer call set up continues. 
Question 4: 

Is another option for the client to have "first to answer" on a group-id, where the client makes a call to a group with the "first to answer" indication?

Answer 4: 

No. The MCPTT client that initiates the call sends a list indicating a set of potential target recipients. The call does not use an MCPTT group ID.

Topic-2: Floor control of an audio cut-in enabled group
Question 5: 

Subclause 10.9.1.5 has the following editor's note: 
Editor’s note: Configuration parameter for queue depth is FFS.

However step 12 of procedure indicates "The floor control server applies the audio cut-in policy with floor queue disabled". There is already a parameter in Table A.5.2 called "Depth of floor control queue" which was available in Rel-13 and is configured in the Service Configuration (we have it specified in TS 24.484). Is the idea to configure a new parameter which contains a max queue depth for each group, with a 0 queue depth for cut-in enabled group? The current assumption is that cut-in enabled for a group would mean an effective max queue depth of 0, or at least behaviour to that effect.
Answer 5: 

A new configuration parameter for queue depth is not needed. There is already a parameter (see table A.4-2 of TS 23.379) to enable/disable whether the audio cut-in policy should be applied to the group. When this parameter is enabled for the group then floor control for the group uses the procedure as documented in subclause 10.9.1.5. Procedure 10.9.1.5 would supersede any priority based floor control policy. 
Question 6: 

If an emergency or imminent peril call would take place on an audio cut-in enabled group, is the requirement that the priority talker overrides all other participants still in effect, or not?
Answer 6: 

No, priority talker override is not used for an audio cut-in enabled group. See answer 5 above.

Topic-3: Entering MCPTT emergency alert area (geographically triggered alert)
Question 7: 

TS 23.379 has the following editor's note:

Editor’s Note:
MCPTT emergency alert triggered by MCPTT client locally which stores the predefined area is another possible solution. How to define this procedure and how to combine the two solutions is FFS.
Is there an intention to provide this functionality on local triggering in Rel-14?

Answer 7: 

No contributions in this area were submitted for the Jan-2017 MCImp-adhoc. It is not known whether any will be submitted for Release 14.
Question 8: 

Are there any actions to be taken when the client leaves the configured area? None are specified in 23.379.
Answer 8: 

Correct, no special actions are taken when the MCPTT user leaves the configured area for geographically triggered emergency alert. Since nothing new is specified it will be left to the MCPTT user to intentionally clear the emergency alert according to existing procedures. If any automatic actions are to be taken for when the MCPTT user leaves the configured area additional work in SA6 on this topic is needed.
Question 9: 

How are the trigger areas configured? There are no appropriate parameters in the TS 23.379 configuration tables. Assume the trigger areas are dynamic and can come and go quickly and require near real-time notifications.
Answer 9: 

The area is configured in the MCPTT server. As of the Jan-2017 MCImp-adhoc no configuration parameters have been defined for this geographic area for emergency alert. More work in SA6 is needed on this topic.
Question 10: 

Subclause 10.6.2.2.3b still requires the information flow to be specified by SA6.
Answer 10: 
Correct. More work in SA6 is needed on this topic.
Topic-4: Remotely initiated MCPTT calls
Question 11: 

Based upon step 8 of 10.16.3.1 the remote client's call request will include an implicit floor request, how long does the targeted client have the floor for?
Answer 11: 

Once the call begins the targeted client has the floor indefinitely, or until the maximum private call or group call duration is reached.

Question 12: 

How/when does the call end?
Answer 12: 

More discussion on this topic is needed in SA6 to determine whether an additional procedure to explicity end a remotely initiated MCPTT call should be added for release 14.
Topic-5: Ambient listening call (remotely or locally initiated)
Question 13: 

Is it assumed that the "listened-to" user can be involved in a private call or a group call, i.e. the "listening user" can listen to a private call or a group call that the "listened-to" user is involved in?

Answer 13: 

The assumption in question 13 is not correct. The purpose of the ambient listening call is to open the microphone of the listened-to user’s device and hear what is happening at this target without any indication to the listened-to user. Should the listened-to user be involved in another call, then the ambient listening session is dropped. The listening user will not receive audio from any other private call or group call to which the listened-to user becomes involved. Once the ambient listening session is dropped, the listening user will need to initiate another ambient listening call to start the ambient listening session.

Topic-6: Geographically triggered affiliation/de-affiliation
Question 14: 

What about exception conditions, e.g., should the client be de-affiliated when exiting the area if a call is in progress, in-progress imminent peril call or in-progress emergency with the result being the termination of the in-progress call?
Answer 14: 

Currently no assumptions can be placed on the current session of any in-progress call when the client is de-affiliated from the group based on geographic trigger. SA6 has not discussed the impacts of this use case. More discussion is needed in SA6 to determine if anything needs to be added to TS 23.379 to help explain such an interaction. 
Question 15: 

Does this parameter need to be checked each time a user is attempting to affiliate to a group?
Answer 15: 
Yes. As currently defined in TS 23.280 the parameters “Geographic area within which affiliation to the group is permitted” in table A.4-1 needs to be checked each time the MC service client attempts to affiliate.
Question 16: 
Is there a missing parameter, e.g., "Geographic area inside which affiliation to the group is triggered", or is the "Geographic area within which affiliation to the group is permitted (see NOTE 7)" intended for this purpose?
Answer 16: 

More discussion in SA6 is needed on this topic. There is disagreement on the application of the parameter “Geographic area within which affiliation to the group is permitted” as a trigger function. However, there is agreement that this parameter is used for the authorisation check.
Question 17:
Is it solely the responsibility of the client to monitor the client's location and when leavings the area permitted for affiliation execute the de-affiliation?
Answer 17: 

Yes. As currently defined (see subclause 10.8.4.2 of 3GPP TS 23.280) only the client will trigger an explicit de-affiliation based on geographic area.
Topic-7: Location of current talker
Question 18:
TS 23.379 subclause A.3-1 authorisation parameter is in an on and off network scoped table. However subclause 10.6.2.7 is in the on-network only section. Is this functionality intended for on-network only or both off and on-network?
Answer 18: 

The procedure in 10.6.2.7 is for on-network only. Since this procedure involves the MCPTT server sending location information to the targets a new procedure would be needed for off-network. At this time it is not known whether any additional procedures for off-network will be submitted on this topic. More discussion is required in SA6 on whether to move this parameter from table A.3-1 to table A.3-2 for on-network only.
Topic-8: Modifying selected group
Question 19: 

How does the authorised user know what group another user has selected, and what is the motivation for changing it?
Answer 19: 

The selected group is set by the MCPTT user at the MCPTT client. This information is not tracked within the MCPTT server. The authorised user does not know what the selected group of another user is a priori. An authorised user can obtain to what groups another user is affiliated. With this information the authorised user can force another user to modify its currently selected group for the purposes of telling the user to which group the user should be transmitting on during the next push-to-talk. 
Question 20: 

If the authorised user is going to change the selected group of a user, is there a need for the authorised user to know what the current selected group is of the user? There was no notion of that functionality in R13.
Answer 20: 

No. See answer 19 above. It is enough to know to what groups another user is affiliated.
Question 21: 
What assumptions do we place on the current session in progress (if any)? For example, if the user already has a group session on Group A which he initiated on his selected group, and the authorised user changes that user's selected group, what is the impact on the current in-progress session on the old selected group?
Answer 21: 

Currently no assumptions can be placed on the current session. SA6 has not discussed the impacts of changing the selected group of a targeted user while that user has an existing private or group call on-going. More discussion is needed in SA6 to determine if anything needs to be added to TS 23.379 to help explain such an interaction.
2. Actions:

To: 3GPP TSG CT WG1
ACTION: 
SA6 kindly requests that CT1 take the above information into consideration when moving forward with the stage 3 work for MCPTT in release 14.
3. Date of Next SA6 Meetings:

SA6 Meeting #15 13th – 17th February 2017
Jeju Island, KR

SA6 Meeting #16 3rd– 7th April 2017
Dali, CN
SA6 Meeting #17 8th– 12th May 2017
Prague, CZ

