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Introduction
Subclause 4.3.1 of 3GPP TS 23.214 require support of

-
Inter-operator accounting (counting of volume and time, offline) over the Sxa, Sxb and Sxc reference points;

-
UL and DL service level charging (online & offline, per charging key) over the Sxb and Sxc reference points.

This document aims at identifying online and offline charging requirements requiring specific considerations for a split SGW, PGW and TDF, and at proposing Sx protocol extensions to support these requirements. 

Discussion
1.
General

The charging requirements for online and offline charging specified in TS 32.251 shall be preserved with a split SGW, PGW and TDF architecture. The Gx, Sd, Gy, Gyn, Gz and Gzn interfaces as well as the Rf interface between the SGW and OFCS are terminated in the CP function, as specified in TS 23.214. 

The PS domain supports Session based charging (see 3GPP TS 32.240). 

Charging shall be supported at the level of 
-
IP-CAN bearer, for an SGW;

-
IP-CAN bearer, IP-CAN session and/or individual or group of service data flows, for a PGW; 

-
TDF session and/or individual or group of applications, for a TDF. 

2.
Charging models
The following charging models shall be supported (see subclause 4.2.2 of TS 23.203):

-
charging based on Volume;

-
charging based on Time;

-
charging based on Volume and time;
-
charging based on Event; subclause 6.2.2.3 of TS 23.401 specifies that Event based charging is only applicable to predefined PCC rules and PCC rules using an application detection filter (i.e. with an application identifier). The exact requirements for charging based on event to be supported over Sxb and Sxc, as part of session based charging, are FFS. 
-
No charging.

3.
Charging Information to be collected from the UP function

The CP function shall be able to collect the following information from the UP function for online and offline charging based on Rating Groups and triggers specified in TS 32.251: 

-
for IP-CAN bearer charging (SGW, PGW):
-
the data volumes on both the UL and DL directions (counted separately), reflecting the data as delivered to and from the user (usage of the radio interface, for the SGW), or to and from the external data network (usage of external data network, for the PGW); 

-
For offline and online charging, the PGW shall count the traffic from SGi after the PCEF enforcement. 
NOTE:
The CP function does not need information from the UP function to report the usage duration (i.e. the duration of the IP-CAN bearer). 

-
for IP-CAN session charging (PGW):

-
the data volumes on both the UL and DL directions (counted separately), reflecting the data as delivered to and from the external data network. 

-
For offline charging, there is a mechanism specified for counting traffic before the PCEF enforcement (count per bearer), in addition to the traffic after PCEF enforcement using PCC Rules. 

See subclause 5.1.2 of TS 32.251: 

2)   Data volumes on both the uplink and downlink directions shall be counted separately. The data volumes shall reflect the data as delivered to and from the user. When the P-GW includes PCEF, the data volumes shall also reflect the data as delivered to and from the serving node at the bearer level.

5.   usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network. External networks can be identified by the APN.

-
For online charging, the PGW shall count the traffic from SGi only after the PCEF enforcement.

NOTE:
Charging per IP-CAN session is an optional capability in the PGW that provides for a consolidated view of the charging information across all bearers in the IP-CAN session. When Charging per IP-CAN session is active, either IP-CAN bearer charging, FBC or both may be active. 

-
for service data Flow Based Charging (PGW):
-
the data volumes on both the UL and DL directions (counted separately), per rating group, combination of rating group and service id, or combination of rating group, sponsor identity and application service provider identity (when sponsored connectivity level reporting is active), when volume based charging applies;

-
the duration of the service data flows, per rating group, combination of rating group and service id, or combination of rating group, sponsor identity and application service provider identity (when sponsored connectivity level reporting is active), when time based charging applies; it needs to be discussed whether the UP function relies on a timer preconfigured in the UP function or provisioned by the CP function to detect the stop of SDFs. For charging consistency across all UP functions, it is proposed to enable the CP function to provision a stop timer
-
the number of events and corresponding timestamps, per rating group, combination of rating group and service id, or combination of rating group, sponsor identity and application service provider identity (when sponsored connectivity level reporting is active), when event based charging applies;

-
for TDF session charging (TDF):

-
the data volumes on both the UL and DL directions (counted separately), reflecting the data as delivered to and from the external data network (usage of external data network);

NOTE:
The CP function does not need information from the UP function to report the usage duration (i.e. the duration of the TDF session). 

-
for Application Based Charging (TDF):
-
the data volumes on both the UL and DL directions (counted separately), per rating group or combination of rating group and service id when volume based charging applies;

-
the duration of application traffic, per rating group or combination of rating group and service id when time based charging applies; it needs to be discussed whether the UP function relies on a timer preconfigured in the UP function or provisioned by the CP function to detect the stop of an application traffic. For charging consistency across all UP functions, it is proposed to enable the CP function to provision a stop timer. 
-
the number of events and corresponding timestamps per rating group or combination of rating group and service id when event based charging applies.
Subclause 6.1B of TS 32.251 specifies the CDRs for offline charging. 

The following Information Elements of the CDRs require support from the UP function. 

Table 6.1.2.1: S-GW IP-CAN bearer data (SGW-CDR)

	Field
	Category
	Description

	List of Traffic Data Volumes 
	OM
	A list of changes in charging conditions for this QCI/ARP pair, each change is time stamped. Charging conditions are used to categorize traffic volumes, such as per tariff period. Initial and subsequently changed QoS and corresponding data values are also listed.

	Cause for Record Closing 
	M
	The reason for the release of record from this S-GW.


The Traffic-Data-Volumes AVP is defined in subclause 7.2.233 of TS 32.299 and contain, among others, the UL/DL data volumes and the change in charging condition.

Traffic-Data-Volumes :: = 
  < AVP Header: 2046>

   [ QoS-Information ]

   [ Accounting-Input-Octets ]

   [ Accounting-Output-Octets ]

   [ Change-condition ]

   [ Change-Time ]
        …
Table 6.1.3.1: P-GW IP-CAN bearer data (PGW-CDR)

	Field
	Category
	Description

	List of Traffic Data Volumes 
	OC
	A list of changes in charging conditions for all bearers within the IP-CAN session. Each change is time stamped. Charging conditions are used to categorize traffic volumes, such as per tariff period. Initial and subsequently changed QoS and corresponding data values are also listed.

Applicable only for IP-CAN bearer charging when IP-CAN session charging is active. See table 6.1.3.1 for a description of List of Traffic Data Volumes handling.

	List of Service Data 
	OM
	A list of changes in charging conditions for all service data flows within this IP-CAN bearer categorized per rating group or per combination of the rating group and service id or per combination of rating group, sponsor identity and application service provider identity. Each change is time stamped. Charging conditions are used to categorize traffic volumes, elapsed time and number of events, such as per tariff period. Initial and subsequently changed QoS and corresponding data values are also listed.

Online charging information (PS Furnish Charging Information) may be added per each service data flow container in case it is sent by the OCS.

External charging identifiers may be added per each service data flow container in case sent by the PCRF.

Failure-Handling: This field shall be present in case P-GW triggers the Failure-Handling procedure. It shall indicate the Failure Handling scenario and the instant the Failure Action is triggered (see annex B). Scenarios: Continue/New Session; Continue/Ongoing Session; Retry&Terminate/Ongoing Session; Terminate/Ongoing Session. 

When charging per IP-CAN session is active, see table 6.1.3.2 for a description of List of Service Data handling.

	Cause for Record Closing 
	M
	The reason for the release of record from this P-GW.


Note that the PGW-CDR also the SGi PtP Tunnelling Method and SCS/AS Address, that needs to be known by the UP function. It is assumed here that this information can also be provisioned in the CP function and thus be available for generating the PGW-CDR without the need for specific Sx protocol extensions.

	SGi PtP Tunnelling Method
	OC
	This field indicates whether SGi PtP tunnelling method based on UDP/IP or other methods are used for this PDN connection when non-IP PDN connection.  

	SCS/AS Address
	OC
	This field holds the Address of SCS/AS for SGi PtP tunnelling.


Table 6.1.3.2: List of Traffic Data Volumes in PGW-CDR when charging per IP-CAN session is active

	Field
	Category
	Description

	Data Volume Uplink
	OC
	This field includes the number of octets transmitted during the use of the packet data services in the uplink direction.

	Data Volume Downlink
	OC
	This field includes the number of octets transmitted during the use of the packet data services in the downlink direction.

	Change Condition
	M
	This field defines the reason for closing the container as specified in clause 5.2.1.10.1.


Table 6.1.3.3: List of Service Data in PGW-CDR when charging per IP-CAN session is active

	Field
	Category
	Description

	Data Volume Downlink
	OC
	As specified in TS 32.298 [51].

	Data Volume Uplink
	OC
	As specified in TS 32.298 [51].

	Event Based Charging Information
	OC
	As specified in TS 32.298 [51]. Includes the number of events and associated timeStamps (each event is timestamped) during the service data container recording interval

	Report Time
	M
	As specified in TS 32.298 [51].

	Time of First Usage
	OC
	As specified in TS 32.298 [51].

	Time of Last Usage
	OC
	As specified in TS 32.298 [51].

	Time Usage
	OC
	As specified in TS 32.298 [51].

	Time Quota Mechanism
	OC
	As specified in TS 32.298 [51]. Contains two further subfields and is included if envelope reporting is required:

Time Quota Type identifies the mechanism by which time based usage should be reported – as defined in TS 32.299 [50].

Base Time Interval identifies the length of the base time interval, for controlling the reporting of time based usage, in seconds.


Table 6.1.14.1: TDF session data (TDF-CDR)

	Field
	Category
	Description

	List of Service Data 
	OM
	A list of changes in charging conditions for application traffic within this TDF session categorized per rating group or per combination of the rating group and service id. Each change is time stamped. Charging conditions are used to categorize traffic volumes, elapsed time and number of events, such as per tariff period and subsequently changed maximal bandwidth limitation and corresponding data values are also listed.

Online charging information (PS Furnish Charging Information) may be added per each service data container in case it is sent by the OCS. 

Failure-Handling: This field shall be present in case TDF initiates an interaction with the PCRF in relation to the OCS's guidance for Failure Handling. It shall indicate the Failure Handling scenario and the instant the Failure Action is triggered (see annex B). Scenarios: Continue/New Session; Continue/Ongoing Session; Retry&Terminate/Ongoing Session; Terminate/Ongoing Session. 

	Cause for Record Closing 
	M
	The reason for closing the record from this TDF.


Time of First Usage and Time of Last Usage indicate respectively the time in UTC format for the first and last IP packet to be transmitted and mapped to the service data container. Time Usage holds the effective used time within the service data container reporting interval.

4.
Triggers for offline charging information collection

Triggers for SGW-CDR, PGW-CDR and TDF-CDR offline charging information collection (including opening or closing CDR or containers in a CDR) are defined in subclause 5.2.3 of TS 32.251. The following triggers require some support from the UP function: 

a)
expiry of time and/or volume usage limits; 

b)
reaching time and/or volume usage thresholds (when using tight integration with online charging. See subclause on online charging);

c)
exhausting time and/or volume quota (when using tight integration with online charging. See subclause on online charging); 

d)
termination of SDF or application traffic. It needs to be discussed whether the UP function relies on a timer preconfigured in the UP function or provisioned by the CP function to detect the stop of an SDF or application traffic. For charging consistency across all UP functions, it is proposed to enable the CP function to provision a Stop Detection Timer when requesting the UP function to detect the stop of an SDF or application traffic.
b) and c) are further discussed in the next section (online charging).

The trigger a) can be handled over Sx using the Volume Threshold IE and Time Threshold IE already specified in the URR (for usage monitoring) indicating the volume and time limit beyond which the UP function shall report usage information, when volume and time based charging applies respectively. 
The CP function shall also be able to request the UP function to send periodic usage reports to the CP function, e.g. to allow the generation of periodic CDRs (applicable to time/volume/event based charging).
The CP function shall be able to request at any time the UP function to report on demand the current volume/time usage, for all the other triggers which are not visible to the UP function but which require the CP function to close or open a CDR or containers in a CDR, e.g. upon an inter-system change, traffic time change, or a change of QoS, User Location, RAT type, etc.    
5.
Triggers for online charging information collection
PS domain online charging may be performed by the PCEF and TDF using the Ro based Credit-Control application (see subclause 5.3 of TS 32.251). 
The PCEF shall be able to perform online charging for data related to IP-CAN bearers and/or data related to SDFs. The TDF shall be able to perform online charging for data related to TDF session and/or detected application traffic.

The credit control is always per rating group.

The CP function gets volume, time or events quotas per rating groups from the OCS and session management instructions (terminate, continue, reroute, etc) specifying the requested behaviour on consumption of the final granted units. When a traffic redirection is requested, the CP function can behave as per the uplink application redirection function (see subclause 5.4.7 of TS 29.244).

It shall be possible for the online charging system to set and send the thresholds (time and/or volume based) for the amount of remaining credit to the PCEF or TDF for monitoring. In case the PCEF or TDF detects that any of the time based or volume based credit falls below the threshold, the PCEF or TDF shall send a request for credit re-authorization to the OCS with the remaining credit (time and/or volume based).

The chargeable events are specified in subclause 5.3.1 of TS 32.251. The following triggers require some support from the UP function: 

a) start or termination of SDF or application traffic;
b) reaching time and/or volume usage thresholds;

c) exhausting time and/or volume quota;
d)
expiry of Quota Holding Time.
NOTE: The CP function can handle the Quota validity time without specific support from the UP function.

The UP function should be made agnostic of whether usage reporting is for online or offline charging. However, as further discussed below, the CP function shall be able to provision the UP function to stop forwarding packets on its own when reaching a time/volume limit or upon an inactivity period.  
Start or Termination of SDF or application traffic 

The CP function provisions the UP function to detect and report the start or stop of an SDF or application traffic. When the start of an SDF or application traffic is reported and no valid quota exists, the CP function requests the OCS to provide a quota for the rating group. 
When reporting the stop of an SDF or application traffic, the UP function can also report on-going traffic usage counts to the CP function. 

Reaching time and/or volume usage thresholds 
The CP function can provision the UP function to report usage when the volume and/or time usage reaches the thresholds received from the OCS. 
This functionality can be supported using the Volume Threshold IE and/or Time Threshold IE of the URR (already specified for usage monitoring), and with the CP function setting these IEs to the thresholds received from the OCS. 
Exhausting time and/or volume quota:

The CP function can provision the UP function to report usage when the volume and/or time usage reaches the time and/or volume quota received from the OCS. 
The CP function should be able to provision the UP function such as to stop forwarding packets on its own when the volume/time threshold is reached. Otherwise, without this capability, when detecting that the UP function reports usage reaching the quotas, the CP function would need to modify the Sx session to prevent further UL/DL packets to pass on until new quotas are granted, which would cause extra Sx signalling, latency and possibly result in letting traffic passing on beyond the granted quotas.

Furthermore, it is also not recommendable to reuse the same Volume Threshold IE and Time Threshold IE for both the quotas thresholds and granted quotas, as this would also require the CP function to provision the UP function first with the Volume/Time Threshold IEs set to the quotas thresholds, and then later on set with the granted quotas when being notified that thresholds were reached, which would cause again extra Sx signalling and possibly result in traffic passing on beyond the granted quotas. 

It is proposed to define a new Final Volume Threshold IE and Final Time Threshold IE in the URR, to enable the CP function to request the UP function to send a usage report and to also stop forwarding packets on its own when reaching these thresholds.  
The CP function may provision both provision a Volume Threshold, a Final Volume Threshold, or both thresholds (and/or respectively a Time Threshold, a Final Time Threshold, or both thresholds). In the latter case, the UP function shall send a first usage report when reaching the Volume (or Time) Threshold and a second usage report when reaching the Final Volume (or Time) Threshold. 
Expiry of Quota Holding Time:

TS 32.299 specifies: 

The server may specify an idle timeout associated with a granted quota using the Quota-Holding-Time AVP. 
If no traffic associated with the quota is observed for this time, the client shall understand that the traffic has stopped and the quota is returned to the server. The client shall start the quota holding timer when quota consumption ceases.  This is always when traffic ceases, i.e. the timer is re-started at the end of each packet. It applies equally to the granted time quota and to the granted volume quota. The timer is stopped on sending a CCR and re-initialised on receiving a CCA with the previous used value or a new value of Quota-Holding-Time AVP if received.

Alternatively, if this AVP is not present, a locally configurable default value in the client shall be used. 
A Quota-Holding-Time AVP value of zero indicates that this mechanism shall not be used.

This functionality requires the UP function to monitor the absence of traffic and to report an event to the CP function when the inactivity period exceeds the Quota Holding Time. This applies regardless of whether volume/time/event based charging is used. This is different from the Inactivity Detection Time IE defined in the URR for Usage Monitoring Control which is used only for time based charging and which indicates a request to suspend the time measurement when no packets are received during a given inactivity period. 
Like for the case of quotas exhaustion, the CP function should be able to provision the UP function such as to stop the forwarding of packets on its own when the inactivity period exceeds the Quota Holding Time. Otherwise, without this capability, when detecting that the UP function reports the inactivity time, the CP function would need to modify the Sx session to prevent further UL/DL packets to pass on until new activity is detected and quotas granted, which would cause extra Sx signalling and possibly result in traffic passing on beyond the granted Quota Holding Time. 

Therefore a new Final Inactivity Time Threshold IE is proposed to be added to the URR to enable the CP function to request the UP function to report an inactivity period to the CP function and to stop on its own the forwarding of packets after the inactivity period. When reporting this inactivity period, the UP function also reports the traffic usage counts to the CP function. 
6.
Credit pooling

Subclause 5.5.2 of TS 32.240 specifies a credit pooling mechanism to avoid credit fragmentation when online charging is applied, whereby granted quotas are linked into a credit pool. The client then considers the quotas to form a single pool of credit, from which all services draw unit. 
It is FFS whether the credit pooling requirements apply to a PGW and TDF, and if so, how to implement this functionality with CUPS.
7.
Envelope reporting

TS 32.299 specifies: 
6.5.6
Envelope reporting

The OCF may determine the need for additional detailed reports identifying start time and end times of specific activity in addition to the standard quota management provided in RFC 4006 [402]. The OCF controls this by sending a CCA with Envelope-Report AVP with the appropriate values. The CTF, on receiving the command, monitors for traffic for a period of time controlled by the Quota-Consumption-Time AVP and report each period as a single envelope for each Quota-Consumption-Time expiry where there was traffic. The OCF may request envelope reports for just time, time and volume, time and number of events, or time and volume and number of events.

NOTE:
Envelope reporting is independent of quota management (i.e. there is no interaction).

7.2.59
Envelope AVP

The Envelope AVP (AVP code 1266) is a grouped AVP which reports the start and end time of one time envelope using the Envelope-Start-Time and Envelope-End-Time AVPs. Further details of its usage are described in clause 6.5.6 and clause 6.5.7.

Envelope :: = < AVP Header: 1266> 

{ Envelope-Start-Time }

[ Envelope-End-Time ]

[ CC-Total-Octets ]

[ CC-Input-Octets ]

[ CC-Output-Octets ]

[ CC-Service-Specific-Units ]

If an envelope has not been closed at the time of the usage report, then the Envelope-End-Time AVP shall be absent. If an envelope was started before the reporting interval then the Envelope-Start-Time is nevertheless present and contains the same time as previously reported, i.e. the actual time of the start of the envelope. The client shall include the volume reports (the CC-xxxxx-Octets AVPs) or events (CC-Service-Specific-Units AVP) if these were requested in the corresponding Envelope-Reporting AVP. The reported volume is always the volume from the beginning of the time envelope.

In circumstances, in which an envelope is retrospectively deemed to have been closed, e.g. with Quota-Consumption-Time changes in a CCA, then the client shall include the Envelope AVP for the envelope in the next usage report.

Multiple occurrences of this AVP shall be in chronological order, i.e. the first envelope is listed first in CCR.

The potential requirements to support envelope reporting with CUPS are FFS. 
8.
Time of the day procedure and Tariff time change
TS 23.0203 specifies the following requirements:

It shall be possible to change the rate based on the time of day.

It shall be possible to take a PCC rule into service, and out of service, at a specific time of day, without any PCC interaction at that point in time.

Time of the day procedures are further specified in subclauses 4.5.13 and 4b.5.10 of TS 29.212, whereby the PCRF can provide the PCEF and TDF with Rule-Activation-Time and/or Rule-Deactivation-Time ahead of time. 
TS 32.299 specifies:
6.3.7.1
Support of tariff changes using the tariff switch mechanism

After a tariff switch has been reached, all the active user sessions shall report their session usage by the end of the validity period of the current request and receive new quota for resource usage for the new tariff period. 

In order to avoid the need for mass simultaneous quota refresh, the traffic usage can be split into resource usage before a tariff switch and resources used after a tariff switch. 

The Tariff-Time-Change AVP is used to determine the tariff switch time as described by RFC 4006 [402]. 
In addition to the scenarios described in RFC 4006 [402], the Tariff-Time-Change AVP may also be used in the context of continuously time-based charging.

The Tariff-Change-Usage AVP is used within the Used-Service-Units AVP to distinguish reported usage before and after the tariff time change.

The Tariff-Change-Usage AVP is not used directly within the Multiple-Services-Credit-Control AVP. 
The CP function needs to close CDR or containers and open new ones upon a change of tariff. 

This requires the UP function to report the time/volume usage before the tariff time change and to restart counting time/volume usage after the tariff change. 
To avoid signalling storms over Sx during time of the day procedures or tariff time change, the CP function should be capable to request the UP function to

a)
start, stop or modify a URR at a certain time; 

b)
report separately the volume/time usage before and after the time of the day / tariff time change. 

The first usage report after the time of the day / tariff time change was reached shall indicate the usage up to the time and usage after the time.

It should be possible to reuse the Monitoring Time IE in the URR (and the associated Subsequent Volume Threshold IE and Subsequent Time Threshold IE) to support the requirement b. However one difference seems to exist though with the Monitoring Time requirements: with the latter, the UP function is expected to not retain (i.e. ignore) the monitoring time and the Subsequent Volume (or Time) Threshold IE if the UP function needs to send a usage report before the Monitoring Time. This is FFS.
It is also proposed to consider the option to define Rule-Activation-Time and Rule-Deactivation-Time IEs in the URR to enable the CP function to provision the UP function with new or modified URRs or remove existing URRs ahead of time. This is FFS.
9.
PGW Pause of Charging 

The PGW Pause of Charging procedure is specified in subclause 5.3.6A of TS 23.401. The PDN GW shall stop any charging and usage monitoring actions for the PDN connection upon receiving a "PDN Charging Pause Start" Indication in a Modify Bearer Request. 

A new Active/Inactive IE has been specified in the URR in TS 23.214 to enable the PGW-C to request the PGW-U resume/pause a measurement action. 

An SGW may trigger the PGW Pause of Charging procedure upon detecting that e.g. a number/fraction of packets/bytes dropped at Serving GW in downlink since last time the UE was in ECM-CONNECTED state. This requires the SGW-C to be capable to request the SGW-U to report measurements of discarded DL traffic e.g. when the volume of traffic being dropped exceeds a certain threshold. A new Dropped DL Traffic Threshold IE is defined for this purpose, with a corresponding reporting trigger value.
10.

Reporting of Usage Reports 

TS 23.214 specifies: 
5.3.3
Reporting of usage information towards CP function

The UP function shall support reporting of usage information to the CP function. The UP function shall be capable to support reporting based on different triggers, including:

-
Periodic reporting with period defined by the CP function.

-
Usage thresholds provided by the CP function.

-
Report on demand received from the CP function.

The CP function may request a usage report on demand to the UP function, for an on-going measurement action, by sending an Sx Session Modification Request with the list of URR IDs for which an immediate report is requested. It is proposed to define a new Query URR IE in this message for this purpose. Note that requesting an on demand usage report does not lead to modify the URR parameters but only to retrieve and reset the current usage counts in the UP function, so using the existing Update URR IE is not appropriate for requesting on demand usage reports. 

The UP function shall be able to send Usage Report(s) for an Sx session within an Sx Session Report Request (when a reporting trigger is met), an Sx Session Modification Response (for on-demand request from the CP function, including when e.g. a URR is modified) or in an Sx Session Deletion Response (to report the usage reports for URRs which were associated to this session). It is proposed that:

-
the UP function systematically report usage reports for all URRs of the Sx session upon the termination of the Sx Session; 

-
the UP function reports and resets its on-going traffic usage counts in an Sx Modification Response only when instructed to do so by the CP function in the Request message. 
UL and DL data time/volume/events in a Usage Report always indicate the time/volume/events since the last reporting (i.e. only reporting the delta since the previous report). 

Conclusions
Charging is supported by the SGW-C, PGW-C and TDF-C by: 

· creating the necessary PDR(s) to represent the service data flow, application or session; 

· creating a URR for each Rating Group, combination of Rating Group and Service ID, or combination of Rating Group, Sponsor ID and Application Service Provider Id;

· associating the URR to the relevant PDRs defined for the session, for usage reporting at IP-CAN bearer, IP-CAN session, TDF session, SDF or application level.

New parameters are proposed in the URR and in the Sx Session Report Request, Sx Session Modification Request/Response and in the Sx Session Deletion Request/Response to support the charging requirements.
The corresponding Sx Protocol extensions are proposed in C4-170022.

