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1
Overall description
CT1 is defining a scheme to send an MCPTT identity (MCPTT ID or MCPTT Group ID) in an XML attribute. 

The MCPTT identity in an XML attribute can be either a confidentiality protected MCPTT identity or a non-confidentiality protected MCPTT identity and the receiver of the XML attribute needs distinguish which one was received. 

In order to distinguish them, the confidentiality protected MCPTT identity would be a SIP URI: 

· in form of "sip:user@domain";

· with user part containing the encrypted original MCPTT identity; and

· with host part set to a particular FQDN (called MCPTT confidentiality protection FQDN) defined by CT4. 

An example of the confidentiality protected MCPTT identity is:
· sip:<encrypted-content>@mcptt-encrypted.3gppnetwork.org
In this example, the MCPTT confidentiality protection FQDN is assumed to be "mcptt-encrypted.3gppnetwork.org".
2
Actions
To CT4
ACTION: 
3GPP TSG CT WG1 asks CT4 to define the MCPTT confidentiality protection FQDN. 
3
Dates of next TSG CT WG1 meetings
TSG CT WG1 Meeting 100
17-21 October 2016
Guilin, P.R. of China

TSG CT WG1 Meeting 101
14-18 November 2016
Reno (NV), USA
