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1
Introduction
Sx interface is used to configure the user plane in the UP nodes and to perform requested reporting.

In REl-14 we have 4 separated nodes:

SGW-C  to SGW-U

PGW-C  to PGW-U

TDF-C  to TDF-U
Combined SGW/PGW-C to combined SGW/PGW-U

Figure to illustrate position of Sx
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Solid line - user plane interface

Dashed line -control plane interface


NOTE:
In this paper left side of  the node the term access is used and for the right side the term outgoing is used. 
The Sx solid line represents data forwarding, as for the  time  being it is  not clear if we have a user plane protocol for it e.g. GTP-U.

Each of UP nodes connect different interfaces user planes. 

Function over Sx:

· Configuration of user planes

· Configuration for PCC

· Configuration for charging and monitoring
· Configuration for packet forwarding (e.g. buffering user data in CP) > separated discussion
· Reporting of events based on configurations > separated discussion
· Change of configurations > separated discussion
· Termination of configurations > separated discussion
· Forwarding of packets > separated discussion
· Path management, restoration, Load control and overload control > separated discussion. 
The intention of the discussion paper is to analyse message structure and content.
2
Discussion, analysis of parameters
The parameters for the Sx interface are not listed here only the once which need to be provided to the user plane or returned to the Control plane.
To perform the required configurations in the UP node the configuration parameters need to be structured in a flexible and future proved way.
2.1
Configuration of user planes

The following user plane configurations have to be supported in Rel-14:
S4-U
- S5-U
(SGW-U: GTP-U to GTP-U)
S12
- S5-U 
(SGW-U: GTP-U to GTP-U)
S1-U
- S5-U 
(SGW-U: GTP-U to GTP-U

S5-U
- SGi
(PGW-U: GTP-U to )
S4-U
- SGi
(Combined SGW/PGW-U: GTP-U to )
S12
- SGi 
(Combined SGW/PGW-U: GTP-U to )
S1-U
- SGi 
(Combined SGW/PGW-U: GTP-U to )
The variant that S5 is PMIP based is out of scope in this release.
2.1.1
Analysis of data to be signalled for a GTP-U at SGW for each Interface endpoint:

UDP/IP:

-The source UDP port numbers are allocated by the UP or fixed. The destination UDP port number is always 2152 (the UP needs the information GTP-U is used on this endpoint).
-IP source address allocated by the UP node

-IP destination address to be provided to the UP

GTP-U

-Use of sequence number: Sequence number is not recommended in LTE. If it is used it has to be signalled from the CP to the UP e.g. during handover.
-F-TEID:

On receiving side either assigned by UP or CP, 
if assigned by the UP F-TEIDs are added in the response on Sx

If  assigned by  the CP receiving F-TEID are also included in the request on Sx

On sending side received from the other node via control plane


S1-U eNodeB F-TEID 

S4-U SGSN F-TEID 

S12 RNC F-TEID 

S2b-U ePDG F-TEID

S2a-U TWAN F-TEID



S5/S8-U SGW F-TEID
-Triggering of the sending of an End Marker message from the CP. (conditions to be added). 

changed path always need an end marker, therefore, CP sends notification to UP on reception of motify bearer request message to trigger sending end marker to the old path.
* Aggregate Maximum Bit Rate (APN-AMBR) UP has to follow the APN-AMBR received from the CP, no negotiation is performed in UP. => APN-AMBR has not to be provided in the response message.
* Bearer Level QoS is provided by the CP UP has to accept the values received, no negotiation occur. => Bearer Level QoS has not to be provided in the response message.
* PDN Type

2.1.2
Analysis of data to be signalled for PGW-U 
towards SGW (S5/S8):

UDP/IP:

-The source UDP port number is allocated by the UP or fixed. The destination UDP port number is always 2152 (the UP needs the information GTP-U is used on this endpoint).

-IP source address allocated by the UP node

-IP destination address to be provided to the UP

GTP-U

-Use of sequence number: configured in the UP or signalled from the CP if sequence number shall be used on the user plane.

-TEID:
either assigned by UP or CP on UL


DL received from the other node:
=> F-TEID, 
* EPS Bearer ID
* Traffic Aggregate Description (TAD)
towards TDF (SGi):
-IP address of the UE 
-IP address of the TDF
-UDP port numbers if UDP is used

If UDP is used on SGi we need to tell the sending side to which port it should send the user data we need to provide this is information as "peer" Info.

Several possibilities for SGi:

a) Enhance F-TEID. 

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 87 (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	UDP
	
	Instance
	

	
	5
	V4
	V6
	Interface Type
	

	
	6 to 9
	TEID / GRE Key
	

	
	m to (m+3)
	IPv4 address
	

	
	p to (p+15)
	IPv6 address 
	

	
	o to o+1
	UDP port
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure a: Fully Qualified Tunnel Endpoint Identifier (F-TEID)

The following flags are coded within Octet 4:

-
Bit 8 – UDP: If this bit is set to "1", then UDP port field exists in the F-TEID and TEID / GREY filed shall be ignored, otherwise the UDP port address field is not present at all.

b) new parameter like "port ID" to be used instead of F-TEID for non GTP based user planes.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = xx (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5
	V4
	V6
	UDP
	Spare
	Spare
	Spare
	Spare
	Spare
	

	
	m to (m+3)
	IPv4 address
	

	
	p to (p+15)
	IPv6 address 
	

	
	o to (o+1)
	UDP port
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure: port ID 

Proposal:
Define a new information element for none GTP interfaces option b.

2.1.3
Analysis of data to be signalled for TDF SGi:

Which protocol we should support here?
29.061 just provide some basic guidelines. As SGi interface is connecting to the IP network, we can assume IP protocol is used over SGi interface and UDP may be used. 
Which other protocols we need to consider? HTTP, FTP, others 
2.2
Configuration for PCC

The following messages are send to or received from TDF:

· TSR/TSA

· RAR/RAA

· CCR/CCA

Analysis of parameters for  Sx Interface, relevant for UP. 
Diameter related parameters already skipped in the tables below.
Configuration and Modification relevant elements.

Which AVPs need to be exchanged between UP to CP from these?

Should  we have a separate discussion paper in CT3 to identify parameters need to be send to UP for configuration in UP or phrase it different to locate PCC functions running in UP and identify the parameters which have to be send to the UP node?

TSR command: 
	parameter
	relevant for  Sx, remark

	DRMP
	If a message is send on Diameter with high priority do we need to send the message on Sx with higher preference as others?

	  AN-Trusted
	not relevant

	  User-Equipment-Info 
	not relevant

	  QoS-Information 
	

	  0*2  AN-GW-Address
	not relevant

	  3GPP-SGSN-Address 
	not relevant

	  3GPP-SGSN-Ipv6-Address 
	not relevant

	  3GPP-GGSN-Address 
	

	  3GPP-GGSN-Ipv6-Address 
	

	  3GPP-Selection-Mode 
	not relevant

	  Dynamic-Address-Flag 
	not relevant

	  Dynamic-Address-Flag-Extension 
	not relevant

	  PDN-Connection-Charging-ID 
	

	  3GPP-SGSN-MCC-MNC 
	not relevant

	  RAI 
	not relevant

	  3GPP-User-Location-Info 
	not relevant

	  Fixed-User-Location-Info 
	not relevant

	  User-CSG-Information 
	not relevant

	  TWAN-Identifier 
	not relevant

	  3GPP-MS-TimeZone 
	not relevant

	  3GPP-Charging-Characteristics 
	not relevant, This AVP is mainly used for charging control and accounting, so, not related with user plane.

	  Called-Station-Id 
	not relevant

	  Charging-Information 
	not relevant, This AVP contains OCS and OFCS addresses, as the user plane does not interact with the charging system, so, this AVP is not related with user plane.

	  Online 
	not relevant, The user plane does not need know whether the charging is online or offline.

	  Offline 
	not relevant, The user plane does not need know whether the charging is online or offline.

	* ADC-Rule-Install 
	

	* ADC-Rule-remove
	

	  Revalidation-Time 
	not relevant

	* Usage-Monitoring-Information 
	

	* CSG-Information-Reporting 
	not relevant

	* Event-Trigger
	

	  Presence-Reporting-Area-Information 
	not relevant

	  Logical-Access-ID 
	not relevant

	  Physical-Access-ID 
	not relevant

	  3GPP2-BSID 
	not relevant


TSA command: 
	parameter
	relevant for  Sx, remarks

	DRMP
	do we need priority handling on Sx

	* ADC-Rule-Report 
	

	  Event-Report-Indication 
	


RAR command: 

	parameter
	relevant for  Sx

	  DRMP 
	do we need priority handling on Sx

	  Origin-State-Id 
	not relevant

	  OC-Supported-Features 
	not relevant

	  QoS-Information 
	

	* Event-Trigger 
	

	  Event-Report-Indication 
	

	* ADC-Rule-Remove 
	

	* ADC-Rule-Install 
	

	  Revalidation-Time 
	not relevant

	* Usage-Monitoring-Information 
	


RAA command: 
	Parameter
	relevant for  Sx, remarks

	  DRMP 
	Do we need priority handling on Sx? 

Do we need to  consider priority handling in UP?

	  Origin-State-Id 
	not relevant

	  OC-Supported-Features 
	not relevant

	  OC-OLR 
	not relevant

	* ADC-Rule-Report 
	

	  Event-Report-Indication 
	


For reporting relevant:
Which AVPs need to be  exchanged between UP to CP from these?
CCR command
	parameter
	relevant for  Sx, remarks

	  DRMP 
	do we need priority handling on Sx

	 { CC-Request-Number }
	

	  Credit-Management-Status 
	

	  Framed-IP-Address 
	

	  Framed-Ipv6-Prefix 
	

	* ADC-Rule-Report]
	

	* Application-Detection-Information 
	

	* Event-Trigger
	

	  Event-Report-Indication 
	

	* Usage-Monitoring-Information 
	

	
	


CCA Command 
	parameter
	relevant for  Sx, remarks

	 { CC-Request-Type }
	

	 { CC-Request-Number }
	

	  Framed-Ipv6-Prefix 
	

	  QoS-Information 
	

	* Event-Trigger 
	

	  Event-Report-Indication 
	

	  Origin-State-Id 
	not relevant

	* Redirect-Host 
	Not relevant for  Sx

	  Redirect-Host-Usage 
	Not relevant for  Sx

	  Redirect-Max-Cache-Time 
	Not relevant for  Sx

	* ADC-Rule-Remove 
	

	* ADC-Rule-Install 
	

	  Revalidation-Time 
	

	* Usage-Monitoring-Information  
	


How to signal PCC parameters to the UP?

-Define parameters and provide mapping from Diameter AVPs to the Sx parameters. This would mean every new PCC parameter/AVP would have impact on Sx.
-Define a container for PCC parameters and the CP put Diameter AVP in this container which are relevant for UP. Enhancements to PCC would be covered by Sx without modifying Sx.
- Is it useful to specify the parameter to be sedn to  UP in e.g. 29.214 or in the new Sx spec.
2.3
Configuration for charging and monitoring

Charging Characteristics related information; 
Charging Id: 
Due to charging  the CP need to request reporting from UP and UP has to report the information to CP so that CP has the necessary information for generating the CDRs.
2.4
Configuration for packet forwarding

To be discussed in a separate paper

e.g. Triggering of packet forwarding to CP for buffering.
e.g. Triggering of packet forwarding for LI.

2.5
Configuration for UE Address mangement
· IPv4 address allocation via default bearer activation and release via PDN connection release:
no impact on Sx

· Allocation, renewal and release of the IPv6 default prefix via IPv6 stateless address auto configuration

No Impact on Sx

· UE request IP address via user plane
Impact on Sx as the request is received at the UP from UE, PGW-U need to detect DHCP packets and have to forward them to the PGW-C
-PGW-U needs to forward all DHCPv4/v6 related messages to the CP (act as a DHCP server). 

-PGW-C has to send the replies to the UP which has to forward them to the UE 

-Should we define a container for sending the request and response (DHCP packet) so that UP only needs to detect the request (DHCP packet) to be send to the CP on control plane?

- Should we forward the request on User plane to Control function?
3
Messages and parameters structure 
3.1
Configuration of bearer context for the user plane in UP

In GTPv2 we have defined grouped information element which reflect always a set of parameters who have to be transmitted together like Bearer definition.

On Sx we have to support bearer set up and have to provide bearer information to both sides of the  UP node.
SGW-U

Access side: 
EPS bearer ID, Local FTEID, Remote F-TEID, Bearer Level QoS
Core side: 
EPS bearer ID, Local FTEID, Remote F-TEID, Bearer Level QoS
PGW-U: (SGi UDP)

Access side: 
EPS bearer ID, Local FTEID, Remote F-TEID, Bearer Level QoS
Core side: 
Local IP address and UDP port, Remote IP address and UDP port, 
TDF-U: (SGi UDP)

Access side: 
Local IP address and UDP port, Remote IP address and UDP port,
Core side: 
Local IP address and UDP port, Remote IP address and UDP port,
3.2
Alternatives to define a set of configuration parameters to establish a  bearer user plane configured for Sx.

The following subclauses show possibilities for bearer context information elements, 

The alternatives are focusing on Bearer context and do not intent to show all IEs of a message.
3.2.1
alternative 1, reuse of bearer context defined in TS 29.274
Bearer Context for the user plane within session establishment Request
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	
	EBI
	0

	TFT
	O
	This IE may be included on the S4/S11 interfaces.
	Bearer TFT
	0

	S1-U eNodeB F-TEID
	C
	This IE shall be included on the S11 interface for X2-based handover with SGW relocation.

Included on Sx if S1-U is connected to UP
	F-TEID
	0

	S4-U SGSN F-TEID
	C
	This IE shall be included on the S4 interface if the S4-U interface is used.

Included on Sx if S4-U is connected to UP
	F-TEID
	1

	S5/S8-U SGW F-TEID
	C
	This IE shall be included on the S5/S8 interface for an "E-UTRAN Initial Attach", a Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN, a "PDP Context Activation", a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN or a "UE Requested PDN Connectivity".

Included on Sx if S5/S8-U is connected to UP
	F-TEID
	2

	S5/S8-U PGW F-TEID
	C
	This IE shall be included on the S4 and S11 interfaces for the TAU/RAU/Handover cases when the GTP-based S5/S8 is used.
	F-TEID
	3

	
	CO
	For PMIP-based S5/S8, this IE shall be included on the S11/S4 interface for the TAU/RAU/Handover cases if the PGW provided an alternate address for user plane, i.e. an IP address for user plane which is different from the IP address for control plane.

When present, this IE shall contain the alternate IP address for user plane and the uplink GRE key.

See NOTE 1.
	
	

	S12 RNC F-TEID
	CO
	This IE shall be included on the S4 interface if the S12 interface is used in the Enhanced serving RNS relocation with SGW relocation procedure.

Included on Sx if S12 is connected to UP
	F-TEID
	4

	S2b-U ePDG F-TEID
	C
	This IE shall be included on the S2b interface for an Attach with GTP on S2b, a UE initiated Connectivity to Additional PDN with GTP on S2b, a Handover to Untrusted Non-3GPP IP Access with GTP on S2b and an Initial Attach for emergency session (GTP on S2b).

Included on Sx if S2b-U is connected to UP
	F-TEID
	5

	S2a-U TWAN F-TEID
	C
	This IE shall be included on the S2a interface for an Initial Attach in WLAN on GTP S2a, a UE initiated Connectivity to Additional PDN with GTP on S2a and a Handover to TWAN with GTP on S2a.

Included on Sx if S2a-U is connected to UP
	F-TEID
	6

	Bearer Level QoS
	M
	
	Bearer QoS
	0

	S11-U MME F-TEID
	CO
	This IE shall be sent on the S11 interface, if S11-U is being used, during the E-UTRAN Initial Attach and UE requested PDN connectivity procedures. 

This IE may also be sent on the S11 interface, if S11-U is being used, during a Tracking Area Update procedure with Serving GW change, if the MME needs to establish the S11-U tunnel. 

See NOTE 2.
	F-TEID
	7

	Remote- Port-ID access
	C
	Included on Sx for access side if SGi is connected to UP
	new Port-ID
	

	Remote- Port-ID Core
	C
	Included on Sx for core side if SGi is connected to UP
	new Port-ID
	

	Local- Port-ID access
	C
	Included on Sx for core side if SGI is connected to UP and CP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	

	Local- Port-ID core
	C
	Included on Sx for core side if SGi is connected to UP and CP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	


Bearer Context for session establishment Response
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	M
	
	EBI
	

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. (NOTE 1, NOTE 2, NOTE 3)
	Cause
	

	S1-U SGW F-TEID
	C
	This IE shall be included on the S11 interface if the S1-U interface is used, i.e. if the S11-U Tunnel flag was not set in the Create Session Request.

Included on Sx if S1-U is connected to UP
	F-TEID
	

	S4-U SGW F-TEID
	C
	This IE shall be included on the S4 interface if the S4-U interface is used.

Included on Sx if S4-U is connected to UP
	F-TEID
	

	S5/S8-U PGW F-TEID
	C
	For GTP-based S5/S8, this User Plane IE shall be included on S4/S11 and S5/S8 interfaces during the "E-UTRAN Initial Attach", a Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN, a "PDP Context Activation", a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN or a "UE Requested PDN Connectivity". Included on Sx if S5/S8-U is connected to UP
	F-TEID
	

	
	
	For PMIP-based S5/S8, this IE shall be included on the S4/S11 interface during the "E-UTRAN Initial Attach", a Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN, a "PDP Context Activation", a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN or a "UE Requested PDN Connectivity" if the PGW provided an alternate address for user plane, i.e. an IP address for user plane which is different from the IP address for control plane. 

When present, this IE shall contain the alternate IP address for user plane and the uplink GRE key.

See NOTE 4 and NOTE 5.
	
	

	S12 SGW F-TEID
	C
	This IE shall be included on the S4 interface if the S12 interface is used.

Included on Sx if S12 is connected to UP
	F-TEID
	

	S2b-U PGW F-TEID
	C
	This IE (for user plane) shall be included on the S2b interface during the Attach with GTP on S2b, UE initiated Connectivity to Additional PDN with GTP on S2b,  Handover to Untrusted Non-3GPP IP Access with GTP on S2b, and Initial Attach for emergency session (GTP on S2b).
	F-TEID
	

	S2a-U PGW F-TEID
	C
	This IE (for user plane) shall be included on the S2a interface during the Initial Attach in WLAN on GTP S2a, UE initiated Connectivity to Additional PDN with GTP on S2a, and Handover to TWAN with GTP on S2a.

Included on Sx if S2a-U is connected to UP
	F-TEID
	

	Bearer Level QoS 


	C
	This IE shall be included on the S5/S8, S4/S11 and S2a/S2b interfaces if the received QoS parameters have been modified. 


	Bearer QoS
	

	Charging Id


	C
	This IE shall be included on the S5/S8 interface for an E-UTRAN initial attach, a Handover from Trusted or Untrusted Non-3GPP IP Access to E-UTRAN, a PDP Context Activation, a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN and a UE requested PDN connectivity.
	Charging Id
	

	
	O
	If the S5/S8 interface is GTP, this IE may be included on the S4 interface, in order to support CAMEL charging at the SGSN, for a PDP Context Activation, a Handover from Trusted or Untrusted Non-3GPP IP Access to UTRAN/GERAN, inter S4-SGSN RAU with SGW change and Gn/Gp to S4-SGSN RAU.
	
	

	
	CO
	This IE shall be included on the S2a/S2b interface for an Initial Attach in WLAN on GTP S2a, Attach with GTP on S2b, UE initiated Connectivity to Additional PDN with GTP on S2b, Handover to Untrusted Non-3GPP IP Access with GTP on S2b, Initial Attach for emergency session (GTP on S2b, UE initiated Connectivity to Additional PDN with GTP on S2a, and Handover to TWAN with GTP on S2a.
	
	

	Bearer Flags
	O
	Applicable flags are:

· PPC (Prohibit Payload Compression) : this flag may be set on the S5/S8 and S4 interfaces.
Included on Sx.
	Bearer Flags
	

	S11-U SGW F-TEID
	C
	This IE shall be included on the S11 interface if the S11-U interface is used, i.e. if the S11-U Tunnel flag was set in the Create Session Request.

If the SGW supports both IP address types, the SGW shall send both IP addresses within the F-TEID IE. If only one IP address is included, then the MME shall assume that the SGW does not support the other IP address type.

Not included on Sx
	F-TEID
	

	Local- Port-ID access
	C
	Included on Sx for core side if SGI is connected to UP and UP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	

	Local- Port-ID core
	C
	Included on Sx for core side if SGi is connected to UP and UP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	


Remark –

-this solution would require enhancements to current bearer definition in 29.274.

-UP need to be aware which F-TEID is for access side and which for core side.
3.2.2
Alternative2 define bearer contextwhich includes access and core in one IE
All user plane  informations are within one  grouped IE
Each element get an indication if it is for access or core side and the type of user plane.

Sx session establishment Request/Response, example with alternative 2 (only a subset of parameters are shown just for the principle)

Information Elements in a Session Establishment Request 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	
	Uniquely identifies a node
	new
	

	PDN Session ID
	
	Uniquely identifies a user plane session 
	new
	

	F-TEID control plane Sx
	
	identifies the control plane for a PDN conection
	F-TEID
	

	Bearer context user plane 
	
	contains userplane  data for access and core side
	bearer context UP
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Information Elements in a Session Establishment Response 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	
	Uniquely identifies a node
	new
	

	PDN Session ID
	
	Uniquely identifies a user plane session 
	new
	

	F-TEID control plane Sx
	
	identifies the control plane for a PDN conection
	F-TEID
	

	Bearer context user plane 
	
	contains userplane  data for access and core side
	bearer context UP
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Bearer Context UP for session establishment request on Sx
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	C
	Shall be included if GTP is used
	EBI
	

	Remote-F-TEID access
	C
	Included on Sx for access side if S1-U, S12, S4-U or S5/S8 is connected to UP
	F-TEID
	

	Remote-F-TEID Core
	C
	Included on Sx for core side if S5/S8-U is connected to UP
	F-TEID
	

	Local-F-TEID access
	C
	Included on Sx for core side if S1-U, S12 S4-U or S5/S8 is connected to UP and CP performs F-TEID allocation
	F-TEID
	

	Local-F-TEID core
	C
	Included on Sx for core side if S5/S8-U is connected to UP and CP performs F-TEID allocation
	F-TEID
	

	Remote- Port-ID access
	C
	Included on Sx for access side if SGi is connected to UP
	new Port-ID
	

	Remote- Port-ID Core
	C
	Included on Sx for core side if SGI is connected to UP
	new Port-ID
	

	Local- Port-ID access
	C
	Included on Sx for core side if SGI is connected to UP and CP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	

	Local- Port-ID core
	C
	Included on Sx for core side if SGi is connected to UP and CP performs Port-ID allocation (Assigns UDP port)
	new Port-ID
	

	
	
	
	
	

	
	
	
	
	

	Bearer Flags
	O
	Applicable flags are:

· PPC (Prohibit Payload Compression) : this flag may be set on the S5/S8 and S4 interfaces.
	Bearer Flags
	


Bearer Context UP for session establishment Response Sx
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	C
	Shall be included if GTP is used
	EBI
	

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. 
	Cause
	

	Local-F-TEID access
	C
	Included on Sx for access side if S1-U, S12 or S4-U is connected to UP and UP performs F-TEID allocation
	F-TEID
	

	Local-F-TEID core
	C
	Included on Sx for core side if S5/S8-U is connected to UP and UP performs F-TEID allocation
	F-TEID
	

	Local-F-TEID access
	C
	Included on Sx for access side if SGi is connected to UP and UP performs UDP port allocation
	new Port-ID
	

	Local-F-TEID core
	C
	Included on Sx for core side if SGi is connected to UP and UP performs UDP port allocation
	new Port-ID
	

	
	
	
	
	


Remark:

-New Bearer Context definition, similar to the 29.274 definition

-Access and core side identifiers are mixed in one grouped IE

3.3.3
Alternative 3 use bearer IE which covers only one side of the UP node
One  Groupe IE for each side (access and Core) of the UP node

The group element gives an indication for which side it belongs

Sx session establishment Request/response, example with alternative 3 (only a subset of parameters are shown just for the principle)

Information Elements in a Session Establishment Request 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	
	Uniquely identifies a node
	new
	

	PDN Session ID
	
	Uniquely identifies a user plane session 
	new
	

	Sender F-TEID control plane Sx
	
	identifies the control plane for aPDN conection
	F-TEID
	

	Bearer context UP access
	
	Contains Bearer info for userplane of access side 
	bearer context UP
	

	Bearer context UP core
	
	Contains Bearer info for userplane of core side 
	bearer context UP
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Bearer Context UP for session establishment Request Sx 
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	C
	Shall be included if GTP is used
	EBI
	

	Remote-F-TEID
	C
	Included on Sx if S1-U, S12, S4-U or S5/S8 is connected to UP
	F-TEID
	

	Local-F-TEID
	C
	Included on Sx if S1-U, S12 S4-U or S5/S8 is connected to UP and CP performs F-TEID allocation
	F-TEID
	

	Remote- Port-ID
	C
	Included on Sx if SGi is connected to UP
	Port-ID
	

	Local-Port-ID
	C
	Included on Sx if SGi is connected to UP and CP performs Port-ID allocation
	Port-ID
	

	Bearer Level QoS
	M
	provides the requested QoS
	Bearer QoS
	

	Charging Id
	C
	
	Charging Id
	

	Bearer Flags
	O
	Applicable flags are:

PPC (Prohibit Payload Compression): this flag may be set on the S5/S8 and S4 interfaces.
	Bearer Flags
	


Information Elements in a Session Establishment Response 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	
	Uniquely identifies a node
	new
	

	Cause
	
	
	new
	

	PDN Session ID
	
	Uniquely identifies a user plane session (F-TEID)
	new
	

	Sender  F-TEID
	
	
	FTEID
	

	Bearer context core side 
	C
	Contains Bearer info for userplane of Core side 
	bearer context UP
	

	Bearer context access side 
	C
	Contains Bearer info for userplane of access side 
	bearer context UP
	


Bearer Context UP for session establishment Response Sx side
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	C
	Shall be present when connected userplane is GTP based
	EBI
	

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. 
	Cause
	

	Local-F-TEID
	C
	Included on Sx if S1-U, S12 or S4-U is connected to UP and UP performs F-TEID allocation
	F-TEID
	For SGI no TEID/GRE key reuse of F-TEID open

	Local-Port-ID
	C
	Included on Sx if SGi is connected to UP and UP performs Port-ID allocation
	new Port-ID
	use of Port-ID For SGI as there is no TEID/GRE key

	Bearer Level QoS
	C
	if the received QoS parameters have been modified by UP. 
	Bearer QoS
	


Remark:
One grouped IE for access side  and one for Core side.

3.3.4
Alternative 4 define a bearer IE for each transport mechanism 
One Groupe IE for each per transport needs to be defined with an indication if it is for access or core side

The group element gives an indication for which side it belongs

Sx session establishment Request/response, example with alternative 4 (only a subset of parameters are shown just for the principle)

Information Elements in a Session Establishment Request 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	
	Uniquely identifies a node
	new
	0

	PDN Session ID
	
	Uniquely identifies a user plane session 
	new
	0

	F-TEID control plane Sx
	
	identifies the control plane for aPDN conection
	F-TEID
	0

	Bearer context GTP
	
	Contains Bearer info for userplane of access side 
	bearer context GTP
	0

	Bearer context GTP
	
	Contains Bearer info for userplane of core side 
	bearer context GTP
	1

	Bearer context IP
	
	Contains Bearer info for userplane of access side 
	bearer context IP
	0

	Bearer context IP
	
	Contains Bearer info for userplane of core side 
	bearer context IP
	1


Bearer Context GTP for session establishment Request Sx 
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	M
	Shall be included if GTP is used
	EBI
	0

	Remote-F-TEID
	C
	Included on Sx if S1-U, S12, S4-U or S5/S8 is connected to UP
	F-TEID
	0

	Local-F-TEID
	C
	Included on Sx if S1-U, S12 S4-U or S5/S8 is connected to UP and CP performs F-TEID allocation
	F-TEID
	1

	Bearer Level QoS
	M
	provides the requested QoS
	Bearer QoS
	0

	Bearer Flags
	O
	Applicable flags are:

PPC (Prohibit Payload Compression): this flag may be set on the S5/S8 and S4 interfaces.
	Bearer Flags
	0


Bearer Context IP for session establishment Request Sx 
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Connection side
	M
	Indicates if the bearer context is for access or core side
	
	0

	Remote- Port-ID
	C
	Included on Sx if SGi is connected to UP
	Port-ID
	0

	Local-Port-ID
	C
	Included on Sx if SGi is connected to UP and CP performs Port-ID allocation
	Port-ID
	1

	Bearer Level QoS
	M
	provides the requested QoS
	Bearer QoS
	0

	Bearer Flags
	O
	Applicable flags are:

PPC (Prohibit Payload Compression): this flag may be set on the S5/S8 and S4 interfaces.
	Bearer Flags
	0


Information Elements in a Session Establishment Response 

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	M
	Uniquely identifies a node
	
	

	Cause
	M
	
	Cause
	

	PDN Session ID
	M
	Uniquely identifies a user plane session
	
	

	F-TEID control plane Sx
	M
	
	F-TEID
	0

	Bearer context access GTP 
	C
	Contains Bearer info for userplane if access side GTP
	bearer context GTP
	0

	Bearer context core GTP
	C
	Contains Bearer info for userplane if Core side GTP
	bearer context GTP
	1

	Bearer context access IP
	C
	Contains Bearer info for userplane if access side IP
	bearer context IP
	0

	Bearer context core IP
	C
	Contains Bearer info for userplane of Core side 
	bearer context IP
	1


Bearer Context GTP for session establishment Response Sx side
	Information elements
	P
	Condition / Comment
	IE Type
	

	EPS Bearer ID
	M
	Shall be present when connected userplane is GTP based
	EBI
	

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. 
	Cause
	

	F-TEID DL/

Local-F-TEID
	C
	Included on Sx if S1-U, S12 or S4-U is connected to UP and UP performs F-TEID allocation
	F-TEID
	

	Bearer Level QoS
	C
	if the received QoS parameters have been modified by UP. 
	Bearer QoS
	


Bearer Context IP for session establishment Response Sx side
	Information elements
	P
	Condition / Comment
	IE Type
	

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. 
	Cause
	

	Port-ID DL/

Local-F-TEID
	C
	Included on Sx if SGi is connected to UP and UP performs Port-ID allocation
	Port-ID
	

	
	
	
	
	


Remark:
One IE for each kind of access.

4.
Conclusion:
The principle conclusions should be reflected in the new TS as basis for future work.
5. Proposal

It is proposed to agree the following changes to 3GPP TS 29.xyz v0.0.0.

* * * First Change * * * *

7.x
Sx session establishment Request

The direction of this message shall be from SGW/PGW/TDF control plane to SGW/PGW/TDF user plane.

The Sx session establishment message shall be sent on the Sx interface by the Control plane node to the User plane node triggered by the following messages:

-
Create Session request

-

Editor's Note: procedures in which Sx session establishment Request is triggered should be listed here.
Table 7.x-1: Information Elements in Sx Session Establishment Request

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Node ID
	M
	This IE shall contain an identifier to uniquely identify a node.
	Node-ID
	0

	PDN Session ID
	M
	This IE shall contain an identifier to uniquely identify a user plane session 
	PDN Session ID
	0

	Sender F-TEID control plane Sx
	M
	This IE shall contain the F-TEID to identify the control plane for the PDN conection.
	F-TEID
	0

	Bearer context UP access
	C
	This IE shall contain Bearer info for userplane on access side 
	bearer context UP
	0

	Bearer context UP core
	C
	This IE shall contain Bearer info for userplane on core side 
	bearer context UP
	1

	PDN session correlation ID
	C
	This IE shall contains correlation Id to correlate PDN session of a UE with same APN.
	PDN session correlation ID
	

	Aggregate Maximum Bit Rate (APN-AMBR)
	C
	This IE represents the APN-AMBR. It shall be included ....
	AMBR
	0

	PCC elements
	C
	
	
	

	Recovery
	C
	This IE shall be included on the Sx interface if contacting the UP node for the first time.
	Recovery
	0

	Charging Characteristics
	C
	This IE shall be included if charging reporting information is requested from UP node according to 3GPP TS 32.251 [8]
	Charging Characteristics
	0

	Signalling Priority Indication
	CO
	The Control Plane shall include this IE on Sx if it is received on the S4/S11 and  on S5/S8 interfaces. 
	Signalling Priority Indication
	0

	Private Extension
	O
	
	Private Extension
	VS

	


Editor's Note: How is reporting for charging triggered just by sending Charging Characteristics or should they be mapped?
Editor's Note: Messages on  Control plane may have different Signalling Priority Indication do we need to cover take this  into acount in UP?
Editor's Note: PCC information transfered to UP are FFS.

Editor's Note: Furtther information elements to be added, e.g. for reporting.
Table 7.x-2: Bearer Context UP to be created within Sx Session Establishment Request

	Octet 1
	
	Bearer Context IE Type = 254 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octet 4
	
	Spare and Instance fields
	
	

	Octets 5 and 6
	
	IE Type Extension=yy1
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	C
	Shall be included if GTP is used
	EBI
	0

	Remote-F-TEID
	C
	Included on Sx if S1-U, S12, S4-U or S5/S8 is connected to UP
	F-TEID
	0

	Local-F-TEID
	C
	Included on Sx if S1-U, S12 S4-U or S5/S8 is connected to UP and CP performs F-TEID allocation
	F-TEID
	1

	Remote-Port-ID
	C
	Included on if SGi is connected to UP
	Port-ID
	0

	Local-Port-ID
	C
	Included on Sx if SGi is connected to UP and CP performs Port-ID allocation
	Port-ID
	1

	Bearer Level QoS
	M
	Provides the requested QoS
	Bearer QoS
	0

	


Editor's Note: If  Bearer Level QoS can be  different on access or core side Bearer Level QoS IE should  be in the Bearer context IE otherwise it  should be in the  message and provided only once to UP
7.y
Sx session establishment Response

The Sx Session Establishment Response message shall be sent on the Sx interfaces by the SGW/PGW/TDF user plane to the SGW/PGW/TDF control plane, as part of the procedures listed for the Sx Session Establishment Request (see subclause 7.2).
If handling of Sx bearer fails, then cause at the message level shall be a failure cause.

Possible Cause values are specified in Table 8.x-1. Message specific cause values are:
-
"Request accepted".
Editor's Note: possible cause values are FFS
Table 7.y-1: Information Elements in a Sx Session Establishment Response

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	Cause
	M
	.
	Cause
	0

	Node ID
	M
	Uniquely identifies a node
	
	

	PDN Session ID
	M
	Uniquely identifies a user plane session 
	
	

	Sender F-TEID for Control Plane
	M
	
	F-TEID
	

	Bearer context core side 
	C
	This IE shall contain Bearer info for userplane of Core side 
	bearer context UP
	

	Bearer context access side 
	C
	This IE shall contain Bearer info for userplane of access side 
	bearer contextUP
	

	PCC elements
	C
	If PCC information have to be provided to the Control Plane this container shall contain the related AVPs as defined in 3GPP TS 29.214 [x1].
	
	

	Private Extension
	O
	This IE may be sent on the S5/S8, S4/S11 and S2a/S2b interfaces.
	Private Extension
	VS

	


Editor's Note: Further information elements to be added, e.g. for reporting.
Table 7.x-2: Bearer Context UP Created within Sx Session Establishment Response

	Octets 1
	
	Bearer Context UP IE Type = 254 (decimal)
	
	

	Octets 2 and 3
	
	Length = n
	
	

	Octets 4
	
	Spare and Instance fields
	
	

	Octets 5 and 6
	
	IE Type Extension=yy2
	
	

	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	EPS Bearer ID
	C
	Shall be present when connected userplane is GTP based
	EBI
	0

	Cause
	M
	This IE shall indicate if the bearer handling was successful, and if not, it gives information on the reason. 
	Cause
	0

	Local-F-TEID
	C
	Included on Sx if S1-U, S12 or S4-U is connected to UP and UP performs F-TEID allocation
	F-TEID
	0

	Local-Port-ID
	C
	Included on Sx if SGi is connected to UP and UP performs Port-ID allocation
	Port-ID
	0

	Bearer Level QoS
	C
	if the received QoS parameters have been modified by UP. 
	Bearer QoS
	0

	


* * * Next Change * * * *

8.w1
Node-ID
Node ID is coded as depicted in Figure 8.w1-1.

	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 87 (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	IE Type Extension=xxx
	

	
	7 to 10
	Identifier
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.w1-1: Node-ID
The Octets 7 to 10 contain an unsigned integer identifying a User plane node
Editor's Note: Is it  sufficient to  use  an integer to identify a User plane node or should  we sue an alphabetic string?
Octet 7 to 10 Uniquely identifies a node, 
8.w2
PDN Session ID
PDN Session ID is coded as depicted in Figure 8.w2-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 87 (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	IE Type Extension=xxx
	

	
	7
	V4
	V6
	Spare
	Spare
	Spare
	Spare
	Spare
	Spare
	

	
	7 to 10
	Identifier
	

	
	m to (m+3)
	IPv4 address
	

	
	p to (p+15)
	IPv6 address 
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.w2-1: PDN Session ID
The Octets 7 to 10 contain an unsigned integer and unically identifies a PDN session.
The following flags are coded within Octet 5:

-
Bit 8 – V4: If this bit is set to "1", then IPv4 address field exists in the F-TEID, otherwise the IPv4 address field is not present at all.

-
Bit 7 – V6: If this bit is set to "1", then IPv6 address field exists in the F-TEID, otherwise the IPv6 address field is not present at all.

At least one of V4 and V6 shall be set to "1", and both may be set to "1".

-
Bit 6 to Bit 1 – are spare reserved for Future use
Editor's Note: do we need PDN Session ID or is F-TEID suffcient to indentify a PDN session.
8.w3
PDN Session correlation ID

PDN Session correlation ID is coded as depicted in Figure 8.w3-1.
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = 254 (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	IE Type Extension=xx3
	

	
	7 to 10
	PDN Session correlation number
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.w2-1: PDN Session correlation ID
Octet 7 to 10 Uniquely identifies a PDN connection  for a UE which need to be correlated e.g. PDN connections which share the same APN and Aggregate Maximum Bit Rate (APN-AMBR) is provided for the APN. 
Editor's Note: Can we use same IE definiton for Node ID. PDN Session ID and PDN Session correlation ID
8.x
Port-ID
Port-Id is coded as depicted in Figure 8.x-1
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = xx (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	IE Type Extension=xx4
	

	
	7
	V4
	V6
	UDP
	Spare
	Spare
	Spare
	Spare
	Spare
	

	
	m to (m+3)
	IPv4 address
	

	
	p to (p+15)
	IPv6 address 
	

	
	o to (o+1)
	UDP port
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: Port ID 

The following flags are coded within Octet 7:

-
Bit 8 – V4: If this bit is set to "1", then IPv4 address field exists in the Port-ID, otherwise the IPv4 address field is not present at all.

-
Bit 7 – V6: If this bit is set to "1", then IPv6 address field exists in the Port-ID, otherwise the IPv6 address field is not present at all.
At least one of V4 and V6 shall be set to "1", and both may be set to "1".

-
Bit 6 – UDP: If this bit is set to "1", then UDP port field exists in the Port-ID, otherwise the UDP port field is not present at all.

-
Bit 5 to Bit 1 – spare for Future use

8.y1
PCC elements
PCC elements is is coded as depicted in Figure 8.y-1
	
	
	Bits
	

	
	Octets
	8
	7
	6
	5
	4
	3
	2
	1
	

	
	1
	Type = yy1 (decimal)
	

	
	2to 3
	Length = n
	

	
	4
	Spare
	Instance
	

	
	5 to 6
	IE Type Extension=xx2
	

	
	6 to (k-1)
	PCC AVP 
	

	
	k to (n+4)
	These octet(s) is/are present only if explicitly specified
	


Figure 8.x-1: PCC elements
PCC requests AVP is a container to  transfer PCC rule information AVPs to the UP.
Editor's Note: It needs to be further studied if there are AVPs which need enhancements additional informations before forwarded to UP.
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