3GPP TSG CT4 Meeting #72bis
C4-162135
Ljubljana, Slovenia; 11th – 15th April 2016

Source:
Orange
Title:
Pseudo-CR on proposed Recommendations
Spec:
3GPP TR 29.819 v1.1.0
Agenda item:
7.1.19
Document for:
Approval
1. Introduction

This paper proposes to provide some generic recommendations regarding the support of the new version of the Diameter base protocol specification i.e. IETF RFC 6733.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.829 v1.1.0.

*******
* * * First Change * * * *

6.2
Recommendations

Based on the analysis of the difference between IETF RFC 6733 [3] and IETF RFC 3588 [2], the following recommendations are provided:

-
The IETF RFC 6733 [3] should be used as normative reference for the Diameter base protocol instead of the IETF RFC 3588 [2] when defining new 3GPP Diameter application.
-
IETF RFC 3588 [2] can still be used as normative reference for the Diameter base protocol for existing 3GPP Diameter applications. Updating the reference to IETF RFC 6733 [3] can be decided application per application.
-
For new 3GPP Diameter applications, the support of IPsec should be mandated to ensure backward compatibility with existing nodes deployed in an earlier release and therefore based on IETF RFC 3588 [2] if required.
-
For new 3GPP Diameter commands, the Vendor-Specific-Application-Id AVP should not be included in the command's CCF specification.
-
For existing application for which nothing has been specified regarding the presence of the Vendor-Specific-Application-Id AVP in the command's CCF specification, it should be assumed that the requirement on the mandatory presence of the Vendor-Specific-Application-Id AVP applies. For those applications, if the command's CCF specifications are not updated, an informative note should be added to indicate that the Vendor-Specific-Application-Id AVP is present in any command supported by the application.

-
When defining new application, the "Diameter Applications Design Guidelines" document (see IETF RFC 7423 [11]) should be used as reference for a better understanding of Diameter extensibility rules and guidelines for the creation of new applications.
-
Any change in the security requirements for network domain IP based control planes defined in the 3GPP TS 33 210 [9] should consider the security model defined in IETF RFC 6733 [3].
* * * End of Changes * * * *

