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1. Introduction

This paper proposes a conclusion for the TR 29.819.
2. Proposal

It is proposed to agree the following changes to 3GPP TR 29.819 v1.1.0.
*******
* * * First Change * * * *

6.1
Conclusions
The following table summarizes:
-
the changes in the Diameter base protocol specification as defined in the IETF RFC 6733 [3] compared to the IETF RFC 3588 [2];
-
the conclusions of the evaluation of the potential issues regarding backward and onward compatibility between Diameter-based implementations based on the IETF RFC 6733 [3] and the IETF RFC 3588 [2];
-
The result of the analysis of the impacts of an update of the reference of the Diameter base protocol in existing 3GPP Diameter application specifications and other specifications referencing the IETF RFC 3588 [2].
Table 6.1-1: Summary of the main changes between IETF RFC 3588 and IETF RFC 6733
	Change
	Description in subclause
	Major Changes
	Backward compatibility
	Impacts on 3GPP specifications
	Comments

	TLS/DTLS as mandatory to support
	5.2.1.1.1
	Yes
	Yes using IPsec
	No
	IPsec can still be used

TLS/TCP when DTLS/SCTP cannot be used

	Deprecating the use of the Inband-Security AVP
	5.2.1.1.2
	Yes
	Yes if IPsec used
	No
	Can still be used with TLS/TCP if IPsec is not used

	Deprecating the E2E security framework
	5.2.1.1.3
	Yes
	Yes
	No
	The E2E security model was never used

	Use of the Vendor-Specific-Application-ID
	5.2.2.1
	Yes
	Yes if Vendor-Specific-Application-Id AVP is included as optional AVP in the command for interoperability
	Yes for existing application not explicitly including the Vendor-Specific-Application-Id AVP as required AVP in the command CCF description
	A note in the specification is required to indicate that the Vendor-Specific-Application-Id AVP should be including in the command in order to remain backward compatible

	Deprecated the exchange of CER/CEA messages in the open state
	5.2.3.1
	Yes
	No
	No
	Exchange of CER/CEA in open state is not used in 3GPP specification and the change would be anyway required to solve interoperability issues

	New Policies for IANA's Command Code Assignment
	5.3.1.1.1
	No
	Yes
	No
	Administrative change

	Clarifications the Diameter extensibility rules
	5.3.1.1.2
	No
	Yes
	No
	

	Simplified Diameter peer discovery
	5.3.2.1
	No
	Yes
	No
	SLP/SRVLOC was not used.
DNS based solution is only optional in Diameter and in 3GPP specification

	Changes in the Command's CCF specifications
	5.3.X.1
	No
	Yes
	Yes but limited impacts
	


As a general conclusion, it is considered that it is feasible to update the 3GPP specification to use IETF RFC 6733 [3] instead of IETF RFC 3588 [2] as normative reference for the Diameter base protocol.
Most of the changes introduced in IETF RFC 6733 [3] are backward compatible with implementations based on the IETF RFC 3588 [2] and have no identified impact on 3GPP specifications.
On the change in the security model, the support of IPsec is mandated to ensure backward compatibility with existing nodes deployed in an earlier release and therefore based on IETF RFC 3588 [2]. The requirements given in the 3GPP TS 33.210 [9] remain valid for any Diameter-based interface deployed in 3GPP networks
The deprecation of the use of the Vendor-Specific-Application-Id AVP in commands defined for vendor-specific application based on IETF RFC 6733 [3] has no impact on existing applications or new application defined by 3GPP.
* * * End of Changes * * * *

