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* * * First Change * * * * 
7.2.3.2
Detailed Behaviour of the HSS

When the Configuration Information Request is received from the SCEF, the HSS shall, in the following order:

1.
Check that the User Identity for whom data is asked exists in HSS. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Configuration Information Answer.

2.
Check whether the requesting SCEF is authorized to perform the specified service (e.g. NIDD-Authorization). If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_REQUESTING_ENTITY (5510) in the Configuration Information Answer.
3.
Check that the requested service (e.g. NIDD-Authorisation-Request AVP) is authorized for the UE. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_SERVICE (5511) in the NIDD Information Answer.
4
Check that the chargeable party identified by Chargeable Party Identifier is authorized for NIDD. If not, Experimental-Result shall be set to DIAMETER_ERROR_UNAUTHORIZED_CHARGEABLE_PARTY (55zz) in the NIDD Information Answer.
5.
Check whether a correct APN configuration is stored for the requested SCEF, i.e. the HSS checks the association between the requested APN and the requested SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_NO_CORRESPONDING_APN_CONFIGURATION (xxxx) in the NIDD Authorization-Response.
If there is an error in any of the above steps then the HSS shall stop processing and shall return the error code specified in the respective step.

If the HSS cannot fulfil the received request for reasons not stated in the above steps (e.g. due to a database error), it shall stop processing the request and set Result-Code to DIAMETER_UNABLE_TO_COMPLY.
* * * End of Changes * * * *

