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* * * First Change * * * *

5.7
Connection Management by MME Procedure
* * * Next Change * * * *

5.7.2
Detailed Behaviour of the MME

The MME shall make use of this procedure to request one of the following T6a connection management actions:

-
for aT6a connection establishment, the MME shall:

-
fill the EPS-Bearer-Identity information element with the identity of the EPS bearer that MME allocated to the Non-IP PDN connection as described in 3GPP TS 23.682 [2];
Editor's Note: Which user identity (IMSI or MSISDN or another identity) shall be filled is FFS.

-
for a T6a connection release, the MME shall:

-
fill the EPS Bearer Identity information element with the identity of the EPS bearer of the T6a connection which is released as described in 3GPP TS 23.682 [2];

- 
upon getting the Connection Management Answer from the SCEF, delete the T6a connection context.

5.7.3
Detailed Behaviour of the SCEF

When the SCEF receives a Connection Management Request from the MME or the IWK-SCEF, the SCEF shall, in the following order:

-
check that the User Identity exists in the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Connection Management Answer;

-
check that the T6a connection action indicates a T6a connection establishment or a T6a connection release. If not, the Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Connection Management Answer; 
-
if the T6a connection action indicates a T6a connection establishment:

-
check whether a valid NIDD configuration exists for the UE at the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE in the Connection Management Answer;

-
create an EPS bearer context;
-
store the MME Address in the EPS bearer context. If successful, Result shall be set to DIAMETER_SUCCESS in the Connection Management Answer;

-
if the T6a connection action indicates a T6a connection release:

-
 check whether, for this user and the received EPS bearer ID, a T6a connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_ INVALID_EPS_BEARER in the Connection Management Answer.

-
Delete the T6a connection context at the SCEF. If successful, Result code shall be set to DIAMETER_SUCCESS in the Connection Management Answer.

* * * Next Change * * * *

5.X
Connection Management by SCEF Procedure
5.X.1
General

This procedure shall be used between the SCEF and the MME, between the SCEF and the IWK-SCEF and between the IWK-SCEF and the MME.
When the procedure is invoked by the SCEF, it is used 

- 
to release a T6a connection between the MME and the SCEF.
This procedure is used according to 3GPP TS 23.682 [2]. The IWK-SCEF may be in the path between the MME and the SCEF for roaming cases when the IWK-SCEF is deployed by the operator of the visited PLMN.
When the procedure is invoked by the IWK-SCEF, it is used to forward the Connection Management SCEF Request received from the SCEF to the MME.
This procedure is mapped to the commands Connection-Management-SCEF-Request/Answer (CSR/CSA) in the Diameter application specified in clause 6.
The tables 5.X.1-1 and 5.X.1-2 detail the involved information elements.
Table 5.X.1-1: Connection Management SCEF Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
	User-Identifier
	M
	This Information Element shall be present and shall contain the identity of the UE. This is a grouped AVP containing either the IMSI or the MSISDN.

	EPS Bearer Identity
	Bearer-Identifier
	M
	This Information Element shall be present and shall contain the identity of the EPS bearer identifying the T6a connection to which the request applies.



	T6a Connection Action
	Connection-Action
	M
	This Information element shall be present and shall contain a T6a connection management action indicating a T6a connection release.



	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Table 5.X.1-2: Connection Management SCEF Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.



	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


5.X.2
Detailed Behaviour of the SCEF
The SCEF shall make use of this procedure to request the release of the T6a connection 
Upon getting the Connection Management SCEF-Answer from the MME, the SCEF shall delete the T6a connection context.

5.X.3
Detailed Behaviour of the MME
When the MME receives a Connection Management SCEF Request from the SCEF or the IWK-SCEF, the MME shall, in the following order:

-
check that the User Identity exists in the MME. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Connection Management SCEF Answer;

-
check that the T6a connection action indicates a T6a connection release. If not, the Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLOWED in the Connection Management SCEF Answer
-
 check whether, for this user and the received EPS bearer ID, a T6a connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_ INVALID_EPS_BEARER in the Connection Management SCEF Answer;
-
delete the T6a connection context at the MME. If successful, Result code shall be set to DIAMETER_SUCCESS in the Connection Management SCEF Answer.
5.X.4
Detailed Behaviour of the IWK-SCEF

When the IWK-SCEF receives a Connection Management SCEF Request from the SCEF, it shall forward the request to the MME.
When the IWK-SCEF receives a Connection Management SCEF Answer from the MME, it shall forward the answer to the SCEF. 

* * * Next Change * * * *

6.2.2
Command-Code values

This section defines Command-Code values for the T6a/T6b interface application as allocated by IANA.
Every command is defined by means of the ABNF syntax IETF RFC 5234 [8], according to the rules in IETF RFC 3588 [3]. When the definition and use of an AVP is not specified in this document, the guidelines in IETF RFC 3588 [3] shall apply.

The following Command Codes are defined in this specification for the T6a/T6binterface application:

Table 6.2.2-1: Command-Code values for T6a/T6b
	Command-Name
	Abbreviation
	Code
	Section

	Configuration-Information-Request
	CIR
	8388718
	3GPP TS 29.336 [5] subclause 8.2.3 and subclause 6.2.3 below 

	Configuration-Information-Answer
	CIA
	8388718
	3GPP TS 29.336 [5] subclause 8.2.4 and subclause 6.2.4 below

	Reporting-Information-Request
	RIR
	8388719
	3GPP TS 29.336 [5] subclause 8.2.5 and subclause 6.2.5 below

	Reporting-Information-Answer
	RIA
	8388719
	3GPP TS 29.336 [5] subclause 8.2.6 and subclause 6.2.6 below

	Connection-Management-Request
	CMR
	xxxxxxx
	6.2.7

	Connection-Management-Answer
	CMA
	xxxxxxx
	6.2.8

	Connection-Management-SCEF-Request
	CSR
	xxxxxxx
	6.2.x

	Connection-Management-SCEF-Answer
	CSA
	xxxxxxx
	6.2.y

	MO-Data-Request
	ODR
	xxxxxxx
	6.2.9

	MO-Data-Answer
	ODA
	xxxxxxx
	6.2.10

	MT-Data-Request
	TDR
	xxxxxxx
	6.2.11

	MT-Data-Answer
	TDA
	xxxxxxx
	6.2.12


For these commands, the Application-ID field shall be set to 16777346 (application identifier of the T6a/T6b interface application, allocated by IANA).

* * * Next Change * * * *

6.2.7
Connection-Management-Request (CMR) Command

The Connection-Management-Request (CMR) command, indicated by the Command-Code field set to xxxx and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME to the SCEF;

-
the MME to the IWK-SCEF and

-
the IWK-SCEF to the SCEF
For the T6a, T6ai, T7 interfaces, the Connection-Management-Request command format is specified as following:

Message Format:

< Connection-Management-Request > ::=   < Diameter Header: xxxxx, PXY, 16777346 >

< Session-Id >

< User-Identifier >
< Bearer-Identifier >
[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm } 

[ OC-Supported-Features ]

*[ Supported-Features ]

[ Connection-Action ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

* * * Next Change * * * *

6.2.x
 Connection-Management-SCEF Request (CSR) Command

The Connection-Management-SCEF-Request (CSR) command, indicated by the Command-Code field set to xxxx and the "R" bit cleared in the Command Flags field, is sent from:

-
the SCEF to the MME;

-
the SCEF to the IWK-SCEF and

-
the IWK-SCEF to the MME
For the T6a, T6ai, T7 interfaces, the Connection-Management-SCEF-Request command format is specified as following:

Message Format:

< Connection-Management-SCEF-Request > ::=   < Diameter Header: xxxxx, PXY, 16777346 >

< Session-Id >

< User-Identifier >
< Bearer-Identifier >
[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm } 

[ OC-Supported-Features ]

*[ Supported-Features ]

[ Connection-Action ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

6.2.y
Connection-Management-SCEF-Answer (CSA) Command

The Connection-Management-SCEF-Answer (CSA) command, indicated by the Command-Code field set to xxxxxx and the "R" bit cleared in the Command Flags field, is sent from: 

-
the SCEF to the MME;

-
the SCEF to the IWK-SCEF and

-
the IWK-SCEF to the MME
For the T6a, T6ai and T7 interfaces, the Connection-Management-Answer command format is specified as following:

Message Format:

< Connection-Management-Answer > ::=  
< Diameter Header: xxxxx, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]

[ OC-OLR ]

*[ Supported-Features ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

* * * Next Change * * * *

6.3.3.6
DIAMETER_ERROR_USER_UNKNOWN (5001)

This result code shall be sent by the SCEF or the MME to indicate that the user identified by the IMSI or the  MSISDN is unknown. This error code is defined in 3GPP TS 29.229 [4].

6.3.3.7
DIAMETER_ERROR_OPERATION_NOT_ALLOWED (5101)

This result code shall be sent by the SCEF to indicate that the operation is not allowed when an EPS bearer context exists for the user.
This result code shall be sent by the SCEF or the MME to indicate that the requested T6a connection action is not allowed.
 This error code is defined in 3GPP TS 29.329 [17].
6.3.3.8
DIAMETER_ERROR_INVALID_EPS_BEARER (5xxx)

This result code shall be sent by the SCEF or the MME to indicate that there is no existing EPS bearer context for the user.
* * * End of Changes * * * *

