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1. Introduction
With the introduction of CIoT related features/optimizations, additional requirements for the EPC node selection (PGW, SGW and MME) function have been impacted.  This paper discusses the possible stage 3 mechanisms to address those requirements, considering also other new features which may impact on the selection function. For the UE in idle mode, the selection of MME is done in the eNB, which is out of CT4 remit, this part is not covered. 
2. Requirements and Analysis
The requirements in this clause are excerpted from TS 23.401-v13.6.0.

For the Selection of the PGW:

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The function uses subscriber information provided by the HSS and possibly additional criteria such as SIPTO/LIPA support per APN configured in the SGSN/MME, CIoT EPS optimisation(s) impacting PDN GW e.g. Non-IP support, NB-IoT RAT support (for generation of accounting information), etc.

NOTE 1:
Selection of PDN GWs optimised for different RATs (e.g. NB-IoT) can be achieved by the allocation of different APNs to subscribers allowed to use specific RATs and/or using the UE Usage Type.
Analysis: 

As indicated in SA2 LS, S2-160910[2], using APN FQDN would be sufficient to select a PGW supporting Non-IP PDN type since an APN is configured either for IP type PDN or Non-IP type PDN.
Selecting a PGW optimized for NB-IoT is possible to use a specific UE Usage Type mapped from subscribed UE usage type, the relevant stage 3 requirement has been captured in the TS 29.303.
Another alternative, that "Selection of PDN GWs optimised for different RATs (e.g. NB-IoT) can be achieved by the allocation of different APNs to subscribers allowed to use specific RATs " seems straight forward, e.g. an APN name "NBIoT-INTERNET" is provisioned with a specific PGW identity for a user who has an NB-IoT-only UE, where an APN name "INTERNET" is provisioned for a user using WB-EUTRAN or 2G/3G. 
Conclusion 1: With the proper configuration in the DNS, e.g. the candidate PGW(s) for each of APN supporting Non-IP traffic shall support Non-IP PDN type; and in the HSS, e.g. allocating a specific APN NI for the UE which access only from a specific RAT, the existing DNS procedure for the PGW selection, i.e. using APN FQDN, already meets the requirement for Non-IP support, NB-IoT RAT support, even for a network without DECOR deployed. 
For the selection of the SGW:

Other criteria for Serving GW selection should include load balancing between Serving GWs, CIoT EPS optimisation(s) impacting Serving GW e.g. Non-IP support, NB-IoT RAT support (for generation of accounting information), etc.
...

NOTE 2:
Selection of Serving GWs optimised for different RATs (e.g. NB-IoT) can be achieved by using UE Usage Type and/or by using different TAIs for different RATs.
Analysis:

Using the TAI FQDN, i.e. an SGW selection based on TAI, would allow the selection of an SGW optimised for UEs accessing NB-IoT, as the TAI is specific for NB-IoT. 

There needs a mechanism to determine if the selected SGW support Non-IP PDN type. 

In addition, with introducing of S11-u (S11 MME GTP-U interface and S11 SGW GTP-U interface) for the control plane optimisation of CIoT, there needs also a mechanism to ensure the selected SGW support that.   
For the selection of the target MME at handover procedures:

When a MME supporting CIoT EPS optimisation(s) selects a target MME, the selected MME should all support the CIoT EPS optimisations applicable to the given UE's attachment. In case the source MME is unable to find a target MME matching all CIoT EPS optimisation(s) applicable to a given UE's attachment, then the source MME, based on implementation, selects a target MME which provides the CIoT EPS optimisation(s) best applicable to that UE's attachment.

It is clear that there needs a mechanism to select a target MME supporting CIoT EPS optimisations best applicable to the UE's attachment, to allow the session continuity and avoid re-attachment.  

Conclusion 2: For the MME selection at the handover, and for the SGW selection at PDN Connection Creation and mobility procedure, there need a mechanism to select an appropriate MME and/or SGW to satisfy the UE request from functional aspect, and also to make sure that the request is processed (not rejected) at the receiver from protocol point of view. 
When select a target MME, in addition to consider the existing UE' attachment, the UE network capability may also be considered. For example:

· The UE may not activate certain feature, e.g. Attach without a PDN connection; it would be benefit to select one supporting this feature as the UE may activate such feature at a later stage. 
· As another example, UE has subscribed with different APNs for both non-IP and IP, though UE, during handover, it has only activated IP PDN connection, and however the source MME should consider selecting a target MME support Non-IP PDN connection.  
3. Possible solutions and analysis
All about selection function in Core Network is to efficiently select an EPC entity which is designated to serve a UE, where the capability (e.g. the support of various features, the arrangement of CPU and Memory, realization of software, firmware and hardware) of the selected EPC entity should meet what the UE is expecting for the network, i.e. the selected EPC entity should fulfil different aspects from the UE, e.g. traffic characteristics, UE Subscription Information, RAT type that UE is access from, UE Radio / Network Capability and so on, in addition, the load sharing among available same type of EPC entities and overload status shall be considered.
Besides those features for CIoT Optimisation, e.g. NB-IoT, or Non-IP support, other features may also have some impacts on the selection, e.g. SGW extended buffering from HLcom WI, Presence Reporting Area reporting, though, 3GPP requires homogeneous support in a PLMN network, and however it is not so easy in the real deployment. 
On the other hand, it is also not necessary to request all EPC entity from the same node domain to support the same set of features. For example, it can be envisioned that, in a densely populated area (a Tracking Area), there may be deployed many same type EPC entities, e.g. SGW, but each of them is dedicated to serve certain UEs (not all), for example, to serve a UE (water/electricity meter) supporting Power Saving Mechanism, the SGW need support the extended buffering feature and where it should be equipped with a larger memory; to serve a UE using Mobile Broadband Service, a SGW need to be equipped to support larger bandwidth, higher routing capacity, while this SGW need not support extended SGW buffering feature. 
So enhancing selection function is desired to meet future requirements.
To make a perfect selection, the most important is that the selecting node shall have full knowledge of target node domain which can be used as input to perform a selection, where the knowledge may be only piece of static information which is preconfigured in a central server, e.g. DNS, or locally within the selecting node, or that knowledge can be dynamically updated via network signalling.
1. Using DNS procedure
The essence of this mechanism is to provision the relevant information which can be used as input to make a selection in the corresponding DNS record for each of potential target nodes, and then the node performing the selection runs DNS procedure to fetch such information.  DNS NAPTR procedure is used where the corresponding NAPTR record could be enhanced to convey such the information, e.g. which features the node supports.
In DECOR, to append "+ue" with supported UE Usage Type (kind of DCN Identifier) in the Service Parameter associated with a given EPC entity as specified in the DNS procedure enhanced for DECOR (TS 29.303) is just one of protocol way to provision such capability information of target node in the DNS, i.e. use numeric value (UE Usage Type) to classify each of supported features, however the operator must ensure each of EPC entities having the same understanding/setup/configuration of UE Usage Type.

With the same principle, the corresponding NAPTR record can be configured more explicitly (without using concept of DECOR).
As one of example, for a SGW which is optimized to support UEs from NB-IoT and/or supporting NonIP PDN type, the corresponding NAPTR record under the TAI FQDN can be also provisioned with the "Service Parameters" of 
"x-3gpp-sgw:x-gtp-s11+NonIP,NB-IoT". 

Pros:

a) It provides great flexibilities to the node performing the selection function based on the capabilities of candidates.  
b) one step selection
Cons:

a) It relies on the semi-static information about the supported features of the target node which are pre-configured in the DNS to make a selection, the accuracy of selection depends the frequency of DNS updates and how long the DNS cache would be valid in the selecting node;

b) It requires a large DNS configuration; the more information is provisioned, the finer selection can be performed;
c) DNS signalling traffic may increase as each of NAPTR record is getting much larger;
d)  The node performing selection need more memory and CPU power to store such target nodes' capability information, and select one from them, which lead additional latency.
2. Using Local configuration
To use location configuration, i.e. the node performing selection function is configured with full knowledge of capability of target node, e.g. SGW/PGW/MME(for handover) is always a possible solution; however it relies on the complete static information. Pros and Cons should be similar to when using DNS, but with less DNS configuration and DNS signalling traffic, and greatly increased configuration effort as it has to be done per Selecting node, i.e. per MME/SGSN.
3. Using GTP signalling 

To mitigate the major drawback (alternative 1 & 2) which is relying on the (semi) static information to make the selection, using supported feature as specified in GTPv2, to exchange the capability of the peer node in the Echo Request/Response message, would at least add some dynamic aspects for the selection of the SGW and the MME/SGSN for the handover procedure. 
Pros:
a) The capability information that can be used as input for the selection can be dynamically updated via network signalling.
Cons:

a) The DNS procedure need to be still in place, and the number EPC entities in the DNS server cannot be reduced, each of potential candidates have to be configured, the information received via GTP signalling has to be used ONLY on top of DNS result, this leads latency. (to explain in more detail, e.g. to select a SGW, TAI FQDN is used for the DNS procedure, then the DNS server returns a list of candidates; then the MME need to send Echo message to each of candidate SGW to get more detailed supported features; then the MME can finally determine which SGW to select.)   
b) The node performing selection need extra memory and CPU power to process GTP signalling message, and dynamically update such target nodes' capability information, and select one of them, which may also lead further latency.

c) It is not possible to get supported features for a remote peer, e.g. the MME doesn't know PGW's supported features;

d) It requires a large DNS configuration for each of potential candidates; the more information is provisioned, the finer selection can be performed; 
e) Each of supported features has to be standardized.
4. Using GTP signalling forwarding 

To remedy the major drawback (alternative 1 & 2) which is relying on the (semi) static information to make the selection and having huge effort on the DNS or local configuration in the node performing selection, GTP signalling re-direction may be used. 

In this solution, the DNS or local configuration need ONLY to be configured with a fewer of EPC entities which may be served as the default target nodes;

The node originally performing selection function, e.g. a MME, just make a preliminary selection as per existing selecting function, it will send the request message to one of default node in the target node domain; 

The default node in the target node domain, equipped with more detailed knowledge of each of individual node in the domain, uses the UE session related information included in the request message, together with possible configured operator's policies, performs a re-selection of serving node within that node domain, and then forward the request message to the selected node in the same node domain. 

Pros:

a) The finer re-selection of a serving EPC entity is done within the target node domain, which is assumed to be more precise, as the default node may located in the node domain, and it should be easier to be equipped with more knowledge including both static and dynamic information, especially in NFV and cloud environment. 

b) It greatly reduces the effort on the configuration in DNS or locally, as only very limited number of EPC entities need to be configured.
c) It speeds up the selection process in the original node performing the selection, e.g. in MME.
Cons:

a) How the default node to get capability information (to be used for selection) of each of EPC entities in the same node domain and thus perform a re-selection may be difficult to standardize. This is similar to the existing GW architecture with back-end and frond-end concept. 
b) GTP signalling forwarding requires some protocol updates, e.g. destination and source IP address, source UDP port, need to be provided to the re-selected node when the request message is forwarded, between the default node and the re-selected node in the same target node domain.
c) GTP signalling forwarding may add a little latency.
4. Proposal 
It is proposed to discuss these alternatives, and with the consideration the coming/existing features, to decide how selection function can be enhanced.
