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* * * First Change * * * * 
2.1.10
External Identifier Set
The External Identifier set contains one or more External Identifier as defined in 3GPP TS 23.003 [5].

Any one of the External Identifier from the IMSI's External Identifier Set shall uniquely identify a single subscriber (IMSI). 
The External Identifier Set is permanent subscriber data and is stored in the HSS and conditionaly in the SCEF.
* * * Next Change * * * *

2.23
Data related to Cellular IoT Control Plane Optimizations

2.23.1
Robust Header Compression Context

The Robust Header Compression Context contains the RoHC context used between the UE and the MME for the small data transferred over control plane. It is defined in IETF RFC 4995 [104]. It is a temporary data conditionally stored in the MME.

Editor's Note: The exact details of what constitutes the RoHC context will be specified once CT1 agrees on the RoHC specification between the MME and the UE for the CIoT small data over control plane delivery.

2.23.2
Security Context for the Small Data over Control Plane

Editor's Note: The exact details on whether the MME uses a separate security context for the small data over NAS or it re-uses the existing NAS security context will be specified once CT1 and SA3 agrees on the security context for the data over NAS.

2.23.x6
NIDD Duration
The NIDD Duration contains the time in which NIDD is allowed for the connection.
The NIDD Duration is permanent data conditionaly stored in the SCEF

2.23.x7
Maximum Number of NIDD
The Maximum Number of NIDD contains the maximum number of NIDDare allowed for the connection.
The Maximum Number of NIDD is permanent data conditionaly stored in the SCEF



* * * Next Change * * * *

5.10
Data related to Cellular IoT Control Plane Optimizations
Table 5.10-1: Overview of data used for CIoT

	PARAMETER
	Subclause
	HSS
	MME
	SGSN
	SGW
	PGW
	SCEF
	TYPE

	Robust Header Compression Context
	2.23.1
	-
	C
	-
	-
	-
	-
	T

	Security Context for the Small Data over Control Plane
	2.23.2
	-
	C
	-
	-
	-
	-
	T

	External Identifier
	2.1.10
	C
	-
	-
	-
	-
	C
	P

	MSISDN
	2.1.2
	C
	-
	-
	-
	-
	C
	P

	NIDD Duration
	2.23.x6
	-
	-
	-
	-
	-
	C
	P

	Maximum Number of NIDD
	2.23.x7
	-
	-
	-
	-
	-
	C
	P


Editor's Note: The exact details on the storage of Robust header compression context and the security context for small data over control plane will be specified once CT1 and SA3 agree on these.
* * * End of Changes * * * *

�Do we need to add these? These values are upto now not used on interfaces only in stage 2 and detailed behaviour of the SCEF in 29.128





