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1. Introduction
This PCR specifies the Connection Management procedure related to CIoT over the T6a, T6ai and T7 interfaces
2. Reason for Change
Stage 2 had defined the Non-IP Data solution with SCEF. This PCR relies on the stage 2 CR160 r2 (S2-160832) to TS 23.682 agreed in SA2#113.

Some considerations:
-
Procedure description

The Connection Management related procedures in this paper comprises T6a Connection Creation, T6a Connection Release, and it is open to add Update Connection (when a MME moves).
It can be discussed if the existing Report procedure defined for MONTE can be used. In theory it would be possible as at protocol level, there is no specific issue (e.g. no mandatory AVPs). But as these procedures are for a quite different usage from the MONTE Report, it is clearer to describe them separately. The reuse or not of the same Diameter command pair is addressed in C4-161236 about protocol choice.

As T6a Connection Creation, T6a Connection Release (and T6a Connection Update)  are related to the same purpose of T6a connection management, so with many common points in their description, it is proposed to describe then within one Connection Management procedure where T6a Connection Creation, T6a Connection Release are considered as sub-procedures identified by a T6a Connection  Action IE. The T6a Connection Action IE also identifies the MO Non-IP-Data transfer procedure described in C4-161233.

It will then be proposed to use the same Diameter command pair MO-Submit Request/Answer (OSR/OSA) as discussed in C4-161236.

The other way would be to describe one procedure for T6a Connection Creation, one for T6a Connection Release and one for T6a Connection Update. This still allows to use the same OSR/OSA command pair.
- 
User identity:
It is considered that the MME and SCEF will always use the IMSI as user identity in the various T6a/b procedures, as IMSI always available (See pCR on MO Non-IP Data procedures over T6a). This user identity point is addressed in a LS to SA2

The SCEF receiving one user identity at the T6a creation from MME, may not know the other identities (e.g. External Identifier) which are associated. The SCEF can obtain the other identities from the NIDD Authorisation request sent to HSS (see procedures in S2-160382 5.x.2, step 3-4, but this is not described). 
-
APN

The APN information element is added to a T6a connection request, to allow the SCEF to do the binding with the association established with the relevant SCS/SAS (mapping APN to SCS/AS identifier). This is submitted to SA2 in a LS.

- 
valid/ invalid indication in EPS Bearer context in MME and in SCEF:

This PCR takes into account inputs of CR160 r2 (S2-160832) to 3GPP TS 23.682 regarding valid/invalid indication of the EPS bearer context in the MME or SCEF. Further clarification from Stage 2 could be needed
-
IWK-SCEF functionalities:

It is considered that the IWK-SCEF has only routing aspect and charging aspects to address. 
.3. Conclusions

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.128 v1.0.0.
* * * First Change * * * *

5.V
Connection Management Procedure. 
5.V.1
General

This procedure shall be used between the MME and the SCEF, between the MME and the IWK-SCEF and between the IWK-SCEF and the SCEF.
When the procedure is invoked by the MME, it is used 

-
to establish a T6a connection between the MME and  the SCEF.
- 
to release a T6a connection between the MME and the SCEF.
This procedure is used according to 3GPP TS 23.682 [2] subclause 5.x.1 and 5.x.5. The IWK-SCEF may be in the path between the MME and the SCEF for roaming cases when the IWK-SCEF is deployed by the operator of the visited PLMN.
When the procedure is invoked by the IWK-SCEF, it is used to forward the connection management request received from the MME to the SCEF.
This procedure is mapped to the commands MO-Submit-Request/Answer (OSR/OSA) in the Diameter application specified in clause 6.
Tables 5.v.1-1 and 5.v.1-2 detail the involved information elements.
Table 5.v.1-1: Connection Management Request

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	User Identity
	User-Identifier
	M
	This Information Element shall contain the identity of the UE. This is a grouped AVP containing the IMSI.

	EPS Bearer Identity
	Bearer-Identifier
	M
	This Information Element shall be present and shall contain the identity of the EPS bearer identifying the T6a connection to which the request applies.


	T6a Connection Action
	T6a Connection-Action
	M
	This Information element shall be present and shall contain a T6a connection management action indicating a T6a connection establishment or a T6a connection release.


	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


Editor’s Note: Transfer of additional parameters on T6a to aid T6a connection to SCS/AS session binding at SCEF is FFS.
Table 5.v.1-2: Connection Management Answer

	Information Element Name
	Mapping to Diameter AVP
	Cat.
	Description

	Result

(See 6.3)
	Result-Code / Experimental-Result
	M
	Result of the request.

Result-Code AVP shall be used for errors defined in the Diameter Base Protocol.

Experimental-Result AVP shall be used for T6a/b errors. This is a grouped AVP, which contains the 3GPP Vendor ID in the Vendor-Id AVP, and the error code in the Experimental-Result-Code AVP.



	Supported Features

(See 3GPP TS 29.229 [4])
	Supported-Features
	O
	If present, this information element shall contain the list of features supported by the origin host.


5.v.2
Detailed Behaviour of the MME

The MME shall make use of this procedure to request one of the following T6a connection management actions:

-
for aT6a connection establishment, the MME shall:
-
fill the EPS-Bearer-Identity information element with the identity of the EPS bearer that MME allocated to the Non-IP PDN connection as described in 3GPP  TS 23.682 [2];
Editor's Note: Which user identity (IMSI or MSISDN or another identity) shall be filled is FFS.
-
for a T6a connection release, the MME shall:
-
fill the EPS Bearer Identity information element with the identity of the EPS bearer of the T6a connection which is released as described in 3GPP TS 23.682 [2];
- 
upon getting the Configuration Management Answer from the SCEF, delete the T6a connection context.
5.v.3
Detailed Behaviour of the SCEF

When the SCEF receives a Connection Management Request from the MME or the IWK-SCEF, the SCEF shall, in the following order:

-
check that the User Identity exists in the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_USER_UNKNOWN in the Connection Management answer;

-
if the T6a connection action indicates a T6a connection establishment:
-
check whether, for this user and the received EPS bearer ID, a valid EPS bearer context exists. If yes, Experimental-Result shall be set to DIAMETER_ERROR_OPERATION_NOT_ALLLOWED in the Connection Management answer;
-
check whether a valid NIDD configuration exists for the UE at the SCEF. If not, Experimental-Result shall be set to DIAMETER_ERROR_NIDD_CONFIGURATION_NOT_AVAILABLE in the Connection Management Answer.
-
create the T6a Connection context if it does not exist, then store the MME Address. If successful, Result shall be set to DIAMETER_SUCCESS in the Connection Management answer;
-
if the T6a connection action indicates a T6a connection release:

-
 check whether, for this user and the received EPS bearer ID, a valid T6a connection context exists. If not, Experimental-Result shall be set to DIAMETER_ERROR_ INVALID_EPS_BEARER in the Connection Management answer.
-
Delete the T6a connection context at the SCEF. If successful, Result code shall be set to DIAMETER_SUCCESS in the Connection Management answer.
5.v.4
Detailed Behaviour of the IWK-SCEF

When the IWK-SCEF receives a Configuration Management request from the MME, it shall forward the request to the SCEF after having addressed routing and charging aspects 

When the IWK-SCEF receives a Connection Management answer from the SCEF, it shall forward the answer to the MME after having addressed routing and charging aspects. 

* * * End of Changes * * * *

