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4.
Abbreviations

For the purposes of the present document, the following abbreviations apply:

BFCP
Binary Floor Control Protocol

CDR
Call Data Record

CN
Comfort Noise

CRC
Cyclic Redundancy Check

CS
Crypto Session

CVO
Coordination of Video Orientation
DNS
Domain Name System

DTLS
Datagram Transport Layer Security

DTMF
Dual Tone Multi Frequency

CE
Congestion Experienced

ECN
Explicit Congestion Notification

FEC
Forward Error Correction

FECC
Far End Camera Control

ICE
Interactive Connectivity Establishment

IP
Internet Protocol

IPsec
IP Security

MGC
Media Gateway Controller

MGW
Media Gateway 

MID
Message Identifier

MPS
Multimedia Priority Service

MRFC 
MultiMedia Resource Function Controller

MRFP
MultiMedia Resource Function Processor

MSRP
Message Session Relay Protocol

OAM
Operation, Administration and Maintenance

OoS
Out of Service

PLC
Packet Loss Concealment

PSK
Pre‑Shared Key

PT
Payload Type

QoS
Quality of Service

ROI
Region of Interest

SCTP
Stream Control Transmission Protocol

SDP
Session Description Protocol

SDPCapNeg
SDP Capability Negotiation

SPNE
Signal Processing Network Equipment

SSRC
Synchronisation Source

STUN
Session Traversal Utilities for NAT

TCP
Transmission Control Protocol

TEK
Traffic‑Encrypting Key

TLS
Transport Layer Security

TTL
Time To Live

UDP
User Datagram Protocol

URN
Uniform Resource Name

VBD
Voiceband Data
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5.8.5
AuditValue

Table 5.8.5.1: Auditvalue

	Audited Properties:
	Property Name and Identity
	Descriptor 

	Termination ID
	ServiceState:

- Root (MGW Audit)
	Termination State Descriptor

	Termination ID
	MGC information (mgcinfo)

- individualtermination (NOTE1)
	LocalControl Descriptor

	Termination ID
	For Packages:

- Root
	Packages Descriptor (NOTE2)

	Termination ID
	None (MGW Audit) :

- Root
	Audit (empty) Descriptor

	Termination ID
	SDPCapNeg Extensions:

- sdpe/*
	TerminationState Descriptor

	Audited Statistics:
	Supported Statistics (NOTE3) (NOTE2)

	Audited Signals:
	ALL

	Audited Events:
	ALL

	Package Audit possible:
	Yes

	NOTE1:
The purpose to audit an individual Termination is to retrieve MGC Information if supported.

NOTE2:
Optional

NOTE3:
The statistics defined in the MSRP Statistics Package can be obtained via the MRFC auditing the MRFP. The supported statistics are msrpstat/nms, msrpstat/nmr, msrpstat/vms and msrpstat/vmr.


***** Next change *****
5.14.2 
Optional Packages

Table 5.14.2: Optional packages

	Optional Packages 

	Package Name / Reference
	Package ID
	Version
	Support dependent on:

	DTMF Detection Package  (see ITU-T Recommendation H.248.1 [3] Annex E.6);
	dd, (0x0006)
	1
	Support is mandatory if DTMF Detection is supported.

	Tone Generator Package (see ITU-T Recommendation H.248.1  [3])
	tonegen, (0x0003)
	1
	This package is "extension only". It must be supported if extended but shall not be published over the protocol. It is here for information only.

	Basic Call Progress Tones Generator with Directionality(see ITU-T Recommendation Q.1950  [13])
	bcg, (0x0023)
	1
	If CS type Services provided by network

	Call Progress Tones Generator (see ITU-T Recommendation H.248.1 3])
	cg, (0x0007)
	1
	If CS type Services provided by network

	Basic Services Tones Generator 

(see ITU-T Recommendation Q.1950 [13])
	srvtn, (0x0025)
	1
	If CS type Services provided by network

	Expanded Call Progress Tones Generator

(see ITU-T Recommendation Q.1950 [13])
	xcg, (0x0024)
	1
	If CS type Services provided by network

	Basic Announcement Syntax

(see ITU-T Recommendation H.248.9  [6])
	bannsyx, (0x0047)
	1
	Support is optional if playing announcement is supported.

	Voice Variable Syntax

(see ITU-T Recommendation H.248.9  [6])
	vvsyx, (0x0048)
	1
	Support is optional if playing announcement is supported.

	Announcement Set Syntax

(see ITU-T Recommendation H.248.9  [6])
	setsyx, (0x0049)
	2
	Support is optional if playing announcement is supported.

	General text Variable type

(see ITU-T Recommendation H.248.9  [6])
	phrsyx, (0x004a)
	2
	Support is optional if playing announcement is supported.

	Advanced Audio Server Base

(see ITU-T Recommendation H.248.9 a1 [26])
	aasb, (0x0033)
	2
	Support is optional if playing announcement is supported.

	AAS Recording package

(see ITU-T Recommendation H.248.9  [6])
	aasrec, (0x0035)
	1
	Support is optional if Audio Record is supported.

	AAS segment management

(see ITU-T Recommendation H.248.9  [6])
	aassm, (0x0036)
	1
	

	Generic Announcement

(see ITU-T Recommendation H.248.7  [5])
	an, (0x001d)
	2
	Support is mandatory if playing announcement is supported.

	Intrusion Tones Generation

(see ITU-T Recommendation Q.1950  [13])
	int, (0x0027)
	1
	If CS type Services provided by network

	Business Tones Generation

(see ITU-T Recommendation Q.1950  [13])
	biztn, (0x0028)
	1
	If CS type Services provided by network

	Conferencing Tones Generation

(see ITU-T Recommendation H.248.27 [12])
	conftn, (0x0038)
	1
	Support is optional and may be used if Audio Conference is supported.

	Inactivity Timer

(see ITU-T Recommendation H.248.14 [9])
	it, (0x0045)
	1
	Support is mandatory if UDP transport is enabled for H.248 messages.

	MGC Information Package (see ITU-T Recommendation H.248.45,
	mgcinfo, (0x00a0)
	1
	This package may be supported as an operator option.

For this profile the information string shall be limited to 32 octets in length.

	Advanced audio server base package for TTS enhancement (see ITU-T Recommendation H.248.9 a1 [26])
	aastts, (0x00a8)
	1
	Support is mandatory if Text to Speech is supported.

	ASR package (see ITU-T Recommendation H.248.9 a1 [26])
	asr, (0x00a6)
	1
	Support is mandatory if Automatic Speech Recognition is supported.

	Multimedia Recording Package (see ITU-T Recommendation H.248.9 a1 [26])
	mrp, (0x00b3)
	1
	Support is mandatory if Multimedia recording is supported.

	Multimedia play package (see ITU-T Recommendation H.248.9 a1 [26])
	mpp, (0x00a9)
	1
	Support is mandatory if Multimedia announcement file is supported.

	Overload Control Package (see ITU-T Recommendation H.248.11 [7])
	ocp, (0x0051)
	1
	

	RTP Package (see ITU-T Recommendation H.248.1  [3])
	rtp, (0x000c)
	1
	

	MSRP Statistics Package (see ITU-T Recommendation H.248.69 [35])
	msrpstat, (0x00ea)
	1
	Support is mandatory if Message conference is supported.

	Play Message Package (see ITU-T Recommendation H.248.69 [35])
	mess, (0x00ec)
	1
	Support is mandatory if Message conference is supported.

	Message Filtering Package (see ITU-T Recommendation H.248.69 [35])
	mf, (0x00ef)
	1
	Support is mandatory if Message conference is supported.

	Record Message Package (see ITU-T Recommendation H.248.69 [35])
	recmess, (0x00f1)
	1
	Support is mandatory if Message conference is supported.

	Floor Control Package (see ITU-T Recommendation H.248.19a2 [33])
	fcp, (0x006e)
	2
	Support is mandatory if Floor control is supported.

	Floor Control Policy Package (see ITU-T Recommendation H.248.19a2 [33])
	fcpoli, (0x00ab)
	1
	Support is mandatory if Floor control is supported.

	Floor Status Change Handling Package (see ITU-T Recommendation H.248.19a2 [33])
	fschp, (0x00aa)
	1
	Support is mandatory if Floor control is supported.

	Floor Control Signalling Package (see ITU-T Recommendation H.248.19a2 [33])
	fcsig, (0x00e5)
	1
	Support is mandatory if Floor control is supported.

	Explicit Congestion Notification  for RTP-over-UDP Support (see see ITU-T Recommendation H.248.82 [44])
	ecnrous (0x010b)
	1
	Support of ECN feature

	Diffserv (ITU-T Recommendation H.248.52 [43])
	ds, (0x008b)
	2
	Support of MPS

	MG Act-as STUN Server (ITU-T Recommendation H.248.50 [47])
	mgastuns (0x00c2)
	1
	Support of incoming STUN connectivity checks. 

Applicable for ICE lite and full ICE 

	Originate STUN Continuity Check (see ITU-T Recommendation H.248.50 [47])
	ostuncc (0x00c3)
	1
	Support of originating STUN connectivity checks
Only applicable for full ICE

	TCP basic connection control (ITU‑T Recommendation H.248.89 [54])
	tcpbcc, (0x0115)
	1
	Support of TCP based media.

	TLS basic session control (ITU‑T Recommendation H.248.90 [55])
	tlsbsc, (0x0117)
	1
	Support of TCP based media using TLS.

Support is mandatory if IMS media plane security using the pre‑shared key (PSK) ciphersuites for TLS is supported.

	MGC Controlled Bearer Level ALG (see ITU-T Recommendation H.248.78 [65])
	mcbalg (0x0108)
	2
	Support of MGC controlled bearer level ALG functionality for CLUE message handling in telepresence.

	Enhanced Revised Offer/Answer SDP Support ([ITU-T Recommendation H.248.80 [ZZ])
	eroas, (0x0109)
	1
	Support of the SDP Capability Negotiation syntax
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5.14.3.x1
Enhanced Revised Offer/Answer SDP Support (eroas)

Table 5.14.3.23.1: Enhanced Revised Offer/Answer SDP Support package

	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	SDPCapNeg Extensions (eroas/sdpe, 0x0109/0x0001)
	M
	AuditValue
	"cap-v0", "med-v0"
	"cap-v0"

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent

Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	-
	-

	Error Codes
	Mandatory/Optional

	None
	-
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5.15
Mandatory Support of SDP and Annex C Information Elements

The v=, o=, s=, m=, c=, t=, a= and b= lines of the SDP [20] syntax shall be supported. All other lines should be ignored if received.

Table 5.15.1: Supported Annex C and SDP information elements

	Supported Annex C and SDP information elements:

	Information Element
	Annex C Support
	SDP Support

	Protocol version (v=)
	"SDP_V "
	The protocol version (v=) line contains a single field:

v= <version>

and shall be used in accordance with IETF RFC 2327 [20] (i.e. v=0).

	Origin (o=)
	"SDP_O "
	The origin line consists of 6 fields:

o= <user name> <session ID> <version> <network type> <address type> <address>.

The MRFC is not required to supply this line but shall accept it.

The MRFP should populate this line as follows or use the value received from the MRFC:

- <user name> should contain an hyphen

- <session ID> and <version> should contain one or mode digits as described in IETF RFC 2327 [20]

- <network type> shall be set to IN

- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MRFP is connected. 

- <address> should contain the fully qualified domain name of the gateway.

	Session Name (s=)
	"SDP_S"
	The session name (s=) line contains a single field:

s= <session-name>.

The MRFC is not required to supply a session name but shall accept one. This line may be used to convey correlation information for use in CDRs.

The MRFP shall use an hyphen "-" as a session name or the value received from the MRFC.



	Connection data (c=) 
	"SDP_C "
	The connection data line consists of 3 fields:

c= <network-type> <address-type> <connection-address>

- The <network-type> shall be set to "IN".

- The <address-type> shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MRFP is connected.

- The <connection-address> sent by the MRFC in the remote descriptor is the address to which the MRFP shall send the media flows. 

- The <connection-address> sent by the MRFC in local descriptors may be a unicast IPv4 or IPv6 address or it may be wildcarded to allow the MRFP to choose an address.  In the second case, MGs shall fill this field with a unicast IP address at which they will receive the media stream. Thus a TTL value shall not be present and a "number of addresses" value shall not be present. The field shall not be filled with a fully-qualified domain name instead of an IP address. 

When the <connection address> is wildcarded (i.e. choose wildcard) by the MRFC, the MRFP allocates an IP address based on the address type. The addressing space for which this address is taken may depend on the termination ID supplied by the MRFC.

	Media announcements (m=)
	"SDP_M "
	Media Announcements (m=) lines consist of 3 fields:

m= <media> <port> <transport> <format>


- The <media> field shall be set to "audio"or "video" or "message" or "application" (NOTE 1).
- The <port> field in remote descriptors is provided by the MRFC and represents the port to which the MRFP shall send the media flows.

- The <port> field in local descriptors may be provided by the MRFC or wildcarded (i.e. choose wildcard) to allow the MRFP to choose a value for the port on which it wishes to receive the media stream

- The <transport> field shall be  according to table 5.15.2

- The <format> field may be explicitly supplied by the MRFC, wildcarded or overspecified. If the MRFC wishes to request the MRFP to choose which media formats it wishes to use for the call then the MRFC shall provide a "$" wildcard.  If the MRFC wishes to suggest that the MRFP selects a media format from a list of possible media formats then it shall provide a list of appropriate media types in accordance with SDP.  All conforming gateways shall support at least the default narrowband AMR codec as defined in 3GPP TS 26.235 [31]. Optionally, other codecs defined in 3GPP TS 26.235 [31] and  format "8" for RTP/AVP (i.e. G.711 A-Law).

Dynamic payloads shall not be used when a static RTP/AVP payload value is defined in IETF RFC 3551 [21]. 

	Bandwidth (b=)
	"SDP_B "
	The Bandwitdh (b=) line consists of 2 fields:

b= <modifier>: <bandwidth-value>

Bandwidth information shall be supplied by the MRFC if the required bandwidth cannot be immediately derived from the information contained in the m= line. If absent, the MRFP shall assume a reasonable default bandwidth value for well-known codecs and shall provide this value in the response sent to the MRFC. The Modifier field shall be set to "AS". 

The Bandwidth Value field shall be set to the maximum bandwidth requirement of the media stream in kbit/s. The bandwidth value shall take into account all headers down to the IP layer, including a 5% bandwidth for RTCP packets.

	Time (t=)
	"SDP_T "
	The time (t=) line consists of two fields:

t= <start-time> <stop-time>.

This line is ignored by both the MRFC and the MRFP if received in local and remote descriptors.

The MRFC is not required to supply a time description but shall accept one. 

When supplied, this line shall be set to 0 0.

	Attributes (a=)
	"SDP_A "
	Attributes (a=) lines consist of two fields:

a= 
<attribute>: <value>

One or more of the "a" attribute lines specified below may be included, depending on the payload type. 

An attribute line not specified below should not be used. Only the following attributes are understood by the MRFP. Other attributes are ignored.
a=
rtpmap: <payload type> <encoding name>/<clock rate> [/<encoding parameters>]

a= fmtp:<format> <format specific parameters>

a= ptime: <time>
a= userid: <token of user identifier> (NOTE 3)
a= floorid: <token of Floor identifier> (NOTE 3)
a= path:MSRP-URI (NOTE 4) 

a= rtcp-fb: <…> (NOTE 5)

a= extmap:<x> <CVO-URN or ROI URN> (NOTE 6) 

a= imageattr: <payload type> <…> (NOTE 7)

a= sctp-port: <port> (NOTE 8)
a= max-message-size: <value> (NOTE 8)

a= dcmap:< dcmap-stream-id> < subprotocol-opt> (NOTE 9)

a= fingerprint: <certificate fingerprint> (NOTE 10)

a=predefined_ROI: <…> (NOTE 11)

ICE support

The attributes "a=candidate", "a=ice-pwd", and "a=ice-ufrag" (see IETF RFC 5245 [48]) may be provided for an SDP m-line in the local and remote descriptor if the MRFP supports ICE, see also 3GPP TS 24.229 [49]. In the local descriptor, the MRFC shall provide "a=ice-pwd", and "a=ice-ufrag" with wildcard sign "$" to request the allocation of a password and user name fragment, and the "a=candidate" of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate. The MRFP shall then reply with completed "a=ice-pwd", and "a=ice-ufrag" and "a=candidate" attributes in the local descriptor, and shall include "a=ice-lite" if it only supports ICE lite. In the remote descriptor, the MRFC may provide the "a=candidate", "a=ice-pwd", and "a=ice-ufrag".
SDP Capability Negotiation support:

the attributes of "a=acap", "a=tcap", "a=pcfg" and "a=acfg"  (see IETF RFC 5939 [XX]) may be provided in the local descriptor and/or remote descriptor.

	NOTE 1:
The "application" media is used to describe H.248 stream for a BFCP stream or H.248 stream for an UDP/DTLS/SCTP stream to be created for a CLUE data channel in telepresence using IMS as specified in 3GPP TS 24.103 [60]. The way to generate an "m" line for a BFCP stream follows the format specified in IETF RFC 4583 [32], where the port is always a TCP port, the transport field is "TCP/TLS/BFCP" if IMS media plane security is applied or otherwise "TCP/BFCP", the fmt (format) list is ignored. When a CLUE data channel is created, the "m" line for a UDP/DTLS/SCTP stream follows the format specified in IETF draft-ietf-mmusic-sctp-sdp [61] and IETF draft-ietf-mmusic-data-channel-sdpneg [62], where the transport field is "UDP/DTLS/SCTP", the fmt (format) indicates the usage of the SCTP association as "webrtc-datachannel". 

NOTE 2:
Void
NOTE 3:
The "userid" and "floorid" are SDP media-level attributes. They are used in BFCP 'm' lines. The "floorid" defines a list of  Floor identifiers, indicating the available Floor(s) for the user represented by the termination. The token representing the Floor identifier is the integer representation of the Floor ID. The "userid" attributes carry the integer representation of a user ID.

NOTE 4:
An MSRP-URI is an "msrp" or "msrps" URI defined as "MSRP-URI = msrp-scheme "://" authority ["/" session-id] ";" transport *(";" URI-parameter)". The authority component contains a numeric IP address and port. The session-id part identifies a particular session of the participant allowing multiple sessions to share the same TCP connection. 

NOTE 5: 
For AVPF transport, the "rtcp-fb" SDP attribute defined in IETF RFC 4585 [40] may be used to provide the feedback message types the MRFP is allowed to send and to indicate RTCP timing information. The support is optional and dependent on RTCP-fb support as described in 3GPP TS 26.114 [41]. The list of feedback messages supported by the MRFP is preconfigured in the MRFC. The "rtcp-fb SDP shall be sent from MRFC when applicable.

NOTE 6: 
Support of the RTP header extension to signal CVO or Sent ROI is optional. The attribute "a=extmap" (see IETF RFC 5285 [45]) may be provided for an m-line in the local and remote descriptor. CVO-URN is "urn:3gpp:video-orientation" for a 2 bit granularity of rotation or "urn:3gpp:video-orientation:6"  for a higher granularity of rotation, and ROI-URNs are “urn:3gpp:roi-sent” for arbitrary ROI information and “urn:3gpp:predefined-roi-sent” for predefined ROI information respectively, as specified in 3GPP TS 26.114 [41] and "x" represents the local identifier of the RTP header extension element as specified in IETF RFC 5285 [45] and is any number in a range [1 - 14]. 

NOTE 7: 
The support of the generic image attribute to negotiate the image size is optional. The attribute "a=imageattr" (see IETF RFC 6236 [46]) may be provided for an m-line in the local and remote descriptor if the MRFP supports the generic image attributes, see also 3GPP TS 26.114 [41]. The local descriptor indicates the image sizes which the MRFP supports in the receiving direction for the selected payload type and corresponds to the "recv" keyword (see IETF RFC 6236 [46]) in the "a=imageattr" that the MRFC will send within the SDP body on the Mr interface. The remote descriptor indicates the image sizes which the MRFP supports in the sending direction for the selected payload type and corresponds to the "send" keyword (see IETF RFC 6236 [46]) in the "a=imageattr" that the MRFC will send within the SDP body on the Mr interface.

NOTE 8: 
The support of the "a=sctp-port" attribute to indicate the actual SCTP port is used only when the transport field of 'm' line is "UDP/DTLS/SCTP". The SDP "a=max-message-size" attribute may be used to indicate the maximum message size that an SCTP endpoint is willing to receive on the SCTP association associated with the 'm' line.
NOTE 9: 
The support of the dcmap attribute to realize the CLUE data channel is used only when the transport field of 'm' line is "UDP/DTLS/SCTP", where the dcmap-stream-id field indicates the actual SCTP stream, and the subprotocol field indicates the protocol "CLUE".
NOTE 10:
The attribute "a=fingerprint" (see IETF RFC 4572 [64]) shall be provided for an "m=" line in the local and remote descriptor if the MRFC requests the MRFP to establish the CLUE data channel. 

NOTE 11: 
The support of the predefined ROI attribute in the SDP is optional. The attribute "a=predefined_ROI" (see TS 26.114 [41]) may be provided for an m-line in the local and remote descriptor if the MRFP supports the predefined ROI attributes, see also 3GPP TS 26.114 [41].


Table 5.15.2: Transport Protocol

	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	RTP/AVP
	RTP profile according IETF RFC 3551 [21]. For voice and video services

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [40]. For voice and video services (NOTE 1).

	TCP/BFCP
	For floor control service, see IETF RFC 4583 [32]. (NOTE 1)

	TCP/MSRP
	For message service, see IETF RFC 4975 [34]. (NOTE 1)

	TCP/TLS/BFCP
	For floor control service with IMS media plane security, see IETF RFC 4583 [32]). (NOTE 1)

	TCP/TLS/MSRP
	For message service with IMS media plane security, see IETF RFC 4975 [34]). (NOTE 1)

	UDP/DTLS/SCTP
	Data channel support using IETF draft-ietf-mmusic-sctp-sdp [61] and IETF draft-ietf-mmusic-data-channel-sdpneg [62].

	NOTE 1: 
support optional.

NOTE 2:
Upper case TCP is defined by IETF RFC 4145 [39] and registered by IANA.


***** Next change *****
5.17.1 
Formats and Codes

Table 5.17.1.1 shows the parameters which are required for the procedures defined in the following clauses.

The coding rules applied in ITU-T Recommendation H.248.1 [3] for the applicable coding technique shall be followed for the UMTS capability set.

The binary encoding rules which are applicable to the defined Abstract Syntaxes are the Basic Encoding Rules for Abstract Syntax Notation One, defined in ITU-T Recommendation X.690 [41].  Specifically in accordance with ITU-T Recommendation X.690 [41] section 7.3, alternative encodings based on the definite and indefinite form of length are permitted by the basic encoding rules as a sender's option. Receivers shall support both alternatives.

Unsupported values of parameters or properties may be reported by the MGW and shall be supported by the MSC as such by using H.248.1 error code #449 "Unsupported or Unknown Parameter or Property Value". The unsupported or unknown value is included in the error text in the error descriptor.
Table 5.17.1.1: Information Elements Used in Procedures

	Signalling Object
	H.248 Descriptor
	Coding

	Allowed RTCP APP message types
	Remote Descriptor
	The "a=3gpp_mtsi_app_adapt" SDP attribute defined in 3GPP TS 26.114 [41].

	Announcement Cause
	Events

ObservedEvents
	The "Meth" parameter in g/sc event per ITU-T Recommendation H.248.1 [3] Annex E.1.2 

	Announcement Completed
	Events

ObservedEvents
	The g/sc event per ITU-T Recommendation H.248.1 [3] Annex E.1.2

	Announcement Cycles
	Signal
	The "noc" parameter as per ITU-T Recommendation H.248.7 [5], Clause 4.3.1

	Announcement Direction
	Signal
	The "di" parameter as per ITU-T Recommendation H.248.7 [5], Clause 4.3.1

	Announcement Variant
	Signal
	The "av" parameter as per ITU-T Recommendation H.248.7 [5], Clause 4.3.1 

	Arbitrary ROI Sent
	Local Descriptor
	The "rtcp-fb" SDP attribute defined in IETF RFC 4585 [30] to indicate the " Arbitrary ROI" RTCP feedback message expressed by the "3gpp-roi-arbitrary" parameter, as described in 3GPP TS 26.114 [41].

	Arbitrary ROI Received
	Remote Descriptor
	The "rtcp-fb" SDP attribute defined in IETF RFC 4585 [30] to indicate the " Arbitrary ROI" RTCP feedback message expressed by the "3gpp-roi-arbitrary" parameter, as described in 3GPP TS 26.114 [41].

	ASR Cause
	Events

ObservedEvents
	 The "rc" parameter in asr/asrfail event as per ITU-T Recommendation H.248.9a1 [26] Clause 12.2.1.

	Cause
	Events

ObservedEvents
	Encoded as "Meth" parameter in g/sc event per ITU-T Recommendation H.248.1 [3] Annex E.1.2

	Certificate Fingerprint
	Local Descriptor or Remote Descriptor
	The "a=fingerprint" SDP attribute as defined in IETF RFC 4572 [64], see table 5.15.1.

	CLUE Message Send
	Signal
	Defined as the "mcbalg/sblm" signal with the application protocol indicating "CLUE" in ITU-T Recommendation H.248.78 [65].

	CLUE Message Received
	Events

ObservedEvents
	Defined according to Detect Bearer Level Message event with the application protocol indicating "CLUE" in ITU-T Recommendation H.248.78 [65].

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). 



	ConfID
	ContextAttribute Descriptor
	The "fconfid" parameter as per ITU-T Recommendation H.248.19a2 [33], Clause 10.6.1.1.It is defined as type integer as used over BFCP.

	Context ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	ControlledByChair
	TerminationState Descriptor
	List of Floor Ids controlled by this termination as a chair, specified  by "cfi" as defined in Clause 10.1.1.2 of H.248.19a2 [33].

	Diffserv Code Point
	Local Control
	Defined according to the Differentiated Services Code Point property in ITU-T Recommendation H.248.52 [43].

	Digit
	Observed Events
	Encoding as per ITU-T Recommendation H.248.1 Annex E.6.2. Digits are reported individually by the MRFP.

	DTMFTrigger
	Signal Descriptor
	"endinputkey, eik" see H.248.9a1 [26] Clause 16.3.1.1.16.

	ECN Enabled
	Local Descriptor or Remote Descriptor
	Defined according to the "ECN Enabled" property in ITU-T Recommendation H.248.82 [44].

	ECN Failure
	Events, 

Observed Events
	Defined according to the "ECN Failure" Event in ITU-T Recommendation H.248.82 [44].

	ECN Failure Type
	ObservedEvents Descriptor
	As for the ObservedEventsDescriptor Parameter "Failure Type" in ITU-T Recommendation H.248.82 [44]. 

	ECN Initiation Method
	Local Descriptor or Remote Descriptor
	Defined according to "Initiation Method" property in ITU-T Recommendation H.248.82 [44].

	End of Recording Notification
	Events

ObservedEvents
	Enables the MRFC to be informed of the end of a recording. Corresponds to aasrec/audfail (mrp/audfail) and aasrec/precsucc, (mrp/precsucc) events see ITU-T Recommendation H.248.9a1 [26] 12.2.

	Establish TCP Connection
	Signals
	Defined according to the Establish BNC signal (tcpbcc/EstBNC) in ITU‑T Recommendation H.248.89 [54].

	Establish (D)TLS session
	Signals
	Defined according to the Establish BNC signal (tlsbsc/EstBNC) in ITU-T Recommendation H.248.90 [55] and for DTLS usage in ITU-T Recommendation H.248.93 [63].

	Extended Header for CVO
	Local Descriptor or Remote Descriptor
	"extmap" attribute in SDP a-line as defined in IETF RFC 5285 [45], see table 5.15.1.

	Extended RTP Header for Sent ROI
	Local Descriptor or Remote Descriptor
	"extmap" attribute in SDP a-line to pass on the ROI extended RTP header as defined by IETF RFC 5285 [45] for carriage of predefined and/or arbitrary ROI information, see table 5.15.1

	FloorControlAlgorithm
	Context Attrribute

(NOTE 1)
	Sub-list of (Floorid, Algorithm). "fca" as defined in Clause 10.4.1.2 of H.248.19a2[33].

	FloorID
	Local Descriptor
	"a= floorid" SDP line as specified in Table 5.15.1.

	FloorRequestResult
	Signal Descriptor
	The "res" parameter as per ITU-T Recommendation H.248.19a2 [33], Clause 10.5.3.1.1.2. It is defined as Boolean (success or fail)

	FloorResAssociations
	Context Attribute

(NOTE 1)
	The "fsa" parameter as per ITU-T Recommendation H.248.19a2 [33], Clause 10.6.1.2. It is defined as sub-list of (Floorid, StreamID). 

	FloorStatus
	Observed Events
	"Floor Status, fs" as defined in H.248.19 a2 [33].
This is a list of FloorIds and status (e.g. granted, revoked)

	Generic Image Attribute
	Local Descriptor or Remote Descriptor
	"imageattr" attribute in SDP a-line as defined in IETF RFC 6236 [46], see table 5.15.1.

	ICE host candidate request
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [48] of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate

	ICE host candidate
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [48]

	ICE lite indication
	Local Descriptor
	The "a=ice-lite" SDP attribute defined in IETF RFC 5245 [48].

	ICE password request
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [48] with wildcard sign "$". 

	ICE password
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [48].

	ICE received candidate
	Remote Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 5245 [48]

	ICE received password
	Remote Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 5245 [48].

	ICE received Ufrag
	Remote Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [48].

	ICE Ufrag request
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [48] with wildcard sign "$".

	ICE Ufrag
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 5245 [48].

	ICE Connectivity Check Result
	Events, 

Observed Events
	Defined according to Connectivity Check Result event in ITU-T Recommendation H.248.50 [47].

	ICE Send Connectivity Check 
	Signals 
	Defined as the ostuncc/scc signal in ITU-T Recommendation H.248.50 [47].

	ICE New Peer Reflexive Candidate
	Events, 

Observed Events
	Defined according to New Peer Reflexive Candidate event in ITU-T Recommendation H.248.50 [47].

	ICE Send Additional Connectivity Check 
	Signals 
	Defined as the ostuncc/sacc signal in ITU-T Recommendation H.248.50 [47].

	IncMessageFilters
	LocalControl Descriptor
	"Incoming Message Filters, imf" parameter in H.248.69 [35] Clause 13.1.1, which is defined as string and complies with Sieve [IETF RFC5228] with the exceptions described in H.248.69 [35] Clause 13.6.

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"



	Iterations
	Signal
	" Iterations, it"  parameter in H.248.9a1 [26] Clause 13.3.1.1.3 or Clause 13.3.2.1.3

	MaxFloorHolder
	Context Attribute

(NOTE 1)
	Sub-list of (FloorID, Number). "mfu" as defined in Clause 10.4.1.2 of H.248.19a2 [33]

	Maximum Record Time
	Signal
	"Record Length Timer, rlt"  parameter in H.248.9a1 [26] Clause 16.3.1.1.8 for multimedia recording or Clause 10.3.1.1.8 for audio recording


	Media Identifier
	Signal
	TBD

	Mediatype
	Local Descriptor or Remote Descriptor
	<media> in sdp m-line

"audio" for voice service, and "image" for T.38 service.

	MessageContentType
	
	TBD as enumeration to indicate the content type of message. (e.g. video, audio)

	MessageContentFmt
	
	TBD as enumeration to indicate the content format (e.g. mpeg, jpeg for picture)

	MessageIdentifier
	Signal
	"mcr" parameter in the mess/sm signal in H.248.69 [35] Clause 10.3.1.1.2, which is defined as URI that points to the message data that shall be sent.

	MessagePlayResultReport
	Signal
	"fr" or “sr” parameter in the mess/sm signal in H.248.69 [35], which is defined as Enumeration to indicate the request of report result of message play (Success Report, Failure Report, Both or None)

	MessagePlayCause
	ObservedEvents
	"sc" parameter in the mess/msrs event in H.248.69 [35] Clause 10.2.1.2.2
, which is defined as Enumeration to notify the result of the message play.

	MessageRecordFileIdentifier
	Signal
	"sl" parameter in the recmess/rm signal in H.248.69 [35] Clause 15.3.1.1.1, which is defined as a URI where the messages are to be stored.

	MessagesReceivedNumQuota
	Events
	"mrq" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.1.2, which is defined as integer to define the quota for number of messages that may be received on the termination for the messaging Stream.

	MessagesReceivedVolQuota
	Events
	"mrv" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.1.4, which is defined as integer to define the quota for cumulative total size of messages that may be received on the Termination for the messaging Stream.

	MessagesreceivedNum
	ObservedEvents
Statistics
	"nmr" parameter in the msrpstat/mquota event or statistics in H.248.69 [35], which is defined as integer to define the number of messages that have been received on the termination for the messaging Stream.

	MessagesReceivedVol
	ObservedEvents
Statistics
	"vmr" parameter in the msrpstat/mquota event or statistics in H.248.69 [35], which is defined as integer to define the cumulative total size of messages that have been received on the Termination for the messaging Stream.

	MessagesSentNumQuota
	Events
	"msq" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.1.1, which is defined as integer to define the quota for number of messages that may be sent from the termination for the messaging Stream.

	MessagesSentVolQuota
	Events
	"msv" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.1.3, which is defined as integer to define the quota for cumulative total size of messages that may be sent from the Termination for the messaging Stream.

	MessagesSentNum
	ObservedEvents
Statistics
	"nms" parameter in the msrpstat/mquota event or or statistics in H.248.69 [35], which is defined as integer to define the number of messages that have been sent from the termination for the messaging Stream.

	MessagesSentVol
	ObservedEvents
Statistics
	"vms" parameter in the msrpstat/mquota event or statistics in H.248.69 [35], which is defined as integer to define the cumulative total size of messages that may be sent from the Termination for the messaging Stream.

	MSRP session identity
	Local Descriptor or Remote Descriptor
	<session-id> in SDP “a= path:MSRP-URI”-line.

	Notify TCP Connection Establishment Failure Event
	ObservedEvents
	As for the ObservedEvent Parameter in subclause E.1.2 of ITU-T Recommendation H.248.1 [3] "General cause".

	Notify (D)TLS session establishment Failure Event
	ObservedEvents
	As for the ObservedEvent Parameter in subclause E.1.2 of ITU-T Recommendation H.248.1 [3] "General cause".

	OutMessageFilters
	LocalControl Descriptor
	"Outgoing Message Filters, omf" parameter in H.248.69 [35] Clause 13.1.3, which is defined as string and complies with Sieve [IETF RFC5228] with the exceptions described in H.248.69 [35] Clause 13.6.

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.



	Predefined ROI Sent
	Local Descriptor
	The "rtcp-fb" SDP attribute defined in IETF RFC 4585 [30] to indicate the "Predefined ROI" RTCP feedback message expressed by the "3gpp-roi-predefined" parameter, as described in 3GPP TS 26.114 [41].

	Predefined ROI Received
	Remote Descriptor
	The "rtcp-fb" SDP attribute defined in IETF RFC 4585 [30] to indicate the "Predefined ROI" RTCP feedback message expressed by the "3gpp-roi-predefined" parameter, as described in 3GPP TS 26.114 [41].

	Pre‑Shared Key
	LocalControl Descriptor
	Traffic‑Encrypting Key (TEK) associated with the Crypto Session (CS) as defined in IETF RFC 6043 [56] and Annex H of 3GPP TS 33.328 [57] that will be used in TLS handshake. (NOTE 2)

	Priority Information
	NA
	Priority Indicator (subclause 6.1.1 of ITU-T Recommendation H.248.1 [3])

Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [3] Annex A "priority" context attribute

Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [3] Annex B "priority" context attribute 

	Recognition Result
	ObservedEvents
	"asrr" parameter to "asrsucc" event in H.248.9a1 [26] Clause 12.2.2.2.1.

Each result may be able to be structured by multiple parts in time sequence with the input time, may be able to include the text token that the value will correspond to tokens as defined by the SRGS grammar, may be able to include the interpretation of application specific markup, may be able to include the confidence score that represents the recognition quality.

	Record File Format
	Signal
	To Be Defined

	Record File Identifier
	Signal
	"rid" parameter in playrec signal H.248.9a1 [26] Clause 16.3.1.1.9 for multimedia recording or Clause 10.3.1.1.9 for audio recording

	Release TCP Connection
	Signals
	Defined according to the Release BNC signal (tcpbcc/RelBNC) in ITU‑T Recommendation H.248.89 [54].

	Release TLS session
	Signals
	Defined according to the Release BNC signal (tlsbsc/RelBNC) in ITU‑T Recommendation H.248.90 [55].

	Reserve_Value
	Local Control
	ITU-T Recommendation H.248.1 [3] Mode property.

Binary Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex A "reserveValue"

Textual Encoding: 
Encoding as per ITU-T Recommendation H.248.1 Annex B "reservedValueMode".

	RtcpbwRS
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-line. 



	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line. 



	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line



	SCTP Max Message Size
	Local Descriptor or Remote Descriptor
	The "a=max-message-size" SDP attribute as defined in IETF draft-ietf-mmusic-sctp-sdp [61], see table 5.15.1.

	SCTP Port
	Local Descriptor or Remote Descriptor
	The "a=sctp-port" SDP attribute as defined in IETF draft-ietf-mmusic-sctp-sdp [61], see table 5.15.1.

	SCTP Stream ID
	Local Descriptor or Remote Descriptor
	<dcmap-stream-id> in SDP "a=dcmap" line as defined in IETF draft-ietf-mmusic-data-channel-sdpneg [62], see table 5.15.1.

	SCTP Subprotocol
	Local Descriptor or Remote Descriptor
	<subprotocol-opt> in SDP "a=dcmap" line as defined in IETF draft-ietf-mmusic-data-channel-sdpneg [62], see table 5.15.1.

	SDPCapNeg configuration
	Local Descriptor or Remote Descriptor
	The SDP attributes for SDP capability negotiation according to IETF RFC 5939 [XX].

	SDPCapNeg Supported Capabilities
	Termination State
	Defined according to SDPCapNeg Extensions property in ITU-T Recommendation H.248.80 [ZZ].

	SenderAddr
	
	TBD 

	SRGS Grammar
	Signal
	"grammar file, gf" parameter in asr/asr signal in H.248.9a1 [26] Clause 12.3.1.1.2

	SRGS grammar URI
	Signal
	" Recognition grammar identifier, rgid" parameter in asr/ asrid signal in H.248.9a1 [26] Clause 12.3.2.1.2

	SSML
	Signal
	"an" parameter in the aastts/play signal in H.248.9a1 [26] Clause 14.3.1.1.1

	StatRepReason
	ObservedEvents
	"qreach" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.2.1, which is defined as enumeration to indicate the quota that has triggered the reporting of the event.

	StatValTime
	Events
	"tm" parameter in the msrpstat/mquota event in H.248.69 [35] Clause 8.2.1.1.5, which is defined as integer to define how long for the quotas associated are active for.

	Stream Number
	Stream
	Encoding as per ITU-T Recommendation H.248.1 Annex B "Stream"/"ST". 

For a single stream, this may be omitted by the MRFC.

	STUN server request
	LocalControl
	Encoding as per ITU-T Recommendation H.248.50 [47] "MG Act-as STUN Server" (mgastuns) package "Act-as STUN Server" (astuns, 0x0001) property.

	Termination heartbeat
	Events

ObservedEvents
	The hangterm/thb event as per ITU-T Recommendation H.248.36 [30] Clause 5.2.1.

	Termination ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	Timing
	Events
	As in dd package H.248.1 [3] Annex E.6.2, (end tone detected shall be used)

	Tone Completed
	Events

ObservedEvents
	"g/sc" see H.248.1 [3] Annex E.1.2

	Tone Duration
	Signal
	As in the respective tone package

	Tone Identity
	Signal
	Encoding as per ITU-T Recommendation H.248.1 Annex B and the package which defines the tone (Tone Signal Ids only).

	Transaction ID
	NA
	Binary Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex A.

Textual Encoding: 
As per ITU-T Recommendation H.248.1 [3] Annex B.

	TTS Completed
	Events

ObservedEvents
	"g/sc" see H.248.1 [3] Annex E.1.2 if successful, aastts/ttsfail H.248.9a1 [26] Clause 14.2.1 if not successful.

	Transport
	Local Descriptor or Remote Descriptor
	<transport> in SDP m-line, see 5.15



	UserID
	Local Descriptor
	"a= userid" SDP line as specified in Table 5.15.1.

	NOTE 1:
H.248.1 version 3 required.

NOTE 2:
Pre‑Shared Key information element needs to be specified in ITU‑T Recommendation H.248.90 [55].


***** Next change *****
5.17.2.2
Reserve IMS Resources
The MRFC sends an ADD request command as in Table 5.17.2.2.1. 
Table 5.17.2.2.1: Reserve IMS Resources Request

	Address Information
	Control information
	Bearer information

	Local Descriptor {

   Port = $

   IP Address = $ 

If media is "message":

   MSRP session identity = $

If media is "application":

   If CLUE data channel required:


SCTP Port = $
}
	Transaction ID = x

Context ID= $

If MPS call/session:

   Priority Indicator = x

Termination ID = $

If Stream Number specified:-

   Stream Number

If Resources for multiple Codecs required:

   Reserve_Value 

NotificationRequested (Event ID = x,

"termination heartbeat")

If ECN transparent support required: 

   ECN Enable = "True"

   Initiation Method = "inactive"

If ECN Endpoint support required

     ECN Enable = "True"

    Initiation Method = "ECN Initiation 

    Method" (NOTE 1)

      If notification of ECN Failure

         Report:

         NotificationRequested
(Event ID = x,"ECN Failure")

If diffserv required:

   Diffserv Code Point

If ICE is applied:

   STUN server request

If indication on TCP connection establishment failure requested:


NotificationRequested
(Event ID = x, "TCP connection establishment failure")

If indication on CLUE message received requested:


NotificationRequested

(Event ID = x, "CLUE

message received")


	Local Descriptor { 

If media is "audio" or "video":

   Codec List = Codec List

   RTP Payloads = RTP Payload

If media is "video": 

   If CVO required:


Extended Header for CVO

     (NOTE 2)

If media is "video": 

   If imageattr negotiation:


Generic Image Attribute

     (NOTE 3)

If media is “video”:

   If Predefined ROI required:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Predefined ROI Sent

   If Arbitrary ROI required:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

          RTCP feedback for Arbitrary ROI Sent

If media is "message":

   If IMS media plane security
   required:


Transport = TCP/TLS/MSRP
   Else

Transport = TCP/MSRP 

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 


Certificate fingerprint = $

SCTP Stream ID


Subprotocol = CLUE


Max message size = $
If ICE is applied:

   ICE host candidate request

   ICE password request

   ICE Ufrag request

If SDPCapNeg is applied:

   SDPCapNeg configuration

   }

or

Local Descriptor {

   RTP Payloads = $

}



	NOTE 1:
This shall be set to a value other than "inactive".

NOTE 2:
If the MRFP supports the extended RTP header it shall pass any received extended RTP header with CVO bits on to succeeding RTP streams. If the MRFP transcodes between video payloads and it supports the extended RTP header with CVO bits it shall keep the video orientation unchanged during the transcoding and convey received RTP CVO header bytes on the succeeding RTP streams after transcoding associated packets as specified in 3GPP TS 26.114 [41], subclause 7.4.5.

NOTE 3:
The support of the generic image attributes is optional for the MRFP. The list of image sizes per payload type supported by the MRFP is preconfigured in the MRFC. If none of the image sizes received within an SDP body on Mr interface is supported by the MRFP then the MRFC will not send the generic image attribute parameter to the MRFP.


On reserving the IMS termination, the MRFP responds as in Table 5.17.2.2.2.
Table 5.17.2.2.2: Reserve IMS Resources Request Acknowledge

	Address Information
	Control information
	Bearer information

	Local Descriptor {

   Port

   IP Address 

If media is "message":

   MSRP session identity

If media is "application":

   If CLUE data channel required:


SCTP Port
}
	Transaction ID = x

Context ID = C1

Termination ID = T1

Stream Number


	Local Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads 

If media is "video": 

   If CVO extension header 
      provided in the request:


    Extended Header for CVO

If media is "video": 

   If imageattr negotiation:


Generic Image Attribute

If media is “video”:

   If Predefined ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Predefined ROI Sent

   If Arbitrary ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Arbitrary ROI Sent

If ICE is applied:

   ICE host candidate

   ICE password

   ICE Ufrag

   If ICE lite implementation

       ICE lite indication

If media is "message":

   If IMS media plane security
   required:


Transport = TCP/TLS/MSRP
   Else

Transport = TCP/MSRP

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 


Certificate fingerprint


SCTP Stream ID


Subprotocol = CLUE


Max message size 

If SDPCapNeg is applied:

   SDPCapNeg configuration

}


5.17.2.3
Configure IMS Resources

The MRFC sends a MODIFY request command as in Table 5.17.2.3.1.
Table 5.17.2.3.1: Configure IMS Resources Request 

	Address Information
	Control information
	Bearer information

	If local resources are modified:

   Local Descriptor {

      Port

      IP Address 

   If media is "message":

     MSRP session identity

   }

If remote resources are modified:

   Remote Descriptor {

      Port

      IP Address

   If media is "message":

     MSRP session identity

   If media is "application":

      If CLUE data channel required:

      
SCTP Port
   }
	Transaction ID = x

Context ID = C1

Termination ID = T1

If Stream Number specified:

   Stream Number

If Resources for multiple Codecs required:

   Reserve_Value
If detection of hanging termination is requested: (NOTE1)

NotificationRequested (Event ID = x,

"termination heartbeat")
If ECN transparent support required: 

   ECN Enable = "True"

   Initiation Method = "inactive"

If ECN Endpoint support required

     ECN Enable = "True"

    Initiation Method = "ECN Initiation 

    Method" NOTE2

      If notification of ECN Failure

         Report:

         NotificationRequested (Event     ID

     = x,"ECN failure")

If full ICE is applied:

      Send Connectivity Check
       ("Control")
     If notification of ICE Connectivity Check Result Report:

         NotificationRequested 
(Event ID= xx,
"Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:

         NotificationRequested 
(Event ID = xy," New Peer Reflexive Candidate ")
      Send Additional 
Connectivity Check ("Control")
If TCP connection establishment required:


Establish TCP connection

If indication on TCP connection establishment failure requested:


NotificationRequested

(Event ID = x, "TCP connection

establishment failure")

f (D)TLS session establishment required:


Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:


NotificationRequested

(Event ID = x, "(D)TLS session establishment failure")

If IMS media plane security required: 


Pre‑Shared Key (NOTE 6)
	If local resources are modified:

   Local Descriptor { 

   If media is "audio" or "video":

      Codec List

      RTP Payloads  

   If media is "video": 

      If CVO required:

         Extended Header for CVO

         (NOTE 3)

   If media is "video": 

      If imageattr negotiation:


   Generic Image Attribute

        (NOTE 4)

   If media is “video”:

      If Predefined ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-  sending client:

            RTCP feedback for Predefined ROI Sent

      If Arbitrary ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-  sending client:

             RTCP feedback for Arbitrary ROI Sent

   If media is "message":

      If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

   If media is "application":

      If CLUE data channel required:


   Transport = UDP/DTLS/SCTP 


   Certificate fingerprint


   Max message size
If SDPCapNeg is applied:

   SDPCapNeg configuration

   }

If remote resources are modified:

   Remote Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

   If media is "video": 

      If CVO required:

         Extended Header for CVO

         (NOTE 3)

   If media is "video": 

      If imageattr negotiation:


   Generic Image Attribute

        (NOTE 4)

   If media is “video”:

      If Predefined ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Predefined ROI Received

      If Arbitrary ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Arbitrary ROI Received

   If media is "message"

      If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

  If RTCP APP messages allowed

     Allowed RTCP APP message

       types

If ICE is applied:

    ICE received candidate

    ICE received password

    ICE received Ufrag

     (NOTE 5)

If SDPCapNeg is applied:

   SDPCapNeg configuration

   }

	NOTE1: 
It is highly recommended to request termination heartbeat notification to detect hanging context and termination in the MRFP that may result e.g. from a loss of communication between the MRFC and the MRFP. 

NOTE 2:   This shall be set to a value other than "inactive".

NOTE 3:
If the MRFP supports the extended RTP header it shall pass any received extended RTP header with CVO bits on to succeeding RTP streams. If the MRFP transcodes between video payloads and it supports the extended RTP header with CVO bits it shall keep the video orientation unchanged during the transcoding and convey received RTP CVO header bytes on the succeeding RTP streams after transcoding associated packets as specified in 3GPP TS 26.114 [41], subclause 7.4.5.

NOTE 4:
The support of the generic image attributes is optional for the MRFP. The list of image sizes per payload type supported by the MRFP is preconfigured in the MRFC. If none of the image sizes received within an SDP body on Mr interface is supported by the MRFP then the MRFC will not send the generic image attribute parameter to the MRFP.

NOTE 5:
The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.333 [25]. 

NOTE 6:
The MRFC and the MRFP may support IMS media plane security i.e. end‑to‑end media security for session-based messaging (MSRP) using the pre‑shared key (PSK) ciphersuites for TLS (specified in IETF RFC 4279 [58] and profiled as specified in Annex E of 3GPP TS 33.310 [59]). The list of PSK ciphersuites for TLS supported by the MRFP is preconfigured in the MRFC.


The MRFP responds as in 5.17.2.3.2.
Table 5.17.2.3.2: Configure IMS Resources Request Acknowledge 

	Address Information
	Control information
	Bearer information

	If local resources were provided in request:

   Local Descriptor {

      Port

      IP Address

   If media is "message":

     MSRP session identity

   }

If remote resources are provided in request:

   Remote Descriptor {

      Port

      IP Address

   If media is "message":

     MSRP session identity

   }
	Transaction ID = x

Context ID = C1

Termination ID = T1 

If Stream Number Specified:

   Stream Number


	If local resources were provided in request:

   Local Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

   If media is "video": 

      If CVO extension header 
      provided in the request:


   Extended Header for CVO

   If media is "video": 

      If imageattr negotiation:


   Generic Image Attribute

   If media is “video”:

      If Predefined ROI provided in the request:

         Extended Header For Sent ROI

         If termination towards ROI-  sending client:

            RTCP feedback for Predefined ROI Sent

      If Arbitrary ROI provided in the request:

         Extended Header For Sent ROI

         If termination towards ROI-  sending client:

            RTCP feedback for Arbitrary ROI Sent

   If media is "message":

      If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

   }

If remote resources are provided in request:

   Remote Descriptor {

   If media is "audio" or "video":

      Codec List

      RTP Payloads

   If media is "video": 

      If CVO extension header 
      provided in the request:

         Extended Header for CVO

   If media is "video": 

      If imageattr negotiation:


   Generic Image Attribute

   If media is “video”:

      If Predefined ROI provided in the request:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Predefined ROI Received

      If Arbitrary ROI provided in the request:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Arbitrary ROI Received

   If media is "message":

      If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

   If media is "application":

      If CLUE data channel required:



Transport = 







UDP/DTLS/SCTP
   }


5.17.2.4
Reserve and Configure IMS Resources

The MRFC sends an ADD request command as in Table 5.17.2.4.1. 
Table 5.17.2.4.1: Reserve and Configure IMSresources Request 

	Address Information
	Control information
	Bearer information

	Local Descriptor {

   Port = $

   IP Address = $ 

If media is "message":

   MSRP session identity = $

If media is "application":

   If CLUE data channel required:


SCTP Port = $
}

Remote Descriptor {

   Port

   IP Address

If media is "message":

   MSRP session identity

If media is "application":

   If CLUE data channel required:


SCTP Port

}
	Transaction ID = x

Context ID = $

If MPS call/session:

   Priority Indicator = x

Termination ID = $

If Stream Number Specified:

   Stream Number

If Resources for multiple Codecs shall be reserved:

   Reserve_Value
If detection of hanging termination is requested: (NOTE1)

NotificationRequested (Event ID = x,

"termination heartbeat")

If ECN transparent support required:    ECN Enable = "True"

   Initiation Method = "inactive"

If ECN Endpoint support required

     ECN Enable = "True"

    Initiation Method = "ECN Initiation 

    Method" NOTE2

    If notification of ECN Failure

        Report: 

         NotificationRequested (Event ID

     = x,"ECN Failure")

If diffserv required:

   Diffserv Code Point

If ICE is applied:

   STUN server request

   If full ICE is applied

     Send Connectivity Check 
     ("Control")
     If notification of ICE Connectivity 
     Check Result Report:

         NotificationRequested 
(Event ID = xx,"Connectivity Check
         Result")
      If notification of New Peer Reflexive Candidate:

         NotificationRequested 
(Event ID = xy," New Peer Reflexive Candidate ")

If TCP connection establishment required:


Establish TCP connection

If indication on TCP connection establishment failure requested:


NotificationRequested

(Event ID = x, "TCP connection

establishment failure")

If (D)TLS session establishment required:


Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:


NotificationRequested

(Event ID = x, "(D)TLS session establishment failure")

If IMS media plane security required:
Pre‑Shared Key (NOTE 6)

If indication on CLUE message received requested:


NotificationRequested

(Event ID = x, "CLUE

message received")
	Local Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads 

If media is "video": 

   If CVO required:

      Extended Header for CVO

      (NOTE 3)

If media is "video": 

   If imageattr negotiation:

      Generic Image Attribute

      (NOTE 4)

If media is “video”:

   If Predefined ROI required:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Predefined ROI Sent

   If Arbitrary ROI required:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

          RTCP feedback for Arbitrary ROI Sent

If media is "message":

   If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 


Certificate fingerprint = $

SCTP Stream ID


Subprotocol = CLUE


Max message size = $
If ICE is applied:

   ICE host candidate request

   ICE password request

   ICE Ufrag request

If SDPCapNeg is applied:

   SDPCapNeg configuration

   }

Remote Descriptor {

If media is "audio" or "video":

   Codec List

   RTP Payloads 

If media is "video": 

   If CVO required:

      Extended Header for CVO

      (NOTE 3)

If media is "video": 

   If imageattr negotiation:

      Generic Image Attribute

      (NOTE 4)

   If media is “video”:

      If Predefined ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Predefined ROI Received

      If Arbitrary ROI required:

         Extended Header For Sent ROI

         If termination towards ROI-receiving client:

            RTCP feedback for Arbitrary ROI Received

If media is "message":

   If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 


Certificate fingerprint


Max message size
If RTCP APP messages allowed

     Allowed RTCP APP message

       types

If ICE is applied:

   ICE received candidate

   ICE received password

   ICE received Ufrag

     (NOTE 5)

If SDPCapNeg is applied:

   SDPCapNeg configuration

  }

	NOTE1: 
It is highly recommended to request termination heartbeat notification to detect hanging context and termination in the MRFP that may result e.g. from a loss of communication between the MRFC and the MRFP. 

NOTE 2:   This shall be set to a value other than "inactive".

NOTE 3:
If the MRFP supports the extended RTP header it shall pass any received extended RTP header with CVO bits on to succeeding RTP streams. If the MRFP transcodes between video payloads and it supports the extended RTP header with CVO bits it shall keep the video orientation unchanged during the transcoding and convey received RTP CVO header bytes on the succeeding RTP streams after transcoding associated packets as specified in 3GPP TS 26.114 [41], subclause 7.4.5.

NOTE 4:
The support of the generic image attributes is optional for the MRFP. The list of image sizes per payload type supported by the MRFP is preconfigured in the MRFC. If none of the image sizes received within an SDP body on Mr interface is supported by the MRFP then the MRFC will not send the generic image attribute parameter to the MRFP.

NOTE 5:
The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.333 [25].

NOTE 6:
The MRFC and the MRFP may support IMS media plane security i.e. end‑to‑end media security for session-based messaging (MSRP) using the pre‑shared key (PSK) ciphersuites for TLS (specified in IETF RFC 4279 [58] and profiled as specified in Annex E of 3GPP TS 33.310 [59]). The list of PSK ciphersuites for TLS supported by the MRFP is preconfigured in the MRFC.


The MRFP responds as in Table 5.17.2.4.2. 

Table 5.17.2.4.2: Reserve and Configure IMS Resources Request Acknowledge 

	Address Information
	Control information
	Bearer information

	Local Descriptor {

      Port

      IP Address 

If media is "message":

     MSRP session identity

If media is "application":

   If CLUE data channel required:


SCTP Port

   }

Remote Descriptor {

   Port

      IP Address 

If media is "message":

      MSRP session identity

}
   
	Transaction ID = x

Context ID = C1

Termination ID = T1

Stream Number 


	Local Descriptor { 

If media is "audio" or "video":

      Codec List

      RTP Payloads  

If media is "video": 

   If CVO extension header 
   provided in the request:


Extended Header for CVO

If media is "video": 

   If imageattr negotiation:

      Generic Image Attribute

If media is “video”:

   If Predefined ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Predefined ROI Sent

   If Arbitrary ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-  sending client:

         RTCP feedback for Arbitrary ROI Sent

If media is "message":

   If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 


Certificate fingerprint


SCTP Stream ID


Subprotocol = CLUE


Max message size
If ICE is applied:

   ICE host candidate

   ICE password

   ICE Ufrag

   If ICE lite implementation

       ICE lite indication

If SDPCapNeg is applied:

   SDPCapNeg configuration

   }

Remote Descriptor { 

If media is "audio" or "video":

   Codec List

   RTP Payloads  

If media is "video": 

   If CVO extension header 
   provided in the request:


Extended Header for CVO

If media is "video": 

   If imageattr negotiation:

      Generic Image Attribute

If media is “video”:

   If Predefined ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-receiving client:

         RTCP feedback for Predefined ROI Received

   If Arbitrary ROI provided in the request:

      Extended Header For Sent ROI

      If termination towards ROI-receiving client:

         RTCP feedback for Arbitrary ROI Received

If media is "message":

   If IMS media plane security
      required:



Transport = TCP/TLS/MSRP
      Else


Transport = TCP/MSRP

If media is "application":

   If CLUE data channel required:


Transport = UDP/DTLS/SCTP 

If SDPCapNeg is applied:

   SDPCapNeg configuration

   }


***** Next change *****
5.17.3.8
Audit Value

The MRFC sends an AUDIT VALUE request command as in Table 5.17.3.8.1.

Table 5.17.3.8.1: Audit Value

	Address Information
	Control information
	Bearer information

	
	Transaction ID = x

Context ID= -/ALL
Termination ID = ROOT/ALL/T1
Audit Packages (NOTE1)

Audit Descriptor = 
Empty/IndAuditParameter:=     IndAudMediaDescriptor:=     
streams

{

IndAudStreamParms:=
{


Stream Number,


IndAudStreamParms:=
IndAudLocalControlDescriptor:=
IndAudPropertyParm:=
mgcinfo
}
}

Audit Descriptor = IndAuditParameter:=     IndAudMediaDescriptor:=     IndAudTerminationStateDescriptor:= SDPCapNeg Supported Capabilities (NOTE 2)


	

	NOTE 1: 
Packages is for Null/Root Combina.
NOTE 2:    Used for auditing SDPCapNeg Extensions.


The MRFP responds as in table 5.17.3.8.2.

Table 5.17.3.8.2: Audit Value Ack
	Address Information
	Control information
	Bearer information

	
	Transaction ID = x

Context ID = -/Context ID
Termination ID = ROOT/T1
Packages List 

Mgcinfo
SDPCapNeg Extensions
	


Upon reception of the command in the MRFP: 

· The Service State returns the current Service State

· When Packages are requested, the Package Names and Versions are returned

The following table illustrates the allowed combinations that can be obtained with the AuditValue Command:

Table 15.17.3.8.3: Combinations of AuditValue Command

	ContextID
	TerminationID
	Information Obtained

	Specific
	Wildcard
	Audit of matching Terminations in a Context

	Specific
	Specific
	Audit of a single Termination in a Context

	Null
	Root
	Audit of Media Gateway state and events

	All
	Specific
	(Non-null) ContextID in which the Termination currently exists


***** End of change *****
