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1. Introduction
This PCR specifies the Diameter message priority mechanism over the T6a, T6ai, T6b, T6bi, T7 interfaces
2. Reason for Change
When making resource allocation and overload abatement decisions, Diameter nodes (agents, servers) currently have no generic mechanism to determine the relative priority of Diameter messages. There is a need for a mechanism to allow Diameter endpoints (clients) to indicate a level of priority of Diameter transactions.

In particular some Diameter transactions may relate to emergency cases, first responders (firemen, public safety...), governmental users and also subscription based priority allocated by an operator to a customer, which require priority handling.

IETF Dime work group has also identified such a need and has an ongoing work on Diameter Routing Message Priority (IETF draft-ietf-dime-drmp-02). Such a priority mechanism is generic and application independent; it is beneficial to reuse this mechanism over Diameter based 3GPP interfaces
.3. Conclusions
It is proposed:

- A new Annex for Diameter message priority over the T6a, T6ai, T6b, T6bi, T7 interfaces is added and refers to the current IETF draft-ietf-dime-drmp-02.

- Addition of the DRMP AVP in commands used over the T6a, T6ai, T6b, T6bi, T7 interfaces, in the reused AVPs 
4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.128.
* * * First Change * * * *
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* * * Next Change * * * *

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

DRMP
Diameter Routing Message Priority

SCEF
Service Capability Exposure Function
IWK-SCEF
Interworking - SCEF
* * * Next Change * * * *

6.2.3
Configuration Information Request (CIR) Command

The Configuration Information Request (CIR) command, indicated by the Command-Code field set to 8388718 and the "R" bit set in the Command Flags field, is sent from:

-
the SCEF to the MME/SGSN;

-
the SCEF to the IWK-SCEF and

-
the MME/SGSN to the IWK-SCEF
This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Configuration-Information-Request command format is specified as following:
Message Format:

< Configuration-Information-Request > ::=
< Diameter Header: 8388718, REQ, PXY, 16777346 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ Destination-Host ]

{ Destination-Realm }

 [ OC-Supported-Features ]

*[ Supported-Features ]
*[ Monitoring-Event-Configuration ] 

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]

6.2.4
Configuration-Information-Answer (CIA) Command

The Configuration-Information-Answer (CIA) command, indicated by the Command-Code field set to 8388718 and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME/SGSN to the SCEF;

-
the IWK-SCEF to the SCEF and

-
the IWK-SCEF to the MME/SGSN

This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Configuration-Information-Answer command format is specified as following:
Message Format:

< Configuration-Information-Answer > ::=
< Diameter Header: 8388718, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

[ OC-Supported-Features ]

[ OC-OLR ]
*[ Supported-Features ]

*[ Monitoring-Event-Report ]

*[ Monitoring-Event-Config-Status ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
6.2.5
Reporting-Information-Request (RIR) Command

The Reporting-Information-Request (RIR) command, indicated by the Command-Code field set to 8388719 and the "R" bit cleared in the Command Flags field, is sent from:

-
the MME/SGSN to the SCEF;

-
the MME/SGSN to the IWK-SCEF and

-
the IWK-SCEF to the SCEF.
This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Reporting-Information-Request command format is specified as following:
Message Format:

< Reporting-Information-Request > ::=
< Diameter Header: 8388719, PXY, 16777346 >

< Session-Id >

[ DRMP ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

{ Destination-Host }

{ Destination-Realm }

*[ Supported-Features ]

*[ Monitoring-Event-Report ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
6.2.6
Reporting-Information-Answer (RIA) Command

The Reporting-Information-Answer (RIA) command, indicated by the Command-Code field set to 8388719 and the "R" bit cleared in the Command Flags field, is sent from: 
-
the SCEF to the MME/SGSN;

-
the SCEF to the IWK-SCEF and

-
the IWK-SCEF to the MME/SGSN.

This command is originally defined in 3GPP TS 29.336 [5].
For the T6a/T6b interface, the Reporting-Information-Answer command format is specified as following:
Message Format:

< Reporting-Information-Answer > ::=
< Diameter Header: 8388719, PXY, 16777346 >

< Session-Id >

[ DRMP ]

[ Result-Code ]

[ Experimental-Result ]

{ Auth-Session-State }

{ Origin-Host }

{ Origin-Realm }

*[ Supported-Features ]

*[ Failed-AVP ]

*[ Proxy-Info ]

*[ Route-Record ]

*[AVP]
Editor’s note :
About overload, to state if SCEF can report OLRs to request a traffic reduction by the MME/SGSN.

* * * Next Change * * * *

6.4.1
General

The following table specifies the Diameter AVPs defined for the T6a/T6b interface protocol, their AVP Code values, types, possible flag values and whether or not the AVP may be encrypted. The Vendor-ID header of all AVPs defined in this specification shall be set to 3GPP (10415).

Table 6.4.1-1: T6a/T6b specific Diameter AVPs

	
	AVP Flag rules
	

	Attribute Name
	AVP Code
	Section defined
	Value Type
	Must
	May
	Should not
	Must not
	May Encr.

	Communication-Failure-Information
	Xxxx
	6.4.3
	Grouped
	M,V
	
	
	
	No

	Cause-Type
	Xxxx
	6.4.4
	Unsigned32
	M,V
	
	
	
	No

	S1AP-Cause
	Xxxx
	6.4.5
	Unsigned32
	M,V
	
	
	
	No

	RANAP-Cause
	Xxxx
	6.4.6
	Unsigned32
	M,V
	
	
	
	No

	BSSGP-Cause
	Xxxx
	6.4.7
	Unsigned32
	M,V
	
	
	
	No

	GMM-Cause
	Xxxx
	6.4.8
	Unsigned32
	M,V
	
	
	
	No

	SM-Cause
	Xxxx
	6.4.9
	Unsigned32
	M,V
	
	
	
	No

	Number-Of-UE-Per-Location-Configuration
	Xxxx
	6.4.10
	Grouped
	M,V
	
	
	
	No

	Number-Of-UE-Per-Location-Report
	Xxxx
	6.4.11
	Grouped
	M,V
	
	
	
	No

	UE-Count
	Xxxx
	6.4.12
	Unsigned32
	M,V
	
	
	
	No

	NOTE 1:
The AVP header bit denoted as "M" indicates whether support of the AVP is required. The AVP header bit denoted as "V" indicates whether the optional Vendor-ID field is present in the AVP header. For further details, see IETF RFC 3588 [3].

NOTE 2:
If the M-bit is set for an AVP and the receiver does not understand the AVP, it shall return a rejection. If the M-bit is not set for an AVP, the receiver shall not return a rejection, whether or not it understands the AVP. If the receiver understands the AVP but the M-bit value does not match with the definition in this table, the receiver shall ignore the M-bit.


The following table specifies the Diameter AVPs re-used by the T6a/T6b interface protocol from existing Diameter Applications, including a reference to their respective specifications and when needed, a short description of their use within T6a/T6b. 

Any other AVPs from existing Diameter Applications, except for the AVPs from Diameter Base Protocol, do not need to be supported. The AVPs from Diameter Base Protocol are not included in table 6.4.1-2, but they may be re-used for the T6a/T6b protocol.

Table 6.4.1-2: T6a/T6b re-used Diameter AVPs

	Attribute Name
	Reference
	Comments

	Monitoring-Event-Configuration
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event to be configured at the MME/SGSN or the IWK-SCEF.

	Monitoring-Event-Report
	3GPP TS 29.336 [5]
	This AVP shall contain the monitoring event reported by the MME/SGSN or the IWK-SCEF.

	SCEF-Reference-ID
	3GPP TS 29.336 [5]
	

	SCEF-ID
	3GPP TS 29.336 [5]
	

	SCEF-Reference-ID-for-Deletion
	3GPP TS 29.336 [5]
	

	Supported-Features
	3GPP TS 29.229 [4]
	

	Feature-List-ID
	3GPP TS 29.229 [4]
	

	Feature-List
	3GPP TS 29.229 [4]
	

	OC-Supported-Features
	IETF draft-ietf-dime-ovli-02 [9]
	

	OC-OLR
	IETF draft-ietf-dime-ovli-02 [9]
	

	Monitoring-Event-Config-Status
	3GPP TS 29.336 [5]
	This AVP shall contain the status of configuration of each monitoring event identified by an SCEF-ID and SCEF-Reference-ID.

	DRMP
	IETF draft-ietf-dime-drmp-02 [xx]
	see section 5.3.3.xx


* * * Next Change * * * *

6.3.3.xx
DRMP

The DRMP AVP is of type Enumerated and it is defined in IETF draft-ietf-dime-drmp-02 [xx]. This AVP allows the MME, the SGSN, the SCEF and the IWK-SCEF to indicate the relative priority of Diameter messages.
* * * Next Change * * * *

Annex X (normative):
Diameter message priority mechanism

X.1
General

IETF draft-ietf-drmp-02 [xx] specifies a Diameter routing message priority mechanism that allows Diameter nodes to indicate the relative priority of Diameter messages. With this information, other Diameter nodes may leverage the relative priority of Diameter messages into routing, resource allocation and also abatement decisions when overload control is applied.

X.2
T6a, T6ai, T6b, T6bi, T7 interfaces
The Diameter message priority mechanism is an optional feature which may apply on one or several of the T6a, T6ai, T6b, T6bi, T7 interfaces.
It is recommended to make use of IETF draft-ietf-drmp-02 [xx] over the T6a, T6ai, T6b, T6bi, T7 interfaces of an operator network when the overload control defined in Annex A is applied on these interfaces.

A 3GPP functional entity supporting the Diameter message priority mechanism over one or several of the T6a, T6ai, T6b, T6bi, T7 interfaces shall comply with IETF draft-ietf-dime-drmp-02 [xx]. In particular, when priority is required, it shall include the DRMP AVP indicating a priority level in the requests it sends, and prioritise received requests according to the priority level received within the DRMP AVP. It shall prioritise received answers according to the priority level received within the DRMP AVP if present, otherwise according to the priority level of the corresponding request. It shall include the DRMP AVP in the answer to a received request if the required priority of the answer is different from the one of the request. The decisions of the 3GPP functional entity for a required priority and for the priority level value are implementation specific.

Diameter requests related to high priority traffic should contain a DRMP AVP with a high priority of which the level value is operator dependent.
* * * End of Changes * * * *

