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* * * First Change * * * *

8.4.3
Monitoring-Event-Report
The Monitoring-Event-Report AVP is of type Grouped, and it contains the information to be reported as requested by Monitoring-Event-Configuration.

AVP format:

Monitoring-Event-Report::=
<AVP header: 3123 10415>

{ SCEF-Reference-ID }

[ SCEF-ID ]

[ Visited-PLMN-Id ] 

[ Roaming-Information ]

[ IMEI-Change ]
[ Reachability-Information ]

[ EPS-Location-Information ]

[ Monitoring-Type ]

*[AVP]

For the reporting of Loss of connectivity (connection failure) the Monitoring-Type AVP shall be set to LOSS_OF_CONNECTIVITY in the Monitoring-Event-Report AVP.

For the reporting of availability after DDN failure the Monitoring-Type AVP shall be set to AVAILABILITY_AFTER_DDN_FAILURE in the Monitoring-Event-Report AVP.

* * * Next Changes * * * *

8.4.42
Validity-Time
The Validity-Time AVP is of type Time (see IETF RFC 3588 [3]), and contains the point of time when the CP sets associated to an SCEF-Reference-ID (in combination with an SCEF-ID) becoming invalid and shall be deleted.
* * * End of Changes * * * *

