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1. Overall Description:
This section describes a problematic scenario on an HSS failure recovery procedure by comparing with normal procedure.

This contribution is created based on comments when the C4-151950 was discussed in CT4#71 in Anaheim.  Texts with revision mark indicate the delta from the C4-151950.

1.1	Normal HSS failure recovery procedure
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Figure 1

1.2	A problematic scenario on an HSS failure recovery procedure
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Figure 2
The issue we can see in this procedure is that when UE makes the TAU procedure with MME change, the LICH status is NOT transferred from old MME to new MME. Due to lack of this knowledge in new MME, new MME does not set the PGW ID information in the User Location Update message in step 7 in the Figure 2 and thus the HSS cannot retrieve the PGW ID.
As the result, the 3GPP to Non-3GPP HO fails if it happens after this procedure.


2. Solutions:
There are a few solutions to solve this issue.
2.1	Solution 1: Old MME informs the LICH status information to New MME during the context request/response procedure.
This solution makes new MME the same status as old MME. It means that new MME looks like having the reset message from the HSS in the past.
With this approach, new MME can perform the same logic as old MME for the case where “LICH=Not conformed”.

2.2	Solution 2: MME always sends the PGW ID in the ULR if MME has them.
This is the simplest solution in our view. Whenever the MME sends the User Location Update message to the HSS, the PGW ID information is ALWAYS set as far as the MME holds them.

2.3	Solution 3: New MME sends the PGW ID in the ULR if the “HO-To-Non-3GPP-Access Not Allowed” is not set in the Subscriber data “Active-APN AVP”.
In this solution, new MME refers to the subscriber data “Active-APN AVP” to see whether the handover to Non-3GPP is possible or not. If it is possible, new MME sets the PGW ID information to the User Location Update message and sends it to the HSS. See below the structure of Active-APN AVP for your convenience.
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2.4	Solution 4: In the TAU procedure, new MME sends the Notify-Request (NOR) Command with PGW ID information only if Update-Location-Answer (ULA) Command has parameters that “HO-To-Non-3GPP-Access Not Allowed” is not set in the Subscriber data Active-APN AVP and there is no MIP6-Agent-Info is set in the APN-Configuration-Profile AVP/Subscription-Data AVP.
In this solution, there is no update necessary in old MME and thus no protocol impacts. However, there are two HSS contacts from new MME. This increases network traffic between new MME and HSS.


3. Solution comparison
See below for solution comparison.
	Solution
	Pros
	Cons

	Solution 1: Old MME informs the LICH status information to New MME
	· New MME can performs the same logic for “LICH” treatment as old MME.
· Maintains original concept for the HSS failure recovery procedure
	· “LICH” has to be transferred from old MME to new MME.

	Solution 2: MME always sends the PGW ID in the ULR
	· No update is needed in old MME.
	· Too much to do in both  new MME and HSS as Non-3GPP HO capable UE is very few in % wise.

	Solution 3: New MME sends the PGW ID in the ULR if HO-To-Non-3GPP-Access allowed.
	· Less data handling over the S6a/S6d comparing to the solution above.
	· “ARD” has to be transferred from old MME to new MME.

	Solution 4: New MME sends the Notify-Request (NOR) Command with PGW ID information after ULR/ULA if needed.
	· No protocol update needed.
	· New MME contacts to HSS twice if problematic conditions are met.




4. Conclusion
As shown in solution comparison table in section 3, NEC believes that solution 1 is more feasible than others. Especially as captured in Cons for soltuon1, solution 1 can maintains the original MME/SGSN behaviour for the HSS failure recovery procedure.
In addition, solution 4 should also be standardized as a standalone solution since 1) this solution can coexists with solution 1 without any harm, 2) This solution can work solely in new MME if old MME does not support solution 1.
With this reason, NEC would like to propose CT4 to accept two companion CRs one to 29.274 (Solution 1) and the other one to 29.272 (Solution 4) to solve this issue in Release 13.


=== Annex (the original MME/SGSN behaviour for the HSS failure recovery procedure in 29.272.) ===


5.2.4.1.2	Detailed behaviour of the MME and the SGSN

When receiving a Reset message the MME or SGSN or combined MME/SGSN shall mark all impacted subscriber records "Location Information Confirmed in HSS" as "Not Confirmed". If the Reset-IDs IE is supported and received, the MME or SGSN or combined MME/SGSN shall make use of the Reset-IDs (together with the HSS's realm) in order to determine which subscriber records are impacted (i.e. check whether at least one received Reset-ID is associated with the subscriber); otherwise the MME or SGSN or combined MME/SGSN shall make use of the HSS Identity received in the Origin-Host AVP (by comparing it with the value stored after successful ULA) and may make use of the received User-Id-List (if any) in order to determine which subscriber records are impacted.
At the next authenticated radio contact with the UE concerned, if the subscriber record "Location Information Confirmed in HSS" is marked as "Not Confirmed", the restoration procedure shall be triggered. 
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=7.3.31 Access-Restriction-Data.

The AccessRestriction-Data AVPis of type Unsigned32 and it shall contain a bit mask where each bit when set to 1
indicates a restriction,. The meaning of the bits is the following:

- Table 7.3.31/1: Access-Restriction-Data-

Bit- Description
07| UTRAN Not Allowed«

10| GERAN Not Allowede

27| GAN Not Allowed=

32| I-HSPA-Evolution Not Allowed=

47| EUTRAN Not Allowede

52| HO-To-Non-3GPP-Access Not Allowed«
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