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* * * First Change * * * *

5.x
Enhanced bandwidth negotiation mechanism

5.x.1
General

The IMS-ALG and the IMS-AGW may support the enhanced bandwidth negotiation mechanism defined in 3GPP TS 26.114 [21]. The present subclause describes the requirements for the IMS-ALG and the IMS-AGW when the enhanced bandwidth negotiation mechanism is supported.

The enhanced bandwidth negotiation mechanism is based on the "a=bw-info" SDP attribute (defined in clause 19 of 3GPP TS 26.114 [21]) to negotiate the additional bandwidth properties end-to-end. The additional bandwidth properties:

-
the maximum supported bandwidth;

-
the minimum supported bandwidth;

-
the maximum desired bandwidth; and

-
the minimum desired bandwidth,

are specified per payload type (i.e. per codecs and codec configurations) and separately for sending and receiving directions. The offer/answer negotiation is performed for each "a=bw-info" SDP attribute line individually.

NOTE 1:
The maximum supported bandwidth for the receiving direction corresponds to the "b=AS" bandwidth modifier for the same payload type.

Operator policy with regards to the bandwidth allocation is applied via local configuration. The maximum supported bandwidth, the maximum desired bandwidth, the minimum desired bandwidth, the minimum supported bandwidth, the maximum packet rate (corresponding to the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth) and the minimum packet rate (corresponding to the minimum supported bandwidth), for sending direction and receiving direction, supported by the IMS-AGW per payload type (i.e. per codecs and codec configurations) shall be preconfigured in the IMS-ALG.
If the IMS-ALG requests the IMS-AGW to reserve or modify media resources the IMS-ALG shall provide to the IMS-AGW the additional bandwidth information per payload type within the "Additional Bandwidth Properties" information element.
NOTE 2:
If no media related information is provided to the IMS-AGW the "Additional Bandwidth Properties" information element cannot be included.

In order to support accurate bandwidth allocation, the IMS-AGW shall use the "Additional Bandwidth Properties" information element for the resource reservation and may use for the admission control.

NOTE 3:
Usage of the additional bandwidth properties for the admission control is outside the scope of this document.

If the value of the maximum supported bandwidth for the receiving direction is less than the value of the "b=AS" bandwidth modifier for the same payload type then IMS-AGW shall use the maximum supported bandwidth to determine the maximum sending rate for the selected payload.

NOTE 4:
The best compromise between quality and network utilization is reached when the media uses bandwidths from the minimum desired bandwidth up to the maximum desired bandwidth, which is therefore the most preferred bandwidth range. The higher end of this range should preferably be used for the most sessions. When the bitrate adaptation is needed due to degraded operating conditions, it may require changing the bandwidth down towards the minimum desired bandwidth.
Bandwidths below the minimum desired bandwidth, down to the minimum supported bandwidth, may be used during poor operating conditions, although this should happen rarely. If the operating conditions are so poor that not even the media using the minimum supported bandwidth can be maintained then the media may be stopped or the session may be closed.
Bandwidths above the maximum desired bandwidth, up to the maximum supported bandwidth, can be used to provide room for redundancy so that the media may survive during very bad operating conditions and when the bandwidth reduction alone is unable to provide sufficient quality. This range should be used rarely.
The following subclauses describe the additional requirements for the IP version interworking, transcoding and applying operator policy.
5.x.2
IP version interworking
If the IMS-ALG performs IP version interworking defined in subclause 5.2 and if:

-
the IMS-ALG receives an SDP body containing the "a=bw-info" SDP attribute(s) (defined in clause 19 of 3GPP TS 26.114 [21]);

-
the IMS-ALG adjusts any SDP "b=AS" bandwidth modifier contained in the SDP body; and

-
the received "a=bw-info" SDP attribute lines do not contain bandwidth properties for both IPv4 and IPv6;

the IMS-ALG shall, before forwarding the SDP body:

-
re-calculate the received bandwidth properties (the maximum supported bandwidth, the maximum desired bandwidth, the minimum desired bandwidth and the minimum supported bandwidth for sending and/or receiving direction);

NOTE 1:
3GPP TS 26.114 [21] subclause 12.7.5 contains information how to convert "b=AS" bandwidth modifier for video media and 3GPP TS 26.114 [21] annex K and annex Q contain information about bandwidths for speech media transported over IPv4 and IPv6.

-
include in the modified "a=bw-info" SDP attribute lines the IP version used for the re-calculation of the bandwidth properties;

NOTE 2:
If no IP version is included for IMS-ALG then IPv6 is assumed for all bandwidth properties on this attribute line, see clause 19 of 3GPP TS 26.114 [21].

-
include the maximum packet rate assumed when re-calculating the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth properties;
-
include the minimum packet rate assumed when re-calculating the minimum supported bandwidth; and
-
if the received SDP body is an SDP offer then IMS-ALG shall determine if "a=bw-info" SDP attribute lines need to be modified in accordance with local configuration as described in subclause 5.x.4.
Otherwise, if the received SDP body contains bandwidth properties for both IPv4 and IPv6 and if the IMS-ALG does not support or does not apply the transcoding procedure defined in subclause 5.13, the IMS-ALG shall forward the SDP body with unmodified "a=bw-info" SDP attribute lines.
If the receieved SDP body is an SDP answer and if the IMS-ALG requests the IMS-AGW to reserve or modify media resources the IMS-ALG shall provide to the IMS-AGW for the selected payload type the "Additional Bandwidth Properties" information element containing:
-
a=bw-info" SDP attribute lines with the values as in the received SDP answer for the termination towards the SDP answerer; and
-
a=bw-info" SDP attribute lines with the values adjusted to the IP version used by the SDP offerer for the termination towards the SDP offerer.
5.x.3
Transcoding
If the IMS-ALG and the IMS-AGW support the ATCF/ATGW functions and apply the transcoding procedure, defined in subclause 5.13, then during the access transfer procedures the IMS-ALG shall apply the procedures described in subclause 6.2.14.y to negotiate the additional bandwidth properties using the "a=bw-info" SDP attribute(s) (defined in clause 19 of 3GPP TS 26.114 [21]). If different IP versions are used between the access and the remote legs then the IMS-ALG shall also apply the procedure described in subclause 5.x.2.

5.x.4
Applying operator policy

If the IMS-ALG receives an SDP offer containing the SDP "a=bw-info" attribute(s), defined in clause 19 of 3GPP TS 26.114 [21] and if:

-
the IMS-ALG does not support or does not apply the IP version interworking defined in subclause 5.2;

-
the IMS-ALG does not support or does not apply the transcoding procedure defined in subclause 5.13; and

-
the bandwidth values received within the "a=bw-info" SDP attribute(s) based on local configuration:

a)
do not require modification the IMS-ALG shall forward the SDP offer with unmodified SDP "a=bw-info" attribute(s); or

b)
require modification the IMS-ALG shall modify the received bandwidth values for some or all of the offered payload types (codecs and codec configurations) before forwarding the SDP offer. In accordance with the preconfigured additional bandwidth properties values per payload type the IMS-ALG may:

1.
decrease the maximum supported bandwidth, the maximum desired bandwidth or the minimum desired bandwidth for sending direction;

2.
decrease the maximum supported bandwidth, the maximum desired bandwidth or the minimum desired bandwidth for receiving direction;

3.
increase the minimum supported bandwidth for sending direction; and
4.
increase the minimum supported bandwidth for receiving direction.

If the IMS-ALG modified the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth, the IMS-ALG shall modify the value of the maximum packet rate property to indicate the maximum packet rate assumed when re-calculating the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth.

If the IMS-ALG modified the minimum supported bandwidth the IMS-ALG shall modify the value the minimum packet rate property to indicate the minimum packet rate assumed when re-calculating the minimum supported bandwidth.
If the IMS-ALG then receives an SDP answer with the SDP "a=bw-info" attribute(s) the IMS-ALG shall forward the SDP answer with unmodified SDP "a=bw-info" attribute(s).

NOTE:
It is assumed that no media resources are required to be reserved and the additional bandwidth properties received in the SDP answer within the "a=bw-info" SDP attribute(s) are not provided to the IMS-AGW.

* * * Next Change * * * *

6.2.14.y
Enhanced bandwidth negotiation mechanism

The signalling flow shown in figure 6.2.14.y.1 gives an example for a PS session establishment with media anchored in the IMS-AGW (ATGW) when the enhanced bandwidth negotiation mechanism using the "a=bw-info" SDP attribute (defined in clause 19 of 3GPP TS 26.114 [21]) to negotiate the additional bandwidth properties is supported by the IMS-ALG (ATCF) and the IMS-AGW (ATGW).
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Figure 6.2.14.y.1: PS session establishment with media anchoring in IMS-AGW (ATGW) and support of the enhanced bandwidth negotiation mechanism
The procedure in the figure 6.2.14.y.1, following the basic procedure in subclause 6.2.14.3, is described step-by-step with an emphasis on the additional aspects for the IMS-ALG (ATCF) and the IMS-AGW (ATGW) of the enhanced bandwidth negotiation mechanism.

1.
As step 1 in subclause 6.2.14.3 with the exception that the SDP offer contains for the offered payload types "a=bw-info" SDP attribute lines.

2.
As step 2 in subclause 6.2.14.3. No media reservation is required at this stage (indicated by signalling "-" in the m line).

Editor's Note:
Sending of the additional bandwidth properties to the IMS-AGW within the "Reserve AGW Connection Point" procedure would only add unnecessary signalling without requiring any action or changes in the IMS-AGW at this stage. CT4 needs to decide if the "Additional Bandwidth Properties" information element should be added to the "Reserve AGW Connection Point" procedure although this CR currently proposes modification of the "Reserve AGW Connection Point" procedure.
3.
As step 3 in subclause 6.2.14.3.

4.
As step 4 in subclause 6.2.14.3.

5.
Due to the different IP versions used by the access network and the core network the IMS-ALG (ATCF) adjusts SDP "b=AS" bandwidth modifier to IPv6 used in the core network. In addition, if required by the local configuration, the IMS-ALG (ATCF) may decrease the maximum supported bandwidth, the maximum desired bandwidth or the minimum desired bandwidth for sending direction and receiving direction, and may increase the minimum supported bandwidth for sending direction and receiving direction. The IMS-ALG (ATCF) re-calculates the maximum supported bandwidth, the maximum desired bandwidth, the minimum desired bandwidth and the minimum supported bandwidth for sending and/or receiving direction, indicates that IPv6 is used for the re-calculation of the bandwidth properties, includes the maximum packet rate assumed when re-calculating the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth properties, and includes the minimum packet rate assumed when re-calculating the minimum supported bandwidth.
6.
As step 6 in subclause 6.2.14.3 with the exception that the SDP offer contains for the offered payload types "a=bw-info" SDP attribute lines.

7.
As step 7 in subclause 6.2.14.3 with the exception that the SDP answer contains for the selected payload type "a=bw-info" SDP attribute lines.

8.
As step 8 in subclause 6.2.14.3 with the exception that for the selected payload type (codec and codec configurations) the IMS-ALG (ATCF) provides to the IMS-AGW (ATGW) the "Additional Bandwidth Properties" information element containing in:

a)
the local descriptor "a=bw-info" SDP attribute lines with the values received in step 7 and which the IMS-AGW (ATGW) will use when reserving the media resources in the receiving direction towards the core network and which correspond to "a=bw-info" SDP attribute lines indicating sending direction in the received SDP answer in step 7; and

b)
the remote descriptor "a=bw-info" SDP attribute lines with the values received in step 7 and which the IMS-AGW (ATGW) will use when reserving the media resources in the sending direction towards the core network and which correspond to "a=bw-info" SDP attribute lines indicating receiving direction in the received SDP answer in step 7.

9.
As step 9 in subclause 6.2.14.3.

10.
As step 10 in subclause 6.2.14.3.

11.
The IMS-ALG (ATCF) adjusts SDP "b=AS" bandwidth modifier to IPv4 used in the access network. In addition, the IMS-ALG (ATCF) re-calculates the received bandwidth properties (the maximum supported bandwidth, the maximum desired bandwidth, the minimum desired bandwidth and the minimum supported bandwidth for sending and/or receiving direction), indicates that IPv4 is used for the re-calculation of the bandwidth properties, includes the maximum packet rate assumed when re-calculating the maximum supported bandwidth, the maximum desired bandwidth and the minimum desired bandwidth properties, and includes the minimum packet rate assumed when re-calculating the minimum supported bandwidth.

NOTE:
In this example the IMS-ALG (ATCF) and the IMS-AGW (ATGW) performs the IP versions interworking. However, when the IP versions interworking is not required this step is not performed and the IMS-ALG (ATCF) sends in step 12 the "Additional Bandwidth Properties" information element containing "a=bw-info" SDP attribute lines with the values received in step 7 and in step 16 the SDP answer with the "a=bw-info" SDP attribute lines received in step 7.

12.
As step 11 in subclause 6.2.14.3 with the exception that for the selected payload type (codec and codec configurations) the IMS-ALG (ATCF) provides to the IMS-AGW (ATGW) the "Additional Bandwidth Properties" information element containing in:

a)
the local descriptor "a=bw-info" SDP attribute lines with the values recalculated in step 11 and which the IMS-AGW (ATGW) will use when reserving the media resources in the receiving direction towards the access network and which correspond to "a=bw-info" SDP attribute lines indicating receiving direction in the received SDP answer in step 7; and

b)
the remote descriptor "a=bw-info" SDP attribute lines with the values recalculated in step 11 and which the IMS-AGW (ATGW) will use when reserving the media resources in the sending direction towards the access network and which correspond to "a=bw-info" SDP attribute lines indicating sending direction in the received SDP answer in step 7.

13.
As step 12 in subclause 6.2.14.3.

14.
As step 13 in subclause 6.2.14.3.

15.
As step 14 in subclause 6.2.14.3.

16.
As step 15 in subclause 6.2.14.3 with the exception that the SDP answer contains for the selected payload type "a=bw-info" SDP attribute lines.

* * * Next Change * * * *

8.2
Reserve and Configure AGW Connection Point 

This procedure is used to reserve multimedia-processing resources for the Iq interface connection.   

Table 8.2.1: Procedures between IMS-ALG and IMS-AGW: Reserve and Configure AGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve and Configure AGW Connection Point
	IMS-ALG
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the IMS-AGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Bearer Termination Request
	M
	This information element indicates the existing bearer termination or requests a new bearer termination for the bearer to be established.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved.

This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications. This information element shall be included when requesting a new bearer termination. Otherwise the information element is optional.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate  for a media stream. (NOTE 2).. 

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination shall be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Media Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Media Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	RTCP handling
	O
	This information element is present if IMS-ALG wants to explicitly control the reservation of RTCP resources (NOTE 4).

	
	
	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	
	
	Explicit RTCP transport address
	C
	This information element indicates the remote RTCP port and optionally the remote network address where to send RTCP packets. This information element may only be present if RTCP handling is required.

	
	
	Local cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 3). It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Remote cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 3). It indicates the SDES remote cryptographic parameters such as key(s)

	
	
	ECN Enable
	O
	This information element requests the IMS-AGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	
	
	Predefined ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	
	
	Arbitrary ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	
	
	Local certificate fingerprint Request
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity protected by the IMS-AGW (NOTE 3). It requests the IMS-AGW to provide a local certificate fingerprint.

	
	
	Remote certificate fingerprint
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 3). It indicates the remote certificate fingerprint.

	
	
	Establish (D)TLS session
	O
	This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 3)

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs. (NOTE 3)

	
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	
	
	Notify TCP Connection Establishment Failure Event
	C
	This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	STUN server request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to answer STUN connectivity checks for ICE.

	
	
	ICE Connectivity Check
	C
	This information element requests the IMS-AGW to perform ICE connectivity check as defined by IETF RFC 5245 [39]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	ICE password request
	O
	This information element is present if IMS-ALG requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IMS-ALG requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IMS-ALG requests an ICE host candidate.

	
	
	ICE received candidate
	O
	This information element is present if IMS-ALG indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IMS-ALG indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IMS-ALG indicates a received Ufrag for ICE.

	
	
	MSRP Path
	O
	This information element is present for application-aware MSRP Interworking. It provides the path information that the IMS-AGW shall insert in the MSRP layer "To‑Path" Information element.

	
	
	Application-aware MSRP interworking request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to perform application-aware MSRP Interworking.

	
	
	Notify STUN consent freshness test failure Event
	O
	This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	
	
	STUN consent freshenss test request
	O
	This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).

	
	
	Local SCTP Port Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local SCTP Port.

	
	
	Remote SCTP Port
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote SCTP port.

	
	
	Local SCTP maximum message size Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local max message size.

	
	
	Remote SCTP maximum message size
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote max message size.

	
	
	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.

	
	
	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.

	
	
	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.

	
	
	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.

	
	
	Remote Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute received from the remote peer, including the Subprotocol to exchange via the data channel.

	
	
	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.

	
	
	Remote Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute received from the remote peer, encapsulating a subprotocol specific SDP attribute.

	
	
	Allowed RTCP APP message types
	O
	This information element is present if IMS-ALG allows the IMS-AGW to send RTCP APP packets of the indicated types. The IMS-AGW shall not send other RTCP APP packets. If the parameter is not supplied, the IMS-AGW shall not send any RTCP APP packets.

	
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [21].

	Reserve and Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. This IE shall be present if it was contained in the request. If the IE was not contained in the request, it may be present in the reply.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Local cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Remote cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES remote cryptographic parameters such as key(s)

	
	
	Local certificate fingerprint
	C
	This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint. (NOTE 3)

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the IMS-AGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the IMS-AGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the IMS-AGW.

	
	
	Local SCTP Port
	C
	This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	
	
	Local SCTP maximum message size
	C
	This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the IMS-AGW supports ICE lite, but not full ICE. It indicates that the IMS-AGW only supports ICE lite.

	
	
	SDPCapNeg configuration
	C
	This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2: 
One of those IEs shall at least be present when policing is required.

NOTE 3: 
This IE may only be present for access network terminations. 

NOTE 4: 
The concerned RTCP resource component is related to the RTCP port value.


* * * Next Change * * * *

8.3
Reserve AGW Connection Point Procedure

Editor's Note:
Sending of the additional bandwidth properties to the IMS-AGW within the "Reserve AGW Connection Point" procedure would only add unnecessary signalling without requiring any action or changes in the IMS-AGW at this stage. CT4 needs to decide if the "Additional Bandwidth Properties" information element should be added to the "Reserve AGW Connection Point" procedure although this CR currently proposes modification of the "Reserve AGW Connection Point" procedure.
This procedure is used to reserve local connection addresses and local resources in IMS-AGW. 

Table 8.3.1: Procedures between IMS-ALG and IMS-AGW: Reserve AGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve AGW Connection Point
	IMS-ALG
	Context /Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the IMS-AGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Bearer Termination Request
	M
	This information element requests a new bearer termination

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved.

This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2).

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Media Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Media Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	RTCP handling
	O
	This information element is present if IMS-ALG wants explicitly control the reservation of RTCP resources by the IMS-AGW.

	
	
	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	
	
	Local cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 3). It indicates the SDES local cryptographic parameters such as key(s).

	
	
	ECN Enable
	O
	This information element requests the IMS-AGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	
	
	Predefined ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	
	
	Arbitrary ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	
	
	Local certificate fingerprint Request
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity protected by the IMS-AGW (NOTE 4). It requests the IMS-AGW to provide a local certificate fingerprint.

	
	
	Establish (D)TLS session
	O
	This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 4)

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs. (NOTE 4)

	
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	
	
	Notify TCP Connection Establishment Failure Event
	C
	This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	ICE password request
	O
	This information element is present if IMS-ALG requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IMS-ALG requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IMS-ALG requests an ICE host candidate.

	
	
	STUN server request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to answer STUN connectivity checks for ICE.

	
	
	Application-aware MSRP interworking request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to perform application-aware MSRP Interworking.

	
	
	Notify STUN consent freshness test failure Event
	O
	This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	
	
	
	
	

	
	
	STUN consent freshenss test request
	O
	This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).

	
	
	Local SCTP Port Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local SCTP Port.

	
	
	Local SCTP maximum message size Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local max message size.

	
	
	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.

	
	
	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.

	
	
	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.

	
	
	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.

	
	
	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.

	
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [21].

	Reserve AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	C
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. This IE shall be present if it was contained in the request. If the IE was not contained in the request, it may be present in the reply.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Local cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Local certificate fingerprint
	C
	This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint. (NOTE 4)

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the IMS-AGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the IMS-AGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the IMS-AGW.

	
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the IMS-AGW supports ICE lite, but not full ICE. It indicates that the IMS-AGW only supports ICE lite.

	
	
	Local SCTP Port
	C
	This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	
	
	Local SCTP maximum message size
	C
	This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	
	
	SDPCapNeg configuration
	C
	This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2: 
One of those IEs shall at least be present when policing is required.

NOTE 3: 
This IE may only be present for access network terminations, and only if the IMS-ALG includes only one SDES crypto attribute in the SDP sent towards the served UE. 

NOTE 4: 
This IE may only be present for access network terminations.


* * * Next Change * * * *

8.4
Configure AGW Connection Point Procedure

This procedure is used to select or modify multimedia-processing resources for the Iq interface connection.   

Table 8.4.1: Procedures between IMS-ALG and IMS-AGW: Configure AGW Connection Point

	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Configure AGW Connection Point
	IMS-ALG
	Context 
	M
	This information element indicates the context for the bearer termination.

	
	
	Priority information
	O
	This information element shall be present if the priority information needs to be modified, it may be present otherwise.

	
	
	Bearer Termination
	M
	This information element indicates the existing bearer termination.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting video any combination of video, audio and messaging may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination. (NOTE 3)

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2). 

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Media Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Media Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	RTCP handling
	O
	This information element is present if IMS-ALG wants to explicitly control the reservation of RTCP resources  (NOTE 5).

	
	
	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	
	
	Explicit RTCP transport address
	C
	This information element indicates the remote RTCP port and optionally the remote network address where to send RTCP packets. This information element may only be present if RTCP handling is required.

	
	
	Local cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 4). It indicates the SDES local cryptographic parameters such as key(s).

	
	
	Remote cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 4). It indicates the SDES remote cryptographic parameters such as key(s).

	
	
	ECN Enable
	O
	This information element requests the IMS-AGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	
	
	Predefined ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	
	
	Arbitrary ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	
	
	Remote certificate fingerprint
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 4). It indicates the remote certificate fingerprint.

	
	
	Establish (D)TLS session
	O
	This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 4)

	
	
	Release (D)TLS session
	O
	This information element requests the IMS-AGW to release the (D)TLS session. (NOTE 4)

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a TLS session establishment failure occurs. (NOTE 4)

	
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	
	
	Send TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to send a TCP connection establishment request (TCP SYN). It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	Notify TCP Connection Establishment Failure Event
	C
	This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	ICE Connectivity Check
	C
	This information element requests the IMS-AGW to perform ICE connectivity check as defined by IETF RFC 5245 [39]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	Additional ICE Connectivity Check
	C
	This information element requests the IMS-AGW to perform additional ICE connectivity check as defined by IETF RFC 5245 [39]. It is only applicable for full ICE.

	
	
	ICE received candidate
	O
	This information element is present if IMS-ALG indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IMS-ALG indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IMS-ALG indicates a received Ufrag for ICE.

	
	
	MSRP Path
	O
	This information element is present for application-aware MSRP Interworking. It provides the path information that the IMS-AGW shall insert in the MSRP layer "To‑Path" Information element.

	
	
	Notify STUN consent freshness test failure Event
	O
	This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	
	
	STUN consent freshness test request
	O
	This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).

	
	
	Allowed RTCP APP message types
	O
	This information element is present if IMS-ALG allows the IMS-AGW to send RTCP APP packets of the indicated types. The IMS-AGW shall not send other RTCP APP packets. If the parameter is not supplied, the IMS-AGW shall not send any RTCP APP packets.

	
	
	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.

	
	
	Remote Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute received from the remote peer, including the Subprotocol to exchange via the data channel.

	
	
	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.

	
	
	Remote Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute received from the remote peer, encapsulating a subprotocol specific SDP attribute.

	
	
	Remote SCTP port
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote SCTP port.

	
	
	Remote SCTP max message size
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote max message size.

	
	
	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to modify an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.

	
	
	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to modify an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.

	
	
	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.

	
	
	Initiate Outgoing SCTP Stream Reset
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to close an individual WEBRTC data channel. 

	
	
	Outgoing SCTP Stream Response
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to acknowledge the request to close an individual WEBRTC data channel. 

	
	
	Notify Detect Outgoing SCTP Stream Reset
	O
	This information element requests a notification of outgoing SCTP Stream reset requests from remote peers (here IMS WebRTC client).

	
	
	Notify Outgoing SCTP Stream Reset Result
	O
	This information element requests a notification of the result of an outgoing SCTP Stream reset sent to the remote peer (here IMS WebRTC client).

	
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [21].

	Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.

For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Local cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Remote cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES remote cryptographic parameters such as key(s)

	NOTE 1:
Remote Source Port and Remote Source Port Range are mutually exclusive.

NOTE 2: 
One of those IEs shall at least be present when policing is required.

NOTE 3: 
Additional streams may be added by the Configure AGW Connection Point procedure. The additional streams shall then carry the same IP Realm Identifier as the very first Stream.

NOTE 4: 
This IE may only be present for access network terminations. 

NOTE 5: 
The concerned RTCP resource component is related to the RTCP port value.


Editor's Note :
The details of how the transparent indication included in ECN Control is subject of stage 3 specification. It also needs to be determined if this indication is needed on both incoming and outgoing terminations.

* * * End of Changes * * * *

IMS-ALG
IMS-AGW
3. Create outgoing termination T2
1. SDP offer (c=IP4 IPo1, m=audio Po1 RTP/AVP PT1, PT2, b=ASo, a=bw-info: PT1 send MaxSupBw:b1; MaxDesBw:b2; MinDesBw:b3; MinSupBw:b4, a=bw-info: PT1 recv MaxSupBw:b6; MaxDesBw:b7; MinDesBw:b8; MinSupBw:b9, a=bw-info: PT2 send MaxSupBw:a1; MaxDesBw:a2; MinDesBw:a3; MinSupBw:a4, a=bw-info: PT2 recv MaxSupBw:a6; MaxDesBw:a7; MinDesBw:a8; MinSupBw:a9, a=bw-info: * send IpVer:4; MaxPRate:hro; MinPRate:lro, a=bw-info: * recv IpVer:4; MaxPRate:hro; MinPRate:lro)
2. H.248 ADD req (C=?, T=? m=-, LAddr=?, LPort=?)
4. H.248 ADD resp (C=C1, T=T2, LAddr=IPo2, LPort=Po2)
5. Modify SDP offer
6. SDP offer (c=IP6 IPo2, m=audio Po2 RTP/AVP PT1, PT2, b=ASov6, a=bw-info: PT1 send MaxSupBw:b1v6; MaxDesBw:b2v6; MinDesBw:b3v6; MinSupBw:b4v6, a=bw-info: PT1 recv MaxSupBw:b6v6; MaxDesBw:b7v6; MinDesBw:b8v6; MinSupBw:b9v6, a=bw-info: PT2 send MaxSupBw:a1v6; MaxDesBw:a2v6; MinDesBw:a3v6; MinSupBw:a4v6, a=bw-info: PT2 recv MaxSupBw:a6v6; MaxDesBw:a7v6; MinDesBw:a8v6; MinSupBw:a9v6, a=bw-info: * send IpVer:6; MaxPRate:hro2; MinPRate:lro2, a=bw-info: * recv IpVer:6; MaxPRate:hro2; MinPRate:lro2)
7. SDP answer (c=IP6 IPa2, m=audio Pa2 RTP/AVP PT2, b=ASa, a=bw-info: PT2 send MaxSupBw:c1; MaxDesBw:c2; MinDesBw:c3; MinSupBw:c4; IpVer:6; MaxPRate:hra2; MinPRate:lra2, a=bw-info: PT2 recv MaxSupBw:c6; MaxDesBw:c7; MinDesBw:c8; MinSupBw:c9; IpVer:6; MaxPRate:hra2; MinPRate:lra2)
9. Configure outgoing termination T2
8. H.248 MOD req (C=C1, T=T2, Addrtype=IPv6, m=audio, PT2, b=ASa, LD(ABP[a=bw-info: PT2 send MaxSupBw:c6; MaxDesBw:c7; MinDesBw:c8; MinSupBw:c9; IpVer:6; MaxPRate:hra2; MinPRate:lra2]) RD(RAddr=IPa2, RPort=Pa2, ABP[a=bw-info: PT2 recv MaxSupBw:c1; MaxDesBw:c2; MinDesBw:c3; MinSupBw:c4; IpVer:6; MaxPRate:hra2; MinPRate:lra2]))
10. H.248 MOD resp (C=C1, T=T2)
15. Modify SDP answer
16. SDP answer (c=IP4 IPa1, m=audio Pa1 RTP/AVP PT2, b=ASav4, a=bw-info: PT2 send MaxSupBw:c1v4; MaxDesBw:c2v4; MinDesBw:c3v4; MinSupBw:c4v4; IpVer:4; MaxPRate:hra; MinPRate:lra, a=bw-info: PT2 recv MaxSupBw:c6v4; MaxDesBw:c7v4; MinDesBw:c8v4; MinSupBw:c9v4; IpVer:4; MaxPRate:hra; MinPRate:lra)
Reserve AGW Connection Point 
(, Change Through-Connection)
Configure AGW Connection Point 
(, Change Through-Connection)
13. Create incoming termination T1
12. H.248 ADD req (C=C1, T=?, Addrtype=IPv4, m=audio, PT2, b=ASav4, LD(LAddr=?, LPort=?, ABP[a=bw-info: PT2 send MaxSupBw:c1v4; MaxDesBw:c2v4; MinDesBw:c3v4; MinSupBw:c4v4; IpVer:4; MaxPRate:hra; MinPRate:lra]) RD(RAddr=IPo1, RPort=Po1, ABP[a=bw-info: PT2 recv MaxSupBw:c6v4; MaxDesBw:c7v4; MinDesBw:c8v4; MinSupBw:c9v4; IpVer:4; MaxPRate:hra; MinPRate:lra]))
14. H.248 ADD resp (C=C1, T=T1, LAddr=IPa1, LPort=Pa1, a=, RAddr=IPo1, RPort=Po1)
Reserve and Configure AGW Connection Point 
(, Change Through-Connection)
11. Adjust received bandwidth properties to IPv4



